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Niniejsza ustawa shuzy stosowaniu rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 2016/679
z dnia 27 kwietnia 2016 r. w sprawie ochrony osob fizycznych w zwiazku z przetwarzaniem danych
osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogolne
rozporzadzenie o ochronie danych).

Niniejsza ustawa w zakresie swojej regulacji wdraza dyrektywe Parlamentu Europejskiego i Rady (UE)
2016/680 z dnia 27 kwietnia 2016 r. w sprawie ochrony osob fizycznych w zwigzku z przetwarzaniem
danych osobowych przez wlasciwe organy do celow zapobiegania przestepczosci, prowadzenia postgpowan
przygotowawczych, wykrywania i $cigania czynow zabronionych i wykonywania kar, w sprawie
swobodnego przeptywu takich danych oraz uchylajaca decyzje ramowa Rady 2008/977/WSiSW.

Niniejsza ustawa zmienia si¢ ustawy: ustawe z dnia 17 listopada 1964 r. — Kodeks postgpowania cywilnego,
ustawe z dnia 17 czerwca 1966 r. o postepowaniu egzekucyjnym w administracji, ustawg z dnia 31 lipca
1981 r. 0 wynagradzaniu niektérych osob zajmujacych kierownicze stanowiska panstwowe, ustawe z dnia
16 wrzesnia 1982 r. o pracownikach urzedow panstwowych, ustawe z dnia 23 grudnia 1994 r. o Najwyzszej
Izbie Kontroli, ustawe z dnia 29 czerwca 1995 1. o statystyce publicznej, ustawe z dnia 10 kwietnia 1997 r. —
Prawo energetyczne, ustawe z dnia 21 sierpnia 1997 r. o gospodarce nieruchomos$ciami, ustawe z dnia
27 sierpnia 1997 r. o rehabilitacji zawodowej i1 spotecznej oraz zatrudnianiu 0séb niepetnosprawnych, ustawe
z dnia 29 sierpnia 1997 r. — Ordynacja podatkowa, ustaw¢ z dnia 29 sierpnia 1997 r. — Prawo bankowe,
ustawe z dnia 9 listopada 2000 r. o utworzeniu Polskiej Agencji Rozwoju Przedsigbiorczosci, ustawe z dnia
8 czerwca 2001 r. o zawodzie psychologa i samorzadzie zawodowym psychologéw, ustawe z dnia 27 lipca
2001 r. — Prawo o ustroju sadow powszechnych, ustawe z dnia 28 listopada 2003 r. o $wiadczeniach
rodzinnych, ustawe z dnia 27 maja 2004 r. o funduszach inwestycyjnych i zarzadzaniu alternatywnymi
funduszami inwestycyjnymi, ustawe z dnia 2 lipca 2004 r. o swobodzie dziatalnosci gospodarczej, ustawe
Z dnia 17 grudnia 2004 r. o odpowiedzialnosci za naruszenie dyscypliny finanséw publicznych, ustawg z dnia
17 lutego 2005 r. o informatyzacji dziatalnosci podmiotéw realizujacych zadania publiczne, ustawe z dnia
27 lipca 2005 r. — Prawo o szkolnictwie wyzszym, ustawe z dnia 18 pazdziernika 2006 r. o ujawnianiu
informacji o dokumentach organow bezpieczenstwa panstwa z lat 1944-1990 oraz tresci tych dokumentow,
ustawe z dnia 7 wrzesnia 2007 r. o pomocy osobom uprawnionym do alimentéw, ustawe z dnia 27 sierpnia
2009 r. o finansach publicznych, ustawe¢ z dnia 5 listopada 2009 r. o spodldzieleczych kasach
oszczednos$ciowo-kredytowych, ustawe z dnia 9 kwietnia 2010 r. o udostepnianiu informacji gospodarczych
i wymianie danych gospodarczych, ustawe z dnia 9 kwietnia 2010 r. o Stuzbie Wieziennej, ustawe z dnia
5 sierpnia 2010 r. o ochronie informacji niejawnych, ustawe z dnia 5 stycznia 2011 r. — Kodeks wyborczy,
ustawe z dnia 15 lipca 2011 r. o zawodach pielggniarki i potoznej, ustawe z dnia 19 sierpnia 2011 r.
0 ustugach ptlatniczych, ustawe z dnia 14 grudnia 2012 r. o odpadach, ustawe z dnia 20 lutego 2015 r.
0 odnawialnych zrodtach energii, ustaweg z dnia 24 lipca 2015 r. — Prawo 0 zgromadzeniach, ustawe¢ z dnia
11 wrze$nia 2015 r. o dzialalno$ci ubezpieczeniowej i reasekuracyjnej, ustawe z dnia 25 wrzes$nia 2015 r.
0 zawodzie fizjoterapeuty, ustawe z dnia 9 pazdziernika 2015 r. o produktach biobodjczych, ustawe z dnia
28 stycznia 2016 r. — Prawo o prokuraturze, ustawe¢ z dnia 11 lutego 2016 r. o pomocy panstwa
w wychowywaniu dzieci, ustawe z dnia 25 lutego 2016 r. o ponownym wykorzystywaniu informacji sektora
publicznego, ustawg z dnia 13 kwietnia 2016 r. o bezpieczenstwie obrotu prekursorami materiatdéw
wybuchowych, ustawe z dnia 16 listopada 2016 r. o Krajowej Administracji Skarbowej, ustawe z dnia
9marca 2017 r. o systemie monitorowania drogowego przewozu towarOw oraz ustaw¢ z dnia
27 pazdziernika 2017 r. o podstawowej opiece zdrowotnej. Niniejsza ustawa uchyla si¢ ustawe¢ z dnia
29 sierpnia 1997 r. o ochronie danych osobowych.



Rozdziat 1
Przepisy ogolne

Art. 1. 1. Ustawe stosuje si¢ do ochrony oséb fizycznych w zwigzku z przetwarzaniem
danych osobowych w zakresie okreslonym w art. 2 i art. 3 rozporzadzenia Parlamentu
Europejskiego i Rady (UE) nr 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osob
fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogblne rozporzadzenie
o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1), zwanego dalej
,rozporzadzeniem 2016/679.

2. Ustawa okresla:

1) podmioty publiczne obowigzane do wyznaczenia inspektora ochrony danych oraz tryb
zawiadamiania 0 jego wyznaczeniu;

2) warunki i tryb akredytacji podmiotu certyfikujgcego, podmiotu monitorujgcego kodeks
postepowania oraz certyfikacji;

3) tryb zatwierdzenia kodeksu postepowania;

4)  organ wlasciwy w sprawie ochrony danych osobowych;

5) postepowanie w sprawie naruszenia przepisOw o ochronie danych osobowych;

6) tryb europejskiej wspoOtpracy administracyjnej;

7)  kontrole przestrzegania przepisOw 0 ochronie danych osobowych;

8) odpowiedzialno$¢ cywilng za naruszenie przepisOwW 0 ochronie danych osobowych

I postepowanie przed sgdem;

9) odpowiedzialno$¢ karng i administracyjne kary pieni¢zne za naruszenie przepisOw

0 ochronie danych osobowych.

Art. 2. 1. Do dzialalno$ci polegajacej na redagowaniu, przygotowaniu, tworzeniu lub
publikowaniu materiatow prasowych w rozumieniu ustawy z dnia 26 stycznia 1984 r. —
Prawo prasowe (Dz. U. poz. 24, z pdzn. zm.4)), a takze do wypowiedzi w ramach dziatalnosci
literackiej lub artystycznej nie stosuje si¢ przepiséw art. 5-9, art. 11, art. 13-16, art. 18-22,
art. 27, art. 28 ust. 2—-10 oraz art. 30 rozporzadzenia 2016/679.

K Zmiany wymienionej ustawy zostaly ogltoszone w Dz. U. z 1988 r. poz. 324, z 1989 r. poz. 187, z 1990 r.
poz. 173, z 1991 r. poz. 442, z 1996 r. poz. 542, z 1997 r. poz. 554 i 770, z 1999 r. poz. 999, z 2001 r.
poz. 1198, z 2002 r. poz. 1271, z 2004 r. poz. 1181, z 2005 r. poz. 377, z 2007 r. poz. 590, z 2010 r.
poz. 1228 i 1551, z 2011 r. poz. 459, 934, 1204 i 1660, z 2012 r. poz. 1136, z 2013 r. poz. 771 oraz z 2017 r.
poz. 2173.
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2. Do wypowiedzi akademickiej, o ktérej mowa w art. 85 ust. 2 rozporzadzenia
2016/679, nie stosuje si¢ przepiséw art. 13, art. 15 ust. 3 i 4, art. 18, art. 27, art. 28 ust. 2-10
oraz art. 30 rozporzadzenia 2016/679.

Art. 3. 1. Administrator wykonujacy zadanie publiczne nie przekazuje informacji,
0 ktorych mowa w art. 13 ust. 3 rozporzadzenia 2016/679, jezeli zmiana celu przetwarzania
stuzy realizacji zadania publicznego i1 niewykonanie obowigzku, o ktérym mowa w art. 13
ust. 3 rozporzadzenia 2016/679, jest niezbedne dla realizacji celow, o ktorych mowa w art. 23
ust. 1 tego rozporzadzenia, oraz przekazanie tych informacji:
1)  uniemozliwi lub znaczaco utrudni prawidlowe wykonanie zadania publicznego, a interes

lub podstawowe prawa lub wolnosci osoby, ktorej dane dotycza, nie sg nadrzedne

w stosunku do interesu wynikajacego z realizacji tego zadania publicznego, lub
2) naruszy ochrong informacji niejawnych.

2. W przypadku, o ktorym mowa w ust. 1, administrator zapewnia odpowiednie $rodki
stuzace ochronie interesu lub podstawowych praw 1 wolnos$ci osoby, ktérej dane dotycza.

3. Administrator jest obowigzany bez zbednej zwloki, nie pdzniej jednak niz w terminie
miesigca, poinformowaé osobe, ktorej dane dotycza, na jej wniosek, o podstawie

nieprzekazania informacji, o ktorych mowa w art. 13 ust. 3 rozporzadzenia 2016/679.

Art. 4. 1. W zakresie nieuregulowanym w art. 14 ust. 5 rozporzadzenia 2016/679
administrator wykonujacy zadanie publiczne nie przekazuje informacji, o ktdorych mowa
w art. 14 ust. 1, 2 i 4 rozporzadzenia 2016/679, jezeli stuzy to realizacji zadania publicznego
I niewykonanie obowigzku, o ktorym mowa w art. 14 ust. 1, 2 i 4 rozporzadzenia 2016/679,
jest niezbedne dla realizacji celow, o ktérych mowa w art. 23 ust. 1 tego rozporzadzenia, oraz
przekazanie tych informacji:

1) uniemozliwi lub znaczaco utrudni prawidlowe wykonanie zadania publicznego, a interes
lub podstawowe prawa lub wolnosci osoby, ktorej dane dotycza, nie sg nadrzedne

w stosunku do interesu wynikajacego z realizacji tego zadania publicznego, lub
2) naruszy ochrong informacji niejawnych.

2. W przypadku, o ktérym mowa w ust. 1, administrator zapewnia odpowiednie $rodki
stuzace ochronie interesu lub podstawowych praw 1 wolnos$ci osoby, ktérej dane dotycza.

3. Administrator jest obowigzany bez zbgdnej zwtoki, nie pdzniej jednak niz w terminie
miesigca, poinformowaé osobe, ktorej dane dotycza, na jej wniosek, o podstawie

nieprzekazania informacji, o ktérych mowa w art. 14 ust. 1, 2 i 4 rozporzadzenia 2016/679.



Art. 5. 1. Przepisow, o ktorych mowa w art. 15 ust. 1-3 rozporzadzenia 2016/679, nie
stosuje si¢, W przypadku gdy osoba, ktorej dane dotycza, nie jest informowana na podstawie
art. 4 ust. 1.

2. W przypadku gdy wykonanie obowigzkéw, o ktorych mowa w art. 15 ust. 1 1 3
rozporzadzenia 2016/679, wymaga niewspdimiernie duzego wysitku zwigzanego
z wyszukaniem danych osobowych, administrator wykonujgcy zadanie publiczne wzywa
osobe, ktorej dane dotycza, do udzielenia informacji pozwalajacych na wyszukanie tych
danych. Przepis art. 64 ustawy z dnia 14 czerwca 1960 r. — Kodeks postepowania
administracyjnego (Dz. U. z 2017 r. poz. 1257 oraz z 2018 r. poz. 149) stosuje si¢
odpowiednio.

3. W przypadku, o ktorym mowa w ust. 1, administrator zapewnia odpowiednie $rodki
stuzace ochronie interesu lub podstawowych praw i wolnos$ci osoby, ktérej dane dotycza.

4. Administrator jest obowigzany bez zbednej zwloki, nie pdzniej jednak niz w terminie
miesigca, poinformowac osobg, ktérej dane dotycza, na jej wniosek, o podstawie

nieprzekazania informacji, o ktérych mowa w art. 15 ust. 1 i 3 rozporzadzenia 2016/679.

Art. 6. PrzepisoOw ustawy oraz rozporzadzenia 2016/679 nie stosuje si¢ do:

1) przetwarzania danych osobowych przez jednostki sektora finansow publicznych,
0 ktérych mowa w art. 9 pkt 1, 3, 5, 6 i 14 ustawy z dnia 27 sierpnia 2009 r. o finansach
publicznych (Dz. U. z 2017 r. poz. 2077 oraz z 2018 r. poz. 62), w zakresie, w jakim
przetwarzanie to jest konieczne do realizacji zadan majacych na celu zapewnienie
bezpieczenstwa narodowego, jezeli przepisy szczegélne przewidujg niezbedne Srodki
ochrony praw i wolnosci osoby, ktérej dane dotycza;

2) dziatalnosci shuzb specjalnych w rozumieniu art. 11 ustawy z dnia 24 maja 2002 r.
0 Agencji Bezpieczenstwa Wewnetrznego oraz Agencji Wywiadu (Dz. U. z 2017 r.
poz. 1920 i 2405 oraz z 2018 r. poz. 138).

Art. 7. 1. W sprawach nieuregulowanych w ustawie do postepowan administracyjnych
przed Prezesem Urzedu Ochrony Danych Osobowych, zwanego dalej ,,Prezesem Urzgdu”,
0 ktérych mowa w rozdziale 4-7 i 11, stosuje si¢ przepisy ustawy z dnia 14 czerwca 1960 r. —
Kodeks postepowania administracyjnego.

2. Postgpowanie przed Prezesem Urzedu jest postepowaniem jednoinstancyjnym.



3. Do postanowien wydanych w postepowaniach, o ktorych mowa w ust. 1, na ktore
zgodnie z ustawg z dnia 14 czerwca 1960 r. — Kodeks postepowania administracyjnego
przystuguje zazalenie, przepiséw o zazaleniu nie stosuje si¢.

4. Na postanowienia, o ktérych mowa w ust. 3, przysluguje skarga do sadu

administracyjnego.
Rozdziat 2
Wyznaczanie inspektora ochrony danych

Art. 8. Administrator i podmiot przetwarzajacy jest obowigzany do wyznaczenia
inspektora ochrony danych, zwanego dalej ,,inspektorem”, w przypadkach i na zasadach

okreslonych w art. 37 rozporzadzenia 2016/679.

Art. 9. Przez organy i podmioty publiczne obowigzane do wyznaczenia inspektora,

o0 ktérych mowa w art. 37 ust. 1 lit. a rozporzadzenia 2016/679, rozumie sig:

1) jednostki sektora finansow publicznych, o ktérych mowa w art. 9 ustawy z dnia
27 sierpnia 2009 r. o finansach publicznych;

2) instytuty badawcze, o ktérych mowa w ustawie z dnia 30 kwietnia 2010 r. o instytutach
badawczych (Dz. U. z 2017 r. poz. 1158, 1452 i 2201);

3) Narodowy Bank Polski.

Art. 10. 1. Podmiot, ktéry wyznaczyl inspektora, zawiadamia Prezesa Urzedu o jego
wyznaczeniu w terminie 14 dni od dnia wyznaczenia, wskazujac imig, nazwisko, adres poczty
elektronicznej lub numer telefonu inspektora.

2. Zawiadomienie moze zosta¢ dokonane przez pelnomocnika podmiotu, o ktéorym
mowa w ust. 1. Do zawiadomienia dotgcza si¢ petlnomocnictwo udzielone w formie
elektronicznej.

3. W zawiadomieniu obok danych, o ktorych mowa w ust. 1, wskazuje si¢:

1) imi¢ i nazwisko oraz adres zamieszkania, w przypadku gdy administratorem lub
podmiotem przetwarzajacym jest osoba fizyczna;

2) firm¢ przedsigbiorcy oraz adres miejsca prowadzenia dziatalnosci gospodarczej,
w przypadku gdy administratorem lub podmiotem przetwarzajacym jest osoba fizyczna
prowadzaca dziatalno$¢ gospodarcza;

3) pelng nazwe oraz adres siedziby, w przypadku gdy administratorem lub podmiotem

przetwarzajacym jest podmiot inny niz wskazany w pkt 1 albo 2;
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4) numer identyfikacyjny REGON, jezeli zostal nadany administratorowi lub podmiotowi
przetwarzajgcemu.

4. Podmiot, ktory wyznaczyt inspektora, zawiadamia Prezesa Urzgdu o kazdej zmianie
danych, o ktorych mowa w ust. 1 i 3, oraz o odwotaniu inspektora, w terminie 14 dni od dnia
zaistnienia zmiany lub odwotania.

5. W przypadku wyznaczenia jednego inspektora przez organy lub podmioty publiczne
albo przez grupe przedsigbiorstw, kazdy z tych podmiotéw dokonuje zawiadomienia,
0 ktérym mowa w ust. 1 i 4.

6. Zawiadomienia, o ktérych mowa w ust. 1 i 4, sporzadza si¢ w postaci elektronicznej
i opatruje  kwalifikowanym podpisem elektronicznym albo podpisem potwierdzonym

profilem zaufanym ePUAP.

Art. 11. Podmiot, ktory wyznaczyt inspektora, udostgpnia dane inspektora, o ktorych
mowa w art. 10 ust. 1, niezwlocznie po jego wyznaczeniu, na swojej stronie internetowej,
ajezeli nie prowadzi wilasnej strony internetowej, w sposob ogolnie dostepny w miejscu

prowadzenia dziatalno$ci.
Rozdziat 3
Warunki i tryb udzielania akredytacji podmiotowi certyfikujacemu

Art. 12. 1. Akredytacji podmiotow ubiegajacych si¢ o uprawnienie do certyfikacji
w zakresie ochrony danych osobowych, o ktérej mowa w art. 43 rozporzadzenia 2016/679,
zwanej dalej ,,akredytacja”, udziela Polskie Centrum Akredytacji.

2. Akredytacja jest udzielana na zasadach okreslonych w art. 43 ust. 1-7 rozporzadzenia
2016/679.

3. Do udzielania akredytacji stosuje si¢ przepisy rozdzialu 4 ustawy z dnia 13 kwietnia
2016 r. o systemach oceny zgodnosci i nadzoru rynku (Dz. U. z 2017 r. poz. 1398),
Z wylaczeniem art. 24 ust. 4-7 oraz art. 25 ust. 1 i 2, w zakresie dotyczacym ograniczenia
zakresu akredytacji oraz jej zawieszenia.

4. Tlekro¢ w ustawie jest mowa o podmiocie certyfikujacym, nalezy przez to rozumie¢
podmiot uprawniony do certyfikacji w zakresie ochrony danych osobowych, akredytowany
przez Polskie Centrum Akredytacji.

Art. 13. Prezes Urzedu udostepnia na swojej stronie podmiotowej Biuletynu Informacji

Publicznej kryteria akredytacji, o ktorych mowa w art. 43 ust. 3 rozporzadzenia 2016/679.



Art. 14. 1. Polskie Centrum Akredytacji informuje Prezesa Urzedu o udzielonej
akredytacji. Informacja o udzielonej akredytacji zawiera:
1)  oznaczenie podmiotu, ktéremu udzielono akredytacji;
2) wskazanie zakresu udzielonej akredytacji oraz okresu jej waznosci.

2. Polskie Centrum Akredytacji informuje Prezesa Urzedu o cofnigciu akredytacji.
Informacja o cofnieciu akredytacji zawiera:
1) oznaczenie podmiotu, ktéremu cofni¢to akredytacje;
2)  wskazanie powodow uzasadniajacych cofnigcie akredytacji.

3. Prezes Urzedu 1 Polskie Centrum Akredytacji mogg zawrze¢ porozumienie
0 wspoOlpracy w  zakresie monitorowania dzialalnosci podmiotow  certyfikujacych

I wzajemnym przekazywaniu informacji dotyczacych tych podmiotow.
Rozdziat 4
Warunki i tryb dokonywania certyfikacji

Art. 15. 1. Certyfikacji, o ktorej mowa w art. 42 rozporzadzenia 2016/679, zwanej dalej
»certyfikacja”, dokonuje Prezes Urzedu i podmiot certyfikujacy, na wniosek administratora,
podmiotu przetwarzajacego, producenta albo podmiotu wprowadzajacego ustuge lub produkt
na rynek.

2. Certyfikacja jest dokonywana na zasadach okre$lonych w rozporzadzeniu 2016/679.

3. W sprawach dokonywania certyfikacji przez podmiot certyfikujacy nieuregulowanych
w rozporzadzeniu 2016/679 1 niniejszej ustawie stosuje si¢ postanowienia uUmowy
cywilnoprawnej zawartej miedzy podmiotem certyfikujagcym a podmiotem ubiegajacym si¢

o certyfikacje.

Art. 16. Prezes Urzedu udostgpnia na swojej stronie podmiotowej Biuletynu Informacji

Publicznej kryteria certyfikacji, o ktorych mowa w art. 42 ust. 5 rozporzadzenia 2016/679.

Art. 17. 1. Wniosek o certyfikacj¢ zawiera co najmnie;j:

1) nazwe¢ podmiotu ubiegajacego si¢ o certyfikacj¢ albo jego imi¢ i nazwisko oraz
wskazanie adresu jego siedziby, adresu miejsca prowadzenia dzialalno$ci gospodarcze;j
albo adresu zamieszkania;

2) informacje potwierdzajace spetnianie kryteriow certyfikacji;

3) wskazanie zakresu wnioskowanej certyfikacji.
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2. Do wniosku dotacza si¢ dokumenty potwierdzajace spetnianie kryteridow certyfikacji
albo ich kopie oraz, w przypadku certyfikacji dokonywanej przez Prezesa Urzedu, dowod
wniesienia oplaty, o ktorej mowa w art. 26.

3. Wniosek sktada si¢ pisemnie w postaci papierowej opatrzonej wlasnorgcznym
podpisem albo w postaci elektronicznej opatrzonej kwalifikowanym podpisem
elektronicznym. Wniosek sktadany do Prezesa Urzedu w postaci elektronicznej opatruje si¢
kwalifikowanym podpisem elektronicznym albo podpisem potwierdzonym profilem
zaufanym ePUAP.

Art. 18. 1. Prezes Urzedu albo podmiot certyfikujacy rozpatruje wniosek o certyfikacje
| w terminie nie dtuzszym niz 3 miesigce od dnia ztozenia wniosku zgodnego z art. 17, po
zbadaniu spetniania kryteriow certyfikacji, zawiadamia wnioskodawce o dokonaniu albo
odmowie dokonania certyfikacji.

2. Whniosek ztozony do Prezesa Urzedu, niezawierajacy informacji, o ktorych mowa
w art. 17 ust. 1 pkt 1, pozostawia si¢ bez rozpoznania. Jezeli wniosek nie zawiera informacji,
o ktérych mowa w art. 17 ust. 1 pkt 2 lub 3, lub nie spelnia wymagan, o ktérych mowa
wart. 17 ust. 2 lub 3, Prezes Urzedu wzywa wnioskodawce do ich uzupelnienia wraz
Z pouczeniem, ze ich nieuzupeilnienie w terminie 7 dni od dnia dorgczenia wezwania

spowoduje pozostawienie wniosku bez rozpoznania.

Art. 19. Przed dokonaniem certyfikacji podmiot certyfikujacy informuje Prezesa Urzgdu
o planowanym dokonaniu albo planowanej odmowie dokonania certyfikacji.

Art. 20. 1. W przypadku stwierdzenia, ze podmiot ubiegajacy si¢ o certyfikacje nie
spetnia kryteriow certyfikacji, Prezes Urzedu albo podmiot certyfikujacy odmawia jej
dokonania.

2. Odmowa dokonania certyfikacji przez Prezesa Urzedu nastgpuje w drodze decyz;ji.

3. Podmiot certyfikujacy opracowuje i udostepnia zainteresowanym podmiotom

procedure postepowania w przypadku odmowy dokonania certyfikacji.

Art. 21. 1. Dokumentem potwierdzajacym certyfikacje¢ jest certyfikat.

2. Certyfikat zawiera co najmniej:
1) oznaczenie podmiotu, ktory otrzymat certyfikat;
2) nazwe podmiotu dokonujgcego certyfikacji oraz wskazanie adresu jego siedziby;
3) numer lub oznaczenie certyfikatu;

4)  zakres, w tym okres, certyfikacji;
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5) date wydania i podpis podmiotu dokonujgcego certyfikacji lub osoby przez niego

upowaznione;j.

Art. 22. 1. W okresie, na jaki zostata dokonana certyfikacja, podmiot, ktéremu wydano
certyfikat, jest obowigzany spetnia¢ kryteria certyfikacji obowiazujace na dzien jego wydania.

2. Prezes Urzedu albo podmiot certyfikujacy cofa certyfikacje w przypadku
stwierdzenia, ze podmiot, ktéremu wydano certyfikat, nie spetlnia lub przestal spetniac
kryteria certyfikacji.

3. Cofnigcie certyfikacji przez Prezesa Urzedu nastepuje w drodze decyzji.

Art. 23. 1. Podmiot certyfikujacy przekazuje Prezesowi Urzedu dane podmiotu,
ktoremu wydano certyfikat, oraz podmiotu, ktéoremu cofnigto certyfikacje, wraz ze
wskazaniem przyczyny jej cofnigcia.

2. Prezes Urzedu prowadzi publicznie dostgpny wykaz podmiotéw, o ktéorych mowa
w ust. 1.

3. Prezes Urzgdu dokonuje wpisu do wykazu niezwltocznie po dokonaniu certyfikacji
albo otrzymaniu informacji o dokonaniu certyfikacji przez podmiot certyfikujacy.

4. Prezes Urzegdu udostgpnia wykaz na swojej stronie podmiotowej Biuletynu Informacji

Publicznej i dokonuje jego aktualizaciji.

Art. 24. 1. Prezes Urzedu w terminie, o ktorym mowa w art. 18 ust. 1, a takze po
dokonaniu certyfikacji jest uprawniony do przeprowadzenia czynno$ci sprawdzajacych
U administratora, podmiotu przetwarzajacego, producenta albo podmiotu wprowadzajacego
ustuge lub produkt na rynek, w celu oceny spetliania przez ten podmiot kryteriow
certyfikacji.

2. Prezes Urzedu zawiadamia podmiot, o ktorym mowa w ust. 1, o zamiarze
przeprowadzenia czynno$ci sprawdzajacych.

3. Czynnosci sprawdzajace przeprowadza si¢ nie wczesniej niz po uptywie 7 dni i nie
pozniej niz przed uptywem 30 dni od dnia dorgczenia podmiotowi, o ktorym mowa w ust. 1,
zawiadomienia o zamiarze ich przeprowadzenia. Jezeli czynnosci sprawdzajace nie zostang
przeprowadzone w terminie 30 dni od dnia dorgczenia zawiadomienia, ich przeprowadzenie
wymaga ponownego zawiadomienia.

4. Czynnos$ci sprawdzajace przeprowadza si¢ na podstawie imiennego upowaznienia
wydanego przez Prezesa Urzedu, ktore zawiera:

1) imi¢ i nazwisko osoby przeprowadzajacej czynno$ci sprawdzajace;
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2) oznaczenie administratora, podmiotu przetwarzajacego, producenta albo podmiotu
wprowadzajacego ustuge lub produkt na rynek;

3) wskazanie podstawy prawnej przeprowadzenia czynnosci sprawdzajacych;

4)  zakres czynnosci sprawdzajacych;

5) date i miejsce jego wystawienia;

6) podpis osoby uprawnionej do wydania upowaznienia w imieniu Prezesa Urzedu.

Art. 25. 1. Osoba przeprowadzajaca czynnosci sprawdzajace jest uprawniona do:

1)  wstegpu na grunt oraz do budynkow, lokali lub innych pomieszczen w dniach i godzinach
pracy administratora, podmiotu przetwarzajacego, producenta albo podmiotu
wprowadzajacego ustuge lub produkt na rynek;

2) wgladu do dokumentow i informacji majacych bezposredni zwigzek z dziatalno$ciag
objeta certyfikacja;

3) ogledzin urzadzen, no$nikow oraz systemow informatycznych lub teleinformatycznych
stuzacych do przetwarzania danych;

4) zadania ustnych lub pisemnych wyjasnien w sprawach zwigzanych z dzialalnos$cia
objeta certyfikacja.

2. Czynnosci sprawdzajacych dokonuje si¢ w obecno$ci administratora, podmiotu
przetwarzajacego, producenta albo podmiotu wprowadzajacego ustuge lub produkt na rynek
lub osoby przez niego upowaznione;.

3. Z czynnosci sprawdzajacych sporzadza si¢ protokot i przedstawia administratorowi,
podmiotowi przetwarzajagcemu, producentowi albo podmiotowi wprowadzajagcemu ustuge lub

produkt na rynek. Przepis art. 88 stosuje si¢ odpowiednio.

Art. 26. 1. Prezes Urzedu pobiera za czynnosci zwigzane z certyfikacja optatg, ktorej
wysoko$¢ odpowiada przewidywanym kosztom poniesionym z tytutu wykonywania tych
CzZynnosci.

2. Prezes Urzedu, ustalajagc wysokos$¢ optlaty, bierze pod uwage zakres certyfikacii,
przewidywany przebieg i dlugo$¢ postgpowania certyfikujacego oraz koszt pracy pracownika
wykonujacego czynnos$ci zwigzane z certyfikacja.

3. Maksymalna wysokos$¢ oplaty nie moze przekroczy¢ czterokrotnosci przecigtnego
wynagrodzenia w gospodarce narodowej w roku kalendarzowym poprzedzajacym rok
zlozenia wniosku o certyfikacje, oglaszanego przez Prezesa Glownego Urzedu

Statystycznego na podstawie art. 20 pkt 1 lit. a ustawy z dnia 17 grudnia 1998 r.
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0 emeryturach 1 rentach z Funduszu Ubezpieczen Spotecznych (Dz. U. z 2017 r. poz. 1383,
13861 2120 oraz z 2018 r. poz. 138 i 357).

4. Prezes Urzgdu na swojej stronie podmiotowej Biuletynu Informacji Publicznej podaje
wysokos¢ oplaty, ktora podmiot, o ktorym mowa w art. 15, obowigzany jest ponies¢ z tytutu
czynnosci zwigzanych z certyfikacja.

5. Optata stanowi dochod budzetu panstwa.
Rozdziat 5

Opracowywanie i zatwierdzanie kodeksu postepowania oraz warunki i tryb akredytacji

podmiotu monitorujgcego jego przestrzeganie

Art. 27. 1. Kodeks postepowania, o ktorym mowa w art. 40 rozporzadzenia 2016/679,
zwany dalej ,.kodeksem postepowania”, jest opracowywany, opiniowany i zatwierdzany na
zasadach okreslonych w tym rozporzadzeniu.

2. Kodeks postepowania przed przekazaniem do zatwierdzenia Prezesowi Urzedu
podlega konsultacjom z zainteresowanymi podmiotami.

3. Informacj¢ o przeprowadzonych konsultacjach oraz ich wyniku przekazuje si¢
Prezesowi Urzedu wraz z kodeksem postepowania.

4. W przypadku uznania przez Prezesa Urzedu zakresu konsultacji za niewystarczajacy,
wzywa on podmiot do przeprowadzenia ponownych konsultacji, wskazujac ich zakres.

5. Strong postgpowania w sprawie zatwierdzenia kodeksu postepowania jest wytacznie
wnioskodawca wystepujacy o zatwierdzenie tego kodeksu. Przepisu art. 31 ustawy z dnia
14 czerwca 1960 r. — Kodeks postgpowania administracyjnego nie stosuje sig.

6. Do zmiany zatwierdzonego kodeksu postepowania lub jego rozszerzenia stosuje si¢

ust. 1-5.

Art. 28. Przestrzeganie zatwierdzonego kodeksu postepowania monitoruje podmiot

akredytowany przez Prezesa Urzedu na zasadach okreSlonych w art. 41 rozporzadzenia
2016/679.

Art. 29. 1. Akredytacja podmiotu, o ktdrym mowa w art. 28, jest udzielana na wniosek,
ktory zawiera co najmniej:
1) nazw¢ podmiotu ubiegajacego si¢ o akredytacje oraz adres jego siedziby;
2) informacje potwierdzajace spetnianie kryteridow, o ktorych mowa w art. 41 ust. 112

rozporzadzenia 2016/679.
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2. Do wniosku dotgcza si¢ dokumenty potwierdzajace spetnianie kryteriow, o ktorych
mowa w art. 41 ust. 112 rozporzadzenia 2016/679, albo ich kopie.

3. Wniosek sktada si¢ pisemnie w postaci papierowej opatrzonej wlasnor¢cznym
podpisem albo w postaci elektronicznej opatrzonej kwalifikowanym podpisem

elektronicznym albo podpisem potwierdzonym profilem zaufanym ePUAP.

Art. 30. 1. Prezes Urzedu rozpatruje wniosek 1 w terminie nie dtuzszym niz 3 miesigce
od dnia ztozenia wniosku zgodnego z art. 29, po zbadaniu spetniania kryteriow, o ktorych
mowa w art. 41 ust. 1 i 2 rozporzadzenia 2016/679, zawiadamia podmiot ubiegajacy si¢
0 akredytacje o udzieleniu lub odmowie udzielenia akredytacji.

2. Whiosek zlozony do Prezesa Urzedu niezawierajacy informacji, o ktorych mowa
w art. 29 ust. 1 pkt 1, pozostawia si¢ bez rozpoznania. Jezeli wniosek nie zawiera informacji,
o ktérych mowa w art. 29 ust. 1 pkt 2, lub nie spelnia wymagan, o ktérych mowa w ust. 2
lub 3, Prezes Urzedu wzywa wnioskodawce do ich uzupelnienia wraz z pouczeniem, ze ich
nieuzupelnienie w terminie 7 dni od dnia doreczenia wezwania spowoduje pozostawienie
whniosku bez rozpoznania.

3. W przypadku stwierdzenia, ze podmiot ubiegajacy si¢ o akredytacj¢ nie speinia
kryteriow, o ktorych mowa w art. 41 ust. 1 i 2 rozporzadzenia 2016/679, odmawia udzielenia

akredytacji. Odmowa udzielania akredytacji nastepuje w drodze decyz;ji.

Art. 31. 1. Dokumentem potwierdzajacym akredytacje jest certyfikat akredytacyjny.
2. Certyfikat akredytacyjny zawiera co najmniej:

1) oznaczenie podmiotu akredytowanego i adres jego siedziby;

2) numer lub oznaczenie certyfikatu akredytacyjnego;

3) datg¢ wydania i podpis Prezesa Urzedu albo osoby przez niego upowaznione;.

Art. 32. 1. W okresie, na jaki akredytacja zostata udzielona, podmiot akredytowany jest
obowigzany spetnia¢ kryteria, o ktérych mowa w art. 41 ust. 1 1 2 rozporzadzenia 2016/679,
obowigzujace na dzien wydania certyfikatu akredytacyjnego.

2. Prezes Urzgdu cofa, w drodze decyzji, akredytacj¢ w przypadku stwierdzenia, ze
podmiot akredytowany:

1) nie spetnia lub przestat spelnia¢ kryteria akredytacji, o ktorych mowa w art. 41 ust. 112

rozporzadzenia 2016/679;

2) podejmuje dziatania niezgodne z przepisami rozporzadzenia 2016/679.
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Art. 33. 1. Prezes Urzedu prowadzi publicznie dostepny wykaz podmiotow
akredytowanych.

2. Prezes Urzedu dokonuje wpisu do wykazu niezwlocznie po udzielaniu akredytacji.

3. Prezes Urzedu udostgpnia wykaz na swojej stronie podmiotowej Biuletynu Informacji

Publicznej i dokonuje jego aktualizaciji.
Rozdziat 6
Prezes Urzedu Ochrony Danych Osobowych

Art. 34. 1. Prezes Urzedu jest organem wilasciwym w sprawie ochrony danych
osobowych.

2. Prezes Urzedu jest organem nadzorczym w rozumieniu rozporzadzenia 2016/679,
w rozumieniu dyrektywy Parlamentu Europejskiego i Rady (UE) 2016/680 z dnia 27 kwietnia
2016 r. w sprawie ochrony osob fizycznych w zwigzku z przetwarzaniem danych osobowych
przez wilasciwe organy do celow zapobiegania przestepczosci, prowadzenia postepowan
przygotowawczych, wykrywania i $cigania czyndw zabronionych i wykonywania Kar,
w sprawie swobodnego przeptywu takich danych oraz uchylajacej decyzje ramowa Rady
2008/977/WSISW (Dz. Urz. UE L 119 z 04.05.2016, str. 89) oraz w rozumieniu
rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/794 z dnia 11 maja 2016 r.
w sprawie Agencji Unii Europejskiej ds. Wspolpracy Organéw Scigania (Europol),
zastgpujacego 1 uchylajacego decyzje Rady 2009/371/WSiSW, 2009/934/WSiSW,
2009/935/WSiSW, 2009/936/WSiSW i 2009/968/WSiSW (Dz. Urz. UE L 135 z 24.05.2016,
str. 53).

3. Prezesa Urzedu powotuje i odwotuje Sejm Rzeczypospolitej Polskiej za zgoda Senatu
Rzeczypospolitej Polskiej.

4. Na stanowisko Prezesa Urzedu moze by¢ powotana osoba, ktora:
1)  jest obywatelem polskim;
2) posiada wyzsze wyksztalcenie;
3) wyrdznia si¢ wiedza prawnicza i do$wiadczeniem z zakresu ochrony danych

osobowych;
4)  korzysta z petni praw publicznych;
5) nie byla skazana prawomocnym wyrokiem za umySlne przestepstwo lub umySine

przestepstwo skarbowe;

6) posiada nieposzlakowang opinig.
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5. Prezes Urzedu w zakresie wykonywania swoich zadan podlega tylko ustawie.

6. Kadencja Prezesa Urzedu trwa 4 lata, liczac od dnia zlozenia Slubowania. Prezes

Urzedu po uptywie kadencji wykonuje swoje obowiazki do czasu objgcia stanowiska przez

nowego Prezesa Urzedu.

7. Ta sama osoba nie moze by¢ Prezesem Urzedu wigcej niz przez dwie kadencje.

8. Kadencja Prezesa Urzedu wygasa z chwilg jego $mierci, odwotania lub utraty

obywatelstwa polskiego.

9. Prezes Urzgdu moze zosta¢ odwolany przed uplywem kadencji, wylacznie

w przypadku, gdy:

1)
2)

3)
4)

5)

zrzekt si¢ stanowiska;

stat si¢ trwale niezdolny do pelnienia obowigzkow na skutek choroby stwierdzonej
orzeczeniem lekarskim;

sprzeniewierzyt si¢ slubowaniu;

zostal skazany prawomocnym wyrokiem sadu za popelnienie umyslnego przestepstwa
lub umyslnego przestgpstwa skarbowego;

zostal pozbawiony praw publicznych.

10. W przypadku odwotania lub wygasnigcia kadencji Prezesa Urzgdu jego obowigzki

pelni zastepca Prezesa Urzedu wskazany przez Marszatka Sejmu.

Art. 35. 1. Przed przystapieniem do wykonywania obowigzkoéw Prezes Urzgdu sklada

przed Sejmem Rzeczypospolitej Polskiej slubowanie o nastgpujacej tresci:

1)
2)
3)

4)

,Obejmujac stanowisko Prezesa Urzgdu Ochrony Danych Osobowych, uroczyscie
Slubuje dochowaé¢ wierno$ci postanowieniom Konstytucji Rzeczypospolitej
Polskiej, strzec prawa do ochrony danych osobowych, a powierzone mi obowiazki
wypetnia¢ sumiennie i bezstronnie.”.

2. Slubowanie moze zosta¢ ztozone z dodaniem stow ,,Tak mi dopomoéz Bog™.

Art. 36. 1. Prezes Urzedu moze powotac do trzech zastepcow.

2. Na zastepce Prezesa Urzedu moze by¢ powotana osoba, ktora:

jest obywatelem polskim;

posiada wyzsze wyksztatcenie;

wyroznia si¢ wiedzg prawnicza i do$wiadczeniem z zakresu ochrony danych
osobowych;

korzysta z petni praw publicznych;
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5) nie byla skazana prawomocnym wyrokiem za umySlne przestepstwo lub umySine
przestepstwo skarbowe;

6) posiada nieposzlakowang opinig.

Art. 37. 1. Prezes Urzedu oraz jego zastgpcy nie moga zajmowac innego stanowiska, z
wyjatkiem stanowiska dydaktycznego, naukowo-dydaktycznego lub naukowego w szkole
wyzszej, Polskiej Akademii Nauk, instytucie badawczym lub innej jednostce naukowej, ani
wykonywa¢ innych zaje¢ zarobkowych lub niezarobkowych sprzecznych z obowigzkami
Prezesa Urzedu.

2. Prezes Urzedu oraz jego zast¢pcy nie mogg naleze¢ do partii politycznej, zwigzku
zawodowego ani prowadzi¢ dziatalnosci publicznej niedajacej si¢ pogodzi¢ z godnoscia jego

urzedu.

Art. 38. 1. Prezes Urzedu nie moze by¢ bez uprzedniej zgody Sejmu Rzeczypospolitej
Polskiej pociggniety do odpowiedzialno$ci karnej ani pozbawiony wolnosci, z zastrzezeniem
ust. 2.

2. Prezes Urzedu moze wyrazi¢ zgodg na pociagnigcie go do odpowiedzialnos$ci karnej
za wykroczenia, o ktorych mowa w ust. 3, w trybie okreslonym w tym przepisie.

3. W przypadku popehienia przez Prezesa Urzedu wykroczenia, o ktorym mowa W
rozdziale X1 ustawy z dnia 20 maja 1971 r. — Kodeks wykroczen (Dz. U. z 2018 r. poz. 618),
przyjecie przez Prezesa Urzedu mandatu karnego albo uiszczenie grzywny, w przypadku
ukarania mandatem karnym zaocznym, o ktorym mowa w art. 98 § 1 pkt 3 ustawy z dnia
24 sierpnia 2001 r. — Kodeks post¢powania w sprawach o wykroczenia (Dz. U. z 2018 r.
poz. 475), stanowi o$wiadczeniec o wyrazeniu przez niego zgody na pociggniecie go do
odpowiedzialnos$ci w tej formie.

4. Prezes Urzedu nie moze by¢ zatrzymany lub aresztowany, z wyjatkiem ujgcia go na
goragcym uczynku przestepstwa i1 jezeli jego zatrzymanie jest niezbedne do zapewnienia
prawidtowego toku postgpowania. O zatrzymaniu niezwlocznie powiadamia si¢ Marszatka

Sejmu, ktory moze nakaza¢ natychmiastowe zwolnienie zatrzymanego.

Art. 39. Przedawnienie w postgpowaniu karnym czynu objetego immunitetem nie

biegnie w okresie korzystania z immunitetu.

Art. 40. 1. Wniosek o wyrazenie zgody na pociggniecie Prezesa Urzedu do
odpowiedzialnosci karnej w sprawie o przestgpstwo $cigane z oskarzenia publicznego sklada

si¢ za posrednictwem Prokuratora Generalnego.
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2. Wniosek o wyrazenie zgody na pociagniecie Prezesa Urzedu do odpowiedzialnosci
karnej w sprawie o przestepstwo $cigane z oskarzenia prywatnego sktada oskarzyciel
prywatny, po wniesieniu sprawy do sadu.

3. Whniosek, o ktorym mowa w ust. 2, sporzadza i podpisuje adwokat lub radca prawny,
z wyjatkiem wnioskow sktadanych w swoich sprawach przez se¢dziow, prokuratorow,
adwokatow, radcow prawnych, notariuszy oraz profesoréw i doktorow habilitowanych nauk
prawnych.

4. Wnioski, o ktorych mowa w ust. 112, powinny zawierac:

1) oznaczenie wnioskodawcy oraz pelnomocnika, o ile zostat ustanowiony;

2) imie¢ i nazwisko oraz dat¢ i miejsce urodzenia Prezesa Urzedu;

3) wskazanie podstawy prawnej wniosku;

4) doktadne okreslenie czynu, ktorego dotyczy wniosek, ze wskazaniem czasu, miejsca,
sposobu 1 okolicznos$ci jego popetienia oraz skutkow, a zwlaszcza charakteru powstatej
szkody;

5) uzasadnienie.

Art.41. 1. Wniosek o wyrazenie zgody na pociaggniecie Prezesa Urzedu do
odpowiedzialnos$ci karnej sktada si¢ Marszatkowi Sejmu.

2. Jezeli wniosek nie spetnia wymogow formalnych, o ktorych mowa w art. 40 ust. 3 lub
4, Marszalek Sejmu wzywa wnioskodawce do poprawienia lub uzupelnienia wniosku
w terminie 14 dni, wskazujac niezbedny zakres poprawienia lub uzupetnienia. W przypadku
niepoprawienia lub nieuzupelnienia wniosku we wskazanym terminie i zakresie Marszalek
Sejmu postanawia 0 pozostawieniu wniosku bez biegu.

3. Jezeli wniosek spetnia wymogi formalne, o ktorych mowa w art. 40 ust. 3 1 4,
Marszatek Sejmu kieruje go do organu wlasciwego na podstawie Regulaminu Sejmu do
rozpatrzenia wniosku, zawiadamiajgc jednoczesnie Prezesa Urzedu o tresci wniosku.

4. Organ wlasciwy do rozpatrzenia wniosku powiadamia Prezesa Urze¢du o terminie jego
rozpatrzenia. Miedzy dorgczeniem powiadomienia a terminem rozpatrzenia wniosku, 0 ile nie
zachodzi wypadek niecierpigcy zwloki, powinno uptynaé co najmniej 7 dni.

5. Na zadanie organu wtasciwego do rozpatrzenia wniosku sad albo odpowiedni organ,
przed ktorym toczy si¢ postepowanie wobec Prezesa Urzedu, udostepnia akta postgpowania.

6. Prezes Urzedu przedstawia organowi wlasciwemu do rozpatrzenia wniosku

wyjasnienia 1 wlasne wnioski w tej sprawie w formie pisemnej lub ustne;.
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7. Po rozpatrzeniu sprawy organ wilasciwy do rozpatrzenia wniosku uchwala
sprawozdanie wraz z propozycja przyjecia lub odrzucenia wniosku.

8. W trakcie rozpatrywania przez Sejm Rzeczypospolitej Polskiej sprawozdania,
0 ktorym mowa w ust. 7, Prezesowi Urzedu przystuguje prawo zabrania glosu.

9. Sejm Rzeczypospolitej Polskiej wyraza zgod¢ na pociagniecie Prezesa Urzedu do
odpowiedzialnosci karnej w drodze uchwatly podjetej bezwzgledng wigkszoscig ustawowe;j
liczby postow. Nieuzyskanie wymaganej wigkszosci glosow oznacza podjecie uchwaty

0 niewyrazeniu zgody na pociaggni¢cie Prezesa Urzedu do odpowiedzialnosci karne;.

Art. 42, 1. Zakaz zatrzymania, o ktorym mowa w art. 38 ust. 4, obejmuje wszelkie
formy pozbawienia lub ograniczenia wolnosci osobistej Prezesa Urzedu przez organy
uprawnione do stosowania §rodkow przymusu.

2. Wniosek o wyrazenie zgody na zatrzymanie lub aresztowanie Prezesa Urzedu sklada
si¢ za posrednictwem Prokuratora Generalnego.

3. Wniosek, o ktérym mowa w ust. 2, powinien zawierac:

1) oznaczenie wnioskodawcy;

2) imie¢ i nazwisko oraz dat¢ i miejsce urodzenia Prezesa Urzedu;

3) doktadne okreslenie czynu oraz jego kwalifikacje prawna;

4) podstawe prawng zastosowania okre$lonego srodka;

5) uzasadnienie, wskazujace w szczegdlnosci na konieczno$¢ zastosowania okreslonego
srodka.

4. Do postepowania z wnioskiem o wyrazenie zgody na zatrzymanie lub aresztowanie
Prezesa Urzedu przepisy art. 41 ust. 1-8 stosuje si¢ odpowiednio.

5. Sejm Rzeczypospolitej Polskiej wyraza zgod¢ na zatrzymanie lub aresztowanie
Prezesa Urzgdu w drodze uchwaly podjetej bezwzgledna wigkszos$cia ustawowej liczby
postow. Nieuzyskanie wymaganej wigkszosci glosow oznacza podjecie uchwaty
0 niewyrazeniu zgody na zatrzymanie lub aresztowanie Prezesa Urzedu.

6. Wymog uzyskania zgody Sejmu Rzeczypospolitej Polskiej nie dotyczy wykonania

kary pozbawienia wolno$ci orzeczonej prawomocnym wyrokiem sadu.

Art. 43. 1. Marszalek Sejmu przesyla wnioskodawcy niezwlocznie uchwale, o ktorej
mowa w art. 41 ust. 9 i art. 42 ust. 5.
2. Uchwaty, o ktorych mowa w ust. 1, podlegaja ogloszeniu w Dzienniku Urzegdowym

Rzeczypospolitej Polskiej ,,Monitor Polski”.
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Art. 44. Przepisy ustawy dotyczace odpowiedzialnosci karnej Prezesa Urzedu

stosuje si¢ odpowiednio do odpowiedzialnosci za wykroczenia.

Art. 45. Szczegotowy tryb postepowania w sprawach, o ktorych mowa w art. 39-44,

okresla Regulamin Sejmu.

Art. 46. 1. Prezes Urzgdu wykonuje swoje zadania przy pomocy Urzedu Ochrony
Danych Osobowych, zwanego dalej ,,Urzedem”.

2. W przypadkach uzasadnionych charakterem i liczbg spraw z zakresu ochrony danych
osobowych na danym terenie Prezes Urzedu moze w ramach Urzgdu tworzy¢ jednostki
zamiejscowe Urzedu.

3. Prezes Urzedu, w drodze zarzadzenia, nadaje statut Urzgdowi, okreslajac:

1) organizacj¢ wewnetrzng Urzedu,

2)  zakres zadan swoich zastepcow,

3)  zakres zadan i tryb pracy komorek organizacyjnych Urzedu

— majac na uwadze stworzenie optymalnych warunkow organizacyjnych do prawidlowe;j

realizacji zadan Urzedu.

Art. 47. 1. Prezes Urzedu, zastgpcy Prezesa Urzegdu, a takze pracownicy Urzedu sa
obowigzani zachowa¢ w tajemnicy informacje, o ktorych dowiedzieli si¢ w zwigzku
z wykonywaniem czynnosci stuzbowych.

2. Obowiagzek zachowania w tajemnicy informacji, o ktérych mowa w ust. 1, nie moze

by¢ ograniczony w czasie i trwa takze po zakonczeniu kadencji albo zatrudnienia.

Art. 48. Rada Ministréw okresli, w drodze rozporzadzenia, wzor legitymacji stuzbowe;j
pracownika Urzedu, majac na wzgledzie potrzebg zapewnienia mozliwosci identyfikacji 0sob
uprawnionych do przeprowadzenia kontroli oraz wykonywania innych czynnoS$ci

stuzbowych.

Art. 49. 1. Przy Prezesie Urz¢du dziata Rada do Spraw Ochrony Danych Osobowych,
zwana dalej ,,Radg”, ktdra jest organem opiniodawczo-doradczym Prezesa Urzedu.
2. Do zadan Rady nalezy:
1) opiniowanie projektow dokumentow organow i instytucji Unii Europejskiej dotyczacych
spraw ochrony danych osobowych;
2) opiniowanie przekazanych przez Prezesa Urzedu projektow aktow prawnych i innych

dokumentoéw dotyczacych spraw ochrony danych osobowych;



3)

4)

5)

6)
7)
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opracowywanie propozycji kryteriow certyfikacji, o ktorych mowa w art. 42 ust. 5
rozporzadzenia 2016/679;

opracowywanie  propozycji  rekomendacji  okre$lajacych  $rodki  techniczne
I organizacyjne stosowane w celu zapewnienia bezpieczenstwa przetwarzania danych
osobowych;

inicjowanie dziatan w obszarze ochrony danych osobowych oraz przedstawianie
Prezesowi Urze¢du propozycji zmian prawa w tym obszarze;

wyrazanie opinii w sprawach przedstawionych Radzie przez Prezesa Urzgdu;
wykonywanie innych zadan zleconych przez Prezesa Urzedu.

3. Rada wyraza opini¢ w terminiec 21 dni od dnia otrzymania projektéw lub

dokumentdéw, o ktérych mowa w ust. 2.

4. Opinie, protokoly posiedzen oraz inne dokumenty Rady sa udostgpniane na stronie

podmiotowej Biuletynu Informacji Publicznej Prezesa Urzedu.

5. Rada przedstawia Prezesowi Urzedu sprawozdanie z dziatalno$ci za kazdy rok

kalendarzowy w terminie do dnia 31 marca nastgpnego roku.

1)
2)
3)
4)

5)

1)

2)

3)
4)

6. Rada sktada si¢ z 8 cztonkow.

7. Kandydatow na cztlonkéw Rady zgtasza:

Rada Ministrow;

Rzecznik Praw Obywatelskich;

izby gospodarcze;

jednostki naukowe w rozumieniu przepiséw ustawy z dnia 30 kwietnia 2010 r. o
zasadach finansowania nauki (Dz. U. z 2018 r. poz. 87);

fundacje 1 stowarzyszenia wpisane do Krajowego Rejestru Sadowego, ktérych celem
statutowym jest dziatalno$¢ na rzecz ochrony danych osobowych.

8. Cztonkiem Rady moze by¢ osoba, ktéra:

posiada wyksztatcenie wyzsze;

nie byla skazana prawomocnym wyrokiem za umys$lne przestgpstwo lub umyslne
przestepstwo skarbowe;

korzysta z petni praw publicznych;

wyrazita zgode na kandydowanie.

9. Cztonek Rady jest obowigzany do zachowania w tajemnicy informacji, o ktoérych

dowiedziat si¢ w zwigzku z wykonywaniem funkcji cztonka Rady. Prezes Urzgdu moze

zwolni¢ z obowigzku zachowania tajemnicy w zakresie przez niego okreslonym.
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10. Prezes Urzedu powotluje sktad Rady, na dwuletnig kadencje¢, sposrod kandydatow
zgloszonych przez podmioty, o ktorych mowa w ust. 7, w tym 5 czlonkdéw sposrod
kandydatow zgloszonych przez podmioty, o ktérych mowa w ust. 7 pkt 11 2, oraz 3 cztonkow
sposrod kandydatow zgtoszonych przez podmioty, 0 ktérych mowa w ust. 7 pkt 3-5.

11. Przed uptywem kadencji cztonkostwo w Radzie wygasa z powodu:

1) rezygnacji cztonka Rady ztozonej na pismie przewodniczgcemu Rady;

2) $mierci cztonka Rady;

3) niemozno$ci sprawowania funkcji czlonka Rady z powodu dlugotrwatej choroby
stwierdzonej zaswiadczeniem lekarskim;

4) skazania prawomocnym wyrokiem za umys$lne przest¢gpstwo lub umyslne przestgpstwo
skarbowe;

5)  pozbawienia praw publicznych.

12. W przypadku, o ktorym mowa w ust. 11, Prezes Urzedu powotuje nowego cztonka
Rady na okres pozostaty do konca kadencji, sposrod pozostatych zgtoszonych kandydatow,
po potwierdzeniu aktualnosci zgloszenia, z uwzglednieniem ust. 10.

13. Prezes Urzedu powoluyje 1 odwoluje  przewodniczacego  Rady
I wiceprzewodniczgcego Rady sposrod jej cztonkow.

14. Przewodniczacy Rady kieruje jej pracami 1 reprezentuje ja na zewnatrz.
W przypadku nieobecnosci przewodniczacego Rady zastepuje go Wiceprzewodniczacy Rady.

15. Obstuge Rady zapewnia Urzad.

16. Na posiedzenie Rady mogg by¢ =zapraszane, przez Prezesa Urzedu oraz
przewodniczgcego Rady, inne osoby, o ile jest to uzasadnione zadaniami Rady. Przepis ust. 9
stosuje si¢ odpowiednio.

17. Szczegodtowy tryb dzialania Rady okresla regulamin ustanawiany na wniosek Rady

przez Prezesa Urzedu.

Art. 50. 1. Za udzial w pracach Rady cztonkowi przystuguje wynagrodzenie. Wysokos¢
wynagrodzenia uzalezniona jest od zakresu obowiazkéw zwigzanych z funkcja petniong
w Radzie oraz liczby posiedzen, w ktorych uczestniczyt.

2. Wynagrodzenie cztonka Rady za jedno posiedzenie stanowi co najmniej
5% przecigtnego wynagrodzenia w gospodarce narodowej w roku kalendarzowym
poprzedzajacym rok powotania Rady, oglaszanego przez Prezesa Gtownego Urzedu

Statystycznego na podstawie art. 20 pkt 1 lit. a ustawy z dnia 17 grudnia 1998 r.
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0 emeryturach 1 rentach z Funduszu Ubezpieczen Spotecznych, 1 nie moze przekroczyc
25% tego wynagrodzenia.

3. Rada Ministréw okresli, w drodze rozporzadzenia, wysoko$¢ wynagrodzenia czlonka
Rady za udzial w posiedzeniu oraz liczbg posiedzen Rady w ciggu roku kalendarzowego,
uwzgledniajac zakres obowigzkéw zwigzanych z funkcjg pelniong w Radzie oraz prawidtows
realizacj¢ zadan Rady.

4. Cztonkom Rady posiadajacym miejsce zamieszkania poza siedzibg Prezesa Urzgdu
przystuguja diety oraz zwrot kosztow podrozy i zakwaterowania na warunkach okreslonych
w przepisach wydanych na podstawie art. 77° § 2 ustawy z dnia 26 czerwca 1974 r. — Kodeks
pracy (Dz. U. z 2018 r. poz. 108, 138, 305 i 357).

Art.51. 1. Prezes Urzgdu raz w roku do dnia 31 sierpnia przedstawia Sejmowi
Rzeczypospolitej  Polskiej, Radzie Ministrow, Rzecznikowi Praw Obywatelskich,
Rzecznikowi Praw Dziecka oraz Prokuratorowi Generalnemu sprawozdanie ze swojej
dziatalnos$ci, zawierajagce w szczegdlnosci informacj¢ o liczbie i rodzaju prawomocnych
orzeczen sadowych uwzgledniajacych skargi na decyzje lub postanowienia Prezesa Urz¢du
oraz wnioski wynikajace ze stanu przestrzegania przepisow 0 ochronie danych osobowych.

2. Prezes Urzedu udostepnia sprawozdanie, o ktorym mowa w ust. 1, na swojej stronie

podmiotowej Biuletynu Informacji Publicznej.

Art. 52. Zalozenia i projekty aktow prawnych dotyczace danych osobowych sa

przedstawiane do zaopiniowania Prezesowi Urzedu.

Art. 53. 1. Prezes Urzedu moze kierowa¢ do organdow panstwowych, organow
samorzadu terytorialnego, panstwowych 1 komunalnych jednostek organizacyjnych,
podmiotéw niepublicznych realizujacych zadania publiczne, oséb fizycznych i prawnych,
jednostek organizacyjnych niebgdacych osobami prawnymi oraz innych podmiotow
wystgpienia zmierzajgce do zapewnienia skutecznej ochrony danych osobowych.

2. Prezes Urzedu moze rowniez wystepowaé¢ do witasciwych organdow z wnioskami
0 podjecie inicjatywy ustawodawczej albo o wydanie lub zmiang aktow prawnych
w sprawach dotyczacych ochrony danych osobowych.

3. Podmiot, do ktorego zostato skierowane wystgpienie lub wniosek, o ktérych mowa
wust. 11 2, jest obowigzany ustosunkowac si¢ do tego wystgpienia lub wniosku na pismie

w terminie 30 dni od daty jego otrzymania.



—22 —

Art.54. 1. Prezes Urzedu udostepnia na swojej stronie podmiotowej Biuletynu

Informacji Publicznej:

1)

2)

3)

4)

standardowe klauzule umowne, o ktorych mowa w art. 28 ust. 8 rozporzadzenia
2016/679;

zatwierdzone kodeksy postepowania, o ktorych mowa w art. 40 rozporzadzenia
2016/679, a takze zmiany tych kodeksow;

przyjete standardowe klauzule ochrony danych, o ktérych mowa w art. 46 ust. 2 lit. d
rozporzadzenia 2016/679;

rekomendacje okreslajace $rodki techniczne 1 organizacyjne stosowane w celu
zapewnienia bezpieczenstwa przetwarzania danych osobowych.

2. Rekomendacje, o ktorych mowa w ust. 1 pkt 4, sporzadzane sa z uwzglgdnieniem

specyfiki danego rodzaju dziatalnos$ci 1 podlegaja okresowej aktualizacji.

3. Projekt rekomendacji, o ktérych mowa w ust. 1 pkt 4, Prezes Urzedu konsultuje z

zainteresowanymi podmiotami, ktorych zakresu dziatania dotyczy dany projekt.

1)

2)

Art. 55. 1. Prezes Urzedu:

oglasza w komunikacie wykaz rodzajéw operacji przetwarzania danych osobowych
wymagajacych oceny skutkow przetwarzania dla ich ochrony, o ktéorym mowa w art. 35
ust. 4 rozporzadzenia 2016/679;

moze oglosi¢ w komunikacie wykaz rodzajow operacji przetwarzania danych
osobowych niewymagajacych oceny skutkéw przetwarzania dla ich ochrony, o ktorym
mowa w art. 35 ust. 5 rozporzadzenia 2016/679.

2. Komunikaty, o ktérych mowa w ust. 1, oglasza si¢ w Dzienniku Urzedowym

Rzeczypospolitej Polskiej ,,Monitor Polski”.

Art. 56. Prezes Urzedu moze prowadzi¢ system teleinformatyczny umozliwiajacy

administratorom dokonywanie zgloszenia naruszenia ochrony danych osobowych, o ktorym

mowa w art. 33 rozporzadzenia 2016/679.

1)

2)

Art. 57. Prezes Urzgdu, w drodze decyzji:
zatwierdza wigzace reguly korporacyjne, o ktérych mowa w art. 47 rozporzadzenia
2016/679;

udziela zezwolenia, o ktorym mowa w art. 46 ust. 3 rozporzadzenia 2016/679.
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Art. 58. 1. Administrator danych lub podmiot przetwarzajacy moze wystapi¢ do Prezesa
Urzedu z wnioskiem o przeprowadzenie uprzednich konsultacji, o ktorym mowa w art. 36
rozporzadzenia 2016/679.

2. Do wniosku stosuje si¢ odpowiednio art. 63 ustawy z dnia 14 czerwca 1960 r. —
Kodeks postepowania administracyjnego.

3. Jezeli wniosek nie spetnia wymogow, okreslonych w art. 36 ust. 3 rozporzadzenia
2016/679 oraz w art. 63 ustawy z dnia 14 czerwca 1960 r. — Kodeks postgpowania
administracyjnego, Prezes Urzedu informuje o nieudzieleniu konsultacji, wskazujac

przyczyny jej nieudzielenia.

Art. 59. Jezeli Prezes Urzedu, na podstawie posiadanych informacji, uzna, ze doszto do
naruszenia przepisow dotyczacych przetwarzania danych osobowych, moze zada¢ wszczecia
postepowania dyscyplinarnego lub innego przewidzianego prawem post¢gpowania przeciwko
osobom, ktére dopuscily si¢ naruszen, i poinformowania go, w okreSlonym terminie,

0 wynikach tego postepowania i podjetych dziataniach.
Rozdziat 7
Postepowanie w sprawie naruszenia przepisow o ochronie danych osobowych

Art. 60. Postgpowanie w sprawie naruszenia przepisow o ochronie danych osobowych,

zwane dalej ,,postepowaniem”, jest prowadzone przez Prezesa Urzedu.

Art. 61. Organizacja spoleczna, o ktorej mowa w art. 31 § 1 ustawy z dnia 14 czerwca
1960 r. — Kodeks postgpowania administracyjnego, moze rdéwniez wystgpowaé

W postepowaniu za zgodg osoby, ktorej dane dotyczg, w jej imieniu i na jej rzecz.

Art. 62. W przypadku, o ktorym mowa w art. 36 ustawy z dnia 14 czerwca 1960 r. —
Kodeks postgpowania administracyjnego, Prezes Urzgdu, zawiadamiajac  strony
0 niezatatwieniu sprawy w terminie, jest obowigzany rowniez poinformowac o stanie sprawy

1 przeprowadzonych w jej toku czynno$ciach.

Art. 63. Prezes Urzedu moze zada¢ od strony przedstawienia tlumaczenia na jezyk
polski sporzadzonej w jezyku obcym dokumentacji przedlozonej przez strone. Ttumaczenie

dokumentacji strona jest obowigzana wykona¢ na wiasny koszt.

Art. 64. W celu realizacji swoich zadan Prezes Urzedu ma prawo dostepu do informacji

objetych tajemnicg prawnie chroniong, chyba ze przepisy szczegdlne stanowig inaczej.
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Art. 65. 1. Strona moze zastrzec informacje, dokumenty lub ich cze$ci zawierajace
tajemnice przedsigbiorstwa, przedstawiane Prezesowi Urzedu. W takim przypadku strona jest
obowigzana przedstawi¢ Prezesowi Urzedu roéwniez wersje dokumentu niezawierajaca
informacji objetych zastrzezeniem.

2. W przypadku nieprzedstawienia wersji dokumentu niezawierajacej informacji
objetych zastrzezeniem, zastrzezenie uwaza si¢ za nieskuteczne.

3. Prezes Urzedu moze uchyli¢ zastrzezenie, w drodze decyzji, jezeli uzna, zZe
informacje, dokumenty lub ich cz¢$ci nie spetniajg przestanek do objecia ich tajemnica
przedsigbiorstwa.

4. W przypadku ustawowego obowiazku przekazania informacji lub dokumentow
otrzymanych od przedsigbiorcow innym krajowym lub zagranicznym organom lub
instytucjom, informacje i dokumenty przekazuje si¢ wraz z zastrzezeniem i pod warunkiem

jego przestrzegania.

Art. 66. Prezes Urzedu wydaje postanowienie, o ktorym mowa w art. 74 § 2 ustawy
z dnia 14 czerwca 1960 r. — Kodeks postepowania administracyjnego, rowniez w przypadku,
gdy udostepnienie tego materiatu grozi ujawnieniem tajemnic prawnie chronionych albo
ujawnieniem tajemnicy przedsiebiorstwa, jezeli o ograniczenie wgladu do akt dla stron

postepowania wnosi przedsigbiorca, od ktorego informacja pochodzi.

Art. 67. Jezeli liczba stron w postgpowaniu przekracza 20 osob, Prezes Urzedu moze
zastosowa¢ art. 49 ustawy z dnia 14 czerwca 1960 r. — Kodeks postgpowania

administracyjnego.

Art. 68. 1. Jezeli w toku postgpowania zajdzie konieczno$¢ uzupeinienia dowodow,
mozna przeprowadzi¢ postgpowanie kontrolne.
2. Okresu postepowania kontrolnego nie wlicza si¢ do termindéw, o ktéorych mowa

w art. 35 ustawy z dnia 14 czerwca 1960 r. — Kodeks postepowania administracyjnego.

Art. 69. 1. W przypadku, o ktérym mowa w art. 88 ustawy z dnia 14 czerwca 1960 r. —
Kodeks postepowania administracyjnego, Prezes Urzedu wymierza kare grzywny
w wysokos$ci od 500 do 5000 zt.

2. Wymierzajac karg grzywny, Prezes Urzedu bierze pod uwage:

1) w przypadku osoby fizycznej, sytuacje osobista wezwanego i stopien zrozumienia

powagi cigzacych na nim obowigzkéw wynikajacych z wezwania, lub
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2) potrzebe dostosowania wysokosci grzywny do celu, jakim jest przymuszenie
wezwanego do zados¢uczynienia wezwaniu.
3. Kara grzywny, o ktérej mowa w ust. 1, moze by¢ natozona takze w przypadku, gdy
strona odmoéwita przedstawienia ttumaczenia na jezyk polski sporzadzonej w jezyku obcym

dokumentacji.

Art. 70. 1. Jezeli w toku postepowania zostanie uprawdopodobnione, ze przetwarzanie
danych osobowych narusza przepisy o ochronie danych osobowych, a dalsze ich
przetwarzanie moze spowodowaé powazne i trudne do usunigcia skutki, Prezes Urzedu,
W celu zapobiezenia tym skutkom, moze, w drodze postanowienia, zobowigza¢ podmiot,
ktoremu jest zarzucane naruszenie przepisOw o ochronie danych osobowych, do ograniczenia
przetwarzania danych osobowych, wskazujac dopuszczalny zakres tego przetwarzania.

2. W postanowieniu, o ktorym mowa w ust. 1, Prezes Urzedu okresla termin
obowigzywania ograniczenia przetwarzania danych osobowych nie dituzszy niz do dnia
wydania decyzji konczacej postgpowanie w sprawie.

3. Na postanowienie przystuguje skarga do sagdu administracyjnego.

Art. 71. 1. Jezeli w toku postepowania Prezes Urzedu uzna, zZe istnieja uzasadnione
watpliwosci co do zgodnosci z prawem Unii Europejskiej decyzji Komisji Europejskiej,
0 ktorej mowa w art. 40 ust. 9 w sprawie kodeksu postepowania, o ktérym mowa w art. 46
ust. 2 lit. e, oraz decyzji, o ktorej mowa w art. 45 i art. 46 ust. 2 lit. ¢ rozporzadzenia
2016/679, Prezes Urzedu wystepuje do sadu administracyjnego z wnioskiem o wystapienie
z pytaniem prawnym na podstawie art. 267 Traktatu o funkcjonowaniu Unii Europejskiej
W sprawie waznosci decyzji Komisji Europejskie;.

2. Wniosek poza spetlnianiem wymagan dotyczacych skargi, o ktorych mowa w art. 64
82 ustawy z dnia 30 sierpnia 2002 r. — Prawo o postepowaniu przed sadami
administracyjnymi (Dz. U. z 2017 r. poz. 1369, 1370 i 2451), zawiera w szczegdlnosci:

1)  wskazanie decyzji Komisji Europejskiej, ktorej wniosek dotyczy;
2) omolwienie powodow, dla ktorych organ powzigt watpliwosci w kwestii waznos$ci

decyzji Komisji Europejskiej i jej niezgodnosci z przepisami prawa;
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3) tres¢ pytania lub pytan, ktore sagd administracyjny powinien przedstawi¢ Trybunatowi

Sprawiedliwosci Unii Europejskiej, zawierajaca:

a) przedmiot sporu oraz ustalenia co do okolicznos$ci faktycznych, w tym stanowisko
strony podniesione w postegpowaniu przed organem, jezeli zostato przedstawione
przez strone,

b) wskazanie przepisdOw prawa majgcych zastosowanie w sprawie,

c) proponowang do przedstawienia Trybunatowi Sprawiedliwosci Unii Europejskiej
przez sad administracyjny sentencj¢ pytania lub pytan;

4) oswiadczenie o zgodnosci treSci zalgcznika, o ktorym mowa w ust. 3, z wnioskiem
zlozonym w postaci papierowe;.

3. Do wniosku dolfacza si¢ zatacznik zawierajacy tres¢ wniosku w formie dokumentu
elektronicznego zapisanego na informatycznym no$niku danych w formacie danych
pozwalajacym na edycje jego tresci (kopig).

4. Strong postgpowania przed sgdem administracyjnym w sprawie wniosku jest Prezes
Urzedu.

5. Sad rozpoznaje wniosek na posiedzeniu niejawnym, w sktadzie 3 sedziow.

6. Sad, uznajac wniosek za uzasadniony, wystepuje do Trybunatu Sprawiedliwosci Unii
Europejskiej z pytaniem prejudycjalnym na podstawie art. 267 Traktatu o funkcjonowaniu
Unii Europejskie;j.

7. W przypadku uznania przez sad, ze wniosek Prezesa Urzedu nie zawiera
wystarczajacego uzasadnienia dla wystgpienia z pytaniem prawnym do Trybunalu
Sprawiedliwo$ci Unii Europejskiej, wydaje si¢ postanowienie o odmowie wystgpienia
z pytaniem.

8. Na postanowienie, 0 ktorym mowa w ust. 7, nie przystuguje srodek odwotawczy.

9. Sad sporzadza uzasadnienie postanowienia w terminie 21 dni.

10. Od wniosku nie pobiera si¢ optaty sagdowe;.

Art. 72. W uzasadnieniu decyzji konczacej postgpowanie w sprawie wskazuje si¢
dodatkowo przestanki okreslone w art. 83 ust. 2 rozporzadzenia 2016/679, na ktérych Prezes

Urzedu opart si¢, naktadajgc administracyjng kare pienigzng oraz ustalajac jej wysokosc.

Art. 73. 1. Prezes Urzedu, jezeli uzna, ze przemawia za tym interes publiczny, po
zakonczeniu postgpowania informuje o wydaniu decyzji na swojej stronie podmiotowej

Biuletynu Informacji Publiczne;j.
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2. Organy lub podmioty publiczne, o ktérych mowa w art. 9 ustawy z dnia 27 sierpnia
2009 r. o finansach publicznych, instytuty badawcze w rozumieniu ustawy z dnia 30 kwietnia
2010 r. o instytutach badawczych oraz Narodowy Bank Polski, w stosunku do ktérych Prezes
Urzedu wydal prawomocng decyzj¢ stwierdzajaca naruszenie, niezwlocznie podaja do
publicznej wiadomosci na swojej stronie internetowej lub stronie podmiotowej Biuletynu

Informacji Publicznej, informacj¢ o dziataniach podjetych w celu wykonania decyz;ji.

Art. 74. Whniesienie przez stron¢ skargi do sadu administracyjnego wstrzymuje

wykonanie decyzji w zakresie administracyjnej kary pieni¢zne;.
Rozdziat 8
Europejska wspolpraca administracyjna

Art. 75. 1. W przypadkach, o ktérych mowa w art. 61 ust. 8, art. 62 ust. 7 i art. 66 ust. 1
rozporzadzenia 2016/679, Prezes Urzedu moze wyda¢ postanowienie o zastosowaniu srodka
tymczasowego, o ktorym mowa w art. 70 ust. 1.

2. W postanowieniu Prezes Urzedu okresla termin obowigzywania S$rodka
tymczasowego, o ktorym mowa w art. 70 ust. 1, nie dtuzszy niz 3 miesigce.

3. Na postanowienie przystuguje skarga do sadu administracyjnego.

Art. 76. Wszelkie informacje kierowane przez Prezesa Urzedu do organéw nadzorczych
innych panstw cztonkowskich w ramach europejskiej wspotpracy administracyjnej podlegaja
tlhumaczeniu na jeden z jezykow urzedowych tego panstwa czlonkowskiego lub na jezyk

angielski.

Art. 77. W przypadku otrzymania przez Prezesa Urzedu wniosku organu nadzorczego
innego panstwa cztonkowskiego Unii Europejskiej dotyczacego uczestnictwa we wspolnej
operacji, o ktorej mowa w art. 62 ust. 1 rozporzadzenia 2016/679, albo wystapienia przez
Prezesa Urzedu z takim wnioskiem, Prezes Urzedu dokonuje z organem nadzorczym innego
panstwa cztonkowskiego Unii Europejskiej ustalen dotyczacych wspolnej operacji

I niezwtocznie sporzadza wykaz ustalen.
Rozdziat 9
Kontrola przestrzegania przepiséw o ochronie danych osobowych

Art. 78. 1. Prezes Urzedu przeprowadza kontrole przestrzegania przepisOw o ochronie

danych osobowych.
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2. Kontrole prowadzi si¢ zgodnie z zatwierdzonym przez Prezesa Urzedu planem
kontroli lub na podstawie uzyskanych przez Prezesa Urzedu informacji lub w ramach

monitorowania przestrzegania stosowania rozporzadzenia 2016/679.

Art. 79. 1. Kontrol¢ przeprowadza upowazniony przez Prezesa Urzedu:

1) pracownik Urzedu,

2) czionek lub pracownik organu nadzorczego panstwa czltonkowskiego Unii Europejskiej
w przypadku, o ktérym mowa w art. 62 rozporzadzenia 2016/679

—zwany dalej ,,kontrolujagcym”.
2. Kontrolujgcy, 0 ktorym mowa w ust. 1 pkt 2, jest obowigzany do zachowania

W tajemnicy informacji, o ktérych dowiedziat si¢ w toku kontroli.

Art. 80. 1. Kontrolujacy podlega wytaczeniu z udzialu w kontroli, na wniosek lub

Z urzedu, jezeli:

1)  wyniki kontroli moglyby oddziatywa¢ na prawa lub obowigzki jego, jego matzonka,
osoby pozostajgcej z nim faktycznie we wspolnym pozyciu, krewnego i powinowatego
do drugiego stopnia albo na osoby zwigzanej z nim z tytutu przysposobienia, opieki albo
kurateli;

2) zachodzg uzasadnione watpliwosci co do jego bezstronnosci.

2. Powody wytaczenia, o ktérych mowa w ust. 1 pkt 1, trwajg takze po ustaniu
malzenstwa, przysposobienia, opieki lub kurateli.

3. O przyczynach powodujacych wylaczenie kontrolujacy lub podmiot objety kontrola,
zwany dalej ,,kontrolowanym”, niezwlocznie zawiadamia Prezesa Urzedu.

4. O wytaczeniu kontrolujgcego rozstrzyga Prezes Urzedu.

5. Do czasu wydania postanowienia kontrolujacy podejmuje czynno$ci niecierpigce

zwloki.

Art. 81. 1. Kontrole przeprowadza si¢ po okazaniu imiennego upowaznienia wraz
z legitymacjg stuzbowa, a w przypadku kontrolujgcego, o ktorym mowa w art. 79 ust. 1 pkt 2,
cztonka lub pracownika organu nadzorczego panstwa czlonkowskiego Unii Europejskiej, po
okazaniu imiennego upowaznienia wraz z dokumentem potwierdzajacym tozsamosc.

2. Imienne upowaznienie do przeprowadzenia kontroli zawiera:
1) wskazanie podstawy prawnej przeprowadzenia kontroli;

2) 0znaczenie organu;
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3) imi¢ i nazwisko, stanowisko stluzbowe Kkontrolujacego oraz numer legitymacji
stuzbowej, a w przypadku kontrolujacego, o ktébrym mowa w art. 79 ust. 1 pkt 2, imi¢
I nazwisko oraz numer dokumentu potwierdzajacego tozsamos¢;

4)  okreslenie zakresu przedmiotowego kontroli;

5) oznaczenie kontrolowanego;

6) wskazanie daty rozpoczg¢cia i przewidywanego terminu zakonczenia czynnoS$ci
kontrolnych;

7)  podpis Prezesa Urzedu;

8) pouczenie kontrolowanego o jego prawach i obowigzkach;

9) date i miejsce jego wystawienia.

Art. 82. 1. Prezes Urzedu moze upowazni¢ do udzialu w kontroli osobe posiadajaca
wiedze specjalistyczna, jezeli przeprowadzenie czynno$ci kontrolnych wymaga takiej wiedzy.
Przepis art. 80 i art. 81 ust. 2 stosuje si¢.

2. Zakres uprawnien osoby, o ktorej mowa w ust. 1, jest okreslony w upowaznieniu
udzielonym przez Prezesa Urzedu.

3. Osoba, o ktorej mowa w ust. 1, jest obowigzana do zachowania w tajemnicy

informacji, o ktorych dowiedziata si¢ w toku kontroli.

Art. 83. 1. Czynnosci kontrolnych dokonuje si¢ w obecnosci kontrolowanego lub osoby
przez niego upowaznione;j.

2. Kontrolowany jest obowigzany do pisemnego wskazania osoby upowaznionej do
reprezentowania go w trakcie kontroli.

3. W razie nieobecnosci kontrolowanego lub osoby przez niego upowaznionej,
upowaznienie do przeprowadzenia kontroli oraz legitymacja stuzbowa lub dokument
potwierdzajacy tozsamo$¢ moga by¢ okazane:

1) osobie czynnej w lokalu przedsigbiorstwa w rozumieniu art. 97 ustawy z dnia

23 kwietnia 1964 r. — Kodeks cywilny (Dz. U. z 2017 r. poz. 459, 933 i 1132 oraz

z 2018 r. poz. 398), lub
2) przywotanemu s$wiadkowi, jezeli jest funkcjonariuszem publicznym w rozumieniu

art. 115 § 13 ustawy z dnia 6 czerwca 1997 r. — Kodeks karny (Dz. U. z 2017 r.

poz. 2204 oraz z 2018 r. poz. 20 i 305), niebedgcemu pracownikiem Urzedu albo osoba,

0 ktérej mowa w art. 80 ust. 1.
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Art. 84. 1. Kontrolujagcy ma prawo:

1)  wstepu w godzinach od 6.00 do 22.00 na grunt oraz do budynkéw, lokali lub innych
pomieszczen;

2) wgladu do wszelkich dokumentéw i wszelkich informacji majacych bezposredni
zwigzek z zakresem przedmiotowym kontroli;

3) przeprowadzania oglgdzin miejsc, przedmiotow, urzadzen, nosnikoOw oraz systemoOw
informatycznych lub teleinformatycznych stuzacych do przetwarzania danych;

4) zada¢ zlozenia pisemnych lub ustnych wyjasnien oraz przestuchiwa¢ w charakterze
swiadka osoby w zakresie niezbednym do ustalenia stanu faktycznego;

5)  zleca¢ sporzadzanie ekspertyz i opinii.

2. Kontrolowany zapewnia kontrolujagcemu oraz osobom upowaznionym do udziatu
w kontroli warunki 1 S$rodki niezbedne do sprawnego przeprowadzenia kontroli,
aw szczegoOlnosci sporzadza we wlasnym zakresie kopie lub wydruki dokumentéow oraz
informacji zgromadzonych na nosnikach, w urzadzeniach lub w systemach, o ktérych mowa
w ust. 1 pkt 3.

3. Kontrolowany dokonuje potwierdzenia za zgodno$¢ z oryginatem sporzadzonych
kopii lub wydrukéw, o ktérych mowa w ust. 2. W przypadku odmowy potwierdzenia za
zgodno$¢ z oryginatem kontrolujacy czyni o tym wzmianke w protokole kontroli.

4. W uzasadnionych przypadkach przebieg kontroli lub poszczegdlne czynnosci w jej
toku, po uprzednim poinformowaniu kontrolowanego, moga by¢ utrwalane przy pomocy
urzadzen rejestrujacych obraz lub dzwigk. Informatyczne no$niki danych w rozumieniu
przepisow o informatyzacji dziatalno$ci podmiotoéw realizujacych zadania publiczne, na
ktérych zarejestrowano przebieg kontroli lub poszczegdlne czynnosci w jej toku, stanowia

zalacznik do protokotu kontroli.

Art. 85. 1. Prezes Urzedu lub kontrolujacy moze zwrdéci¢ si¢ do wiasciwego miejscowo
komendanta Policji o pomoc, jezeli jest to niezbgedne do przeprowadzenia czynnosci
kontrolnych.

2. Komendant Policji udziela pomocy przy wykonywaniu czynno$ci kontrolnych, po
otrzymaniu pisemnego wezwania na co najmniej 7 dni przed terminem tych czynnosci.

3. W npilnych przypadkach, w szczegélnosci gdy kontrolujacy trafi na opor
uniemozliwiajagcy lub utrudniajagcy przeprowadzenie czynnosci kontrolnych, udzielenie

pomocy nastgpuje rowniez na ustne wezwanie Prezesa Urzedu lub kontrolujacego, po
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okazaniu upowaznienia do przeprowadzenia kontroli oraz legitymacji stuzbowe;j
kontrolujacego.

4. Prezes Urzedu przekazuje potwierdzenie wezwania na piSmie, nie poézniej niz
w terminie 3 dni po zakonczeniu czynno$ci kontrolnych.

5. Udzielenie pomocy Policji przy wykonywaniu kontroli polega na zapewnieniu
kontrolujagcemu bezpieczenstwa osobistego oraz dostepu do miejsca wykonywania kontroli
I porzadku w tym miejscu.

6. Policja, udzielajac pomocy kontrolujagcemu w kontroli, zapewnia bezpieczenstwo
roOwniez innym osobom uczestniczagcym w kontroli, majagc w szczegdlnosci na wzgledzie
poszanowanie godnosci 0sob biorgcych udziat w kontroli.

7. Koszty poniesione przez Policj¢ z tytulu udzielonej pomocy przy wykonywaniu
czynno$ci kontrolnych rozlicza si¢ wedlug stawki zryczaltowanej w wysokosci 1,5%
przecigtnego miesigcznego wynagrodzenia w sektorze przedsiebiorstw bez wyptlat nagrod
z zysku w czwartym kwartale roku poprzedniego, oglaszanego przez Prezesa Glownego
Urzedu Statystycznego na podstawie art. 7 ust. 1 ustawy z dnia 17 lipca 1998 r. o pozyczkach
I kredytach studenckich (Dz. U. z 2017 r. poz. 357).

Art. 86. 1. Kontrolujacy moze przestucha¢ pracownika kontrolowanego w charakterze
swiadka.

2. Za pracownika kontrolowanego uznaje si¢ osob¢ zatrudniong na podstawie stosunku
pracy oraz wykonujaca prac¢ na podstawie umowy cywilnoprawne;.

3. Do przestuchania pracownika kontrolowanego stosuje si¢ art. 83 ustawy z dnia

14 czerwca 1960 r. — Kodeks postepowania administracyjnego.

Art. 87. Kontrolujacy ustala stan faktyczny na podstawie dowodow zebranych
W postepowaniu kontrolnym, a w szczegdlnosci dokumentow, przedmiotow, ogledzin oraz

ustnych lub pisemnych wyjasnien i oswiadczen.

Art. 88. 1. Przebieg czynno$ci kontrolnych kontrolujgcy przedstawia w protokole
kontroli.

2. Protokot kontroli zawiera:
1)  wskazanie nazwy albo imienia i nazwiska oraz adresu kontrolowanego;
2) imi¢ i nazwisko osoby reprezentujgcej podmiot kontrolowany oraz nazwg organu

reprezentujacego ten podmiot;
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3) imi¢ i nazwisko, stanowisko stuzbowe, numer legitymacji sluzbowej oraz numer
upowaznienia kontrolujgcego, a w przypadku kontrolujgcego, o ktérym mowa w art. 80
ust. 1 pkt 2, imi¢ i nazwisko, numer dokumentu potwierdzajacego tozsamo$¢ oraz numer
upowaznienia;

4) dat¢ rozpoczecia i zakonczenia czynnosci kontrolnych;

5)  okreslenie zakresu przedmiotowego kontroli;

6) opis stanu faktycznego ustalonego w toku kontroli oraz inne informacje majace istotne
znaczenie dla oceny zgodnosci przetwarzania danych z przepisami o ochronie danych
osobowych;

7)  wyszczegolnienie zatgcznikow;

8) omowienie dokonanych w protokole poprawek, skreslen i uzupetnien;

9) pouczenie kontrolowanego o prawie zglaszania zastrzezen do protokotu oraz o prawie
odmowy podpisania protokotu;

10) dat¢ i miejsce podpisania protokotu przez kontrolujgcego i kontrolowanego.

3. Protokét kontroli podpisuje kontrolujacy i1 przekazuje kontrolowanemu w celu
podpisania.

4. Kontrolowany w terminie 7 dni od dnia przedstawienia protokotu kontroli do podpisu,
podpisuje go albo sktada pisemne zastrzezenia do jego tresci.

5. W przypadku zlozenia zastrzezef, kontrolujacy dokonuje ich analizy i, w razie
potrzeby, podejmuje dodatkowe czynnos$ci kontrolne, a w przypadku stwierdzenia zasadno$ci
zastrzezen zmienia lub uzupetnia odpowiednia cz¢$¢ protokotu w formie aneksu do
protokotu.

6. W razie nieuwzglednienia zastrzezen w catosci lub w czegsci, kontrolujacy przekazuje
kontrolowanemu informacje o tym wraz z uzasadnieniem.

7. Brak doreczenia kontrolujacemu podpisanego protokotu i niezgtoszenie zastrzezen do
tresci protokotu w terminie, o ktorym mowa w ust. 4, uznaje si¢ za odmowe podpisania
protokotu.

8. O odmowie podpisania protokotu kontrolujacy czyni wzmiank¢ w protokole,
zawierajacg date jej dokonania. W przypadku, o ktorym mowa w ust. 7, wzmianki dokonuje
si¢ po uptywie terminu, o ktérym mowa w ust. 4.

9. Protokot sporzadza si¢ w postaci elektronicznej albo w postaci papierowej w dwoch

egzemplarzach. Protokot podlega dorgczeniu kontrolowanemu.
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Art. 89. 1. Kontrole prowadzi si¢ nie dluzej niz 30 dni od dnia okazania
kontrolowanemu lub innej osobie wskazanej w przepisach upowaznienia do przeprowadzenia
kontroli oraz legitymacji stuzbowej lub innego dokumentu potwierdzajacego tozsamos¢. Do
terminu nie wlicza si¢ terminéw przewidzianych na zgloszenie zastrzezen do protokotu lub
podpisanie i dorgczenie protokotu przez kontrolowanego.

2. Terminem zakonczenia kontroli jest dzien podpisania protokotu kontroli przez

kontrolowanego albo dzien dokonania wzmianki, o ktdrej mowa w art. 88 ust. 8.

Art. 90. Jezeli na podstawie informacji zgromadzonych w postgpowaniu kontrolnym
Prezes Urzedu uzna, ze mogto doj$¢ do naruszenia przepisOw o ochronie danych osobowych,

obowigzany jest do niezwlocznego wszczecia postepowania, 0 Ktorym mowa w art. 60.
Art. 91. Przepisy art. 63-65 stosuje si¢ odpowiednio.
Rozdziat 10
Odpowiedzialnos$¢ cywilna i postepowanie przed sadem

Art. 92. W zakresie nieuregulowanym rozporzadzeniem 2016/679, do roszczen z tytulu
naruszenia przepiséw o ochronie danych osobowych, o ktérych mowa w art. 79 i art. 82 tego
rozporzadzenia, stosuje si¢ przepisy ustawy z dnia 23 kwietnia 1964 r. — Kodeks cywilny.

Art. 93. W sprawach o roszczenia z tytulu naruszenia przepisdbw o ochronie danych
osobowych, o ktérych mowa w art. 79 i art. 82 rozporzadzenia 2016/679, jest wlasciwy sad

okregowy.

Art.94. 1. O wniesieniu pozwu oraz prawomocnym orzeczeniu konczacym
postepowanie w sprawie o roszczenie z tytulu naruszenia przepiSOw 0 ochronie danych
osobowych, o ktorym mowa w art. 79 lub art. 82 rozporzadzenia 2016/679, sad zawiadamia
niezwlocznie Prezesa Urzedu.

2. Prezes Urzedu zawiadomiony o toczacym si¢ postepowaniu niezwltocznie informuje
sad o kazdej sprawie dotyczacej tego Samego naruszenia przepisow o ochronie danych
osobowych, ktora toczy si¢ przed Prezesem Urzedu lub sagdem administracyjnym albo zostata
zakonczona. Prezes Urzedu niezwlocznie informuje sad réwniez o wszczeciu kazdego

postepowania w sprawie dotyczacej tego samego naruszenia.

Art. 95. Sad zawiesza postepowanie, jezeli sprawa dotyczgca tego samego naruszenia

przepisow o ochronie danych osobowych zostata wszczg¢ta przed Prezesem Urzedu.
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Art. 96. Sad umarza postepowanie w zakresie, w jakim prawomocna decyzja Prezesa
Urzedu lub prawomocny wyrok wydany w wyniku wniesienia skargi, o ktorej mowa w art.
145a ustawy z dnia 30 sierpnia 2002 r. — Prawo o postgpowaniu przed sadami

administracyjnymi, uwzglednia roszczenie dochodzone przed sadem.

Art. 97. Ustalenia prawomocnej decyzji Prezesa Urzedu o stwierdzeniu naruszenia
przepisow o ochronie danych osobowych lub prawomocnego wyroku wydanego w wyniku
wniesienia skargi, o ktdrej mowa w art. 145a § 3 ustawy z dnia 30 sierpnia 2002 r. — Prawo
0 postepowaniu przed sagdami administracyjnymi, wigzg sad w postgpowaniu o naprawnienie
szkody wyrzadzonej przez naruszenie przepisow o ochronie danych osobowych co do

stwierdzenia naruszenia tych przepisow.

Art. 98. 1. W sprawach o roszczenia z tytutu naruszenia przepisOw o ochronie danych
osobowych, ktoére moga by¢ dochodzone wylacznie w postegpowaniu przed sadem, Prezes
Urzedu moze wytacza¢ powodztwa na rzecz osoby, ktorej dane dotycza, za jej zgoda, a takze

wstepowac, za zgoda powoda, do postepowania w kazdym jego stadium.

2. W pozostatych sprawach o roszczenia z tytulu naruszenia przepisbw o ochronie
danych osobowych Prezes Urzgdu moze wstgpowac, za zgoda powoda, do postgpowania
przed sadem w kazdym jego stadium, chyba Ze toczy si¢ przed nim postepowanie dotyczace
tego samego naruszenia przepiséw o ochronie danych osobowych.

3. W przypadkach, o ktorych mowa w ust. 1 i 2, do Prezesa Urzedu stosuje si¢
odpowiednio przepisy ustawy z dnia 17 listopada 1964 r. — Kodeks postgpowania cywilnego
(Dz. U. z 2018 r. poz. 155, 398 i 416) o prokuratorze.

Art. 99. Prezes Urzedu, jezeli uzna, ze przemawia za tym interes publiczny, przedstawia
sagdowi istotny dla sprawy poglad w sprawie o roszczenie z tytulu naruszenia przepisow

0 ochronie danych osobowych.

Art. 100. Do postepowania w sprawie o roszczenie Z tytulu naruszenia przepisow
o0 ochronie danych osobowych, o ktérych mowa w art. 79 i art. 82 rozporzadzenia 2016/679,
w zakresie nieuregulowanym niniejszg ustawg stosuje si¢ przepisy ustawy z dnia 17 listopada

1964 r. — Kodeks postepowania cywilnego.
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Rozdziat 11
Przepisy o administracyjnych karach pieni¢znych i przepisy karne

Art. 101. Prezes Urzedu moze nalozy¢ na podmiot obowigzany do przestrzegania

przepisOw rozporzadzenia 2016/679, inny niz:

1) jednostka sektora finansow publicznych w rozumieniu art. 9 ustawy z dnia 27 sierpnia
2009 r. o finansach publicznych,

2) instytut badawczy w rozumieniu ustawy z dnia 30 kwietnia 2010 r. o instytutach
badawczych,

3) Narodowy Bank Polski

— W drodze decyzji, administracyjng karg pieniezng na podstawie i na warunkach okreslonych

w art. 83 rozporzadzenia 2016/679.

Art. 102. 1. Prezes Urzedu moze natozy¢, w drodze decyzji, administracyjne kary
pienigzne w wysokosci do 100 000 ztotych, na:
1)  jednostki sektora finanséw publicznych, o ktérych mowa w art. 9 pkt 1-12 i 14 ustawy z
dnia 27 sierpnia 2009 r. o finansach publicznych;
2) instytut badawczy w rozumieniu ustawy z dnia 30 kwietnia 2010 r. o instytutach
badawczych;
3) Narodowy Bank Polski.
2. Prezes Urzedu moze natozy¢, w drodze decyzji, administracyjne kary pieni¢zne
w wysokosci do 10 000 ztotych na jednostki sektora finansow publicznych, o ktérych mowa
w art. 9 pkt 13 ustawy z dnia 27 sierpnia 2009 r. o finansach publicznych.
3. Administracyjne kary pieni¢zne, o ktorych mowa w ust. 1 1 2, Prezes Urzedu naktada

na podstawie i na warunkach okreslonych w art. 83 rozporzadzenia 2016/679.

Art. 103. Rownowarto$¢ wyrazonych w euro kwot, o ktorych mowa w art. 83
rozporzadzenia 2016/679, oblicza si¢ w zlotych wedhlug sredniego kursu euro ogloszonego
przez Narodowy Bank Polski w tabeli kursow na dzieh 28 stycznia kazdego roku,
a w przypadku gdy w danym roku Narodowy Bank Polski nie ogtasza $redniego kursu euro
w dniu 28 stycznia — wedtug sredniego kursu euro ogloszonego w najblizszej po tej dacie

tabeli kursow Narodowego Banku Polskiego.

Art. 104. Srodki z administracyjnej kary pienieznej stanowia dochéd budzetu panstwa.
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Art. 105. 1. Administracyjng kare pieni¢zng uiszcza si¢ w terminie 14 dni od dnia
uptywu terminu na wniesienie skargi, albo od dnia uprawomocnienia si¢ orzeczenia sadu
administracyjnego.

2. Prezes Urzgdu moze, na wniosek podmiotu ukaranego, odroczy¢ uiszczenie
administracyjnej kary pieni¢znej albo roztozy¢ ja na raty, ze wzgledu na wazny interes
whnioskodawcy.

3. Do wniosku dotacza si¢ uzasadnienie.

4. W przypadku odroczenia uiszczenia administracyjnej kary pieni¢znej albo roztozenia
jej na raty, Prezes Urzedu nalicza od nieuiszczonej kwoty odsetki w stosunku rocznym, przy
zastosowaniu obnizonej stawki odsetek za zwloke, oglaszanej na podstawie art. 56d ustawy
z dnia 29 sierpnia 1997 r. — Ordynacja podatkowa (Dz. U. z 2017 r. poz. 201, z p6zn. zm.”),
od dnia nastepujacego po dniu ztozenia wniosku.

5. W przypadku roztozenia administracyjnej kary pieni¢znej na raty, odsetki, o ktérych
mowa w ust. 4, sg naliczane odr¢bnie dla kazdej raty.

6. W razie niedotrzymania odroczonego terminu platno$ci administracyjnej kary
pieni¢znej albo terminu zaptaty jej rat, odsetki sg naliczane za okres od dnia uptywu
odroczonego terminu ptatnosci kary albo terminu zaptaty poszczegolnych rat.

7. Prezes Urzedu moze uchyli¢ odroczenie uiszczenia administracyjnej kary pienigznej
albo rozlozenie jej na raty, jezeli ujawnity si¢ nowe lub uprzednio nieznane okoliczno$ci
istotne dla rozstrzygnigcia lub jezeli rata nie zostata uiszczona w terminie.

8. Rozstrzygnigcie Prezesa Urzedu w przedmiocie odroczenia uiszczenia
administracyjnej kary pieni¢znej albo roztozenia jej na raty nastepuje w drodze
postanowienia.

9. Prezes Urzgdu, na wniosek podmiotu ukaranego prowadzacego dziatalnos¢
gospodarczg, moze udzieli¢ ulgi w wykonaniu administracyjnej kary pienieznej okre$lonej
w ust. 2, ktora:

1) nie stanowi pomocy publicznej;
2) stanowi pomoc de minimis albo pomoc de minimis w rolnictwie lub rybotéwstwie —

w zakresie i na zasadach okreslonych w bezposrednio obowigzujgcych przepisach prawa

Unii Europejskiej dotyczacych pomocy w ramach zasady de minimis;

2 Zmiany tekstu jednolitego wymienionej ustawy zostaty ogloszone w Dz. U. z 2017 r. poz. 648, 768, 935,

1428, 1537, 2169 i 2491 oraz z 2018 r. poz. 106, 138 i 398.
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3) stanowi pomoc publiczng zgodng z zasadami rynku wewngtrznego Unii Europejskiej,

ktorej dopuszczalnos¢ zostata okreslona przez wtasciwe organy Unii Europejskie;.

Art. 106. Przepisow art. 189d-189f i art. 189k ustawy z dnia 14 czerwca 1960 r. —

Kodeks postepowania administracyjnego nie stosuje si¢.

Art. 107. 1. Kto przetwarza dane osobowe, cho¢ ich przetwarzanie nie jest dopuszczalne
albo do ktdérych przetwarzania nie jest uprawniony, podlega grzywnie, karze ograniczenia
wolnosci albo pozbawienia wolnosci do lat dwoch.

2. Jezeli czyn okreslony w ust. 1 dotyczy danych ujawniajacych pochodzenie rasowe lub
etniczne, poglady polityczne, przekonania religijne lub §wiatopogladowe, przynaleznos¢ do
zwigzkow zawodowych, danych genetycznych, danych biometrycznych przetwarzanych
w celu jednoznacznego zidentyfikowania osoby fizycznej, danych dotyczacych zdrowia,
seksualnosci lub orientacji seksualnej, podlega grzywnie, karze ograniczenia wolnos$ci albo
pozbawienia wolnosci do lat trzech.

Art. 108. Kto udaremnia lub utrudnia kontrolujacemu prowadzenie kontroli
przestrzegania przepisbw o ochronie danych osobowych, podlega grzywnie, karze

ograniczenia wolnosci albo pozbawienia wolnos$ci do lat dwoch.
Rozdziat 12
Przepisy zmieniajgce

Art. 109. W ustawie z dnia 17 listopada 1964 r. — Kodeks postepowania cywilnego
(Dz. U. z 2018 r. poz. 155, 398 i 416) w pkt 4” kropke zastepuje si¢ $rednikiem i dodaje sie
pkt 4°w brzmieniu:

,,45) o roszczenia wynikajace z naruszenia praw przystugujacych na mocy przepisow

0 ochronie danych osobowych.”.

Art. 110. W ustawie z dnia 17 czerwca 1966 r. o postgpowaniu egzekucyjnym
w administracji (Dz. U. z 2017 r. poz. 1201, 1475, 1954 i 2491 oraz z 2018 r. poz. 138 i 398)
wprowadza si¢ nast¢pujace zmiany:
1) uzytewart.2w § 1 wpkt 121w art. 20 w § 2, w r6znym przypadku wyrazy ,,Generalny
Inspektor Ochrony Danych Osobowych” zastepuje si¢ uzytymi w odpowiednim
przypadku wyrazami ,,Prezes Urzgdu Ochrony Danych Osobowych”;

2) wart. 18i 8 12 otrzymuje brzmienie:
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»3 12. Postepowanie w sprawie sprzeciwu nie wylacza odpowiedzialnosci za

naruszenie obowigzkéw wynikajacych z przepiséw o ochronie danych osobowych.”.

Art. 111. W ustawie z dnia 31 lipca 1981 r. o wynagrodzeniu oséb zajmujacych
kierownicze stanowiska panstwowe (Dz. U. z 2017 r. poz. 1998) uzyte w art. 2 w pkt 2 i 4
wyrazy ,,Generalnego Inspektora Ochrony Danych Osobowych” zastgpuje si¢ wyrazami

,Prezesa Urzedu Ochrony Danych Osobowych”.

Art. 112. W ustawie z dnia 16 wrze$nia 1982 r. o pracownikach urzedéow panstwowych
(Dz. U. z 2017 r. poz. 2142 i 2203 oraz z 2018 r. poz. 106) uzyte w art. 1 w ust. 1 w pkt 13,
wart. 36 w ust. 5 w pkt 1 oraz w art. 48 w ust. 2, w réoznym przypadku, wyrazy ,,Biuro
Generalnego Inspektora Ochrony Danych Osobowych” =zastepuje si¢ uzytymi
w odpowiednim przypadku wyrazami ,,Urzad Ochrony Danych Osobowych”.

Art. 113. W ustawie z dnia 23 grudnia 1994 r. o Najwyzszej Izbie Kontroli (Dz. U.
z2 2017 r. poz. 524) wprowadza si¢ nast¢pujace zmiany:
1) wuzyte w art. 4 w ust. 1 i 2 wyrazy ,,Generalnego Inspektora Ochrony Danych
Osobowych” zastepuje si¢ wyrazami ,,Prezesa Urzgdu Ochrony Danych Osobowych”;
2) wart. 29 w ust. 1 w pkt 2 lit. i otrzymuje brzmienie:
»1) przetwarzania danych osobowych, z wyjatkiem danych ujawniajgcych poglady
polityczne, przekonania religijne Iub $wiatopogladowe, jak rowniez danych

genetycznych, o natogach, o seksualno$ci lub o orientacji seksualne;j.”.

Art. 114. W ustawie z dnia 29 czerwca 1995 r. o statystyce publicznej (Dz. U. z 2016 r.
poz. 1068 oraz z 2017 r. poz. 60) uzyte w art. 44 w ust. 2 w pkt 2 wyrazy ,,Generalnemu
Inspektorowi Ochrony Danych Osobowych” zast¢puje si¢ wyrazami ,,Prezesowi Urzedu

Ochrony Danych Osobowych”.

Art. 115. W ustawie z dnia 10 kwietnia 1997 r. — Prawo energetyczne (Dz. U. z 2017 r.

poz. 220, z pézn. zm.”) w art. 9c ust. 5a otrzymuje brzmienie:
»Ja. Operatorzy systemow dystrybucyjnych instalujacy u odbiorcow koncowych
przylaczonych do ich sieci liczniki zdalnego odczytu sa obowigzani chroni¢ dane
pomiarowe dotyczace tych odbiorcow na zasadach okreslonych w przepisach o ochronie

danych osobowych.”.

8 Zmiany tekstu jednolitego wymienionej ustawy zostaly ogloszone w Dz. U. z 2017 r. poz. 791, 1089, 1387

i 1566 oraz z 2018 r. poz. 9, 138 i 317.
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Art. 116. W ustawie z dnia 21 sierpnia 1997 r. o gospodarce nieruchomosciami (Dz. U.
z 2018 1. poz. 121 1 50) uzyte w art. 60 w ust. 1 w pkt 1 wyrazy ,,Generalnego Inspektora
Ochrony Danych Osobowych” zastepuje si¢ wyrazami ,,Prezesa Urzedu Ochrony Danych
Osobowych”.

Art. 117. W ustawie z dnia 27 sierpnia 1997 r. o rehabilitacji zawodowej 1 spotecznej
oraz zatrudnianiu oso6b niepetnosprawnych (Dz. U. z 2018 r. poz. 511) w art. 6d ust. 4b
otrzymuje brzmienie:

,»4b. Podmioty wymienione w ust. 4a przetwarzaja dane udostepnione z Systemu
wcelu, w ktorym te dane zostalty im wudostgpnione, na zasadach okreslonych

w przepisach o ochronie danych osobowych.”.

Art. 118. W ustawie z dnia 29 sierpnia 1997 r. — Ordynacja podatkowa (Dz. U. z 2017 r.
poz. 201, z pdzn. zm.") wprowadza si¢ nastgpujace zmiany:
1) wart. 14 8 4 otrzymuje brzmienie:

»3 4. Minister wlasciwy do spraw finanséw publicznych zapewnia funkcjonowanie
portalu podatkowego i jest administratorem danych podatnikdw, ptatnikow, inkasentow,
ich nastepcow prawnych oraz osob trzecich korzystajacych z tego portalu.”;

2) wart. 119zt pkt 4 otrzymuje brzmienie:

»4) Prezesa Urzedu Ochrony Danych Osobowych — w zakresie niezbednym do
realizacji ustawowych zadan okreslonych w przepisach o ochronie danych
osobowych;”;

3) wart. 119zzg wyrazy ,,Generalny Inspektor Ochrony Danych Osobowych” zast¢puje si¢

wyrazami ,,Prezes Urzedu Ochrony Danych Osobowych”.

Art. 119. W ustawie z dnia 29 sierpnia 1997 r. — Prawo bankowe (Dz. U. z 2017 r.
poz. 1876, z pdzn. zm.®) w art. 105 w ust. 1 w pkt 2 lit. n otrzymuje brzmienie:
»N) Prezesa Urzedu Ochrony Danych Osobowych w zakresie niezb¢dnym do realizacji

ustawowych zadan,”.

Art. 120. W ustawie z dnia 9 listopada 2000 r. o utworzeniu Polskiej Agencji Rozwoju
Przedsigbiorczo$ci (Dz. U. z 2018 r. poz. 110) w art. 6aa ust. 5 otrzymuje brzmienie:

,»J. Agencja pelni funkcje administratora danych, o ktorych mowa w ust. 21 3.”.

Zmiany tekstu jednolitego wymienionej ustawy zostaly ogloszone w Dz. U. z 2017 r. poz. 648, 768, 935,
1428, 1537, 2169 i 2491 oraz z 2018 r. poz. 106,138 i 398.

Zmiany tekstu jednolitego wymienionej ustawy zostaty ogtoszone w Dz. U. z 2017 r. poz. 2361 i 2491 oraz
z2018r. poz. 62, 106 i 138.
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Art. 121. W ustawie z dnia 8 czerwca 2001 r. o zawodzie psychologa i samorzadzie
zawodowym psychologow (Dz. U. poz. 763 i 1798 oraz z 2009 r. poz. 120 i 753) w art. 13
ust. 2 otrzymuje brzmienie:

,»2. Jezeli wyniki badan majg stluzy¢ nie tylko do informacji klienta, stosuje si¢

przepisy o ochronie danych osobowych.”.

Art. 122. W ustawie z dnia 27 lipca 2001 r. — Prawo o ustroju sgdow powszechnych
(Dz. U. z 2018 r. poz. 23, 35, 106 i 138) wprowadza si¢ nast¢pujace zmiany:
1) wart. 175a uchyla si¢ § 2;
2) wart. 175¢ w § 1 uchyla si¢ zdanie drugie.

Art. 123. W ustawie z dnia 28 listopada 2003 r. o $wiadczeniach rodzinnych (Dz. U.
z 2017 r. poz. 1952 oraz z 2018 r. poz. 107 i 138) w art. 23 ust. 9 otrzymuje brzmienie:

,,9. Informacje, o ktorych mowa w ust. 8, moga by¢ przetwarzane przez ministra
wlasciwego do spraw rodziny i wojewod¢ w celu monitorowania realizacji §wiadczen
rodzinnych oraz w celu umozliwienia organom wiasciwym i1 wojewodzie weryfikacji
prawa do $§wiadczen rodzinnych oraz przez podmioty wymienione w ust. 10 w celu,
w ktorym informacje te zostaty im udostgpnione, na zasadach okreslonych w przepisach
o ochronie danych osobowych. Organy wlasciwe i wojewoda przekazuja dane do

rejestru centralnego, wykorzystujac oprogramowanie, o ktorym mowa w ust. 7.”.

Art. 124. W ustawie z dnia 27 maja 2004 r. o funduszach inwestycyjnych i zarzadzaniu
alternatywnymi funduszami inwestycyjnymi (Dz. U. z 2018 r. poz. 56, z 2017 r. poz. 2491
oraz z 2018 r. poz. 106 i 138) w art. 286b ust. 16 otrzymuje brzmienie:

,16. Komisja moze przekaza¢ organowi nadzoru panstwa trzeciego informacje
dotyczace sprawy indywidualnej prowadzonej przez Komisj¢, jezeli spetnione sa
warunki, o ktorych mowa w rozporzadzeniu Parlamentu Europejskiego i Rady (UE)
2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwigzku
Z przetwarzaniem danych osobowych 1 w sprawie swobodnego przeptywu takich danych
oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzadzenie o ochronie danych)
(Dz. Urz. UE L 119 z 04.05.2016, str. 1) — w przypadku danych osobowych, oraz jezeli
ich przekazanie jest niezb¢dne dla realizacji zadan okreslonych ustawg. Komisja moze
w takim przypadku wyrazi¢ zgode na dalsze przekazanie tych informacji organowi

nadzoru innego panstwa trzeciego.”.
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Art. 125. W ustawie z dnia 2 lipca 2004 r. o swobodzie dziatalnosci gospodarczej
(Dz. U. z 2017 r. poz. 2168, 2290 i 2486 oraz z 2018 r. poz. 107 i 398) w art. 83 w ust. 2
w pkt 10 kropke zastepuje si¢ $rednikiem i dodaje si¢ pkt 11 w brzmieniu:

»11) kontroli przeprowadzanej w celu uzupelnienia dowodow w postepowaniu

0 stwierdzenie naruszenia danych osobowych.”.

Art. 126. W ustawie z dnia 17 grudnia 2004 r. o odpowiedzialno$ci za naruszenie
dyscypliny finanséw publicznych (Dz. U. z 2017 r. poz. 1311 1 2110) uzyte w art. 47 w ust. 1
w pkt 11 i w art. 52 w pkt 8, w réznym przypadku, wyrazy ,,Generalny Inspektor Ochrony
Danych Osobowych” zastepuje si¢ uzytymi w odpowiednim przypadku wyrazami ,,Prezes

Urzedu Ochrony Danych Osobowych”.

Art. 127. W ustawie z dnia 17 lutego 2005 r. o informatyzacji dziatalno$ci podmiotow
realizujacych zadania publiczne (Dz. U. z 2017 r. poz. 570) wprowadza si¢ nastepujace
zmiany:

1) w art. 2 w ust. 4 wyrazy ,,Generalnego Inspektora Ochrony Danych Osobowych”
zastepuje si¢ wyrazami ,,Prezesa Urzedu Ochrony Danych Osobowych”;
2) wart. 4 pkt 1 otrzymuje brzmienie:
»1) przepisow rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia
27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwigzku
Z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich
danych oraz uchylenia dyrektywy 95/46/WE (ogélne rozporzadzenie o ochronie
danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1) i ustawy z dnia ... o ochronie
danych osobowych (Dz. U. ...);”.

Art. 128. W ustawie z dnia 27 lipca 2005 r. — Prawo o szkolnictwie wyzszym (Dz. U.
22017 r. poz. 21831 2201 oraz z 2018 r. poz. 138 i 398) w art. 88 uchyla si¢ ust. 5.

Art. 129. W ustawie z dnia 18 pazdziernika 2006 r. o ujawnianiu informacji
o dokumentach organOw bezpieczenstwa panstwa z lat 1944-1990 oraz treSci tych
dokumentéw (Dz. U. z 2017 r. poz. 2186 oraz z 2018 r. poz. 538) w art. 22 w ust. 1 w pkt 8c
wyrazy ,,Generalnego Inspektora Ochrony Danych Osobowych” zastgpuje si¢ wyrazami

,Prezesa Urzedu Ochrony Danych Osobowych”.
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Art. 130. W ustawie z dnia 7 wrze$nia 2007 r. o pomocy osobom uprawnionym do
alimentéw (Dz. U. z 2018 r. poz. 554) w art. 15 ust. 8b otrzymuje brzmienie:

,,8b. Informacje zawarte w rejestrze centralnym, o ktdrym mowa w ust. 8a, moga
by¢ przetwarzane przez ministra wlasciwego do spraw rodziny i wojewod¢ w celu
monitorowania realizacji $wiadczen z funduszu alimentacyjnego oraz W celu
umozliwienia organom wlasciwym dluznika 1 organom wlasciwym wierzyciela
weryfikacji prawa do $§wiadczen z funduszu alimentacyjnego oraz przez podmioty
wymienione w ust. 8¢ w celu, w ktorym informacje te zostaty im udostepnione, na
zasadach okreslonych w przepisach o ochronie danych osobowych. Organy wtasciwe
wierzyciela oraz organy wiasciwe dluznika przekazuja dane do rejestru centralnego,

wykorzystujac oprogramowanie, o ktorym mowa w ust. 8.”.

Art. 131. W ustawie z dnia 27 sierpnia 2009 r. o finansach publicznych (Dz. U.
z 2017 r. poz. 2077 oraz z 2018 r. poz. 62) w art. 139 w ust. 2 wyrazy ,,Generalnego
Inspektora Ochrony Danych Osobowych” zastepuje si¢ wyrazami ,,Prezesa Urzedu Ochrony

Danych Osobowych”.

Art. 132. W ustawie z dnia 5 listopada 2009 r. o spotdzielczych kasach
oszczednosciowo-kredytowych (Dz. U. z 2017 r. poz. 2065, 2486 i 2491 oraz z 2018 r.
poz. 62, 106 i 138) w art. 9f w ust. 1 pkt 18 otrzymuje brzmienie:

»18) na zadanie Prezesa Urzedu Ochrony Danych Osobowych, w zakresie

wykonywania przez niego zadan okreslonych w przepisach o ochronie danych

osobowych;”.

Art. 133. W ustawie z dnia 9 kwietnia 2010 r. o udost¢pnianiu informacji
gospodarczych i wymianie danych gospodarczych (Dz. U. z 2018 r. poz. 470) w art. 11
w ust. 2 wyrazy ,,Generalnego Inspektora Ochrony Danych Osobowych” zastepuje sie

wyrazami ,,Prezesa Urzedu Ochrony Danych Osobowych”.

Art. 134. W ustawie z dnia 9 kwietnia 2010 r. o Stuzbie Wieziennej (Dz. U. z 2017 .
poz. 631 i 1321 oraz z 2018 r. poz. 138) w art. 18 w ust. 2 w pkt 6 wyrazy ,,Generalny
Inspektor Ochrony Danych Osobowych” zast¢puje si¢ wyrazami ,,Prezes Urzgdu Ochrony
Danych Osobowych”.

Art. 135. W ustawie z dnia 5 sierpnia 2010 r. o ochronie informacji niejawnych (Dz. U.

z 2018 r. poz. 412) w art. 34 w ust. 10 w pkt 9 wyrazy ,,Generalnego Inspektora Ochrony
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Danych Osobowych” zastepuje si¢ wyrazami ,Prezesa Urzedu Ochrony Danych
Osobowych”.

Art. 136. W ustawie z dnia 5 stycznia 2011 r. — Kodeks wyborczy (Dz. U. z 2017 r.

poz. 1511089 oraz z 2018 r. poz. 4, 130 i 138) w art. 143 § 4 otrzymuje brzmienie:
»S 4. Wykaz wptat obywateli polskich na rzecz komitetu wyborczego organizacji
I komitetu wyborczego wyborcow Panstwowa Komisja Wyborcza i komisarz wyborczy
udostepniaja do wgladu na wniosek, w trybie i na zasadach okreslonych w przepisach

0 ochronie danych osobowych.”.

Art. 137. W ustawie z dnia 15 lipca 2011 r. o zawodach pielegniarki 1 potoznej (Dz. U.
z 2018 r. poz. 123) w art. 27 ust. 9 otrzymuje brzmienie:
,9. Postepowanie w sprawach okreslonych w ust. 1-6 jest poufne i odbywa si¢
z zachowaniem przepiséw o ochronie danych osobowych.”.

Art. 138. W ustawie z dnia 19 sierpnia 2011 r. o ustugach ptatniczych (Dz. U. z 2017 r.
poz. 2003 oraz z 2018 r. poz. 62) art. 10 otrzymuje brzmienie:

»Art. 10. Dostawcy i podmioty prowadzace systemy platnosci moga przetwarzac
dane osobowe w zakresie niezb¢dnym do zapobiegania oszustwom zwigzanym
z wykonywanymi ustugami ptatniczymi lub prowadzeniem systemu platnosci oraz
dochodzenia i wykrywania tego rodzaju oszustw przez witasciwe organy, z wyjatkiem
danych, o ktorych mowa w art. 9 ust. 1 rozporzadzenia Parlamentu Europejskiego
i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony o0s6b fizycznych
W zwigzku z przetwarzaniem danych osobowych 1 w sprawie swobodnego przeptywu
takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzadzenie o ochronie
danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1).”.

Art. 139. W ustawie z dnia 14 grudnia 2012 r. o odpadach (Dz. U. z 2018 r. poz. 21 oraz

z 2017 r. poz. 2422) w art. 80 w ust. 1 pkt 3 otrzymuje brzmienie:
»3) zapewnia bezpieczenstwo przetwarzanych danych, informacji oraz dokumentow,
ktére otrzymal w zwigzku z prowadzeniem BDO, zgodnie z przepisami o ochronie

danych osobowych.”.

Art. 140. W ustawie z dnia 20 lutego 2015 r. 0 odnawialnych Zrédtach energii (Dz. U.
z 2017 r. poz. 1148, 1213 i 1593 oraz z 2018 r. poz. 9) w art. 159 ust. 1 otrzymuje brzmienie:
»1. Prezes UDT administruje i przetwarza dane zawarte w rejestrach, o ktérych

mowa w art. 158 ust. 1, zgodnie z przepisami o ochronie danych osobowych.”.
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Art. 141. W ustawie z dnia 24 lipca 2015 r. — Prawo o zgromadzeniach (Dz. U. z 2018 r.

poz. 408) w art. 15 ust. 3 otrzymuje brzmienie:
»3. Decyzje o zakazie zgromadzenia udostgpnia si¢ w Biuletynie Informacji
Publicznej z uwzglednieniem przepiséw o ochronie danych osobowych przez 3 miesigce

od dnia jej wydania.”.

Art. 142. W ustawie z dnia 11 wrze$nia 2015 r. o dziatalnosci ubezpieczeniowe]
i reasekuracyjnej (Dz. U. z 2017 1. poz. 1170, z pézn. zm.”) w art. 35 w ust. 2 pkt 10
otrzymuje brzmienie:

»10) Prezesa Urzedu Ochrony Danych Osobowych, w zakresie wykonywania przez

niego zadan okreslonych w przepisach o ochronie danych osobowych;”.

Art. 143. W ustawie z dnia 25 wrzesnia 2015 r. o zawodzie fizjoterapeuty (Dz. U.
z 2018 r. poz. 505) w art. 12 ust. 9 otrzymuje brzmienie:
,»9. Postepowanie w sprawach okreslonych w ust. 1-7 jest poufne i odbywa si¢

z zachowaniem przepiséw o ochronie danych osobowych.”.

Art. 144. W ustawie z dnia 9 pazdziernika 2015 r. o produktach biobojczych (Dz. U.
22018 r. poz. 1221 138) w art. 42 ust. 2 otrzymuje brzmienie:
,»2. Raport oraz dane, o ktorych mowa w ust. 1, nie mogg obejmowa¢ danych

podlegajacych ochronie na podstawie przepisow o ochronie danych osobowych.”.

Art. 145. W ustawie z dnia 28 stycznia 2016 r. — Prawo o prokuraturze (Dz. U. z 2017 r.
poz. 1767 oraz z 2018 r. poz. 5) wprowadza si¢ nastepujace zmiany:
1) wart. 13 8 5 otrzymuje brzmienie:
»3 5. Prokurator Generalny jest administratorem danych przetwarzanych
w ogoélnokrajowych systemach teleinformatycznych jednostek organizacyjnych
prokuratury.”;
2) wart. 191 uchyla si¢ § 2.

Art. 146. W ustawie z dnia 11 lutego 2016 r. o pomocy panstwa w wychowywaniu
dzieci (Dz. U. z 2017 r. poz. 1851 oraz z 2018 r. poz. 107 i 138) w art. 14 ust. 3 otrzymuje

brzmienie:

2 Zmiany tekstu jednolitego wymienionej ustawy zostaly ogtoszone w Dz. U. z 2017 r. poz. 1089, 1926, 2102

i 2486 oraz z 2018 r. poz. 8 106.
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,»3. Informacje, o ktérych mowa w ust. 2, moga by¢ przetwarzane przez ministra
wlasciwego do spraw rodziny i wojewod¢ w celu monitorowania realizacji §wiadczen
wychowawczych oraz w celu umozliwienia organom wilasciwym 1 wojewodom
weryfikacji prawa do §wiadczen wychowawczych oraz przez podmioty wymienione
wust. 4 w celu, w jakim informacje te zostaly im udostgpnione, na zasadach
okreslonych w przepisach o ochronie danych osobowych. Organy wlasciwe
I wojewodowie przekazuja dane do rejestru centralnego, wykorzystujac systemy

teleinformatyczne, o ktérych mowa w ust. 1.”.

Art. 147. W ustawie z dnia 25 lutego 2016 r. o ponownym wykorzystywaniu informacji
sektora publicznego (Dz. U. poz. 352 oraz z 2017 r. poz. 60) w art. 7 ust. 2 otrzymuje
brzmienie:

»2. Przepisy ustawy nie naruszajg przepisOw rozporzadzenia Parlamentu
Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony
osob fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie
swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne
rozporzadzenie o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1) i ustawy

z dnia ... o ochronie danych osobowych (Dz. U. ...).”.

Art. 148. W ustawie z dnia 13 kwietnia 2016 r. o bezpieczenstwie obrotu prekursorami
materialdw wybuchowych (Dz. U. z 2018 r. poz. 410) art. 9 otrzymuje brzmienie:
,»Art. 9. Do danych osobowych zgromadzonych w systemie zglaszania stosuje si¢

przepisy o ochronie danych osobowych.”.

Art. 149. W ustawie z dnia 16 listopada 2016 r. o Krajowej Administracji Skarbowej
(Dz. U. z 2018 r. poz. 508) w art. 45 ust. 1 otrzymuje brzmienie:

»1. Organy KAS, w celu realizacji ustawowych zadan w zakresie, o ktérym mowa
w art. 2 ust. 1 pkt 1, 2, 6 i 8, mogg zbiera¢ i wykorzystywa¢ informacje, w tym dane
osobowe, od osob prawnych, jednostek organizacyjnych niemajacych osobowosci
prawnej oraz osob fizycznych prowadzacych dziatalno$¢ gospodarcza, o zdarzeniach
majacych bezposredni wplyw na powstanie lub wysoko$¢ zobowigzania podatkowego
lub naleznosci celnych, oraz przetwarza¢, a takze wystepowa¢ do tych podmiotow
0 udostgpnienie dokumentoéw zawierajacych informacje, w tym dane osobowe, takze bez

wiedzy i zgody osoby, ktorej dane te dotycza.”.
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Art. 150. W ustawie z dnia 9 marca 2017 r. o systemie monitorowania drogowego
przewozu towarow (Dz. U. poz. 708 oraz z 2018 r. poz. 138) w art. 4 ust. 3 otrzymuje
brzmienie:

»3. Rejestr prowadzi Szef Krajowej Administracji Skarbowej, ktory jest

administratorem danych przetwarzanych w rejestrze.”.

Art. 151. W ustawie z dnia 27 pazdziernika 2017 r. o podstawowej opiece zdrowotnej

(Dz. U. poz. 2217) w art. 10 ust. 5 otrzymuje brzmienie:
»9. Wypetione deklaracje wyboru, o ktérych mowa w wust. 1 pkt 1,
$wiadczeniodawca przechowuje w swojej siedzibie albo w miejscu udzielania §wiadczen
z zakresu podstawowe] opieki zdrowotnej, zapewniajagc ich  dostepnosc
$wiadczeniobiorcom, ktérzy je zlozyli, z zachowaniem wymagan wynikajacych

z przepisdw o ochronie danych osobowych.”.
Rozdziat 13
Przepisy przejsciowe i dostosowujace

Art. 152. 1. Osoba peligca w dniu 24 maja 2018 r. funkcj¢ administratora
bezpieczenstwa informacji, o ktorym mowa w ustawie uchylanej w art. 168, staje si¢
inspektorem ochrony danych i pelni swojg funkcje do dnia 1 wrzesnia 2018 r., chyba ze przed
tym dniem administrator zawiadomi Prezesa Urzedu Ochrony Danych Osobowych
0 wyznaczeniu innej osoby na inspektora ochrony danych, w sposob okreslony w art. 10
ust. 1.

2. Osoba, ktora stata si¢ inspektorem ochrony danych na podstawie ust. 1, petlni swoja
funkcje¢ takze po dniu 1 wrzes$nia 2018 r., jezeli do tego dnia administrator zawiadomi Prezesa
Urzgdu Ochrony Danych Osobowych o jej wyznaczeniu w sposob okreslony w art. 10 ust. 1.

3. Osoba, o ktoérej mowa w ust. 1, moze zosta¢ odwotana przez administratora bez
zawiadomienia Prezesa Urzedu Ochrony Danych Osobowych o wyznaczeniu innej osoby na
inspektora ochrony danych, w przypadku gdy na podstawie art. 37 rozporzadzenia 2016/679
administrator nie jest obowigzany do wyznaczenia inspektora ochrony danych.

4. Administrator, ktory do dnia wejscia w zycie ustawy nie powotal administratora
bezpieczenstwa informacji, o ktérym mowa w ustawie uchylanej w art. 168, jest obowigzany
do wyznaczenia inspektora ochrony danych na podstawie art. 37 rozporzadzenia 2016/679 i
zawiadomienia Prezesa Urzedu Ochrony Danych Osobowych o jego wyznaczeniu, w terminie
do dnia 31 lipca 2018 r.
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5. Podmiot przetwarzajacy, obowigzany do wyznaczenia inspektora ochrony danych na
podstawie art. 37 rozporzadzenia 2016/679, wyznacza inspektora ochrony danych
i zawiadamia Prezesa Urzedu Ochrony Danych Osobowych o jego wyznaczeniu, w sposob

okreslony w art. 10 ust. 1, w terminie do dnia 31 lipca 2018 r.

Art. 153. 1. Do kontroli wszczetej 1 niezakonczonej przed dniem wejscia w zycie
ustawy stosuje si¢ przepisy dotychczasowe.
2. Upowaznienia oraz legitymacje stuzbowe wydane przed dniem wejScia w zycie

ustawy zachowuja waznos$¢ do czasu zakonczenia kontroli, o ktérej mowa w ust. 1.

Art. 154. 1. Postepowania prowadzone przed Generalnym Inspektorem Ochrony
Danych Osobowych, wszczete i niezakonczone przed dniem wejécia w zycie ustawy,
prowadzone sa przed Prezesem Urzedu Ochrony Danych Osobowych.

2. Postepowania, o ktérych mowa w ust. 1, prowadzi si¢ na podstawie przepisdw ustawy
uchylanej w art. 168, zgodnie z zasadami okreslonymi w przepisach ustawy z dnia
14 czerwca 1960 r. — Kodeks postgpowania administracyjnego.

3. Czynnosci dokonane w postgpowaniach, o ktéorych mowa w ust. 1, pozostaja
skuteczne.

4. Postgpowania prowadzone na podstawie rozdzialu 6 ustawy uchylanej w art. 168

umarza si¢. Decyzji o umorzeniu postgpowania nie wydaje sig.

Art. 155. Podmiot, do ktérego przed dniem wejscia w Zycie ustawy zostato skierowane
wystapienie lub wniosek, o ktérym mowa w art. 19a ustawy uchylanej w art. 168, jest
obowigzany przekaza¢ Prezesowi Urzedu Ochrony Danych Osobowych odpowiedZz na

wystapienie lub wniosek w terminie 30 dni od dnia wej$cia w zycie ustawy.

Art. 156. 1. W przypadku postgpowan egzekucyjnych prowadzonych na podstawie
tytutu  wykonawczego wystawionego przez Generalnego Inspektora Ochrony Danych
Osobowych przed dniem wejscia w zycie ustawy 1 niezakonczonych do dnia jej wejscia
W zycie, wierzycielem staje si¢ Prezes Urzedu Ochrony Danych Osobowych.

2. Czynnosci dokonane przez Generalnego Inspektora Ochrony Danych Osobowych

W postgpowaniu, o ktdrym mowa w ust. 1, pozostaja skuteczne.

Art. 157. Podjete w postepowaniach egzekucyjnych wszczetych na podstawie
przepisOw ustawy zmienianej w art. 110 1 niezakonczonych przed dniem wejscia w zycie

ustawy, wystane upomnienia, tytuly wykonawcze, postanowienia zawierajace stanowisko
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Generalnego Inspektora Ochrony Danych Osobowych oraz inne czynnosci dokonane przez

Generalnego Inspektora Ochrony Danych Osobowych, jako wierzyciela, pozostajg skuteczne.

Art. 158. Postgpowania w sprawie stanowiska Generalnego Inspektora Ochrony Danych
Osobowych, jako wierzyciela, wszczgte na podstawie art. 34 ustawy zmienianej w art. 110
I niezakonczone przed dniem wejScia w zycie ustawy sg prowadzone przez Prezesa Urzedu

Ochrony Danych Osobowych.

Art. 159. Dotychczasowe przepisy wykonawcze wydane na podstawie art. 22a ustawy
uchylanej w art. 168, zachowuja moc do dnia wejscia w zycie przepisow wykonawczych
wydanych na podstawie art. 48 niniejszej ustawy, nie dluzej niz 12 miesiecy od dnia jej
wejscia w zycie.

Art. 160. 1. Z dniem wejscia w zycie ustawy Generalny Inspektor Ochrony Danych
Osobowych staje si¢ Prezesem Urzedu Ochrony Danych Osobowych.

2. Osoba, ktora zostala powotana na stanowisko Generalnego Inspektora Ochrony
Danych Osobowych, na podstawie ustawy uchylanej w art. 168, pozostaje na stanowisku do
czasu uptywu kadencji, na ktérg zostala powotana.

3. Zastgpca Generalnego Inspektora Ochrony Danych Osobowych, powotany przed
dniem wejscia w zycie ustawy staje si¢ z dniem wejscia w zycie ustawy zastepcag Prezesa

Urzedu, o ktérym mowa w art. 36 ust. 1.

Art. 161. 1. Z dniem wejscia w zycie ustawy Biuro Generalnego Inspektora Ochrony
Danych Osobowych staje si¢ Urzedem Ochrony Danych Osobowych.

2. Z dniem wejScia w zycie ustawy pracownicy zatrudnieni w Biurze Generalnego
Inspektora Ochrony Danych Osobowych staja si¢ pracownikami Urzgedu Ochrony Danych
Osobowych. Przepis art. 23" ustawy z dnia 26 czerwca 1974 r. — Kodeks pracy stosuje sie
odpowiednio.

Art. 162. Z dniem wejécia w zycie ustawy mienie Skarbu Panstwa bedace we wiadaniu
Biura Generalnego Inspektora Ochrony Danych Osobowych staje si¢ mieniem bedgcym we

wiadaniu Urzedu Ochrony Danych Osobowych.

Art. 163. Naleznosci i zobowigzania Biura Generalnego Inspektora Ochrony Danych
Osobowych z dniem wejScia w zycie ustawy stajg si¢ nalezno$ciami i zobowigzaniami

Urzedu Ochrony Danych Osobowych.
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Art. 164. W przypadku gdy Generalny Inspektor Ochrony Danych Osobowych do dnia
wejScia w zycie ustawy nie zlozy sprawozdania ze swojej dzialalnoSci, sprawozdanie
Z dziatalnosci Generalnego Inspektora Ochrony Danych Osobowych sklada Prezes Urzedu

Ochrony Danych Osobowych w terminie do dnia 31 lipca 2018 r.

Art. 165. 1. W sprawach sgdowych, sgdowoadministracyjnych lub administracyjnych,
w ktorych strong lub uczestnikiem byl Generalny Inspektor Ochrony Danych Osobowych,
Z dniem wejScia w zycie ustawy strong lub uczestnikiem staje si¢ Prezes Urzedu Ochrony
Danych Osobowych.

2. W sprawach sgdowych, sagdowoadministracyjnych lub administracyjnych, w ktérych
strong lub uczestnikiem byto Biuro Generalnego Inspektora Ochrony Danych Osobowych,
z dniem wejScia w zycie ustawy strong lub uczestnikiem staje si¢ Urzad Ochrony Danych

Osobowych.

Art. 166. Prezes Urzedu wyda pierwszy komunikat, o ktorym mowa w art. 55 ust. 1

pkt 1, w terminie 3 miesi¢cy od dnia wej$cia w zycie ustawy.
Rozdziat 14
Przepisy koncowe

Art. 167. 1. Maksymalny limit wydatkow z budzetu panstwa przeznaczonych na
wykonywanie zadan wynikajacych z niniejszej ustawy wynosi w roku:
1) 2018 -19 639 000 zt;
2) 2019 -13 541 000 zt;
3) 2020 - 13 860 000 zt;
4) 2021 -13 860 000 zt;
5) 2022 -13 860 000 zt;
6) 2023 - 13 860 000 zt;
7) 2024 -13 860 000 zt;
8) 2025 - 13 860 000 zt;
9) 2026 - 13 860 000 zt;
10) 2027 - 13 860 000 zt.
2. Prezes Urzedu Ochrony Danych Osobowych monitoruje wykorzystanie limitu
wydatkéw, o ktérych mowa w ust. 1, i dokonuje oceny wykorzystania tego limitu wedtug

stanu na koniec kazdego kwartatu.
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3. W przypadku przekroczenia lub zagrozenia przekroczenia przyjetego na dany rok
budzetowy maksymalnego limitu wydatkow okre§lonego w ust. 1 oraz w przypadku, gdy
w okresie od poczatku roku kalendarzowego do dnia ostatniej oceny, o ktorej mowa w ust. 2,
cze$¢ limitu rocznego przypadajacego proporcjonalnie na ten okres zostanie przekroczona CO
najmniej o 10%, stosuje si¢ mechanizm korygujacy polegajacy na zmniejszeniu wydatkow
budzetu panstwa bedacych skutkiem finansowym ustawy.

4. Organem wtasciwym do wdrozenia mechanizmu korygujacego, o ktorym mowa

w ust. 3, jest Prezes Urzedu Ochrony Danych Osobowych.

Art. 168. Traci moc ustawa z dnia 29 sierpnia 1997 r. o ochronie danych osobowych

(Dz. U. z 2016 r. poz. 922 oraz z 2018 r. poz. 138).

Art. 169. Ustawa wchodzi w zycie z dniem 25 maja 2018 1.



UZASADNIENIE

Opracowanie projektu nowej ustawy o ochronie danych osobowych wynika z konieczno$ci
zapewnienia stosowania Rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679
Z dnia 27 kwietnia 2016 r. w sprawie ochrony osob fizycznych w zwigzku z przetwarzaniem
danych osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia
dyrektywy 95/46/WE (ogbélne rozporzadzenie o ochronie danych), zwanego dalej

,,Rozporzadzeniem”.

Rozporzadzenie bgdzie obowigzywato w polskim porzadku prawnym bezposrednio 1 bedzie
miato zastosowanie od dnia 25 maja 2018 r., i od tego dnia polskie przepisy musza zapewniac
skuteczne stosowanie przepisOw Rozporzadzenia, nie powielajac jego rozwigzan ani nie
bedac z nim sprzecznymi. Zakres kompetencji panstw cztonkowskich wdrazania przepisow
Rozporzadzenia wyznacza co do zasady samo rozporzadzenie (zob. szerzej P. Kozik, ,,Zakres
swobody regulacyjnej panstw czlonkowskich przy wdrazaniu ogdlnego rozporzadzenia

0 ochronie danych osobowych do prawa krajowego” EPS 5/2017 s. 18-22).

Przepisy obowigzujacej ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych
(Dz. U. z 2016 r. poz. 922), zwanej dalej ,,obowiazujaca Ustawa”, z jedne] strony zawieraja
regulacje analogiczne do regulacji Rozporzadzenia, np. w zakresie definicji danych
osobowych, z drugiej zawierajg regulacje odmienne niz te, ktoére przewiduje Rozporzadzenie,
choéby w zakresie definicji zgody osoby, ktorej dane dotyczg. Obowigzujaca Ustawa zawiera
tez regulacje, ktorych nie przewiduje Rozporzadzenie, np. w zakresie rejestracji zbiorow

danych, ale takze brak w obowigzujacej ustawie przepisoOw dotyczacych chocby certyfikacji.

W swietle powyzszego konieczne stato si¢ opracowanie zupelnie nowej regulacji w zakresie
ochrony danych osobowych, ktora odpowiadataby przepisom i standardom ochrony danych
osobowych przyjetym na poziomie UE. Przepisy projektowanej ustawy ustanawiajg nowy
organ wlasciwy w sprawie ochrony danych osobowych — bedzie nim Prezes Urzedu Ochrony

Danych Osobowych.
Rozdzial 1 Przepisy ogolne

W Rozdziale 1 wskazano zakres regulacji. Zgodnie z art. 1, ustawa bedzie miata zastosowanie

do ochrony o0s6b fizycznych w zwigzku z przetwarzaniem ich danych osobowych.



Panstwa cztonkowskie nie majg kompetencji prawodawczej do okreslenia relacji pomigdzy
Rozporzadzeniem a przepisami implementujagcymi inne akty prawa wtdérnego UE, w tym
dyrektywe Parlamentu Europejskiego i Rady (UE) 2016/680 z dnia 27 kwietnia 2016 r.
w sprawie ochrony 0sob fizycznych w zwigzku z przetwarzaniem danych osobowych przez
wlasciwe organy do celow zapobiegania przestepczosci, prowadzenia postgpowan
przygotowawczych, wykrywania i §cigania czynéw zabronionych i wykonywania Kkar,
W sprawie swobodnego przeptywu takich danych oraz uchylajaca decyzje ramowa Rady
2008/977/WSiSW. Projekt jest aktem prawnym zapewniajacym skuteczne stosowanie
przepisOw Rozporzadzenia, nie implementuje jednak przepisow wskazanej dyrektywy,

odnoszac si¢ do niej w swojej tresci wytacznie w niewielkim stopniu.

Wobec powyzszego przepisy ustawy nie znajdg zastosowania do ochrony innych podmiotow
w zwigzku z przetwarzaniem ich danych osobowych. Powyzsze odpowiada zakresowi
podmiotowemu zastosowania Rozporzadzenia i jest zgodne z motywem 14 preambuly do
Rozporzadzenia, ktory stanowi, ze: ,,Ochrona zapewniana niniejszym Rozporzadzeniem
powinna mie¢ zastosowanie do osob fizycznych — niezaleznie od ich obywatelstwa czy
miejsca zamieszkania — w zwigzku z przetwarzaniem ich danych osobowych. Niniejsze
rozporzadzenie nie dotyczy przetwarzania danych osobowych, dotyczacych oséb prawnych,
w szczeg6lnosci przedsigbiorstw bedacych osobami prawnymi, w tym danych o firmie
i formie prawnej oraz danych kontaktowych osoby prawnej.”. W ocenie projektodawcy,
pojecie ,,0soby prawnej” powinno by¢ intepretowane w §wietle legislacji krajowej, obejmujac
réwniez swoim zakresem tzw. utomne osoby prawne. Pojecie danych o firmie i formie
prawnej oraz danych kontaktowych powinno obejmowaé dane konieczne do oznaczania
osoby prawnej w obrocie gospodarczym, przy czym nie jest mozliwym uznanie, ze s to
wszystkie dane zawarte przyktadowo w Krajowym Rejestrze Sadowym. W ocenie
projektodawcy nie powinny by¢ to dane, ktére przykladowo wskazuja na rozdzielnos¢
majatkowa czlonka zarzadu spotki. Jednocze$nie nie zdecydowano si¢ skorzystaé
Z mozliwosci przyjecia przepisow o przetwarzaniu danych osobowych os6b zmartych. W tym
zakresie instrumentem ochrony beda przepisy o ochronie dobr osobistych przewidziane
w ustawie z dnia 23 kwietnia 1964 r. — Kodeks cywilny (Dz. U. z 2017 r. poz. 459, 933, 1132
oraz z 2018 r. poz. 398 1 650) (np. w ramach kultu pamigci osoby zmartej).

W projekcie ustawy przyjeto, ze przedmiotowy zakres jej zastosowania begdzie odpowiadat
zakresowi zastosowania Rozporzadzenia, co oznacza, ze bgdzie miala zastosowanie do

przetwarzania danych osobowych w sposéb catkowicie lub czgsciowo zautomatyzowany oraz
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do przetwarzania w sposOb inny niz zautomatyzowany danych osobowych stanowigcych lub
majacych stanowi¢ czg$¢ zbioru danych. Poza organami i instytucjami powotywanymi na
podstawie Rozporzadzenia, adresatami wynikajacych z niego obowiazkéw sa z kolei

administratorzy, podmioty przetwarzajace.

Stosowanie nowej ustawy — zgodnie z treScia Rozporzadzenia — bedzie wylaczone w

odniesieniu do przetwarzania danych osobowych:
1) w ramach dziatalnosci nieobje¢tej zakresem prawa Unii;

2) przez panstwa cztonkowskie w ramach wykonywania dziatan wchodzacych w zakres

tytutu V rozdziat 2 Traktatu o funkcjonowaniu Unii Europejskiej;

3) przez osob¢ fizyczng w ramach czynnosci o czysto osobistym lub domowym
charakterze;
4) przez wilasciwe organy do celow zapobiegania przestepczosci, prowadzenia

postepowan przygotowawczych, wykrywania 1 $cigania czyndéw zabronionych lub
wykonywania kar, w tym ochrony przed zagrozeniami dla bezpieczenstwa publicznego

I zapobiegania takim zagrozeniom.

Projektodawca przyjat w projekcie nowej ustawy doktadnie taki sam zakres przedmiotowy,
jak w przypadku Rozporzadzenia, uznajac, iz jest on adekwatnie szeroki, podobnie jak w
obowigzujacej Ustawie. Jednoczesnie przyjal, ze wyjatki od stosowania nowej ustawy
stanowig katalog zamknigty i musza by¢ stosowane zawezajaco. Stad w trakcie prac nad
projektem nowej ustawy rozwazano, jakie sprawy bgda mogly by¢ wylaczone z zakresu jej
stosowania jako dziatalno$¢ nieobj¢ta prawem UE. Ostatecznie przyjeto, ze wyltaczenie to ma
bardzo waski charakter, gdyz dziatania podejmowane przez panstwa cztonkowskie, w ktorych
mamy do czynienia z przetwarzaniem danych osobowych, beda podlegaty regutom
wynikajacym z Rozporzadzenia, ze wzgledu na konieczno$¢ zapewnienia tym danym ochrony
na takich samych warunkach we wszystkich panstwach cztonkowskich. Projektodawca nie
zdecydowat si¢ rowniez na poszerzenie zakresu zastosowania Rozporzadzenia na obszary
objete kompetencjami koordynacyjnymi, przewidzianymi w art. 6 Traktatu o funkcjonowaniu
Unii Europejskiej. Wejscie w zycie Traktatu z Lizbony wprowadzito bowiem w tym zakresie
znaczgcg zmiane. Traktat zniost strukture filarowg w UE oraz wprowadzit ogdlng podstawe

prawng do przyjecia jednolitych ram prawnych ochrony danych osobowych w art. 16 TFUE,



obejmujac nimi byty I oraz III filar UE. Obszary te objete sa wiec dziatalnoscig unifikacyjng

Unii Europejskiej w zakresie objetym Rozporzadzeniem.

Jednoczesnie, biorac pod uwage potrzebe jednolitego stosowania Rozporzadzenia, nie
zdecydowano si¢ na poziomie projektowanej ustawy zdefiniowaé poje¢ wyznaczajacych
zakres wylaczen stosowania Rozporzadzenia. Projektodawca — mimo podobnych dziatan
podejmowanych przez inne panstwa czlonkowskie, nie zdecydowal si¢ rowniez na
ograniczenie zastosowania przepisOow o ochronie danych osobowych wylacznie do
przetwarzania danych osobowych w zwigzku z dzialalno$cig prowadzong przez jednostke
organizacyjng administratora lub podmiotu przetwarzajacego w Polsce, uznajac, ze
stanowiloby to ograniczenie art. 3 Rozporzadzenia. Szczegdlowy zakres przedmiotowy

projektowanej ustawy okresla art. 1 ust. 2 projektu.

Projektodawca zdecydowat si¢ wprowadzi¢ do projektu przepis, okreslajacy zakres
zastosowania przepisow o ochronie danych osobowych dla bezpieczenstwa narodowego
panstwa. W polskiej legislacji brak jest zamknietego katalogu dzialan, uznanych za
wchodzace w zakres ,,bezpieczenstwa narodowego”. W ocenie projektodawcy decyzja o tym,
czy dane dziatanie uznane powinno by¢ za objete ,.bezpieczenstwem narodowym”, podjeta
powinna by¢ po wnikliwej ocenie kazdego stanu faktycznego przez administratora oraz
podmiot przetwarzajacy. Przy czym nie powinno si¢ stosowa¢ w tym przypadku wyktadni
zawezajacej ochrone prawa podstawowego, jakim jest ochrona danych osobowych. Decyzja
taka bedzie w dalszej kolejnosci podlegata dzialaniom kontrolnym Prezesa Urzedu oraz
wymiaru sprawiedliwo$ci. Projektodawca nie zdecydowat sie przesadzi¢ relacji zachodzacych
pomiedzy art. 2 ust. 2 lit. a Rozporzadzenia oraz art. 23 ust. 1 lit. a Rozporzadzenia w
kontekscie mozliwego uzycia w nich tej samej klauzuli ,,bezpieczenstwa narodowego”. TSUE
w wyroku Bodil Lindgvist C 101/01 (Wyrok TSUE z 6.11.2003 w sprawie C-101/01,
Lindgvist, EU:C:2003:596) wskazat, ze: ,,rodzaje dziatalnosci wymienione tytutem przyktadu
w art. 3 ust. 2 tiret pierwsze dyrektywy 95/46 (a mianowicie rodzaje dziatalnosci, o ktérych
stanowig tytuly V i VI Traktatu o Unii Europejskiej, jak rowniez przetwarzanie W ramach
dziatalnosci na rzecz bezpieczenstwa publicznego, obronnosci, bezpieczenstwa panstwa oraz
w ramach dziatalno$ci panstwa w obszarach prawa karnego) stanowia w kazdym razie
dziatania witasciwe panstwom 1 wladzom panstwowym, obce dziedzinom dziatalnosci
jednostek.”. W ocenie projektodawcy odmiennie bedzie traktowana sytuacja w obrebie art. 23
Rozporzadzenia, poniewaz w tym wypadku bezpieczenstwo narodowe jest jedynie srodkiem

stuzacym temu bezpieczenstwu, a nie celem samym w sobie. Innymi stowy istota
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dziatalnos$ci podmiotu, ktory bedzie korzystat z ograniczenia z art. 23 Rozporzadzenia, nie
bedzie ukierunkowana bezposrednio na bezpieczenstwo narodowe, lecz na inne obszary
dziatalnosci podlegajace prawodawstwu unijnemu. Zakresy art. 2 ust. 2 lit. a , w zw. z art. 4
ust. 2 TUE 1 art. 23 ust. 1 Rozporzadzenia nie pokrywajg si¢, pomimo uzycia tej samej

klauzuli ,,bezpieczenstwa narodowego”.

Uwzgledniajac, ze ustawa stuzy zapewnieniu skutecznego stosowania w polskiej przestrzeni
prawnej Rozporzadzenia, jego treS¢ wyznacza zakres terytorialny jej stosowania. Tym
samym ustawe stosuje si¢ do przetwarzania danych osobowych w zwigzku z dziatalnosciag
prowadzong przez jednostke organizacyjng administratora lub podmiotu przetwarzajacego w

Unii, niezaleznie od tego, czy przetwarzanie odbywa si¢ w Unii.

Nowa ustawa — zgodnie z przepisami Rozporzadzenia — bedzie miata zastosowanie takze do
przetwarzania danych osob przebywajacych w Unii, przez administratora lub podmiot
przetwarzajacy niemajacy jednostek organizacyjnych w Unii, jezeli czynnosci przetwarzania

wigzg si¢ z:

a) oferowaniem towaréw lub ustug takim osobom, ktérych dane dotycza, w Unii —

niezaleznie od tego, czy wymaga si¢ od tych osob zaptaty, lub
b) monitorowaniem ich zachowania, o ile do zachowania tego dochodzi w Unii.

Nowa ustawa bedzie tez stosowana do przetwarzania danych osobowych przez administratora
niemajgcego jednostki organizacyjnej w Unii, ale posiadajacego jednostke organizacyjng w
miejscu, w ktorym na mocy prawa migdzynarodowego publicznego ma zastosowanie prawo

panstwa czlonkowskiego.

W przepisach ogdlnych projektowanej ustawy, w art. 2, wylaczono stosowanie niektorych

przepiséw Rozporzadzenia do:

— dziatalno$ci polegajacej na redagowaniu, przygotowywaniu, tworzeniu lub publikowaniu

materiatow prasowych,
— wypowiedzi w ramach dziatalnosci literackie;,
— wypowiedzi w ramach dziatalno$ci artystycznej,

— wypowiedzi akademickiej.



W przypadku wszystkich ww. rodzajow wypowiedzi akademickiej wytaczono stosowanie

art. 13, art. 15 ust. 31 4, art. 18, art. 27, art. 28 ust. 2-10 oraz art. 30 Rozporzadzenia.

Wylaczono zatem nastepujace obowiazki administratora lub podmiotu przetwarzajacego:
— informowanie osoby, ktorej dane dotycza, o danych pozyskanych od tej osoby (art. 13),
— dostarczanie osobie, ktorej dane dotycza, kopii danych (art. 15 ust. 3 oraz ust. 4),

— ograniczenie przetwarzania na wniosek osoby, ktorej dane dotycza (art. 18),

— wyznaczanie swojego przedstawiciela w UE w przypadku, o ktérym mowa w art. 3 ust. 2

Rozporzadzenia (art. 27),

— powierzenie przetwarzania danych osobowych podmiotowi przetwarzajacemu na podstawie

umowy lub innego instrumentu prawnego (art. 28),
— prowadzenie rejestru czynnosci przetwarzania danych osobowych (art. 30).

Dodatkowo do dziatalno$ci polegajacej na redagowaniu, przygotowywaniu, tworzeniu lub
publikowaniu materiatow prasowych, dzialalnosci literackiej oraz dziatalnosci artystycznej

nie bedzie si¢ stosowalo nastgpujacych przepisoéw Rozporzadzenia:
—art. 5 — zasady przetwarzania danych osobowych,

— art. 6 — przestanki legalnos$ci przetwarzania danych osobowych,
—art. 7 — warunki wyrazania zgody przez osobeg, ktorej dane dotycza,

— art. 8 — warunki wyrazania zgody przez dziecko w przypadku ustug spoleczenstwa

informacyjnego,
—art. 9 — przetwarzanie szczegélnych kategorii danych,
—art. 11 — przetwarzanie danych osobowych osoby niewymagajacej identyfikacji,

— art. 14 — obowigzek podawania informacji w przypadku pozyskiwania danych nie od osoby,

ktorej dane dotycza,
—art. 15 ust. 1 i 2 — prawo dostepu przystugujace osobie, ktorej dane dotycza,

—art. 16 — prawo do sprostowania danych,



— art. 19 — obowigzek powiadomienia odbiorcy danych o sprostowaniu lub usuni¢ciu danych

osobowych lub o ograniczeniu przetwarzania,
—art. 20 — prawo do przenoszenia danych,
—art. 21 — prawo do sprzeciwu,

— art. 22 — zautomatyzowane podejmowanie decyzji w indywidualnych sprawach, w tym

profilowanie.

W ocenie projektodawcy ww. wytaczenia ,,realizujg” motyw 153 Rozporzadzenia, zgodnie z
ktorym: ,,Prawo panstw czlonkowskich powinno godzi¢ przepisy, regulujace wolnos¢
wypowiedzi i informacji, w tym wypowiedzi dziennikarskiej, akademickiej, artystycznej lub
literackiej, z prawem do ochrony danych osobowych na mocy niniejszego rozporzadzenia.
Przetwarzanie danych osobowych jedynie do celow dziennikarskich lub do celow
wypowiedzi akademickiej, artystycznej lub literackiej powinno podlega¢ wyjatkom lub
odstepstwom od niektérych przepisdw niniejszego rozporzadzenia, jezeli jest to niezbedne, by
pogodzi¢ prawo do ochrony danych osobowych z prawem do wolnosci wypowiedzi i
informacji, przewidzianymi w art. 11 Karty praw podstawowych. Powinno mie¢ to
zastosowanie w szczegdlnosci do przetwarzania danych osobowych w dziedzinie
audiowizualnej oraz w archiwach 1 bibliotekach prasowych. Panstwa cztonkowskie powinny
wiec przyja¢ akty prawne okreslajace odstepstwa i wyjatki niezbedne do zapewnienia
rownowagi migdzy tymi prawami podstawowymi. Panstwa czlonkowskie powinny przyjaé
takie odstepstwa 1 wyjatki w odniesieniu do zasad ogo6lnych, praw przystugujacych osobie,
ktérej dane dotycza, administratora i podmiotu przetwarzajacego, przekazywania danych
osobowych do panstw trzecich lub organizacji migdzynarodowych, niezaleznych organow
nadzorczych, wspolpracy 1 spdjnosci oraz szczegdlnych sytuacji przetwarzania danych. Jezeli
odstepstwa 1 wyjatki roznig si¢ zaleznie od panstwa cztonkowskiego, zastosowanie powinno
mie¢ prawo panstwa czlonkowskiego, ktoremu podlega administrator. Aby uwzgledni¢, jak
wazna dla kazdego demokratycznego spoteczenstwa jest wolno$¢ wypowiedzi, pojgcia
dotyczace tej wolnosci, takie jak dziennikarstwo, nalezy interpretowac szeroko.”. Art. 85
Rozporzadzenia przewiduje mozliwos$¢ ograniczenia przepisOw odnoszacych si¢ do ochrony
danych osobowych, jedynie gdy jest to niezbedne, by pogodzi¢ prawo do ochrony danych
osobowych z wolno$cia wypowiedzi i informacji. Ocena taka podjeta zostala na etapie

tworzenia projektu.



W pierwszej kolejnosci nalezy wskaza¢, ze ustawodawca unijny w przepisach rozporzadzenia
2016/679 wprowadza dwa rodzaje testow, ktorych przeprowadzenie warunkuje mozliwo$é
skorzystania przez panstwa cztonkowskie z ograniczen w stosowaniu rozporzadzenia
2016/679 w okreslonych celach. Pierwszym z nich jest przewidziany w art. 23 rozporzadzenia
2016/679 test ,,niezbednosci 1 proporcjonalnosci”, a drugim jest przewidziany chociazby w
art. 85 rozporzadzenia test ,niezbgdnosci”. O ile, jak zostalo to wskazane w art. 23
rozporzadzenia i odnoszacym si¢ do niego motywie 73 preambuly do rozporzadzenia
2016/679 ,w prawie panstwa cztonkowskiego mozna przewidzie¢ ograniczenia dotyczace
okreslonych zasad oraz praw (...) o ile jest to niezbedne i proporcjonalne w spoteczenstwie
demokratycznym”, wymogu proporcjonalnosci nie przewiduje juz ustawodawca unijny w art.
85 rozporzadzenia. Zgodnie z odnoszacym si¢ do art. 85 motywem 153 preambuly do
rozporzadzenia 2016/679 ,przetwarzanie danych osobowych jedynie do celow
dziennikarskich lub do celow wypowiedzi akademickiej, artystycznej lub literackiej powinno
podlega¢ wyjatkom lub odstepstwom od niektorych przepisOw niniejszego rozporzadzenia,
jezeli jest to niezbe¢dne, by pogodzi¢ prawo do ochrony danych osobowych z prawem do
wolnosci wypowiedzi iinformacji”. Powotanie si¢ na art. 85 rozporzadzenia 2016/679 i
skorzystanie z przewidzianej w nim swobody regulacyjnej panstwa czlonkowskiego nie
wymaga dokonania wigc oceny proporcjonalnosci proponowanych ograniczen, a jedynie ich
niezbednos¢. Dodatkowo nalezy wskazaé, ze ustawodawca unijny w art. 85 nie wskazuje
konkretnych przepisow podlegajacych mozliwemu ograniczeniu, jak zrobil to w art. 23,
wskazujac jedynie rozdziaty. Tym samym ustawodawca unijny przyznat w art. 85 bardzo
szeroki zakres swobody regulacyjnej panstwom czlonkowskim, dostrzegajac szczegdlng
warto$¢ dziatan dziennikarskich oraz artystycznych i akademickich. Dokonujac wykladni
testu niezbednosci, Trybunat Konstytucyjny w wyroku z 5 lutego 2008 r. sygn. akt. K 34/06
wskazal, ze naktada on na ustawodawce ,,wymog stwierdzenia rzeczywistej potrzeby
dokonania w danym stanie faktycznym ingerencji w zakres prawa badz wolnosci jednostki. Z
drugiej za$, winna ona by¢ rozumiana jako wymodg stosowania takich §rodkéw prawnych,
ktore bedg skuteczne, a wigc rzeczywiscie stuzace realizacji zamierzonych przez prawodawce
celow. Ponadto chodzi tu o $rodki niezbedne, w tym sensie, ze chroni¢ beda okreslone
warto$ci w sposob badz w stopniu, ktory nie moglby by¢ osiggniety przy zastosowaniu innych
srodkow. Niezbednos$¢ to rowniez skorzystanie ze $rodkow jak najmniej ucigzliwych dla
podmiotéw, ktoérych prawa lub wolno$ci ulegna ograniczeniu”. W ocenie projektodawcy
kazde z projektowanych ograniczen w obszarze dzialalno$ci literackiej, dziatalnosci

artystycznej, wypowiedzi akademickiej oraz dziataniach zwigzanych z tworzeniem
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materialow prasowych spetlnia powyzsze wymogi. W szczegdlnosci brak wyltaczenia
przewidzianego w art. 13 rozporzadzenia 2016/679 obowiazku informowania osoby, ktorej
dane dotycza, o danych pozyskanych od tej osoby w ramach wypowiedzi akademickiej
wylgczylby w zasadzie mozliwos¢ prowadzenia dziatan dydaktycznych na uczelniach
wyzszych, wykladach otwartych dla wolnych stuchaczy itd. Prowadzacy takie zajecia nie
moglby dla celow zwigzanych z prowadzonym wyktadem zebra¢ danych uczestnikow
wyktadu, bez konieczno$ci zrealizowania wobec nich dlugiego obowigzku, co czgsto
przekroczyloby czas przeznaczony na sam wyklad. Jednoczesnie forma wypowiedzi
akademickiej sama w sobie przesadza, ze osoby takie znajg cel i dane osoby pozyskujacej
dane. Z kolei brak wylaczenia prawa do wystapienia z zadaniem ograniczenia przetwarzania
na wniosek osoby, ktorej dane dotycza, mogloby w ocenie projektodawcy skutkowac
niemoznos$cig opublikowania wynikow badan naukowych. Wypowiedzig akademicka jest
bowiem réwniez dzialalno$¢ polegajgca na publikowaniu materiatow naukowych na uczelni
wyzszej. Zrealizowanie skuteczne prawa do ograniczenia danych prowadzitoby do
znieksztatcenia zrddel bedacych podstawg stawianych w ramach wypowiedzi akademickiej

tez badawczych.

W przypadku dziatalnosci polegajacej na tworzeniu materiatdéw prasowych oraz dzialalno$ci
artystycznej i literackiej wylaczono w szczegodlnosci zastosowanie prawa dostgpu do danych
osobowych. W ocenie projektodawcy w wielu przypadkach uzyskanie takiego prawa mogtoby
wigzac si¢ z ujawnieniem tajemnicy dziennikarskiej, wplywajac rowniez na proces tworzenia
materiatdw prasowych oraz proces tworczy. Cigzko sobie bowiem wyobrazi¢ sytuacjg, w
ktorej tworca spektaklu lub dziennikarz miatby pracowaé pod presja tego, ze przed
opublikowaniem materialu prasowego lub premierg sztuki kto§ udostepni opracowywane
przez nich tresci, uzyskujac dostep do danych. Ograniczono réwniez zastosowanie obowigzku
podawania informacji w przypadku pozyskiwania danych nie od osoby, ktorej dane dotycza,
co w ocenie projektodawcy mogloby wptynaé chociazby na ograniczenie tajemnicy
dziennikarskiej. Obowigzek przekazania informacji o zrédle pozyskanych danych mogiby w
ogromnym stopniu wptyna¢ na dziatanie polskiej prasy, wpltywajac rowniez na subiektywizm
publikowanych tresci. Projektodawca proponuje réwniez wylgczenie prawa do sprostowania
danych, co mogloby skutkowa¢ zafalszowaniem procesu tworczego, a w przypadku
dziatalno$ci dziennikarskiej szczegolne uprawnienie w tym zakresie przystuguje na podstawie

wlasciwych przepisow sektorowych.



Art. 85 Rozporzadzenia nie zawiera wymogu wskazania w tre$ci przepisoéw wprowadzajacych
odstepstwa (od ogdélnych wymogow), iz s3 one realizowane w celu pogodzenia prawa do
ochrony danych osobowych z wolnos$cia wypowiedzi i informacji. Wprowadzenie takiego
zastrzezenia w praktyce w duzej mierze ograniczytoby mozliwo$¢ stosowania wytaczenia ze
wzgledu na praktyczne problemy z wyktadnig niedookreslonych zwrotéw: prawa do ochrony
danych osobowych oraz wolno$ci wypowiedzi i informacji. Zgodnie z trescig art. 85
Rozporzadzenia panstwa cztonkowskie na etapie legislacyjnym moga wywazy¢ wskazane w
tym przepisie wartosci i na tej podstawie wylaczy¢ lub ograniczy¢ powotane tam obowigzki i

prawa zwigzane z ochrong danych osobowych.

Przepis zaktada skorzystanie przez polskiego ustawodawce z mozliwosci ograniczenia
stosowania czg¢$ci obowigzkow informacyjnych, ktéra zostata przewidziana w art. 23
Rozporzadzenia. Na jego podstawie panstwa cztonkowskie moga wprowadzi¢ wytaczenia w
stosunku do $cisle wymienionych obowigzkéw i praw, jesli nie spowoduje to naruszenia
istoty podstawowych praw i wolno$ci oraz jest w demokratycznym spoteczenstwie srodkiem
niezbg¢dnym 1 proporcjonalnym stuzagcym jednemu z wymienionych celéw. Rozporzadzenie
wskazuje, ze ingerencja panstwa czlonkowskiego musi stuzy¢ jednej z wymienionych
przestanek, m.in. bezpieczenstwu narodowemu, obronie, bezpieczenstwu publicznemu czy
»innym waznym celom lezagcym w og6lnym interesie publicznym Unii lub panstwa
cztonkowskiego, w szczegdlnosci waznemu interesowi gospodarczemu lub finansowemu Unii

lub panstwa cztonkowskiego™.

Zgodnie z Rozporzadzeniem ograniczenie moze dotyczy¢ takich praw i obowigzkoéw, jak np.
obowigzek podawania wskazanych informacji podczas zbierania danych osobowych od
osoby, prawo dostepu do danych przystugujacych osobie, ktorej dane dotycza, prawo do
sprostowania danych, ,,prawo do bycia zapomnianym”, prawo do ograniczenia przetwarzania

czy prawa do przenoszenia danych.
Projekt wprowadza na podstawie art. 23 rozporzadzenia 2016/679 ograniczenia stosowania:

1) art. 13 ust. 3 rozporzadzenia 2016/679, ktory naktada na administratora danych
obowigzek informowania osoby, ktorej dane dotycza, o fakcie dalszego przetwarzania
danych w innym celu niz cel, w ktorym dane osobowe zostaly zebrane. Zgodnie z art.
13 ust. 3 rozporzadzenia 2016/679 spetnienie obowigzku informacyjnego powinno

nastapi¢ przed dalszym przetwarzaniem;
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2)

3)

art. 14 ust. 1, 2 1 4 rozporzadzenia 2016/679, zgodnie z ktorym w przypadku
pozyskiwania danych osobowych w sposéb inny niz od osoby, ktorej dane dotycza,
administrator danych musi spetni¢ wobec osoby, ktorej dane dotycza, szereg
obowigzkow informacyjnych, a takze poinformowac osobe, ktorej dane dotycza, o
fakcie dalszego przetwarzania danych w innym celu niz cel, w ktorym dane osobowe

zostaly zebrane;

art. 15 ust. 1 — 3 rozporzadzenia 2016/679 okreslajacego prawo dostepu do informacji
o fakcie przetwarzania danych przez administratora przystugujace osobie, ktorej dane
dotycza. Przepisy te nie b¢da miaty zastosowania, o ile osoba nie bgdzie informowana

na podstawie art. 14 rozporzadzenia 2016/679.

Z powyzszego ograniczenia bedg mogly skorzysta¢ wylacznie podmioty realizujgce zadania

publiczne. Mozliwo$¢ skorzystania z tego ograniczenia uzalezniona jest od spelnienia

nastepujacych warunkow:

1)

2)

3)

zmiana celu przetwarzania stuzy realizacji zadania publicznego;

niewykonanie obowigzku informacyjnego jest niezbedne dla realizacji celow

okreslonych w art. 23 rozporzadzenia 2016/679;
przekazanie informacji wymaganych przez art. 13 ust. 3 rozporzadzenia 2016/679:

a) uniemozliwi lub znaczaco utrudni prawidtowe wykonanie zadania publicznego, a
interes lub podstawowe prawa lub wolno$ci osoby, ktorej dane dotycza, nie sa
nadrzedne w stosunku do interesu wynikajacego z realizacji tego zadania

publicznego, lub

b) naruszy ochrong informacji niejawnych.

Jako przyktad praktycznego zastosowania tych przepisow mozna wskazaé sytuacje, w ktorej

administrator na podstawie przepisow prawa zbierat dane w okre$lonym celu, a nast¢pnie

ustawodawca postanowil, ze te dane moga zosta¢ wykorzystane w innym celu niz ten, ktory

istnial w momencie zbierania danych. Realizacja indywidualnego obowigzku informacyjnego

w stosunku do znacznej liczby osob (np. w przypadku bazy PESEL — wszystkich Polakdw)

znacznie utrudnialaby realizacje zadan publicznych.

Ponadto przyktadowo administrator danych prowadzacy postepowania administracyjne w

formie papierowej bedzie mogt skorzysta¢ z przywotanego ograniczenia, aby nie
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przeszukiwa¢ kilkunastu tomow akt administracyjnych, aby stwierdzi¢, czy gdzie$
przypadkiem nie znalazty si¢ czyje§ dane osobowe, ktore nie byly niezbedne dla

postepowania administracyjnego.

Rozdzial 2. Wyznaczenie inspektora ochrony danych. W Rozdziale 2 projektowanej
ustawy uregulowano tryb notyfikacji inspektoréw ochrony danych osobowych, zwanych dalej
»inspektorami”, oraz podmioty obowigzane w polskim porzadku prawnym do wyznaczenia

inspektora ochrony danych osobowych.

Rozporzadzenie reguluje kwesti¢ inspektorow w przepisach art. 37-39. Przypadki
obligatoryjnego wyznaczenia inspektoréw okresla art. 37 Rozporzadzenia. Zgodnie z tym
przepisem administrator 1 podmiot przetwarzajacy wyznaczaja inspektora ochrony danych,

zawsze, gdy:

a) przetwarzania dokonujg organ lub podmiot publiczny, z wyjatkiem sagdow w zakresie

sprawowania przez nie wymiaru sprawiedliwosci;

b) glowna dzialalno§¢ administratora lub podmiotu przetwarzajacego polega na
operacjach przetwarzania, ktore ze wzgledu na swoj charakter, zakres lub cele wymagaja

regularnego i1 systematycznego monitorowania osob, ktérych dane dotycza, na duzg skale, lub

C) gléwna dziatalno§¢ administratora lub podmiotu przetwarzajacego polega na
przetwarzaniu na duzg skal¢ szczeg6lnych kategorii danych osobowych, o ktérych mowa w
art. 9 ust. 1, oraz danych osobowych dotyczacych wyrokéw skazujacych i1 naruszen prawa, o

czym mowa w art. 10.

W innych niz ww. przypadkach wyznaczenie inspektora jest dobrowolne. Projektodawca nie
zdecydowat si¢ rozszerzy¢ przedmiotowo sytuacji obligatoryjnego wyznaczania inspektora,
traktujac katalog wymieniony w art. 37 ust. 1 Rozporzadzenia jako zapewniajacy dostateczng
ochron¢ podmiotéw danych, a jednocze$nie uwzgledniajacy takze koszty powotania

inspektora.

Rozporzadzenie nie definiuje terminu ,,organu lub podmiotu publicznego”. Grupa Robocza
art. 29, jako unijne forum wspodlpracy organdéw ochrony danych osobowych panstw
cztonkowskich UE, wskazala w swoich wytycznych, dotyczacych inspektorow ochrony
danych (WP243), ze: ,takie pojecie powinno zosta¢ okre$lone na poziomie przepisOw
krajowych. Do podmiotéw takich najczgsciej zalicza si¢ organy wiadzy krajowej, organy

regionalne i lokalne, ale rOwniez — na mocy wilasciwego prawa krajowego - szereg innych
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podmiotow prawa publicznego”. Uwzgledniajac powyzsze oraz treS¢ Rozporzadzenia,
wskazujacego na obowigzek wyznaczenia inspektoréw, cigzacy na ,,organach lub podmiotach
publicznych”, projektodawca zdecydowat si¢ wprowadzi¢ do projektu szerokie rozumienie
takich podmiotéw publicznych. Przepisy projektu w celu zapewnienia stosowania art. 37 ust.
1 lit. a Rozporzadzenia precyzuja, iz organami i podmiotami publicznymi obowigzanymi do
wyznaczenia inspektora sg organy publiczne i podmioty publiczne wskazane w art. 9 ustawy z
dnia 27 sierpnia 2009 r. o finansach publicznych, a takze instytuty badawcze oraz Narodowy
Bank Polski.

Kwalifikacje, jakie powinien posiada¢ inspektor, okreslono bezposrednio w Rozporzadzeniu.
Z jego przepisdw wynika, iz inspektor powinien dysponowac wiedza fachowa na temat prawa
oraz odby¢ praktyki w dziedzinie ochrony danych, a takze posiada¢ umiejetnos¢ wypetiania
zadan, o ktorych mowa w art. 39 Rozporzadzenia. Projektodawca nie zdecydowal si¢ na
dookreslenie kwalifikacji, jakie powinien spetnia¢ inspektor, wychodzac z zalozenia, ze kazda
proba doprecyzowania tych przestanek - np. w zakresie dlugosci praktyk - mogtaby narazi¢
go na zarzut naktadania ograniczen, niewystepujacych w innych panstwach cztonkowskich
UE, a tym samym barier¢ w swobodzie §wiadczenia ustug. Co do umiej¢tnosci wypetniania
zadan, to nalezy podkresli¢, iz odpowiedzialno$¢ za wybodr inspektora, a tym samym za
umiejetno$¢ wykonywania zadan, ponosi administrator. To w jego interesie lezy taki wybor
inspektora, ktory da mu re¢kojmi¢ umiejetnego wykonywania przez niego zadan. Grupa
Robocza art. 29 wskazala w swoich wytycznych nr WP 243, dotyczacych inspektorow
ochrony danych, ze wymagany rozporzadzeniem 2016/679 ,,poziom wiedzy fachowej nie jest
nigdzie jednoznacznie okre$lony, ale musi by¢ wspotmierny do charakteru, skomplikowania i
ilosci danych, przetwarzanych w ramach jednostki. Dla przyktadu, w przypadku wyjatkowo
skomplikowanych procesow przetwarzania danych osobowych Ilub w przypadku
przetwarzania duzej ilosci danych szczegodlnych kategorii, inspektor moze potrzebowac
wyzszego poziomu wiedzy i wsparcia. Ponadto inaczej sytuacja przedstawiaé si¢ bedzie w
przypadku podmiotdw regularnie przekazujgcych dane do panstw trzecich niz w przypadku,
gdy przekazywanie takie ma charakter okazjonalny. W zwiazku z tym wybor inspektora
powinien by¢ dokonany z zachowaniem nalezytej staranno$ci i bra¢ pod uwage charakter
przetwarzania danych w ramach podmiotu”. Z kolei, wypowiadajac si¢ w przedmiocie
kryterium kwalifikacji zawodowych, Grupa wskazala, ze: ,,istotne jest, by inspektor posiadat
odpowiednig wiedz¢ z zakresu krajowych 1 europejskich przepiséw o ochronie danych

osobowych 1 praktyk, jak rowniez doglgbng znajomo$¢ rozporzadzenia. Propagowanie
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odpowiednich i regularnych szkolen dla inspektorow przez organy nadzorcze réwniez moze
by¢ przydatne. Przydatna jest rdwniez wiedza na temat danego sektora i podmiotu
administratora. Inspektor powinien rdwniez posiada¢ odpowiednia wiedz¢ na temat operacji
przetwarzania danych, systeméw informatycznych oraz zabezpieczen stosowanych u
administratora i jego potrzeb w zakresie ochrony danych. W przypadku organdw i podmiotow
publicznych Inspektor powinien rowniez posiada¢ wiedz¢ w zakresie procedur
administracyjnych 1 funkcjonowania jednostki”. Powyzsze stanowiska wskazuja wigc
skuteczny kierunek wyktadni przepisow Rozporzadzenia 1 sg praktycznym drogowskazem
dla inspektorow (dzisiejszych Administratorow Bezpieczenstwa Informacji, zwanych dalej
,ABI”). Jednoczesnie nalezy wskaza¢, ze w dzisiejszym porzadku prawnym ustawodawca
takze nie wypowiada si¢ w przedmiocie kwalifikacji zawodowych koniecznych do petnienia
funkcji ABI. Przepisy ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych
wskazuja bowiem, ze funkcje taka moze peli¢ osoba, posiadajagca odpowiednig wiedze w
zakresie ochrony danych osobowych. Weryfikacje takiego kryterium podejmuje wiec w
kazdym przypadku przedsigbiorca zatrudniajacy ABI oraz Generalny Inspektor Ochrony

Danych Osobowych na etapie przeprowadzanych postgpowan kontrolnych.

Co wazne, projekt Rozporzadzenia przewiduje, ze inspektor moze by¢ cztonkiem personelu
administratora lub podmiotu przetwarzajacego lub wykonywaé zadania na podstawie umowy
o $wiadczenie ustug. W tym miejscu nalezy zwroci¢ takze uwage, iz art. 37 Rozporzadzenia
nie przyznaje panstwom cztonkowskim kompetencji do okreslenia, w ilu maksymalnie

podmiotach dana osoba moze petni¢ funkcje inspektora.

Projektodawca nie zdecydowal si¢ przewidzie¢ w projektowanych przepisach instytucji
zastepey inspektora ochrony danych oraz mozliwosci powotania kilku inspektoréw w jednym
podmiocie. W opinii projektodawcy byloby to niezgodne z Rozporzadzeniem. Zgodnie z
art. 37 oraz motywem 97 Rozporzadzenia administrator i podmiot przetwarzajacy wyznaczaja
inspektora, mowa jest o inspektorze w liczbie pojedynczej. Co wigcej ustawodawca unijny
przewidziat mozliwo$¢ wyznaczenia jednego inspektora dla kilku podmiotow, nie przewidziat
natomiast mozliwo$ci wyznaczenia kilku inspektoréw czy tez zastgpcy inspektora w jednym
podmiocie. Ponadto warto zauwazy¢, ze inspektorem moze zosta¢ osoba, ktéra posiada
odpowiednie kwalifikacje zawodowe oraz wiedze¢ fachowag na temat prawa i praktyk w
dziedzinie ochrony danych osobowych, ponadto inspektor ma obowigzek m.in.
wspoOtpracowaé z organem nadzorczym oraz petni¢ funkcje punktu kontaktowego. Natomiast

wyznaczenie zastepcow wigze si¢ z prawem do delegowania uprawnien i obowigzkow takze
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w sytuacji, gdy w danym podmiocie jest obecny inspektor. Na takg osobe moglyby zosta¢
przekazane niektdre zadania czy tez uprawniania przyslugujace inspektorowi. W opinii
projektodawcy, w przypadku gdy administrator albo podmiot przetwarzajacy powezmie
wiadomos$¢ o dlugiej nieobecno$ci inspektora ochrony danych osobowych, powinien on
wyznaczy¢ nowg osob¢ do pelnienia tej funkcji, o czym powinien niezwlocznie zawiadomic
Prezesa Urzedu. W przypadku krotszej, okresowej nieobecno$ci administrator bagdz podmiot

przetwarzajacy powinien upowazni¢ innego pracownika do podejmowania dziatan inspektora.

Rozdzial 3. Warunki i tryb udzielania akredytacji podmiotowi certyfikujacemu. Zgodnie
z art. 42 ust. 1 Rozporzadzenia panstwa cztonkowskie, organy nadzorcze, Europejska Rada
Ochrony Danych oraz Komisja zachgcaja — w szczegdlnosci na szczeblu Unii — do
ustanawiania mechanizmow certyfikacji oraz znakéw jakosci 1 oznaczen w zakresie ochrony
danych osobowych, majacych $wiadczy¢ o zgodnosci z Rozporzadzeniem operacji

przetwarzania, prowadzonych przez administratoréw i podmioty przetwarzajace.

Ministerstwo Cyfryzacji w zwigzku z oceng podj¢ta w ramach przeprowadzanych konsultacji
projektowanych przepisow zdecydowato si¢ zmodyfikowaé projektowane regulacje w
zakresie mechanizmow certyfikacji. Zgodnie z przepisami projektu ustawy o ochronie danych
osobowych Prezes Urzedu bedzie uprawniony do wydawania certyfikatow, ale do ich
wydawania dopuszczeni zostang réwniez przedsigbiorcy. Celem odcigzenia dziatan
podejmowanych przez polski organ nadzorczy, kompetencja do akredytacji podmiotéw
certyfikujacych przyznana zostala Polskiemu Centrum Akredytacji, bedacego krajowa
jednostka akredytujaca w rozumieniu art. 2 pkt 11 rozporzadzenia Parlamentu Europejskiego i
Rady (WE) nr 765/2008 z dnia 9 lipca 2008 r. ustanawiajgcego wymagania w zakresie
akredytacji 1 nadzoru rynku odnoszace si¢ do warunkéw wprowadzania produktéw do obrotu
1 uchylajacego rozporzadzenie (EWG) nr 339/93 (Dz. Urz. UE L 218 z 13.08.2008, str. 30).
W ocenie projektodawcy powyzsze rozwigzania w peini oddaja intencj¢ ustawodawcy
unijnego towarzyszacg wprowadzeniu do unijnego porzadku prawnego mechanizmu
certyfikacji poprzez wiaczenie do mechanizmu certyfikacji nie tylko organu nadzorczego, ale
rowniez innych podmiotow. Z informacji uzyskanych w toku prowadzonych prac
legislacyjnych od Komisji Europejskiej wynika, ze przyznanie kompetencji do certyfikacji
wytacznie Prezesowi Urzedu budzitoby watpliwosci pod katem zgodnosci z art. 42 ust. 5
rozporzadzenia 2016/679, ktory mowi o tym, ze certyfikacji dokonuja podmioty certyfikujace

lub wlasciwy organ nadzorczy.
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Rozdzial 4. Warunki i tryb dokonywania certyfikacji. Jak zostato to wskazane, zgodnie z
przepisami projektu ustawy o ochronie danych osobowych Prezes Urzgdu bedzie uprawniony
do wydawania certyfikatow, ale do ich wydawania dopuszczeni zostang réwniez
przedsigbiorcy. Prowadzenie certyfikacji jest odrebnym dziataniem niz pozostate zadania
Prezesa Urzedu, w tym zadania zwigzane z prowadzeniem postgpowan w sprawie naruszenia

przepiséw o ochronie danych, czy przeprowadzanie czynnos$ci kontrolnych.

Przepisy Rozporzadzenia nie precyzuja dokladnie zakresu mozliwej certyfikacji. W
szczegolnosci mozliwe byto uznanie, ze certyfikacji mogg podlega¢ administratorzy oraz
podmioty przetwarzajace, procesy przetwarzania danych osobowych badz produkty, ktore w
swoim zatozeniu maja w przysztosci stuzy¢ przetwarzaniu danych osobowych. Art. 42
Rozporzadzenia wskazuje jedynie, ze certyfikaty maja ,,$wiadczy¢ o zgodno$ci z niniejszym
rozporzadzeniem operacji przetwarzania prowadzonych przez administratorow i podmioty
przetwarzajace”, nie wskazuje jednak, ze ich adresatem moga by¢ wytacznie administratorzy
badZz podmioty przetwarzajace. W $wietle powyzszego projektodawca zdecydowat sig
ustanowi¢ szeroki zakres certyfikacji, obejmujac nim zaré6wno administratora, podmiot
przetwarzajacy, producenta albo podmiot wprowadzajacy produkt na rynek. W ocenie
projektodawcy doniosty wymiar certyfikacji w obszarze ochrony danych osobowych
uzasadnia przyjecie jednak jej szerokiego zastosowania poprzez objecie mechanizmem
certyfikacji nie tylko administratoréw i podmiotdw przetwarzajacych, ale rowniez podmioty
ktore produkujg rozwigzania stuzgce przetwarzaniu danych osobowych. Mozna bowiem
wyobrazi¢ sobie ogrom przypadkow, w ramach ktérych dany przedsigbiorca nie jest
administratorem danych osobowych, ale tworzy systemy informatyczne badz inne produkty,
ktore w przysztosci beda stuzyly przetwarzaniu takich danych. Rozszerzenie mechanizmow
certyfikacji na takie obszary nie tylko nie ogranicza zastosowania przepiséw Rozporzadzenia,

ale je poszerza, wptywajac na podwyzszenie poziomu ochrony danych osobowych.

Certyfikacji dokonuje si¢ na wniosek administratora lub podmiotu przetwarzajacego,
producenta albo podmiotu wprowadzajacego ustuge lub produkt na rynek. Certyfikacji
dokonuje si¢ na podstawie kryteriow okreslonych przez Prezesa Urzgdu. Jednym z zadan
Rady do Spraw Ochrony Danych Osobowych, zwanej dalej ,,Rada”, ktora jest organem
opiniodawczo-doradczym, jest opiniowanie projektow dokumentow organdw i instytucji Unii
Europejskiej dotyczacych spraw ochrony danych osobowych, opiniowanie przekazanych
przez Prezesa Urzedu projektow aktow prawnych i innych dokumentéw dotyczacych spraw

ochrony danych osobowych, opracowywanie propozycji kryteriéw certyfikacji. Pozwoli to na
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zachowanie dodatkowych warunkow bezstronnosci zasad dokonywania certyfikacji przez

Prezesa Urzedu.

Projektodawca zdecydowal si¢ uregulowaé wysoko$¢ oplaty pobieranej za czynnos$ci
certyfikacyjne przez Prezesa Urzedu. Prezes Urzgdu Ochrony Danych Osobowych bedzie
mogl pobiera¢ za czynno$ci zwigzane z przeprowadzeniem certyfikacji optat¢ maksymalng.
W efekcie optata przewidziana w projekcie stanowi¢ bedzie optate maksymalng za czynnos$ci
prowadzone przez Prezesa Urzedu w celu dokonania certyfikacji i jej ewentualnego
udzielenia wnioskodawcy. Proponowana zmiana w zaleznosci od podmiotu, ktory ubiega si¢
o certyfikacje, oraz od zakresu dokonywanej certyfikacji pozwoli zréznicowaé wysoko$¢
naleznej oplaty, tak aby byla ona akceptowalna dla matych podmiotow, w tym
mikroprzedsigbiorstw. Prezes Urzedu na swojej stronie podmiotowe] Biuletynu Informacji
Publicznej bedzie podawat wysoko$¢ optaty, jaka podmiot ubiegajacy si¢ o udzielenie

certyfikacji obowigzany bedzie ponies¢ z tytulu czynno$ci zwigzanych z certyfikacja.

Maksymalna wysokos¢ optaty zostata okreslona w ustawie jako kwota odpowiadajgca
czterokrotno$ci  przecigtnego wynagrodzenia w  gospodarce narodowej w  roku
kalendarzowym poprzedzajacym rok ztozenia wniosku o certyfikacje, oglaszanego przez
Prezesa Glownego Urzedu Statystycznego na podstawie art. 20 pkt 1 lit. a ustawy z dnia
17 grudnia 1998 r. o emeryturach i1 rentach z Funduszu Ubezpieczen Spotecznych (Dz. U.
z 2017 r. poz. 1383, 1386, 2120 oraz z 2018 r. poz. 138).

Projektodawca nie zdecydowal si¢ na uregulowanie wysokosci optaty za akredytacje
podejmowang przez Polskie Centrum Akredytacji, determinowanej przez inne przepisy

powszechnie obowigzujacego prawa, wigzace Polskie Centrum Akredytacji.

W ocenie projektodawcy bardzo waznym jest, aby podmiot certyfikujacy podejmowat swoje
dziatania bez narazenia si¢ na konflikt interesow. Jest to standard obowigzujacy na rynku
podmiotow $wiadczacych wustugi certyfikacyjne w roznych branzach i sektorach.
W szczegblnos$ci niedopuszczalnym w ocenie projektodawcy bytaby sytuacja, w ktorej
certyfikacja podejmowana bytaby przez podmiot certyfikujacy wobec podmiotow bedacych w
chwili certyfikacji badz kiedy$s klientami podmiotu certyfikujacymi w zakresie porad
prawnych dotyczacych ochrony danych osobowych.

Rozdzial 5. Opracowywanie i zatwierdzanie kodeksu postepowania oraz warunki i tryb
akredytacji podmiotu monitorujacego jego przestrzeganie. Przepisy rozdziatu 5 projektu

dotycza monitorowania przestrzegania zatwierdzonego kodeksu post¢gpowania, o ktorym
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mowa w art. 40 Rozporzadzenia. Przepis ten stanowi m.in., iz panstwa cztonkowskie, organy
nadzorcze, Europejska Rada Ochrony Danych oraz Komisja zachgcaja do sporzadzania
kodeksow postepowania majacych pomoéc we wlasciwym stosowaniu niniejszego
rozporzadzenia - z uwzglednieniem specyfiki réznych sektorow, dokonujgcych przetwarzania
oraz szczegélnych potrzeb mikroprzedsigbiorstw oraz MSP (Matych i Srednich
Przedsigbiorstw). Zrzeszenia 1 inne podmioty, reprezentujace okreslone kategorie
administratorow lub podmioty przetwarzajgce moga opracowywaé lub zmienia¢ kodeksy
postepowania lub rozszerza¢ ich zakres, aby doprecyzowaé zastosowanie niniejszego
rozporzadzenia. Projekt nowej ustawy przewiduje, iz monitorowaniem przestrzegania
zatwierdzonego kodeksu postgpowania bgda zajmowaly si¢ podmioty akredytowane przez

Prezesa Urzedu.

Prezes Urzedu bedzie udostepnial wykaz podmiotow akredytowanych w Biuletynie
Informacji Publicznej. Projektodawca przyktada szczegdlne znaczenie do mozliwej, petnej
transparentno$ci procesu tworzenia kodekséw postgpowania. W szczegodlnosci zgodnie z
motywem 99 preambuly do Rozporzadzenia, ,,sporzadzajac kodeks postepowania badz
zmieniajgc go lub rozszerzajac jego zakres, zrzeszenia i inne organy reprezentujgce kategorie
administratorow lub podmiotow przetwarzajacych powinny konsultowac si¢ z odpowiednimi
stronami, ktorych sprawa dotyczy, w tym jezeli jest to wykonalne, z osobami, ktorych dane
dotycza, oraz mie¢ na wzgledzie uwagi 1 opinie otrzymane w ramach takich konsultacji”.
Projektodawca nie chcial ograniczy¢ zakresu podmiotéw uczestniczacych w konsultacjach
wylacznie do okreslonej kategorii podmiotéw, jak organizacje spoteczne badz podmioty
reprezentujace kategorie administratorow, jak izby gospodarcze. W $wietle powyzszego,
projekt naktada ogdélny obowigzek konsultacji tworzonych kodeksow z zainteresowanymi

podmiotami.

Rozdzial 6. Prezes Urzedu Ochrony Danych Osobowych. Rozdzial zawiera kluczowa
regulacje ustrojowg — przepisy dotyczace Prezesa Urzedu Ochrony Danych Osobowych.
Przepis art. 8 obowigzujacej Ustawy stanowi, ze organem do spraw ochrony danych
osobowych jest Generalny Inspektor Ochrony Danych Osobowych. Przepisy projektowanej
ustawy ustanawiajg nowy organ wlasciwy w sprawie ochrony danych osobowych, bedzie nim
Prezes Urzedu Ochrony Danych Osobowych. Zgodnie z motywem 117 Rozporzadzenia
»zasadniczym elementem ochrony osob fizycznych w zwiazku z przetwarzaniem danych
osobowych jest utworzenie w panstwach cztonkowskich organéw nadzorczych,

uprawnionych do wypelniania zadan i wykonywania uprawnien w sposob catkowicie
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niezalezny”. Kazde z panstw czlonkowskich w $wietle przyznanej im zasady autonomii
instytucjonalnej oraz proceduralnej moze ustanowi¢ wigc niezalezny aparat panstwowy,
nadzorujacy przestrzeganie przepisOw Rozporzadzenia. Poniewaz uchylona zostaje podstawa
prawna dziatania Generalnego Inspektora Ochrony Danych Osobowych — co jest konieczne w
celu wydania aktu zapewniajacego skuteczne stosowanie Rozporzadzenia, a obowigzujaca
Ustawa implementuje uchylang dyrektywe, nowy organ nadzorczy z prawnego punktu
widzenia jest nowym organem panstwowym, bedacym nastgpca prawnym Generalnego

Inspektora.

Do nadania organowi nadzorczemu nazwy Prezesa Urzedu Ochrony Danych Osobowych
sktonita Projektodawce tres¢ przepisow Rozporzadzenia, a decyzja w tym zakresie ma
wytacznie wymiar porzadkujacy. Po pierwsze, Rozporzadzenie wprowadza funkcje
»inspektora ochrony danych” jako osoby fizycznej wyznaczanej przez administratora badz
podmiot przetwarzajacy wewnatrz ich struktury organizacyjnej i obowigzanej do szeroko
rozumianego monitorowania przestrzegania Rozporzadzenia. Jednocze$nie brak jest jednak
jakiegokolwiek zwigzku ustrojowego pomigdzy takimi osobami a przyszlym organem
nadzorczym, odpowiadajagcym za egzekwowanie w Polsce przestrzegania przepisow
Rozporzadzenia. Przyjecie obecnej nazwy organu wprowadzatoby w tym zakresie w btad, w
tym co do ich pozycji ustrojowej. Zgodnie bowiem z art. 38 ust. 3 Rozporzadzenia
inspektorzy ochrony danych musza by¢ niezalezni. Po drugie utrzymanie obecnej nazwy -
Generalny Inspektor Ochrony Danych Osobowych powodowatoby niejako konieczno$¢
nazwania inspektorami pracownikéw biura, ktorzy w imieniu organu przeprowadzaja
postepowanie kontrolne. Skoro bowiem mamy Generalnego Inspektora, musza funkcjonowac
W jego strukturze organizacyjnej inni inspektorzy, wzgledem ktorych jest on inspektorem
generalnym (tak jak ma to miejsce na kanwie obowigzujacych przepisow). Powyzsze
przesadziloby z kolei, Zze w systemie ochrony danych osobowych mieliby$my dwie kategorie
inspektorow — pracownikow organu nadzorczego oraz osoby majace zupelnie inny status
powolywane wewnatrz  struktury organizacyjnej administratorébw 1 podmiotow
przetwarzajacych, co jest w ocenie projektodawcy niedopuszczalne. Uwzgledniajac
powyzsze, odstgpiono réwniez od nazywania pracownikOw organu nadzorczego
przeprowadzajacych w jego imieniu czynno$ci kontrolne inspektorami na rzecz nazwania ich
kontrolujacymi. Projektodawca, nadajac organowi nazwe Prezesa Urzedu Ochrony Danych
Osobowych, dokonal wyczerpujacej analizy nazewnictwa wykorzystywanego w Polsce

wzgledem innych organow panstwowych. Uwage nalezy w tym zakresie zwroci¢ chociazby
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na Panstwowa Inspekcje Pracy 1 dziatajacych w jej ramach inspektoréw pracy oraz
spolecznych inspektoréw pracy. Po pierwsze bowiem podmioty takie dziataja na zupeinie
innej podstawie prawnej. O ile podstawa prawng dziatan podejmowanych przez inspektoréw
pracy jest ustawa z dnia 13 kwietnia 2007 r. o Panstwowej Inspekcji Pracy (Dz. U. z 2018 r.
poz. 623), o tyle podstawg dziatan podejmowanych przez spotecznych inspektorow pracy jest
ustawa z dnia 24 czerwca 1983 r. o spolecznej inspekcji pracy (Dz. U. z 2015 r. poz. 567). Po
drugie, z uwagi na zakres zadan prowadzonych przez spotecznych inspektorow pracy,
przepisy nie podkreslajg ich niezaleznos$ci, jak ma to miejsce w Rozporzadzeniu. Wrecz
przeciwnie, zgodnie z art. 18 ustawy o spotecznej inspekcji pracy, Panstwowa Inspekcja
Pracy udziela pomocy spotecznej inspekcji pracy w realizacji jej zadan, w szczegdlno$ci
przez poradnictwo prawne, specjalistyczng pras¢ oraz szkolenie. Inspektorzy pracy
Panstwowej Inspekcji Pracy przeprowadzaja kontrole wykonania zalecen i uwag spotecznych
inspektorow pracy. Pomiedzy Panstwowg Inspekcja Pracy 1 spotecznymi inspektorami pracy
istnieje wigc zwiazek, ktorego brak jest w przypadku niezaleznych wzgledem organu
nadzorczego inspektorow ochrony danych. Wreszcie celem wyeliminowania wszelkich
watpliwosci, spotecznym inspektorom pracy nadano wlasnie nazwe ,,spolecznych
inspektorow pracy”, a nie ,,inspektorow pracy”, by odr6zni¢ ich od pracownikoéw organu —
czego nie mozna zrobi¢ w przepisach zapewniajacych skuteczne stosowanie Rozporzadzenia.
Uwzgledniajac powyzsze oraz dorgczane Ministrowi Cyfryzacji rozne postulaty, w tym od
stowarzyszen skupiajgcych administratoréw bezpieczenstwa informacji, najwtasciwszym jest
uzycie nazwy wykorzystywanej w Polsce najczesciej 1 najtatwiejszej do przyswojenia dla
obywateli — Prezes Urzgdu Ochrony Danych Osobowych. W trakcie prowadzonych
prekonsultacji rozwigzanie takie zostalo rowniez poparte przez znaczng cze$¢ izb
gospodarczych oraz stowarzyszen reprezentujacych interesy administratoréw bezpieczenstwa

informacji.

Przepisy projektowanej ustawy stawiaja zgodnie z wymogami przewidzianymi w
Rozporzadzeniu wysokie wymogi Prezesowi Urzedu. W szczegdlnosci przewiduje, ze musi

on wyrdzniac si¢ wiedzg prawniczg 1 doswiadczeniem z zakresu ochrony danych osobowych.

Z uwagi na ogromne do$wiadczenie w sprawowaniu nadzoru nad ochrong danych osobowych
przez Generalnego Inspektora Ochrony Danych Osobowych zalozeniem jest zapewnienie
faktycznej cigglosci dzialania organu. W zwigzku z powyzszym, z dniem wejscia w zycie
ustawy pracownicy zatrudnieni w Biurze Generalnego Inspektora Ochrony Danych

Osobowych stajg si¢ pracownikami Urzedu Ochrony Danych Osobowych, mienie Skarbu
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Panstwa bedace we wiladaniu Biura Generalnego Inspektora Ochrony Danych Osobowych
staje si¢ mieniem bedacym we witadaniu Urzedu Ochrony Danych Osobowych, a nalezno$ci i
zobowigzania Biura Generalnego Inspektora Ochrony Danych Osobowych z dniem wejscia w

zycie ustawy stajg si¢ naleznosciami i zobowigzaniami Urzedu Ochrony Danych Osobowych.

Organ zgodnie z projektem bedzie powotywany przez Sejm Rzeczypospolitej Polskiej za
zgoda Senatu Rzeczypospolitej Polskiej. Organ bedzie rowniez na etapie jego powolywania
sktadat $lubowanie przed Sejmem Rzeczypospolitej Polskiej, dysponujac rowniez
immunitetem formalnym. Kandydat na stanowisko Prezesa Urzedu bedzie musiat spetnié
kryterium wyzszego wyksztalcenia, wiedzy i do$wiadczenia z zakresu ochrony danych

osobowych.

Prezes Urzedu bedzie organem kadencyjnym, odwolalnym w wyjatkowych, wynikajacych z
Rozporzadzenia przypadkach. Zgodnie z art. 53 ust. 4 Rozporzadzenia ,,cztonek organu
nadzorczego moze zosta¢ odwotany ze stanowiska tylko w przypadku, gdy dopuscit si¢
powaznego uchybienia lub przestat speinia¢ warunki niezbedne do pelnienia obowigzkow”.
Celem wzmocnienia niezalezno$ci organu nadzorczego, projektodawca zdecydowat sie¢
wskazac, m. in. ze odwolanie mozliwe jest nie tylko w razie powaznego uchybienia, ale tylko
gdy takie uchybienie zostalo stwierdzone prawomocnym wyrokiem sadu i polegato na
popehieniu umyslnego przestgpstwa lub umysSlnego przestgpstwa skarbowego. Pozostale
przypadki to m.in. sprzeniewierzenie si¢ ztozonemu S$lubowaniu oraz pozbawienie praw

publicznych.

Wzmocnieniu pozycji organu nadzorczego stuzy¢ maja réwniez takie projektowane
instrumenty jak przyznanie organowi prawa do przeprowadzania kontroli naruszenia zasad
ochrony danych osobowych czy mozliwos$¢ korzystania z pomocy funkcjonariuszy Policji w
toku przeprowadzanej kontroli. Organ sam bedzie rowniez decydowat o nadawaniu sobie
statutu — obecnie robi to Prezydent Rzeczypospolitej Polskiej. Jednoczesnie nalezy wskazac,
Ze utrzymana zostanie pozycja ustrojowa organu, jako podlegajacego wylacznie ustawie,
kadencyjnego i1 nienalezacego do administracji rzadowej. Projektodawca w zwiazku z
przeprowadzonymi konsultacjami spotecznymi zdecydowal si¢ ostatecznie nie zmienia¢ w
zadnym zakresie procedury powotania organu — wzgledem aktualnie obowigzujacych

regulacji.

W celu zapewnienia realizacji zadan naktadanych na nowy organ wilasciwy w sprawie

ochrony danych osobowych oraz wzmocnienia jego pozycji przewidziano mozliwos¢
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powotania do trzech zastepcéw Prezesa Urzedu. Rozwigzanie takie podyktowane jest bardzo
szerokim zakresem zadan nalozonych na Prezesa Urzedu, ktére czesto wymagaja innych
kwalifikacji. Jako przyktad mozna w tym zakresie poda¢ wymog prowadzenia wspolpracy
miedzynarodowej, podejmowania dziatan certyfikacyjnych, podejmowania dziatan
edukacyjnych, prowadzenia postegpowan w sprawach naruszenia przepisOw o ochronie danych
czy nadzoru nie tylko nad Rozporzadzeniem, ale rowniez tzw. dyrektywa policyjng. Kazde z

tych dziatan moze by¢ przykladowo wspierane przez innego zastgpce Prezesa Urzedu.

Nalezy w szczegolnosci wskaza¢, ze wprowadzenie zmian w procedurze powotania
zastepcow Prezesa Urzedu wzgledem procedury obowigzujacej obecnie w przypadku
Generalnego Inspektora Ochrony Danych Osobowych ma na celu wzmocnienie niezaleznosci
organu. Po pierwsze bowiem, obowigzujace obecnie przepisy prawne przewidujg, ze
odwotania zast¢pcy moze dokona¢ Marszalek Sejmu na wniosek GIODO. Powyzsze oznacza,
ze Marszatek Sejmu nie jest zwigzany wnioskiem GIODO i moze odmoéwi¢ odwolania
zastgpcy GIODO. Projektowana regulacja przewiduje, ze odwotania zastepcy Prezesa Urzgdu
dokonuje Prezes Urzedu bez koniecznos$ci podejmowania w tym zakresie jakiejkolwiek
konsultacji z innym organem. Po drugie, przepisy wskazuja wyraznie, ze to Prezes Urzgdu
powoluje swoich zastepcdw, a nie tak jak obecnie inny organ panstwowy — w obowiazujacej
ustawie Marszatek Sejmu. Wreszcie po trzecie, w przypadku powotania przez Prezesa Urzedu
jakiegokolwiek zastepcy, bedzie swobodny w odwotaniu ich. W $wietle obowigzujacych

obecnie przepisow ustawy, GIODO swobody takiej nie ma.

Wreszcie nowa instytucjag powotywang przez Prezesa Urzedu ma by¢ Rada do Spraw
Ochrony Danych Osobowych. W ocenie projektodawcy szeroki zakres zadan Prezesa Urzedu
oraz potrzeba statej grupy osob wspomagajacych Prezesa Urzedu w realizacji jego zadan
uzasadniaja powolanie przy Prezesie Urzedu organu opiniodawczo-doradczego. Sktad Rady
zostal tak zaprojektowany, by mogly do niego wchodzi¢ osoby reprezentujace rdzne
podmioty, zardwno ze strony administracji publicznej, jak i spoza administracji. Ideg jest, by
rozne podmioty mogly wesprze¢ swoja wiedza Prezesa Urzedu. Przepisy projektu stanowig o
sprawozdaniach sktadanych przez Prezesa Urzedu i stuza zapewnieniu stosowania art. 59

Rozporzadzenia.

Projekt nadaje Prezesowi Urzedu uprawnienie do opiniowania zalozen i projektow aktow
prawnych dotyczacych danych osobowych. Z przepisu § 38 ust. 1 Regulaminu pracy Rady
Ministrow wynika natomiast obowigzek kierowania przez organy wnioskujace projektow
dokumentow rzadowych do zaopiniowania przez organy administracji rzagdowej lub inne
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organy 1 instytucje panstwowe, ktoérych zakresu dziatania dotyczy projekt. Celem przepisu art.

36 projektu jest zapewnienie stosowania art. 57 ust. 1 lit. ¢ Rozporzadzenia.

Projekt zawiera tez powielenie rozwigzan funkcjonujacych i sprawdzajacych si¢ na gruncie
obowigzujacej Ustawy, zgodnie z ktérymi Prezes Urzedu moze kierowaé¢ do organow
panstwowych, organéw samorzadu terytorialnego, panstwowych i komunalnych jednostek
organizacyjnych, podmiotéw niepublicznych realizujgcych zadania publiczne, 0s6b
fizycznych 1 prawnych, jednostek organizacyjnych niebedacych osobami prawnymi oraz
innych podmiotow wystgpienia zmierzajace do zapewnienia skutecznej ochrony danych
osobowych. Prezes Urzedu moze rowniez wystepowac do wlasciwych organdéw z wnioskami
o podjecie inicjatywy ustawodawczej albo o wydanie badz zmiane aktow prawnych w
sprawach dotyczacych ochrony danych osobowych. Przepisy dotycza udostepniania przez
Prezesa Urzedu w Biuletynie Informacji Publicznej standardowych klauzul umownych i
zatwierdzonych kodeksow postgpowania i stuzg wskazaniu sposobu podawania do publicznej

wiadomosci ww. dokumentow.

Projekt ma na celu okreslenie formy prawnej podawania przez Prezesa Urz¢du do
wiadomosci publicznej wykazu rodzajow operacji przetwarzania danych osobowych
podlegajacych wymogowi dokonania oceny skutkéw dla ochrony danych. Przyjmuje si¢, iz
wykaz ten bedzie czgsto aktualizowany, stad forma jego ogloszenia musi umozliwiaé jego

biezaca aktualizacje.

Projekt naktada na Prezesa Urzedu obowigzek opracowywania 1 udostepniania rekomendacji
okreslajacych $rodki techniczne 1 organizacyjne stosowane w celu zapewnienia
bezpieczenstwa przetwarzania danych osobowych. Zgodnie z art. 32 ust. 1 Rozporzadzenia,
uwzgledniajac stan wiedzy technicznej, koszt wdrazania oraz charakter, zakres, kontekst i
cele przetwarzania oraz ryzyko naruszenia praw lub wolno$ci oséb fizycznych o ré6znym
prawdopodobienstwie wystgpienia 1 wadze zagrozenia, administrator 1 podmiot
przetwarzajacy wdrazaja odpowiednie $rodki techniczne i organizacyjne, aby zapewnié
stopien bezpieczenstwa odpowiadajacy temu ryzyku. Ww. regulacja jest wyrazem
zastosowania w Rozporzadzeniu podejscia risk based approach, a wiec podejscia opartego na
ryzyku administratora lub podmiotu przetwarzajacego. To juz nie przepisy prawa
powszechnie obowigzujgcego majg okresla¢ srodki techniczne i organizacyjne stosowane w
celu zapewnienia bezpieczenstwa przetwarzania danych osobowych, ale sami administratorzy
lub podmioty przetwarzajace. Stosowane $rodki powinny by¢ zawsze dostosowane do
okolicznosci 1 ryzyk zwigzanych z przetwarzaniem danego rodzaju danych osobowych. Tym
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niemniej, w ocenie projektodawcy, by zapewni¢ administratorom 1 podmiotom
przetwarzajacym wsparcie w okreslaniu takich §rodkdw, uzasadnione jest, by Prezes Urzgdu
opracowywal i1 udostepnial rekomendacje okreslajace S$rodki techniczne i organizacyjne
stosowane w celu zapewnienia bezpieczenstwa przetwarzania danych osobowych.
Rekomendacje takie powinny by¢ wypracowane przy wspélpracy z zainteresowanymi
podmiotami, ktorych zakresu dziatania dotyczy dany projekt — w tym z izbami
gospodarczymi. Rekomendacje nie bgda miaty mocy wigzacej, ale beda stanowily punkt
odniesienia dla przedsi¢gbiorcow, wplywajac w ocenie projektodawcy na podwyzszenie

poziomu ochrony danych osobowych.

Prezes Urzgdu jest organem uprawnionym do prowadzenia duzej liczby postgpowan. Dla
celow porzadkowych nalezy wskazaé, ze w przypadku postepowania w sprawach naruszenia
przepisow o ochronie danych osobowych, w sprawach nieuregulowanych w ustawie do
postgpowania przed Prezesem Urzgdu stosuje si¢ przepisy ustawy z dnia 14 czerwca 1960 r. —
Kodeks postgpowania administracyjnego. Do procedury zawiadomienia, zmiany danych i
odwotania przez Prezesa Urzedu wyznaczenia przez administratora albo podmiot
przetwarzajacy inspektora ochrony danych osobowych, do procedury akredytacji podmiotow

certyfikujacych nie stosuje si¢ przepisOw Kodeksu postepowania administracyjnego.

Rozdzial 7. Postepowanie w sprawie naruszenia przepisow o ochronie danych
osobowych. Przepisy rozdziatu 7 projektu ustawy regulujg sposob postepowania w sprawach
naruszenia przepisOw o ochronie danych osobowych. Nalezy przede wszystkim podkresli¢, iz,
méwigc o naruszeniu przepisow o ochronie danych osobowych, projektodawca odnosi si¢ nie
tylko do naruszen ustawy, ale rowniez przepisow Rozporzadzenia, z ktorych w sposéb
bezposredni wynikajg okre§lone prawa 1 obowigzki podmiotéw danych osobowych,

administratorow lub podmiotéw przetwarzajacych.

Na gruncie obowigzujacej Ustawy postgpowanie w sprawach naruszenia przepisOw o
ochronie danych osobowych, zwane dalej ,,postgpowaniem”, prowadzi si¢ wedtug przepiséw
Kodeksu postgpowania administracyjnego, o ile przepisy ustawy nie stanowig inaczej. Zasada
stosowania w sprawach nieuregulowanych Kodeksu postepowania administracyjnego, dalej
rowniez ,k.p.a.”, zostata zachowana w projekcie. Projektodawca nie zdecydowal si¢ na
wprowadzenie odrgbnego, witasciwego dla naruszen ochrony danych osobowych, trybu
postepowania przed Prezesem Urzedu. U podstaw takiej decyzji leglo przekonanie, iz
obowigzujaca procedura administracyjna, z odmienno$ciami wynikajagcymi chocby z
bezposredniego stosowania Rozporzadzenia, zapewnia kompletny, a zarazem sprawdzony w
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praktyce mechanizm postgpowania. Postgpowania prowadzone przez Prezesa Urzedu beda
postepowaniami w sprawie naruszenia prawa podstawowego, a stronom tak prowadzonych
postgpowan przystugiwa¢ powinien peten katalog uprawnien procesowych przewidzianych w
k.p.a. Wytaczenie stosowania k.p.a. i proba stworzenia szczegdlnego postepowania w sprawie
naruszenia przepisow o ochronie danych obarczona bytaby, z jednej strony, ryzykiem
nieuregulowania niezbe¢dnych elementéw postepowania, a z drugiej, konieczno$cia tworzenia
obszernej listy przepisow k.p.a., ktore jednak znalaztyby zastosowanie w tym postgpowaniu.
Dziatania takie uznano za niepropocjonalne. Postepowanie bedzie prowadzone przez Prezesa
Urzedu jako organ wilasciwy w sprawie ochrony danych osobowych. Korzystajac z
mozliwo$ci przewidzianej w Konstytucji RP oraz w k.p.a., projektodawca przewidzial
jednoinstancyjnos¢ postepowania. Odnoszac si¢ do projektowanego rozwigzania, nalezy
zauwazy¢, ze konstytucyjna zasada zaskarzalnosci orzeczen i1 decyzji wydanych w pierwszej
instancji ,,(...) obejmuje swym zakresem nie tylko postgpowanie sgdowe, ale rowniez
administracyjne oraz inne post¢gpowania, w ktérych organ wladzy publicznej wydaje akt
ksztattujacy sytuacje prawng podmiotu praw i wolnosci” (wyrok TK z dnia 6 grudnia 2011 r.
SK 3/11). Jednoczesnie zasada dwuinstancyjnosci nie ma charakteru absolutnego, na co
wskazuje sam art. 78 zdanie drugie Konstytucji, a zatem ustawodawca moze wprowadzaé
wyjatki od tej zasady, wprowadzajac okreslone postepowanie jednoinstancyjnym. Zasady
ustanawiania takich wyjatkow nakreslit Trybunal Konstytucyjny, m.in. w uzasadnieniu
wyroku z dnia 12 czerwca 2002 r., P 13/01, wskazujac, ze: ,,Powinny by¢ one ustalone w
ustawie. Konstytucja nie precyzuje charakteru tych wyjatkdéw, nie wskazuje bowiem ani
zakresu podmiotowego, ani przedmiotowego, w jakim odstepstwo od tej zasady jest
dopuszczalne. Nie oznacza to jednak, iz ustawodawca ma pelng, niczym nieskregpowanag
swobode w ustalaniu katalogu takich wyjatkéw. W pierwszym rzedzie nalezy liczy¢ si¢ z tym,
iz nic mogg one prowadzi¢ do naruszenia innych norm konstytucyjnych. (...) [ponadto]
odstepstwo od reguty wyznaczonej trescig normatywng art. 78 Konstytucji w kazdym razie
powinno by¢ podyktowane szczegdlnymi okoliczno$ciami, ktore usprawiedliwiatyby
pozbawienie strony postepowania S$rodka odwotawczego”. Zgodnie z dominujagcym
stanowiskiem Trybunatu wyjatki od zasady dwuinstancyjnosci powinny réwniez czynié
zado$¢ wymaganiom stawianym przez zasade proporcjonalnosci (art. 31 ust. 3 Konstytucji;
wyroki TK: z dnia 17 lutego 2004 r., SK 39/02; z dnia 18 kwietnia 2005 r., SK 6/05; z dnia 14
pazdziernika 2010 r., K 17/07).
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Przewidziany przez projektodawce wyjatek od zasady dwuinstancyjnosci postgpowania
administracyjnego jest, w jego ocenie, konieczny w demokratycznym panstwie dla
zapewnienia wolnosci i praw osob. Jest to rozwigzanie adekwatne i konieczne dla osiagnigcia
celu zamierzonego przez ustawodawce, jakim jest skuteczna i udzielona we wtasciwym czasie
ochrona prawa podstawowego - prawa do ochrony danych osobowych osoby fizycznej, oraz
pozostaje w odpowiedniej proporcji do ograniczenia, jakim jest pozbawienie prawa do
ponownego rozpatrzenia sprawy przez wlasciwy organ. Za  wprowadzeniem
jednoinstancyjnosci postgpowania przemawia konieczno$¢ zapewnienia osobie, ktorej prawa
zostaly naruszone, ostatecznego rozstrzygnigcia (ostatecznej decyzji administracyjnej), ktore
bedzie moglo by¢ skutecznie i szybko egzekwowalne. Tak wigc w ocenie projektodawcy
ochrona danych osobowych osoby fizycznej wymaga, by zasada byla natychmiastowa
wykonalno$¢ takich decyzji. Ochrona wartosci, jakg sa dane osobowe osoby fizycznej,
wymaga natychmiastowego dziatania, inaczej czg¢sto traci swoj sens, gdyz z uptywem czasu

naruszenia mogg mie¢ miejsce na wielka skalg, a ich skutki nieodwracalny charakter.

Warto rowniez podkresli¢, ze w postgpowaniu prowadzonym przez Prezesa Urzedu nie mamy
do czynienia z odwotaniem sktadanym do organu wyzszego stopnia, lecz z wnioskiem o
ponowne rozpatrzenie sprawy, ktory rozpatrywany jest przez ten sam organ. Jak pokazuja
statystyki dotyczace decyzji wydawanych w postgpowaniach w wyniku wniosku o ponowne
rozpatrzenie sprawy, decyzje wydawane po ponownym rozpatrzeniu sprawy w zdecydowanej
wickszosci nie prowadza do zmiany rozstrzygnig¢ wydawanych w pierwszej instancji przez

organ wiasciwy w sprawie ochrony danych osobowych.

Nalezy podkresli¢, iz rozstrzygniecia wydawane przez Prezesa Urzedu jako organ wlasciwy w
sprawie ochrony danych osobowych beda podlegaty zaskarzeniu do sagdu administracyjnego i
skargi w  tych sprawach beda podlegaly dwuinstancyjnemu  postgpowaniu
sadowoadministracyjnemu. Powyzsze oznacza, iz prawa podmiotéw danych osobowych i
innych stron postgpowania przed Prezesem Urzgedu do wnikliwego rozpatrzenia sprawy i
sadowej kontroli rozstrzygnie¢ administracji zostang zapewnione. Nie zostaje rowniez
wylaczone prawo strony takiego postepowania do zadania wstrzymania wykonalno$ci decyzji

lub postanowienia.

Wprowadzenie zasady jednoinstancyjnosci postgpowania stuzy realizacji celow zakltadanych
przez ustawodawce, jakimi sg zapewnienie adekwatnej i skutecznej ochrony praw o0sob,
ktérych prawo do ochrony danych osobowych zostato naruszone, i cele te sg uzasadnione w
$wietle warto$ci wymienionych w art. 31 ust. 3 Konstytucji. Jednoinstancyjno$¢ postepowania

26



nie narusza bowiem prawa strony postepowania do kontroli rozstrzygnigcia wydawanego
przez Prezesa Urzgdu, nie narusza zatem istoty prawa, jaka jest konieczno$¢ ponownego,
whnikliwego, niezaleznego zbadania jej sprawy. W ocenie projektodawcy wprowadzenie ww.
zasady jest niezbedne dla ochrony wartos$ci, jakg jest prawo do ochrony danych osobowych, i
nie mozna uznac jej wprowadzenia, biorgc pod uwage ww. argumenty, za srodek nadmiernie
Hrestrykcyjny”. Efekt wprowadzenia omawianej regulacji, a wigc zapewnienie skutecznej
ochrony podmiotom danych osobowych polegajacej choéby na zatrzymaniu nieuprawnionego
przekazywania danych osobowych osoby fizycznej do panstw trzecich ma warto$¢ wigksza
niz warto§¢ wynikajagca z ponownego rozpatrzenia sprawy przez ten sam organ
administracyjny. Nalezy wreszcie wskazaé, ze projektodawca zdecydowal si¢ wprowadzi¢ do
projektu ,,jednoinstancyjno$¢” postgpowania mimo brzmienia art. 127a k.p.a. Zgodnie z
trescig rzeczonego artykulu w trakcie biegu terminu do wniesienia odwotania strona moze
zrzec si¢ prawa do wniesienia odwotania wobec organu administracji publicznej, ktory wydat
decyzje. W ocenie projektodawcy nawet tre$¢ takiego artykulu nie wyeliminowuje
przypadkow, w ktorych jedna ze stron chociazby celem przedtuzenia postgpowania zdecyduje
si¢ ztozy¢ odwotanie. Uwzgledniajagc charakter ochrony danych osobowych jako prawa
podstawowego, dziatanie takie w ocenie projektodawcy mogltoby pociaggnaé za sobg powazne

konsekwencje.

Obok jednoinstancyjnosci kolejng odrebnoscig postgpowania przewidzianego w ustawie w
stosunku do postgpowania unormowanego w K.p.a. jest wskazanie, ze w sprawach
zwigzanych z ochrong danych osobowych pelnomocnikiem moze by¢ przedstawiciel
organizacji, do ktorej zadan statutowych naleza sprawy zwigzane z ochrong danych
osobowych. Powyzsza regulacja ma na celu zapewnienie stosowania art. 80 Rozporzadzenia.
Powotany przepis naktada na panstwa cztonkowskie obowigzek przewidzenia w przepisach
prawnych rozwigzania, w $wietle ktorego organizacje lub zrzeszenie — ktdre nie ma
charakteru zarobkowego i ma cele statutowe lezace w interesie publicznym i dziala w
dziedzinie ochrony danych osobowych — mozna umocowa¢ do wniesienia w jej imieniu
skargi oraz wykonywania w jej imieniu praw. Zgodnie z tre$cig motywu 142 preambutly do
Rozporzadzenia, ,jezeli osoba, ktorej dane dotycza, uzna, ze naruszane sg jej prawa
wynikajace z niniejszego rozporzadzenia, powinna mie¢ ona prawo zleci¢ podmiotowi,
organizacji lub zrzeszeniu wniesienie skargi w swoim imieniu do organu nadzorczego,
wykonanie prawa do $rodka ochrony prawnej przed sgdem w imieniu 0sob, ktorych dane

dotycza, lub — o ile takg mozliwo$¢ przewiduje prawo panstwa cztonkowskiego — zadanie
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odszkodowania w imieniu osob, ktorych dane dotyczg”. W projekcie ustawy wskazano, ze
organizacja spoteczna, o ktorej mowa w art. 31 § 1 k.p.a., moze rowniez wystgpowaé w
postgpowaniu za zgoda osoby, ktérej dane dotycza, w jej imieniu i na jej rzecz osoby.
Projektowana regulacja nie stanowi jednak przeszkody dla skorzystania przez stron¢ z osoby

pelnomocnika, o ktorym mowa w art. 32 K.p.a.

W projekcie ustawy wprowadzono rowniez rozwigzanie, zgodnie z ktérym Prezes Urzedu,
zawiadamiajgc strony o niezalatwieniu sprawy w terminie, obowigzany jest rowniez
poinformowac o stanie sprawy i przeprowadzonych w jej toku czynno$ciach. Nalezy wskazac,
ze powotana regulacja uzupehia art. 36 k.p.a. i shuzy zapewnieniu pelnego stosowania art. 78
ust. 2 Rozporzadzenia, ktory stanowi, iz bez uszczerbku dla innych administracyjnych lub
pozasgdowych $rodkow ochrony prawnej kazda osoba, ktorej dane dotyczg, ma prawo do
skutecznego $rodka ochrony prawnej przed sagdem, jezeli organ nadzorczy wilasciwy zgodnie
z art. 55 1 art. 56 Rozporzadzenia nie rozpatrzyt skargi lub nie poinformowat osoby, ktorej
dane dotycza, w terminie trzech miesiecy o postepach lub efektach rozpatrywania skargi
wniesionej do organu nadzorczego. Przyjmujac, iz zgodnie z k.p.a. rozpatrzenie sprawy
szczegoOlnie skomplikowanej powinno nastapi¢ nie pdzniej niz w terminie dwdch miesiecy od
dnia wszczgcia postgpowania, a o kazdym przypadku jej niezatatwienia w terminie nalezy
zawiadomi¢ strony, przyj¢to, iz powyzsza regulacja projektu zapewni stronie postepowania, w
terminie trzech miesigcy od dnia wszczecia postgpowania, informacje o postepach lub
efektach rozpatrywania wniosku przed Prezesem Urze¢du. Brak takiej informacji w terminie
trzech miesigcy od dnia wszczgcia postgpowania dawal bedzie stronie prawo do wniesienia
skargi do sadu administracyjnego. W ocenie projektodawcy panstwo cztonkowskie,
wzmacniajac ochron¢ danych osobowych, moze w praktyce zobowigza¢ organ nadzorczy do
informowania oséb, ktorych dane dotycza, wczesniej niz po uptywie trzech miesigcy, a okres

wynikajacy z Rozporzadzenia jest okresem maksymalnym.

Projektowany przepis art. 64 stuzy zapewnieniu stosowania art. 90 Rozporzadzenia. Jego
celem jest wskazanie wprost w przepisie ustawy, ze uprawnienia Prezesa Urzedu podlegaja
ograniczeniom w zakresie dostgpu do informacji ustawowo chronionych. Odnoszac si¢ do
brzmienia art. 90 ust. 1 Rozporzadzenia, uznano za niezbedne i proporcjonalne dla
pogodzenia prawa do ochrony danych osobowych z obowigzkiem zachowania tajemnicy
ograniczenie uprawnien Prezesa Urzedu w odniesieniu do informacji, w tym danych
osobowych, ustawowo chronionych. W zwigzku z powyzszym, zakres dostgpu Prezesa

Urzedu do informacji ustawowo chronionych bedzie determinowany kazdorazowo przepisami
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obejmujacymi informacje chronione. W ocenie projektodawcy z uwagi na mozliwe ryzyko
wyktadni art. 58 Rozporzadzenia w zwigzku z art. 90 Rozporzadzenia, zgodnie z ktorg w
braku wyraznej regulacji krajowej organ nadzorczy jest uprawniony do Kkorzystania z
uprawnien okreslonych w art. 58 ust. 1 lit. e 1 f Rozporzadzenia, tj. uzyskiwania dostgpu do
danych osobowych i informacji, a takze pomieszczen i urzadzen niezbednych do realizacji
zadan organu nadzorczego, bez wzgledu na obowigzek podmiotu kontrolowanego do
zachowania tajemnicy, wynikajacy z regulacji sektorowych, postanowiono o wprowadzeniu
do projektu wlasciwych przepisow. Z rozporzadzenia nie wynika bowiem w sposob wyrazny
zakaz korzystania z ww. uprawnien organu nadzorczego w zakresie, w jakim ich realizacja

moglaby by¢ sprzeczna z ochrong tajemnic sektorowych.

Na gruncie Rozporzadzenia wydaje si¢, ze uprawnienia te nie doznajg ograniczen, a relacja
rozporzadzenia do krajowych regulacji tajemnic sektorowych moze by¢ rdéznie
interpretowana. W ocenie projektodawcy przepis art. 90 Rozporzadzenia nalezy rozumie¢ w
ten sposob, ze panstwa czlonkowskie moga uksztattowaé uprawnienia organu nadzorczego, o
ktorych mowa w art. 58 ust. 1 lit. e i f, ze wzgledu na tajemnice zawodowe lub inne
obowigzki rownowazne zachowaniu tajemnicy, jesli jest to niezbedne 1 proporcjonalne w celu
pogodzenia prawa do ochrony danych osobowych z obowigzkiem zachowania tajemnicy.
Panstwa czlonkowskie moga zatem uprawnienia przystugujace organowi nadzorczemu na
podstawie art. 58 ust. 1 lit. e 1 f ograniczy¢ lub wytaczy¢. Taka interpretacja przepisu art. 90
jest w ocenie projektodawcy zgodna z celem tego przepisu i motywem 164, ktéore majg na
celu przede wszystkim umozliwienie panstwom cztonkowskim zapewnienia w przepisach
krajowych ochrony tajemnic zawodowych. W ocenie projektodawcy proponowane przepisy
pozostajg w pelnej zgodnosci z rozporzadzeniem 2016/679. Dostgp organu nadzorczego do
informacji objetych tajemnicami odbywac si¢ bedzie w trybie, w zakresie i na zasadach
przewidzianych w przepisach regulujacych poszczegdlne tajemnice. Dane osobowe nie sg
bowiem wartos$cig absolutng i ich ochrona nie moze odbywaé¢ si¢ kosztem narazenia na
ujawnienie informacji chronionych szczegdlnymi rezimami. Projektowana ustawa powinna
natomiast wyraznie stanowié, ze organ nadzorczy nie jest uprawniony do korzystania z
uprawnien okre§lonych w art. 58 ust. 1 lit. e i f Rozporzadzenia w zakresie, w jakim
informacje, ktore moglyby zosta¢ ujawnione w toku wykonywania czynno$ci, w ramach
postepowania, podlegaja ochronie jako tajemnica zawodowa. Ewentualny dostgp organu
nadzorczego do informacji objetych tajemnicami sektorowymi powinien si¢ odbywaé w

trybie, zakresie i na zasadach przewidzianych w przepisach regulujacych poszczegdlne
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tajemnice. Dane osobowe nie sg bowiem warto$cig absolutng i ich ochrona nie moze odbywac
si¢ kosztem narazenia na ujawnienie informacji chronionych szczeg6lnymi rezimami

ochronnymi poza szczeg6lnie uzasadnionymi przypadkami.

Przepisy projektu odnoszg si¢ tez do mozliwosci zastrzezenia informacji, dokumentow lub ich
czgSci zawierajacych tajemnice przedsigbiorstwa oraz ograniczenia prawa wgladu do
materialtu  dowodowego. Zastrzezenie tajemnicy przedsigbiorstwa nie ma charakteru
bezwzglednego. Prezes Urzedu moze je uchyli¢, jesli nie sg spelnione przestanki uznania
danej informacji za tajemnic¢ przedsigbiorstwa w rozumieniu art. 11 ust. 4 ustawy z dnia
16 kwietnia 1993 r. o zwalczaniu nieuczciwej konkurencji (Dz. U. z 2018 r. poz. 419).
Powyzsza regulacja ma na celu zapewnienie ochrony tych informacji, ktére w ocenie strony
postepowania bedacego przedsigbiorca majg charakter informacji technicznych,
technologicznych, organizacyjnych lub tez innych posiadajgcych warto$¢ gospodarcza, co do
ktérych przedsigbiorca podjal niezbgdne dziatania w celu zachowania ich poufnosci.
Projektodawca zdecydowat si¢ jednak natozy¢ na przedsigbiorcéw obowigzek dostarczenia
Prezesowi Urzedu wersji dokumentu niezawierajgcej informacji objetych zastrzezeniem. W
przypadku niedostarczenia wersji dokumentu niezawierajgcej informacji objetych
zastrzezeniem, zastrzezenie uwaza si¢ za nieskuteczne. Projektowane rozwigzanie ma w
swojej istocie wzmocni¢ potrzebe ochrony informacji objetych tajemnica przedsigbiorstwa,
uznajac, ze to przedsiebiorcy ustanawiajacy takg tajemnic¢ najlepiej potrafig ocenic jej zakres
w kazdym stanie faktycznym. Proponowane przepisy nalezy réwniez ocenia¢ w $wietle
przyznanych stronom uprawnien wgladu do akt sprawy, co wiaze si¢ bardzo czgsto z
konieczno$cig usuwania z ich treéci informacji objetych takimi tajemnicami, narazajac organ

na znaczne obcigzenia.

Odnoszac si¢ do ograniczenia prawa wgladu do materiatu dowodowego, nalezy podkresli¢, ze
moze ono nastgpi¢ tylko wtedy, jesli grozitoby ujawnieniem tajemnicy przedsigbiorstwa lub
innych tajemnic prawnie chronionych. Ograniczenie takie moze nastapi¢ tylko na skutek
postanowienia Prezesa Urzedu. Celem przepisu jest zapewnienie nalezytej ochrony
tajemnicom ustawowo chronionym przy jednoczesnym badaniu w kazdym przypadku przez
Prezesa Urzgdu zasadnosci ograniczenia dostgpu do materiatu dowodowego ze wzgledu na te

tajemnice.

Przepis stanowi modyfikacj¢ przepisu art. 88 K.p.a. Celem tego przepisu jest zwigkszenie
wysokosci grzywny za niestawienie si¢ bez uzasadnionej przyczyny jako $wiadek lub biegly
albo bezzasadne odmowienie zlozenia zeznania, wydania opinii, okazania przedmiotu
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ogledzin albo udzialtu w innej czynnos$ci urzedowej. Zdaniem projektodawcy wskazanie
minimalnej wysokosci grzywny na kwote 500 zt oraz maksymalnej na kwot¢ 5000 zt
uzasadnione jest waga spraw zwigzanych z naruszeniem przepisOw o ochronie danych
osobowych, co wymaga zapewnienia sprawnosci i skutecznosci postegpowan w tych sprawach.
Nalezy wskaza¢, ze zgodnie z art. 189b k.p.a. przez administracyjng kar¢ pieni¢zng rozumie
si¢ okre§long w ustawie sankcj¢ o charakterze pieni¢znym, naktadang przez organ
administracji publicznej, w drodze decyzji, w nastgpstwie naruszenia prawa polegajacego na
niedopetnieniu obowigzku albo naruszeniu zakazu cigzacego na osobie fizycznej, osobie
prawnej albo jednostce organizacyjnej nieposiadajacej osobowosci prawnej. Zgodnie za$ z
przepisem art. 189a § 1 k.p.a. w sprawach naktadania lub wymierzania administracyjnej kary
pieni¢znej lub wudzielania ulg w jej wykonaniu stosuje si¢ przepisy dzialu IVA
Administracyjne kary pienigzne. Reasumujac, w przypadku grzywien przewidzianych w
k.p.a. (art. 88 oraz art. 96) z uwagi na fakt, iz grzywna ww. jest naktadana w drodze
postanowienia, nie znajduje zastosowania dzial IVA k.p.a. Jednakze, majac na uwadze
obowigzujace w demokratycznym panstwie prawnym zasady, w szczegolnosci zasade
proporcjonalno$ci oraz zasad¢ zaufania do organow panstwa, w orzecznictwie i doktrynie
postuluje si¢, aby wprowadza¢ gwarancje procesowe oraz przestanki wymiaru sankcji
administracyjnej w kazdym przypadku wymierzania sankcji pieni¢znych. Z uwagi na duza
rozpigto$¢ przewidzianej sankcji pieni¢znej (w przeciwienstwie do art. 88 k.p.a., gdzie
maksymalna wysoko$¢ grzywny wynosi 200 zl) w ocenie projektodawcy, zasadne jest

wprowadzenie przestanek wymiaru kary grzywny.

Przepisy projektu maja na celu zapewnienie Prezesowi Urzedu narz¢dzia do natychmiastowe]
interwencji w sytuacji, gdy zostanie uprawdopodobnione, ze dalsze przetwarzanie danych
osobowych moze spowodowa¢ powazne i trudne do usunigcia skutki. W takiej sytuacji Prezes
Urzgdu, w celu zapobiezenia tym skutkom, moze, w drodze postanowienia, zobowigzaé
podmiot, ktoremu jest zarzucane naruszenie przepisow o ochronie danych osobowych, do
ograniczenia przetwarzania danych osobowych, wskazujac dopuszczalny zakres tego
przetwarzania. Zdecydowano si¢ wprowadzi¢ do przepiséw projektu ustawy instytucje skargi
na to postanowienie. Nalezy wskaza¢, ze wprowadzone przez projektodawce uprawnienie jest
uprawnieniem wykraczajacym poza przewidziane w art. 58 rozporzadzenia 2016/679.
Panstwa cztonkowskie uprawnione s3 do wprowadzania rozwigzan proceduralnych
wykraczajacych poza przewidziane w rozporzadzeniu 2016/679, o ile sg one konieczne do

zapewnienia jego skutecznego stosowania badZz w zadnym zakresie nie ograniczaja pozycji

31



ustrojowej oraz zadan Prezesa Urzedu zagwarantowanych mu przepisami rozporzadzenia
2016/679. Przyznanie Prezesowi Urz¢du odregbnego s$rodka prawnego do wydawania
postanowien nakazujacych czasowe ograniczenie przetwarzania danych w ocenie
projektodawcy wzmacnia uprawnienia Prezesa Urzgdu, a jego wprowadzenie mozliwe jest w
swietle przystugujacej wszystkim panstwom cztonkowskim autonomii proceduralne;.
Wprowadzenie tak szczegotowej regulacji wskazujacej wymogi, ktére musza by¢ spetnione,
by postanowienie takie wyda¢, uzasadnione jest z kolei charakterem takich postanowien,
ktore mogg mie¢ ogromny wptyw na dziatalno$¢ gospodarcza. Rozwigzanie wprowadzone do
projektu ustawy o ochronie danych osobowych nie jest jednak rozwigzaniem obcym
polskiemu porzadkowi prawnemu. Z podobnymi rozwigzaniami mamy do czynienia
chociazby w przypadku zabezpieczenia roszczen w postgpowaniu cywilnym badz
postepowaniu antymonopolowym w przypadku decyzji Prezesa UOKiK zobowigzujacej
przedsigbiorce, ktéremu jest zarzucane stosowanie praktyk monopolowych, by w drodze
decyzji zobowigza¢ go do zaniechania okre§lonych dziatan. Skoro praktyki, ktore nie skutkuja
bezposrednio naruszeniem praw podstawowych obywateli, zostaty poddane takiej instytucji
ochronnej, dziwi zamieszanie zwigzane z ich wprowadzeniem w projekcie ustawy o ochronie
danych osobowych. Wreszcie, jak zostalo to juz wskazane, zastosowanie przez Prezesa
Urzedu takich $rodkéw tymczasowych obwarowane jest w projekcie restrykcyjnymi
wymogami. Musi doj$¢ do uprawdopodobnienia naruszenia, naruszenie powinno powodowacé
powazne i trudne do usuni¢cia skutki, srodek powinien przewidywaé¢ dopuszczalny zakres
przetwarzania i czas jego obowigzywania. Zastosowanie tych srodkow nastepowac powinno
wiec bez watpienia wyjatkowo. Prezes Urzedu powinien wskazaé rowniez ograniczony zakres
przetwarzania danych, nie powinien on jednak rodzi¢ nieodwracalnych skutkéw jak np.

usunigcie przetwarzania danych osobowych.

W projekcie ustawy — w zakresie rozstrzygnieé, jakie moga zapas¢ po przeprowadzeniu
postepowania, nie odestano do art. 58 ust. 2 lit. b-j Rozporzadzenia. Uznano za niecelowe
przepisywanie oraz powotywanie si¢ na obowigzujace przepisy Rozporzadzenia w tym
zakresie, wywolujace przeciez bezposredni skutek 1 podlegajace bezposredniemu
zastosowaniu. Nowym elementem, a jednoczesnie modyfikacja przepisow K.p.a., jest przepis
art. 55 ust. 2 projektowanej ustawy, ktoéry nakltada na organ obowigzek poszerzenia
uzasadnienia decyzji nakladajacej na stron¢ administracyjng kar¢ pieniezng o wskazanie
przestanek z art. 83 ust. 2 Rozporzadzenia. Powyzsze ma na celu utatwienie sagdowi oceny

legalno$ci samego natozenia na stron¢ administracyjnej kary pieni¢znej, jak 1 jej wysokosci.
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Zgodnie z projektowanymi przepisami, organy lub podmioty publiczne, o ktérych mowa w
art. 9 ustawy z dnia 27 sierpnia 2009 r. o finansach publicznych (Dz. U. z 2017 r. poz. 2077
oraz z 2018 r. poz. 62), w stosunku do ktérych Prezes Urzgedu wydat prawomocna decyzje
stwierdzajaca naruszenie, niezwtocznie podajg do publicznej wiadomos$ci na swojej stronie
internetowe] lub stronie podmiotowej Biuletynu Informacji Publicznej informacje o
dziataniach podjetych w celu wykonania decyzji. Celem tej regulacji jest przedstawienie
opinii publicznej informacji o ewentualnych naruszeniach przepiséw z zakresu ochrony
danych osobowych przez podmioty publiczne oraz dziataniach podjetych przez nie w celu
usunigcia tych naruszen. Natomiast w przepisach projektu ograniczono wysokos¢
administracyjnej kary pieni¢znej, ktorg mozna natozy¢ na podmioty publiczne, do 100 000 zt.
Projektodawca dostrzega bowiem specyfike sektora publicznego, ktory powinien zapewniaé
pelng transparentno$¢ swoich dzialan. Zapewniajac petng transparentno$¢ dziatan Prezesa
Urzedu, projektodawca natozyt na organ obowigzek kazdorazowej oceny, czy wydawane
przez niego decyzje nie powinny w interesie publicznym zosta¢ przez niego udost¢pnione.
Projektodawca odstapit jednak od natozenia na Prezesa Urzgdu obowigzku publikowania
przez niego wszystkich decyzji, kierujac si¢ checig zapewnienia sprawnosci dziatania organu 1
odcigzajac go od nadmiernych obowigzkow administracyjnych. W przypadku niektorych z
wydawanych decyzji, z uwagi na ich drobny przedmiot, ich udostg¢pnienie moze okazac¢ si¢

niecelowe.

Odnoszac si¢ do projektu, wskaza¢ nalezy, ze projektodawca odstgpit od przesadzania, ze
kazda z decyzji wydanych przez Prezesa Urzgdu podlega rygorowi natychmiastowej
wykonalnos$ci. Projektodawca uznal bowiem, ze norma taka miataby charakter informacyjny,
a rygor natychmiastowej wykonalno$ci decyzji Prezesa Urzedu begdzie wynikal z wlasciwych
przepisOw powszechnie obowigzujgcego prawa - CO hie wymaga powtarzania w
projektowanej ustawie. Nalezy wyjasni¢, ze zgodnie z projektem ustawy postepowanie przed
Prezesem Urzedu jest postgpowaniem jednoinstancyjnym, a wigc od decyzji wydanej przez
Prezesa Urzgdu nie stuzy odwotlanie (wniosek o ponowne rozpatrzenie sprawy).
Konsekwencjg wprowadzenia jednoinstancyjnego postepowania jest to, ze decyzje wydane
przez Prezesa Urzedu sa ostateczne i wykonalne z mocy samego prawa. Podlegaja one
wykonaniu z chwilg doreczenia decyzji stronie. Rygor natychmiastowej wykonalnosci,
zgodnie z art. 108 k.p.a., moze zosta¢ nadany decyzji nieostatecznej, a wigc takiej, od ktorej
stuzy odwotanie, w administracyjnym toku instancji, ergo decyzji, od ktorej nie shuzy

odwotanie, nie nadaje si¢ rygoru natychmiastowej wykonalno$ci, poniewaz te decyzje sa

33



ostateczne i podlegaja natychmiastowemu wykonaniu z chwilg dorgczania ich stronie.
Usunigcie przez projektodawce normy wprost przesadzajacej o natychmiastowej
wykonalnos$ci decyzji nie zmieni faktu, iz decyzje wydane przez Prezesa Urzedu w
postepowaniu jednoinstancyjnym beda podlegaty wykonaniu. Projektodawca, majac
natomiast na uwadze, ze zgodnie z Rozporzadzeniem kary pieni¢zne mogg by¢ bardzo
dotkliwe dla ukaranych podmiotéw, chcial wprowadzi¢ wyjatek od wskazanej powyzej
zasady, polegajacy na tym, ze w przypadku wniesienia przez stron¢ skargi do sadu
administracyjnego decyzja w zakresie dotyczgcym administracyjnej kary pieni¢znej podlega
wstrzymaniu wykonania. Warto réwniez zauwazy¢, ze bez projektowanego przepisu strona
mogltaby w skardze na decyzje Prezesa Urzedu wystapi¢ z wnioskiem o wstrzymanie
wykonania decyzji w catosci lub w czesci (art. 61 § 3 ustawy z dnia 30 sierpnia 2002 r. —
Prawo o postgpowaniu przed sgdami administracyjnymi (Dz. U. z 2017 r. poz. 1369, 1370 i
2451), zwanej dalej ,,p.p.s.a.”), postanowiono jednak wprowadzi¢ wstrzymanie wykonania
decyzji w zakresie, w ktorym decyzja dotyczy administracyjnej kary pieni¢znej z mocy
ustawy bez koniecznos$ci sktadania przez stron¢ wniosku w tej sprawie. Strona na podstawie
rzeczonego artykutu bedzie mogta wystapi¢ z wnioskiem o wstrzymanie wykonania decyzji w

pozostatym zakresie.

W projekcie uregulowano w zakresie niezbednym postgpowanie konsultacyjne, o ktorym
mowa w art. 36 Rozporzadzenia. Ograniczono si¢ do wskazania wymogow formalnych
pisma, ze wzgledu na ekonomike legislacyjng, poprzez odpowiednie odestanie do art. 63
k.p.a. Ma to na celu mozliwos$¢ weryfikacji wniosku poprzez obowiazek opatrzenia wniosku
podpisem, gdyz obowiazek ten nie wynika bezposrednio z art. 36 Rozporzadzenia. Nalezy
jednoczesnie podkresli¢, ze do przeprowadzenia konsultacji nie znajdg zastosowania przepisy
k.p.a., gdyz nieprzeprowadzenie konsultacji nie konczy si¢ decyzja administracyjng ani

zadnym innym wtadczym dziataniem organu.

Projekt ma na celu dostosowanie polskiego prawa do wyroku Trybunatu Sprawiedliwo$ci
Unii Europejskiej w sprawie Wyrok Trybunatu Sprawiedliwosci UE w sprawie Maxa
Schremsa, stwierdzajacy niewazno$¢ decyzji Komisji Europejskiej zatwierdzajacej
porozumienie Safe Harbor wyrok (C-362/14). W przedmiotowej sprawie TSUE stwierdzit, ze
Komisja Europejska, ktora stwierdza, ze panstwo trzecie zapewnia odpowiedni stopien
ochrony, nie stoi na przeszkodzie temu, aby organ nadzorczy panstwa cztonkowskiego
rozpatrzyt skarge danej osoby zwigzang z ochrong jej praw i1 wolnosci w zakresie

przetwarzania dotyczacych jej danych osobowych, przekazanych z panstwa czlonkowskiego

34



do tego panstwa trzeciego, gdy osoba ta podnosi, ze prawo 1 praktyka obowigzujace w tym
panstwie trzecim nie zapewniaja odpowiedniego stopnia ochrony. Jednoczesnie jednak TSUE
wskazat jednoznacznie, iz tylko jemu przystuguje prawo do stwierdzenia niewaznos$ci takiej

decyzji.

W efekcie powstala sytuacja, w ktorej krajowy organ nadzorczy ma kompetencje do
rozpatrywania spraw obywateli, ktérych dane sg przetwarzane na podstawie decyzji Komisji
Europejskiej, lecz dopdki jest ona w porzadku prawnym, dopéty de facto nie moze on
realizowa¢ w pelni swojej kompetencji. TSUE stwierdzit takze, ze o ile sagdy krajowe majg
prawo bada¢ wazno$¢ aktu unijnego, takiego jak decyzja Komisji, to jednak nie s3 one
wlasciwe do samodzielnego stwierdzenia niewazno$ci takiego aktu. A fortiori, krajowe
organy nadzorcze nie majg prawa samodzielnie stwierdzi¢ niewaznos$ci takiej decyzji przy
rozpatrywaniu, dotyczacej zgodnosci decyzji Komisji Europejskiej. Takze krajowe sady taka
kompetencja nie dysponuja.

W konkluzji TSUE wskazal, ze jezeli organ nadzorczy uzna zarzuty podniesione przez osobe,
ktéra wniosta do niego skarge dotyczaca ochrony jej praw i1 wolnosci w zakresie
przetwarzania danych osobowych, za zasadne, organ ten powinien — mie¢ prawo pozywania
do sadu. W tym wzgledzie do krajowego ustawodawcy nalezy ustanowienie drogi prawnej
umozliwiajacej krajowemu organowi nadzorczemu podniesienie zarzutow, ktoére uwaza on za
zasadne, przed sadami krajowymi, po to, aby te ostatnie, jesli podzielajg watpliwosci tego
organu co do wazno$ci decyzji Komisji, wystapity z wnioskiem o wydanie orzeczenia w

trybie prejudycjalnym w celu zbadania waznosci tej decyz;ji.

Majac na uwadze podstawowa zasad¢ ustrojowa, iz kontrola administracji publicznej jest
dokonywana przez sady administracyjne, projektodawca zdecydowal si¢ pozostawié ww.
kompetencje sadom administracyjnym. Nalezy jednak wskaza¢, ze podstawowa zasada
dziatania sagdow administracyjnych jest zasada skargowosci, czyli badania wydanych przez
organy administracji publicznej aktow administracyjnych, ktore sa zaskarzane przez strony
postepowania. Ta podstawowa funkcja i model kontroli sgdowoadministracyjnej wynikajace;j

zart. 1iart. 2 p.p.s.a. nie znajduje zastosowania ww. przypadku.

W efekcie projektodawca zdecydowal si¢ wprowadzi¢ odrgbng procedurg w ustawie o
ochronie danych osobowych. Nie jest to jednak procedura oderwana w catosci od rozwigzan
przewidzianych w k.p.a. oraz p.p.s.a. Zgodnie z art. 1 p.p.s.a., ustawa ta normuje

postepowanie sgdowe w sprawach z zakresu kontroli dziatalno$ci administracji publicznej
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oraz w innych sprawach, do ktérych jego przepisy stosuje si¢ z mocy ustaw szczegdlnych
(sprawy sadowoadministracyjne). Prawo do wprowadzenia nowej kompetencji dla sadoéw
administracyjnych, niezwigzanych wylacznie z ,.kontrola administracji publicznej”, wynika
wprost z art. 1 ww. ustawy. Zgodnie natomiast z art. 63 1 art. 64 p.p.s.a., jezeli ustawy tak
stanowig, postepowanie sagdowe wszczyna si¢ na wniosek. Wniosek sktada si¢ bezposrednio
do sadu. Wniosek powinien czyni¢ zado§¢ wymaganiom pisma w postepowaniu sagdowym, a
ponadto zawiera¢ okreslenie zadania, jego podstawy i uzasadnienie oraz oznaczenie stron i
organdw, a takze spetnia¢ inne wymagania okreslone w przepisach szczegdlnych. Przepis ten
stanowi takze, ze do wniosku stosuje si¢ odpowiednio przepisy o skardze, jezeli ustawa nie
stanowi inaczej. W efekcie w ustawie o ochronie danych osobowych przyjeto nastgpujace

rozwigzanie.

Prezes Urzedu, podejmujac z urzedu lub na wniosek postepowanie w sprawie Stwierdzenia
naruszenia przepisOw o ochronie danych osobowych, ustalajac, iz przetwarzanie danych
osobowych strony postgpowania nastgpuje m.in. na podstawie decyzji Komisji Europejskiej,
oraz uznajac, iz istniejg uzasadnione watpliwosci, ze decyzja Komisji Europejskiej jest
niezgodna z prawem Unii Europejskiej, na podstawie art. 97 k.p.a. zawiesza swoje
postepowanie. Zgodnie bowiem z art. 97 § pkt 4 k.p.a. organ zawiesza postegpowanie, gdy
rozpatrzenie sprawy i wydanie decyzji zalezy od uprzedniego rozstrzygnigcia zagadnienia
wstepnego przez inny organ lub sad. Jak wskazuje si¢ w literaturze, przepis art. 97 § 1 pkt 4
k.p.a. nie daje podstaw do tego, aby zawe¢zi¢ krag podmiotow kompetentnych do
rozstrzygnigcia zagadnienia wstgpnego tylko do polskich sadow lub organdw. Przemawia
bowiem przeciwko temu zaréwno wyktadnia jezykowa, jak i systemowa, odwotujaca si¢ do
koncepcji zrodel prawa powszechnie obowigzujacego (W. Chroscielewski). Ponadto, jak
wskazal WSA w Warszawie SA/Wa 1898/06, Legalis, pojecie sadu, uzyte w art. 97 § 1 pkt 4
k.p.a., musi podlega¢ wykladni dynamicznej i celowosciowej, uwzgledniajacej zmiany
systemu wymiaru sprawiedliwosci (powotanie TK) oraz dopuszczenie jurysdykcji sadow
miedzynarodowych, takich jak FEuropejski Trybunal Praw Czlowieka oraz Trybunat
Sprawiedliwosci UE. W niniejszej sytuacji za powyzszym w ocenie projektodawcy
przemawia fakt, iz sprawa przed TSUE w sprawie waznosci decyzji administracyjnej zostanie
wszczeta w indywidualnym postgpowaniu. Nastepnie Prezes Urzgdu wystapi na podstawie
przepisOw ustawy o ochronie danych osobowych do sagdu administracyjnego z wnioskiem
(bedzie to wniosek, o ktorym mowa w art. 63-64 p.p.s.a.) 0 wydanie orzeczenia w sprawie

waznosci decyzji Komisji Europejskiej. W celu wyjasnienia nalezy wskazaé, ze zgodnie z
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ogolng reguty zawarta w art. 13 p.p.s.a. sagdem witasciwym do rozpatrzenia wniosku Prezesa

Urzedu bedzie wojewodzki sad administracyjny.

Nastepnie, z uwagi na wytaczng kompetencje¢ TSUE w zakresie stwierdzenia waznosci
decyzji Komisji Europejskiej, sad administracyjny bedzie, w przypadku przyjecia watpliwosci
Prezesa Urzgdu za zasadne, wystgpowal z zapytaniem prawnym do TSUE. W przeciwnym

wypadku sad administracyjny wyda stosowne postanowienie.

Obowiagzek wystgpienia przez sad administracyjny z pytaniem prawnym do TSUE w ocenie
projektodawcy bedzie wynikat z faktu, iz postgpowanie przez sadem administracyjnym bedzie
miato charakter jednoinstancyjny. Od postanowienia sgdu administracyjnego nie bedzie
przystugiwal $rodek odwotawczy. Zgodnie natomiast z art. 267 Traktatu o funkcjonowaniu
Unii Europejskiej (2016/C 202/01), Trybunal Sprawiedliwo$ci Unii Europejskiej jest
wlasciwy do orzekania w trybie prejudycjalnym o wyktadni Traktatow oraz o waznosci i
wyktadni aktow przyjetych przez instytucje, organy lub jednostki organizacyjne Unii. W
przypadku gdy pytanie z tym zwigzane jest podniesione przed sagdem jednego z panstw
cztonkowskich, sad ten moze, jesli uzna, ze decyzja w tej kwestii jest niezb¢dna do wydania
wyroku, zwrécic¢ si¢ do Trybunatu z wnioskiem o rozpatrzenie tego pytania. W przypadku
gdy takie pytanie jest podniesione w sprawie zawistej przed sagdem krajowym, ktorego
orzeczenia nie podlegajg zaskarzeniu wedtug prawa wewnetrznego, sad ten jest zobowigzany

wnie$¢ sprawe do Trybunatu.

Celem wyjasnienia wszelkich watpliwosci nalezy wskaza¢, ze na podstawie projektowanej
regulacji sgdowi administracyjnemu nie bedzie przystugiwato uprawnienie do stwierdzenia
niewaznosci powolanych w przepisie decyzji Komisji Europejskiej. Tego rodzaju regulacja
naruszalaby niezalezno$¢ sadu administracyjnego, narzucajac obligatoryjne dziatanie
procesowe. Dodatkowo zgodnie z utrwalonym orzecznictwem TSUE, sad krajowy panstwa

cztonkowskiego nie ma kompetencji orzekania o waznos$ci aktow prawa UE.

Projektodawca zdecydowal si¢ réwniez ograniczy¢ zastosowanie wskazanych powyzej
regulacji wylacznie do decyzji Komisji Europejskiej, ktore dotycza przekazywania danych
osobowych do panstw trzecich oraz organizacji mi¢dzynarodowych, nie chcac dokonywac
rozszerzajacej wyktadni wyroku TSUE. Jak zostalo to juz bowiem wskazane, wprowadzenie
do projektu przedmiotowej regulacji uzasadnione jest trescig wyroku TSUE w sprawie Maxa
Schremsa, stwierdzajagcego niewazno$¢ decyzji Komisji Europejskiej zatwierdzajacej

porozumienie Safe Habor wyrok (C-362/14), a wiec obejmujgcego swoim zakresem
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przedmiotowym co do zasady sprawy dotyczace mig¢dzynarodowych transferow danych. Od
strony formalnoprawnej, w projekcie zawarto przepisy, ktére maja na celu dostosowanie
wymagan wniosku, ktory bedzie skladal Prezes Urz¢du do sadu administracyjnego, do
wymagan okre$lonych do ztozenia pytania prejudycjalnego, o ktorym mowa w art. 267
Traktatu o funkcjonowaniu Unii Europejskiej. Zmiany te majg takze na celu przyspieszenie
postepowania w sprawie rozpoznania wniosku prowadzonego przed sadem administracyjnym.
Tres¢ przepisu okres$lajacego wymogi dla wniosku Prezesa Urzedu (art. 71 ust. 2) zostata
opracowana w oparciu o dokument pn. ,,Zalecenia dla sgdéw krajowych dotyczace sktadania
wnioskow o0 wydanie orzeczenia w trybie prejudycjalnym (2016/C 439/01)”, ktory zostat
opublikowany w Dzienniku Urz¢gdowym Unii Europejskiej z 25.11.2016 nr C 439/1.
W przepisie zaproponowano takze, ze strong w postgpowaniu przed sagdem administracyjnym
bedzie wytgcznie Prezes Urzedu. W celu zagwarantowania stronom prawa przedstawienia
stanowiska w sprawie zawarto przepis, zgodnie z ktorym wniosek Prezesa Urzedu winien
zawiera¢ m.in. ,,stanowisko strony podniesione w postepowaniu przed organem, jezeli zostato
przedstawione przez strone¢”. W celu zwigkszenia pluralizmu, zdecydowano si¢ wprowadzié¢
regulacje, zgodnie z ktorg wniosek podlega rozpatrzeniu na posiedzeniu niejawnym w
sktadzie 3 sedzidw. Powyzsze stanowi wyjatek od ogdlnej zasady rozpatrywania sprawy w
ww. formule w sktadzie wylacznie 1 sedziego. Dodatkowo nalezy wskazaé, iz o ile od
rozpoznania przez sad administracyjny wniosku o charakterze merytorycznym, tj. oceny
argumentéw 1 okolicznosci podniesionych przez Prezesa Urzedu, nie bedzie przystugiwat
srodek odwotawczy, o tyle ocena wymogdéw formalnych wniosku wynikajagcych m.in. z
art. 64 p.p.s.a. w zw. art. 71 projektu ustawy bedzie odbywata si¢ na zasadach ogdlnych
ustawy - Prawo o postepowaniu przed sagdami administracyjnymi. Dotyczy to w szczegdlnosci
instytucji wezwania do uzupelnienia wniosku oraz przepisow dotyczacych s$rodkow
odwotawczych np. na postanowienie sagdu administracyjnego o odrzuceniu wniosku z uwagi
na niespetnienie wymogéw formalnych. W celu przys$pieszenia postgpowania w sprawie
rozpatrzenia wniosku oraz dalszych prac (przy uznaniu przez sad administracyjny zadania
pytania do TSUE za zasadne) wprowadzono obowigzek dorgczenia wraz z wnioskiem tresci
wniosku w postaci elektronicznej w wersji pozwalajacej na jej edycje. Jest to pomocnicza
forma dla wniosku papierowego ulatwiajgca sadowi administracyjnemu skonstruowanie
pytania prawnego zgodnie z wymaganiami okreslonymi w ,Zaleceniach dla sadoéw
krajowych dotyczacych skladania wnioskow o wydanie orzeczenia w trybie prejudycjalnym
(2016/C 439/01)”. Zalecenia zawierajg takze wymagania o charakterze redakcyjno-

technicznym, a posiadanie przez sad elektronicznej i edytowalnej kopii wniosku przyspieszy
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sporzadzenie docelowego pytania i jego rozpatrywanie przez TSUE. Projektowane przepisy

byty przedmiotem konsultacji z Naczelnym Sagdem Administracyjnym.

Rozdzial 8. Europejska wspélpraca administracyjna. Przepisy ustawy maja zapewnic
skuteczne stosowanie rozdzialu VII Rozporzadzenia regulujacego zagadnienia europejskiej
wspotpracy administracyjnej w sprawach ochrony danych osobowych. Mimo ze przepisy
proceduralne wprowadzone do rozdziatu VII Rozporzadzenia sg bezposrednio skuteczne 1 co
do zasady w sposob wyczerpujacy reguluja zasady prowadzenia wspotpracy, bez podjecia
krajowej uzupelniajacej aktywno$ci ustawodawczej ich zastosowanie byloby w polskim

porzadku prawnym w niektorych obszarach niemozliwe.

Koniecznym byto doprecyzowanie formy prawnej dziatan podejmowanych przez Prezesa
Urzedu na podstawie art. 61 ust. 8, art. 62 ust. 7 i art. 66 ust. 1 Rozporzadzenia. Wszystkie z
powotanych przepisow zobowigzuja Prezesa Urzedu do wydawania $§rodkow tymczasowych,
ktorym w polskim porzadku prawnym nadana zostala forma postanowienia. Zgodnie z
motywem 137 Rozporzadzenia, organ nadzorczy powinien w razie pilnej potrzeby podjecia
dzialan w celu ochrony praw i wolnosci 0sob, ktorych dane dotycza, mie¢ mozliwosé
przyjmowania na swoim terytorium nalezycie uzasadnionych $rodkow tymczasowych o
okreslonym czasie obowigzywania. Motyw znajduje swoje odzwierciedlenie w powotanych
juz art. 61 ust. 8, art. 62 ust. 7 oraz art. 66 ust. 1 Rozporzadzenia. Nie jest wigc mozliwe
zapewnienie przez ustawodawce krajowego skutecznego stosowania tych przepisow
Rozporzadzenia, bez przyznania Prezesowi Urzedu uprawnienia do wydawania takich

srodkow tymczasowych.

W  Rozporzadzeniu brak jest jakichkolwiek regulacji prawnych w zakresie jezyka
prowadzenia wspotpracy w sprawach ochrony danych osobowych. Nalezy wigc przyjac, ze
wszelkie informacje pomiedzy organem a Komisjg Europejska, Europejska Radg Ochrony
Danych oraz organami nadzorczymi moga by¢ przesytane w kazdym z oficjalnych jezykow
UE. Powyzsze stanowi jednak dodatkowy czynnik znacznie utrudniajagcy wspotprace w
ramach mechanizmu zgodnosci. O ile bowiem, w ramach aparatu administracyjnego Komisji
Europejskiej zatrudnieni sg urzednicy, wiladajacy biegle wszystkimi jezykami UE, o tyle
organy nadzorcze panstw cztonkowskich pracownikami takimi nie dysponujg. Art. 6
rozporzadzenia Rady nr 1/58 z 15 kwietnia 1958 r. poswigconego jezykom UE, zwanego
,Karta Jezykow Unii Europejskiej”, przyznaje instytucjom unijnym mozliwo$¢ wyboru
jezyka, w ktorym rozpatrywane byly okre$lone kategorie spraw. Dzialanie takie mogloby
zosta¢ jednak uznane za sprzeczne z jednym z zadan, przed jakim stoi Komisja, tj.
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odpowiedzialno$¢, za upowszechnianie wiedzy na temat wielojezycznosci i opieke nad nig -
powolana zostala zreszta w tym celu instytucja Komisarza ds. Wielojezycznosci. W zwigzku
z powyzszym ustawodawca unijny odstgpit od regulowania jakichkolwiek zagadnien
zwigzanych z jezykiem prowadzonej wspotpracy. Uwzgledniajac powyzsze oraz jedng z
podstawowych wartosci, jaka jest wielokulturowo$¢ UE, przepisy ustawy nakladajg
obowigzek kierowania korespondencji przez Prezesa Urzgdu w jednym z jezykéw
urzedowych panstwa cztonkowskiego bedacego adresatem danej czynnosci lub w jezyku

angielskim.

Dokonywanie efektywnej wspolpracy wymaga doktadnego doprecyzowania zakresu zadan

podejmowanych przez kazdy z organdw nadzorczych panstw cztonkowskich.

Rozdzial 9. Kontrola przestrzegania przepisow o ochronie danych osobowych.
W przepisach rozdziatu 9 uregulowano postgpowanie kontrolne. Przepisy tego rozdzialu beda
miaty zastosowanie w przypadku czynnosci kontrolnych prowadzonych w ramach
postepowania w sprawie naruszenia przepisOw o ochronie danych osobowych, w przypadku
kontroli planowych, jak rowniez kontroli doraznych. Kontrole beda przeprowadzane przez
upowaznionych pracownikow Urzgdu Ochrony Danych Osobowych. W ocenie
projektodawcy, celem wyeliminowania ryzyka jakichkolwiek nieprawidtowosci w zakresie
przeprowadzanych kontroli, wzor legitymacji stuzbowej okazywanej w trakcie
przeprowadzane] kontroli powinien zosta¢ okreslony w drodze rozporzadzenia.
Projektodawca nie zdecydowal si¢ skorzysta¢ z uprawnienia z art. 62 ust. 3 Rozporzadzenia i
przyzna¢ tym osobom uprawnienie do wykonywania ich wilasnych uprawnien w zakresie
postepowania wyjasniajacego. Osoby te beda wykonywaty uprawnienia takie jak przystuguja
pracownikom Urzedu Ochrony Danych Osobowych. Zakres udzielanych upowaznien do
przeprowadzenia kontroli okre$laja przepisy projektu. Dla zapewnienia mozliwosci
przeprowadzenia kontroli pod nieobecnos$¢ kontrolowanego przewidziano, ze upowaznienie
do przeprowadzenia kontroli bedzie mogto by¢ okazane pracownikowi kontrolowanego lub
przywotanemu §wiadkowi, ktorym powinien by¢ funkcjonariusz publiczny. W zwigzku ze
statym rozwojem nowych technologii oraz zatozeniami, na jakich opiera si¢ Rozporzadzenie,
ochrona danych osobowych wymaga wiedzy z pogranicza prawa, sektora IT oraz analityki.
Projektodawca dostrzega wiec potrzebe skorzystania przez Prezesa Urzedu z zaplecza
eksperckiego, przewidujac mozliwos¢ upowaznienia przez niego do udziatu w kontroli osoby
posiadajacej taka wiedzg¢. Zakres uprawnien kontrolujagcych oraz obowigzkow

kontrolowanych okresla projekt. Projektodawca zdecydowat si¢ wprowadzi¢ ograniczenie

40



czasu przeprowadzania kontroli do godzin 6.00 — 22.00, uznajgc, iz ochrona danych
osobowych nie bedzie wymagata podjecia az tak naglych czynnosci kontrolnych.
Postanowiono zatem wytaczac¢ z mocy ustawy mozliwos¢ przeprowadzenia kontroli poza ww.
godzinami. Wazng 1 nowg regulacjg, majacg na celu skuteczne przeprowadzenie czynnos$ci
kontrolnych, sg przepisy pozwalajace kontrolujacym korzysta¢ z pomocy funkcjonariuszy
innych organéw kontroli lub Policji. W szczegdlnosci nalezy wskazaé, ze Policja
zobowigzana bedzie do udzielenia pomocy nie tylko w przypadkach, o ktérych mowa w art. 1
ustawy z dnia 6 kwietnia 1990 r. o Policji (Dz. U. z 2017 r. poz. 2067), ale rowniez, gdy jest
to konieczne, gdy kontrolujacy natrafi na opor, ktéory utrudnia lub uniemozliwia mu
wykonywanie kontroli, albo jezeli istnieje uzasadnione przypuszczenie, ze na taki opor
natrafi. Uwzgledniajac dotychczasowa praktyke dzialania GIODO, sytuacje takie wystepuja
rzadko, ale ich wystgpienie uniemozliwia skuteczne przeprowadzenie kontroli. Zgodnie z
przepisami projektu kontrolujacy ustala stan faktyczny na podstawie dowodow zebranych w
postgpowaniu kontrolnym, a w szczeg6lnosci dokumentdéw, przedmiotow, ogledzin oraz

ustnych lub pisemnych wyjasnien i o§wiadczen.

Rozdzial 10. Odpowiedzialno$¢ cywilna i postepowanie przed sadem. Rozdziat 10
projektu ustawy odnosi si¢ do odpowiedzialno$ci cywilnej za naruszenie przepisOw o
ochronie danych osobowych. Projekt wdraza do polskiego porzadku prawnego regulacje art.
79 ust. 1 Rozporzadzenia. Zgodnie z trescig tego przepisu: ,,1. Bez uszczerbku dla dostepnych
administracyjnych lub pozasagdowych srodkow ochrony prawnej, w tym prawa do wniesienia
skargi do organu nadzorczego zgodnie z art. 77, kazda osoba, ktorej dane dotycza, ma prawo
do skutecznego $rodka ochrony prawnej przed sadem, jezeli uzna ona, ze prawa przystugujace
jej na mocy niniejszego rozporzadzenia zostaly naruszone w wyniku przetwarzania jego
danych osobowych z naruszeniem niniejszego rozporzadzenia.”. Art. 79 ust. 1
Rozporzadzenia wymaga od panstw cztonkowskich, aby w ich systemach prawnych istniaty
skuteczne $rodki ochrony prawnej przed sadem, w przypadku gdy podmiot danych uzna, ze
prawa przystugujace mu na mocy Rozporzadzenia zostaty naruszone w wyniku przetwarzania
jego danych osobowych z naruszeniem niniejszego rozporzadzenia. Art. 79 ust. 1
Rozporzadzenia dotyczy zardwno s$rodkéw o charakterze materialnoprawnym, jak i
procesowym. Art. 79 ust. 1 Rozporzadzenia nie wymaga wprowadzenia do systemu prawa
panstwa cztonkowskiego nowego $rodka na plaszczyznie prawa materialnego, jezeli
obowigzujace przepisy mogg stanowi¢ skuteczng podstawe roszczen zwigzanych z

naruszeniem o0golnego rozporzadzenia (czy ogélnie przepisow o ochronie danych
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osobowych). W tym miejscu nalezy zwrdci¢ uwage, iz realizacja normy kompetencyjnej
wskazanej w art. 79 ust. 1 Rozporzadzenia nie moze narusza¢ bezposrednio skutecznej normy
wyrazonej w art. 82 Rozporzadzenia (tj. nie moze ogranicza¢ dochodzenia roszczen w oparciu
o te podstawe prawng). Zgodnie z trescig art. 82 ust. 1 Rozporzadzenia kazda osoba, ktora
poniosta szkode majatkowg lub niemajatkowa w wyniku naruszenia niniejszego
Rozporzadzenia, ma prawo uzyska¢ od administratora lub podmiotu przetwarzajacego
odszkodowanie za poniesiong szkode. W art. 82 ust. 1 Rozporzadzenia chodzi wigc o
roszczenia majatkowe (art. 82 ust. 5 Rozporzadzenia moéwi o ,,zaptacie” odszkodowania),
ktore mozna dochodzi¢ w razie zaistnienia szkody majatkowej lub niemajatkowej (zob. M.
Gumularz, Wplyw regulacji 37 odpowiedzialno$ci odszkodowawczej w ogolnym
rozporzadzeniu o ochronie danych osobowych na systemy prawa prywatnego panstw
cztonkowskich, Europejski Przeglad Sadowy z 2017, nr 5). W zwiazku z powyzszym
projektowane regulacje dotycza roszczen odszkodowawczych, ktore mogg by¢ realizowane w
przypadku poniesienia szkody majatkowej lub niemajatkowej w wyniku naruszenia przepisow
Rozporzadzenia w oparciu o art. 82 Rozporzadzenia. Projektowane przepisy maja charakter
porzadkowy 1 przesadzaja cywilnoprawny tryb dochodzenia roszczen wskazanych w
projekcie. W zwigzku z tym sady okregowe beda wlasciwe w sprawach roszczen z tytulu
naruszenia przepisow o ochronie danych osobowych, niezaleznie od tego, czy chodzi¢ bedzie
o roszczenia majatkowe (niezaleznie od wartosci przedmiotu sporu) czy niemajatkowe.
Decyzja o przyznaniu sgdom okregowym wlasciwosci w sprawach roszczen z tytutu
naruszenia przepisoOw o ochronie danych osobowych podyktowana zostata wzgledami
ekonomiki w tym chgcig zapewnienia szybkosci postgpowania. Liczba spraw rozpatrywanych
przez sady okregowe jest mniejsza niz sady rejonowe. Przepis ten stanowi regulacje
szczegolng wzgledem art. 17 pkt 4 Kodeksu postepowania cywilnego. Celem wprowadzenia
przedmiotowych regulacji do projektu jest udroznienie i przyspieszenie komunikacji
pomigdzy sadami powszechnymi a Prezesem Urze¢du. Nalezy zwrdci¢ uwage, iz wniesienie
pozwu w sprawach, o ktorych mowa w projekcie, obliguje sad — przed ktéorym toczy si¢
postepowanie - do zawiadomienia Prezesa Urzgdu. W ocenie projektodawcy waznym do
wskazania jest rOwniez, ze wprowadzenie do projektu wskazanych regulacji nie ma wptywu
na toczgce si¢ obecnie postgpowania. W projekcie uregulowano wzajemng relacje pomigdzy
toczacymi si¢ postgpowaniami sagdowoadministracyjnymi oraz cywilnymi. Zgodnie z
propozycja sad zawiesza postepowanie, jezeli sprawa dotyczaca tego samego naruszenia
przepisOw o ochronie danych osobowych zostata wszczeta przed Prezesem Urzedu. Sad

umarza natomiast postepowanie w zakresie, w jakim prawomocna decyzja Prezesa Urzedu
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lub prawomocny wyrok wydany w wyniku wniesienia skargi, o ktérej mowa w art. 145a

p.p-s.a., uwzglednia roszczenie dochodzone przed sadem.

Wskazano takze w projekcie ustawy, ze ustalenia prawomocnej decyzji Prezesa Urzedu o
stwierdzeniu naruszenia przepiséw o ochronie danych osobowych lub prawomocnego wyroku
wydanego w wyniku wniesienia skargi, o ktérej mowa w art. 145a § 3 p.p.s.a., wiaza sad w
postepowaniu o naprawnienie szkody wyrzadzonej przez naruszenie przepisow o ochronie

danych osobowych co do stwierdzenia naruszenia tych przepisow.

Dodatkowo w projekcie wskazano, ze w sprawach o roszczenia z tytulu naruszenia przepisow
o ochronie danych osobowych, ktére moga by¢ dochodzone wylacznie w postgpowaniu przed
sadem, Prezes Urzedu moze wytacza¢ powodztwa na rzecz osoby, ktorej dane dotycza, za jej
zgoda, a takze wstepowaé, za zgoda powoda, do postepowania w kazdym jego stadium. W
pozostatych sprawach o roszczenia z tytulu naruszenia przepisow o ochronie danych
osobowych Prezes Urzgedu moze wstepowac, za zgodg powoda, do postepowania przed sagdem
w kazdym jego stadium, chyba ze toczy si¢ przed nim postgpowanie dotyczace tego samego

naruszenia przepisow o ochronie danych osobowych.

Rozdzial 11. Przepisy o administracyjnych karach pieni¢znych i przepisy karne. Przepisy
rozdziatu 11 projektu dotyczg administracyjnych kar pienigznych oraz zasad
odpowiedzialnosci karnej. W pierwszej kolejno$ci nalezy wskazaé, iz przestanki ich
naktadania i maksymalne wysoko$ci wynikaja wprost z Rozporzadzenia (art. 83 ust. 1-6).
Odnoszac si¢ do katalogu podmiotdéw, na ktore takie kary moga by¢ naktadane, prawodawca
unijny wprowadzit mozliwos¢ szczegdlnego uregulowania przez panstwa czlonkowskie
kwestii naktadania tych kar na organy i podmioty publiczne (art. 83 ust. 7). Zgodnie bowiem
z tym przepisem kazde panstwo czltonkowskie moze okresli¢, czy i w jakim zakresie
administracyjne kary pieni¢zne mozna naktada¢ na organy i podmioty publiczne ustanowione

w tym panstwie cztonkowskim.

Polski prawodawca skorzystal z mozliwosci, jaka daje art. 83 ust. 7 Rozporzadzenia, i
postanowit, ze kary mogg by¢ naktadane jedynie na podmioty wymienione w art. 9 pkt 1-12
i 14 ustawy z dnia 27 sierpnia 2009 r. o finansach publicznych, Narodowy Bank Polski oraz
instytuty badawcze w rozumieniu ustawy z dnia 30 kwietnia 2010 r. o instytutach
badawczych i wysoko$¢ kar nie moze przekroczy¢ 100 000 zt. Narodowy Bank Polski jest
organem przewidzianym w Konstytucji Rzeczypospolitej Polskiej 1 bez watpienia jest

organem publicznym. Jednoczes$nie jednak nie znajduje si¢ on w katalogu podmiotéw, o
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ktorych mowa w art. 9 ustawy z dnia 27 sierpnia 2009 r. o finansach publicznych, co

wymusilo na projektodawcy jego enumeratywne wskazanie w projektowanym przepisie.

Przede wszystkim trzeba zauwazyC, ze podmioty publiczne sg finansowane ze $rodkow
budzetu panstwa, a $rodki z administracyjnych kar pieni¢znych stanowig dochod budzetu
panstwa. A zatem w przypadku natozenia na podmiot publiczny administracyjnej kary
pieni¢znej Srodki z tej kary posrednio trafiatyby z powrotem do tego podmiotu. O ile bowiem
w odniesieniu do podmiotow spoza administracji publicznej administracyjna kara pieni¢zna
jest dotkliwg sankcja, to nie mozna zgodzi¢ si¢, iz taki sam skutek odnosita ona bedzie w
stosunku do podmiotow publicznych. Zatem kara ta nie spetniataby swego represyjnego celu.
Dodatkowo naktadanie kar na administracje publiczng w znacznych ilo$ciach posrednio
obcigza obywateli, uwzgledniajac, ze $rodki publiczne pochodza réwniez z obcigzen

podatkowych wnoszonych przez obywateli.

Projektodawca zdecydowal si¢ rowniez wprowadzi¢ wyjatek w zakresie nakladania
administracyjnych kar finansowych, ograniczajac maksymalny wymiar kary wymierzanej
wobec instytucji kultury do 10000 zi. Warto przy tym pamigta¢, ze Konstytucja

Rzeczypospolitej Polskiej wprowadza dwie wazne zasady dziatania panstwa w tej dziedzinie:

- zasad¢ upowszechniania dobr kultury, majgca istotne znaczenie dla poznawania kultury,
uczestniczenia w niej, tworzenia wspdlnoty narodowej oraz procesu patriotycznego

wychowania i ksztattowania postaw obywatelskich,

- zasad¢ zapewnienia rownego dostepu do tych dobr, ktére stanowig zrodlo tozsamosci Na-

rodu, jego trwania i rozwoju.

Realizacja ww. zasad nast¢puje w formie dzialan niewtadczych, nie moze wrecz ze wzgledu
na swoj charakter by¢ zabezpieczona przymusem administracyjnym. Uczestniczenie
w kulturze jako jej odbiorca, animator czy tworca, tj. kreowanie ushug kulturalnych czy
korzystanie z ushug kulturalnych, jak i z mecenatu panstwa, ma charakter dobrowolny
i nickiedy wigze si¢ z koniecznos$cig umozliwienia przetwarzania danych osob korzystajacych
z ofert najwigkszego mecenasa kultury, jakim jest panstwo 1 jego instytucje. Muzea, teatry
I podobne instytucje zwykle przetwarzaja podstawowe dane osobowe, takie jak: imig,
nazwisko, adres i dane kontaktowe. Dane te sa potrzebne najczesciej w zwigzku z
korzystaniem z karnetow, newsletterow itp. ustug. Dane tego rodzaju sg zreszta coraz czesciej
ogolnodostepne w sieci 1 stuzg zapewnieniu dostgpu do oferty kulturalnej, zacheceniu do

korzystania z niej, zaktywizowaniu i promowaniu dzialan animatorskich czy twoérczych.
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Zagrozenie wysokimi karami administracyjnymi w ocenie projektodawcy zniechgcitoby do
prowadzenia tego typu dziatalno$ci, a tym samym pozbawiloby, a w kazdym razie znacznie
ograniczylo, obywatelom mozliwos¢ dostepu do kultury, w szczegdlno$ci w wymiarze
lokalnym. Tam, gdzie realne naklady na kultur¢ sg najnizsze (gminy wiejskie czy mate
miasta) 1 funkcjonuja najbardziej podstawowe formy dziatalnosci kulturalnej (tj. biblioteka
gminna 1 o$rodek kultury, a czgsto wspodlna biblioteka gminy i powiatu czy biblioteka i
os$rodek polaczone w jedna instytucje¢, tak aby jak najwigcej srodkéw wydatkowanych byto
wytacznie na samg dzialalno$¢ kulturalna, a nie jej obstuge czy administrowanie nig), trudno
byloby zaakceptowa¢ dodatkowe obcigzenia finansowe, wynikajace z kar stanowigcych
znaczacy ulamek rocznego budzetu instytucji. Z kolei nalezy tez wskazaé, ze co do zasady
kultura jest traktowana, w wielu regulacjach ustrojowych, administracyjnych, karnych,
cywilnoprawnych czy finansowo-podatkowych, w sposob szczegdlny, zwlaszcza w
zestawieniu z innymi sferami dziatalno$ci czy ustug publicznych, i1 to tak w zakresie prawa
unijnego, jak krajowego. Przyktadowo, do dziatalnosci kulturalnej w pewnym zakresie nie
stosuje si¢ w ogole ustawy z dnia 29 stycznia 2004 r. - Prawo zamoéwien publicznych (Dz. U z
2017 r. poz. 1579) (art. 4d ust. 1 pkt 2 tej ustawy). Ponadto ogranicza si¢ jawnos¢ informacji
zwigzanych z postepowaniem o udzielenie zamowienia dostaw lub ustug z zakresu
dziatalnosci kulturalnej (art. 8 ust.4 rzeczonej ustawy) czy wprowadza bardziej ztagodzony
rezim udzielania zamoéwien (taki jak do innych tzw. ustug spotecznych), ktory oddaje
inicjatywe w zakresie ksztaltu postepowania zamawiajagcemu (art. 138p i nast. ustawy). Takie
uproszczenia czy wytaczenia w ramach procedur przy udzielaniu zaméwien na dostawy czy
ustugi z zakresu kultury majg swoje umocowanie w prawodawstwie unijnym — vide np.
motyw 113, art. 4, art. 21 i art. 74 oraz zalacznik XIV dyrektywy 2014/24/UE z dnia 26
lutego 2014 r. w sprawie zamowien publicznych, uchylajacej dyrektywe 2004/18/WE, tzw.
dyrektywy klasycznej, albo zatgcznik XVII dyrektywy 2014/25/UE z dnia 26 lutego 2014 r. w
sprawie udzielania zamowien przez podmioty dziatajace w sektorach gospodarki wodnej,
energetyki, transportu i ushug pocztowych, uchylajacej dyrektywe 2004/17/WE z dnia
28 marca 2014 r., tzw. dyrektywy sektorowej. Kultura i dziedzictwo kulturowe sg roéwniez
szczegoblnie traktowane w przepisach o pomocy publicznej. Rozporzadzenie Komisji (UE) nr
651/2014 z dnia 17 czerwca 2014 r. uznajace niektore rodzaje pomocy za zgodne z rynkiem
wewnetrznym w zastosowaniu art. 107 i 108 Traktatu (Dz. Urz. UE L 187 z 26.06.2014, str.
1) nie wylacza wprawdzie kultury spod regul dotyczacych pomocy publicznej, jednakze
znaczgco ogranicza ich stosowanie w tej dziedzinie. Przyktadowo, pod pewnymi warunkami,

pomoc na kulture i zachowanie dziedzictwa kulturowego jest uznana za zgodng z rynkiem
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wewnetrznym i wylgczona z obowigzku zgloszenia. Dotyczy to m.in. pomocy udzielanej
takim jednostkom jak ,muzea, archiwa, biblioteki, o$rodki lub przestrzenie kulturalne i
artystyczne, teatry, opery, sale koncertowe, inne organizacje, wystawiajace widowiska
sceniczne, instytucje odpowiedzialne za dziedzictwo filmowe oraz inne podobne
infrastruktury, organizacje i instytucje kulturalne i artystyczne” (art. 53 ust. 2 pkt a).
Niezaleznie od regulacji szczegdtowych warto przypomnie¢, ze artykut 167 Traktatu o
funkcjonowaniu Unii Europejskiej uznaje znaczenie, jakie dla Unii i panstw cztonkowskich
ma wspieranie kultury, oraz stanowi, ze Unia powinna uwzglednia¢ aspekty kulturalne w
swoim dziataniu, zwlaszcza w celu poszanowania i popierania réznorodnosci jej kultur.
Rowniez ostatnio Unia Europejska przystapita do prac nad zrewidowaniem stawek podatku
od towarow i ushug (dalej ,,VAT”) na tzw. e-booki. Komisja Europejska przedstawita pakiet
rozwigzan ,majacych na celu poprawg warunkow prowadzenia dziatalnosci przez
przedsigbiorstwa zajmujace si¢ handlem elektronicznym pod wzgledem podatku VAT”. Te
dziatania takze wskazujg na znaczenie i szczeg6élne podej$cie UE do spraw kultury. Komisja
Europejska przedtozy wniosek dotyczacy dyrektywy Rady zmieniajacej dyrektywe
2006/112/WE w odniesieniu do stawek podatku od wartosci dodanej stosowanego do ksigzek,
gazet i czasopism (projekt Komisji Europejskiej z 1 grudnia 2016 r., COM(2016) 758 final).
Projekt ten zapowiedziany zostat w komunikacie Komisji do Parlamentu Europejskiego, Rady
I Europejskiego Komitetu Ekonomiczno-Spotecznego dotyczacym planu dziatania w sprawie
VAT (zob. COM(2016) 148 final). W uzasadnieniu do wniosku Komisja wskazuje w
szczegOlnosci, ze ,mimo ze istniejg rdznice miedzy publikacjami drukowanymi i
publikacjami elektronicznymi pod wzglgdem formatu, oba rodzaje publikacji oferuja taka
samg tre$¢ czytelnicza dla nabywcoéw”. Mozna zatem oczekiwaé, ze nowa koncepcja zmian
dotyczacych stawek VAT w sektorze handlu elektronicznego poskutkuje w efekcie
zrownaniem stawek VAT na ksigzki papierowe i1 ebooki. Z kolei polski ustawodawca w
ramach ustawy o organizowaniu i prowadzeniu dziatalnosci kulturalnej gwarantuje
instytucjom kultury - jak najdalej mozliwa w sferze publicznej - samodzielno$¢ prawna,
organizacyjng i finansows, przyznajgc im status osoéb prawnych (vide art. 14). Zabezpiecza
obowigzek finansowania przez organizatorow (art. 12) oraz samodzielno$¢ w dziataniu (art.
15-17 i art. 27), tak aby instytucje te mogty przede wszystkim realizowa¢ zadania zwigzane z
upowszechnianiem i ochrong kultury, wspieraniem i promowaniem tworczosci, edukacja i
obcigzony typowymi dla administracji wymaganiami czy rygorami. W sferze podatkowej

polski ustawodawca przewiduje natomiast specjalne rozwigzania promujgce tworcow i
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artystow oraz wydatki na cele kulturalne, w tym darowizny. Analogicznie w systemie
ubezpieczen spotecznych arty$ci i tworcy posiadaja pewne preferencyjne rozwigzania
emerytalne (vide art. 8 ust. 5 pkt 2, ust. 7 1 9, art. 36 ust. 4a, art. 47 ust. 1a ustawy z dnia
13 pazdziernika 1998 r. o systemie ubezpieczen spotecznych (Dz. U. z 2017 r. poz. 1778 oraz
z 2018 r. poz. 106, 138, 357 i 398) oraz art. 6 ust. 2 pkt 9 lit. b ustawy z dnia 17 grudnia
1998 r. o emeryturach i rentach z Funduszu Ubezpieczen Spotecznych). Z powyzszych
powoddéw w ocenie projektodawcy za zasadne nalezy uznaé¢ szczegoélne potraktowanie
dziatalno$ci kulturalnej, w tym prowadzonej przez instytucje kultury, w przepisach o ochronie
danych osobowych poprzez wyltgczenie stosowania w stosunku do nich administracyjnych kar

pieni¢znych.

Zgodnie z projektem ustawy Prezes Urzedu Ochrony Danych Osobowych ,,moze na wniosek
podmiotu ukaranego odroczy¢ uiszczenie kary pieni¢znej albo roztozy¢ ja na raty ze wzgledu
na wazny interes wnioskodawcy”. Na podstawie projektu ustala si¢ odsetki w wysokosci 50%
stawki odsetek za zwloke. Wprowadzona na podstawie ww. przepisu ulga moze speiniac
przestanki pomocy publicznej okreslone w art. 107 ust. 1 TFUE, gdyz: moze powodowac
uszczuplenie dochodow panstwa, ma charakter selektywny (skierowana jest do okreslonych
podmiotdéw), moze stanowi¢ dla zgtaszajacych korzysé, ktorej nie uzyskaliby w normalnych
warunkach rynkowych, a takze - jako Zze ws$rdd beneficjentow tej ulgi znajduja si¢
przedsigbiorcy dziatajacy na rynkach otwartych na konkurencj¢ - moze zaktoci¢ lub grozié¢
zaktoceniem konkurencji i wptyna¢ na wymian¢ handlowa miedzy panstwami cztonkowskimi

UE.

W zakresie przepisow karnych Generalnym celem projektodawcy byto nierozbudowywanie
przepisow karnych i ich ograniczenie do niezbednych z punktu widzenia systemu ochrony
danych osobowych. Wprowadzone do projektu regulacje nie sa wiec kopia obecnych
rozwigzan. Obowigzujace dzi§ przepisy wskazuja wiele czyndéw zabronionych, ale
jednoczesnie zbyt ogdlnie opisujg znamiona poszczegdlnych z nich. W konsekwencji
prokuratorzy i sady niech¢tnie siegaja do tych regulacji, co z kolei przektada si¢ na niewielka
liczbe prowadzonych postgpowan. Odpowiedzialno$¢ karna ma by¢ jednak wyjatkiem
przewidzianym wylacznie dla najcigzszych naruszen przepisow. Bedzie stanowita
uzupetnienie dla szeroko uregulowanej odpowiedzialno$ci administracyjnej i cywilnej, a nie
gloéwng o§ gwarancji przestrzegania przepisow, jak obecnie. Przyjeto wigc, iz podstawowymi
»sankcjami” za naruszenie przepisOw o ochronie danych osobowych sg nakladane na

administratora lub podmiot przetwarzajacy obowiazki wynikajace z prawa administracyjnego
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oraz administracyjne kary pieni¢zne. Tym niemniej dla zapewnienia skutecznosci systemu
ochrony danych osobowych przewidziano sankcje¢ karng za udaremnianie lub utrudnianie
kontrolujacemu prowadzenia kontroli przestrzegania przepisow o ochronie danych

osobowych. Regulacja w tym zakresie obowigzuje rowniez na gruncie obowigzujacej Ustawy.

Orzekanie w tych sprawach nastgpowalo bedzie na podstawie przepisdéw ustawy z dnia 6
czerwca 1997 r. - Kodeks karny (Dz. U. z 2017 r. poz. 2204 oraz z 2018 r. poz. 20 i 305).
Zgodnie z trescig projektowanych przepisow, kto udaremnia lub utrudnia kontrolujgcemu
prowadzenie kontroli przestrzegania przepisow o ochronie danych osobowych, bedzie
podlegal grzywnie, karze ograniczenia wolnos$ci albo pozbawienia wolnosci do lat dwoch.
Przepisy penalizujg rowniez przetwarzanie zwyktych i szczegoélnych kategorii danych (z art. 9
Rozporzadzenia) bez podstawy prawnej. Majac na wzgledzie dobro podmiotéw danych oraz
wage naruszenia, jakim jest przetwarzanie danych osobowych, uznano, ze przetwarzanie
danych bez podstawy prawnej, a wigc nieuprawnione i umyslne przetwarzanie, powinno by¢
zagrozone karg grzywny, ograniczenia wolnosci albo pozbawienia wolnosci. Projektodawca
zdecydowat sie jedynie rozrézni¢ maksymalny wymiar mozliwej kary od kategorii
przetwarzanych danych, w $lad za intencjg ustawodawcy unijnego, ktéry wprowadza dwie
kategorie danych: danych szczegOlnie chronionych oraz danych zwyktych. Jednoczes$nie
projektodawca nie zdecydowal si¢ zmieni¢ obowigzujacych obecnie maksymalnych
wymiaréw kar, wskazujac je na poziomie dwoch lat pozbawienia wolnosci w przypadku
naruszenia zasad ochrony danych zwyklych oraz trzech lat pozbawienia wolnosci w
przypadku naruszenia zasad ochrony danych wrazliwych. Nalezy jednocze$nie zwrdcié
uwagg, iz naruszenie przepisow o ochronie danych moze stanowi¢ czyn realizujacy znamiona
okreslone w przepisach Kodeksu karnego np. w ramach rozdzialu XXXIII Przestepstwa

przeciwko ochronie informacji.

Rozdzial 13. Przepisy zmieniajace. Przepisy uzasadnianego rozdzialu co do zasady petnig
role techniczno-legislacyjng i majg na celu zmian¢ nazwy organu z Generalnego Inspektora
Ochrony Danych Osobowych na Prezesa Urzedu Ochrony Danych Osobowych,
administratora bezpieczenstwa informacji na inspektora ochrony danych oraz odwotuja

odwotania do obowigzujacej ustawy.

Projektodawca w przepisach zmieniajagcych zdecydowat si¢ utrzymac szczegdlng pozycije
Prezesa Urzgdu Ochrony Danych Osobowych jako organu o zagwarantowanej autonomii
budzetowej stosownie do art. 139 ust. 2 ustawy z dnia 27 sierpnia 2009 r. o finansach
publicznych. Mimo ze Prezes Urzedu nie jest organem konstytucyjnym, wymog zapewnienia
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organowi autonomii budzetowej wynika wprost z rozporzadzenia 2016/679. Zgodnie z art. 52
ust. 6 rozporzadzenia 2016/679 ,kazde panstwo cztonkowskie zapewnia, by kazdy organ
nadzorczy podlegat kontroli finansowej w sposob nienaruszajacy jego niezalezno$ci oraz
dysponowal odrebnym, publicznym budzetem rocznym, ktory moze by¢ czgscig ogdlnego
budzetu panstwowego lub krajowego”. W ocenie projektodawcy, w polskim systemie
prawnym powyzszy wymog moze by¢ zagwarantowany wlasnie autonomia budzetowa, a

wigc poprzez utrzymanie w tym zakresie pozycji posiadanej obecnie przez GIODO.

Projektowana zmiana w ustawie z dnia 23 grudnia 1994 r. o Najwyzszej Izbie Kontroli (Dz.
U. z 2017 r. poz. 524) ma na celu utrzymanie istniejacego stanu rzeczy i zachowanie
mozliwo$ci przetwarzania przez Najwyzsza Izb¢ Kontroli danych, w tym danych szczegodlnie
chronionych, takich samych jak w obowigzujacej ustawie. Wprowadzenie zmiany polega na
dostosowaniu  wykorzystywanych w ustawie sformutowan do przewidzianych w

rozporzadzeniu 2016/679.
Rozdzial 14. Przepisy przejsciowe i dostosowujace.

Projektodawca, zapewniajac sprawno$¢ dziatania systemu ochrony danych osobowych oraz
dostrzegajac ogromny wptyw na jego dziatania inspektorow ochrony danych, zdecydowat si¢
wprowadzi¢ przepisy przejsciowe w tym zakresie. Dostrzegajac trudno$¢ w mozliwosci
zgloszenia wszystkich 0sob petnigcych dotychczas funkcje administratoréw bezpieczenstwa
informacji jako inspektoréow ochrony danych, osoby pelnigce funkcje administratorow
bezpieczenstwa informacji beda miaty na to czas do 1 wrzesnia 2018 r. Trudno$¢ w
dokonaniu takiego zgloszenia w dniu 25 maja moze powsta¢ zarOwno po stronie
administratorow, jak i Prezesa Urze¢du, ktéry otrzymaltby ogromng liczb¢ nowych zgloszen w
stosunkowo krotkim czasie. W ocenie projektodawcy nie jest jednak mozliwe przesadzenie,
ze wszystkie osoby petnigce funkcje administratoréw bezpieczenstwa informacji stajg si¢ z
datg wejscia w zycie projektowanej ustawy inspektorami ochrony danych, z uwagi na duza
liczb¢ nowych obowigzkéw wynikajacych z rozporzadzenia 2016/679. Wymaga ona podjecia

$wiadomej decyzji po stronie osoby chcacej pehnié funkcje inspektora ochrony danych.

Projektodawca, przewidujac w projekcie ustanowienie organu — Prezesa Urzgedu Ochrony
Danych Osobowych, widzi réwniez konieczno$¢ zapewnienia petnej ciggtosci dzialania
organu. W zwiazku z powyzszym projektowane przepisy przewiduja, ze z dniem wejscia w
zycie ustawy pracownicy zatrudnieni w Biurze Generalnego Inspektora Ochrony Danych

Osobowych stajg sie¢ pracownikami Urzedu Ochrony Danych Osobowych, mienie Skarbu
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Panstwa bedace we wiladaniu Biura Generalnego Inspektora Ochrony Danych Osobowych
staje si¢ mieniem bedacym we witadaniu Urzedu Ochrony Danych Osobowych, a naleznosci i
zobowigzania Biura Generalnego Inspektora Ochrony Danych Osobowych z dniem wejscia w
zycie ustawy stajg si¢ nalezno$ciami i zobowigzaniami Biura Urzedu Ochrony Danych
Osobowych. Przepisy projektu wskazujg bardzo wyraznie, ze Generalny Inspektor Ochrony
Danych Osobowych staje si¢ Prezesem Urzedu Ochrony Danych Osobowych i pelni swoja
funkcje do czasu uptywu kadencji, na ktora zostal powotany. Tym samym w projekcie nie
przewiduje si¢ jakiegokolwiek skrocenia kadencji osoby obecnie petnigcej funkcje GIODO.
W Polsce osoba pehigca funkcje GIODO zostata powotana na to stanowisko przez Sejm RP
w dniu 9 kwietnia 2015 r., a Senat zaakceptowal ten wybor w dniu 16 kwietnia 2015 r.
Natomiast od dnia zlozenia §lubowania przed Sejmem, tj. od dnia 22 kwietnia 2015 r.,
zgodnie z obowigzujaca ustawg o ochronie danych osobowych, rozpocze¢ta si¢ czteroletnia

kadencja GIODO. Kadencja organu uptynie wiec w kwietniu 2019 r.
Rozdzial 15. Przepisy koncowe.

Przepisy projektowanego rozdzialu przewiduja zgodnie z zasadami poprawnej legislacji
maksymalny limit wydatkow z budzetu panstwa przeznaczonych na wykonywanie zadan
wynikajacych z niniejszej ustawy w okresie 10-letnim od wejScia w zycie projektowanej

ustawy.

Przewiduje sig¢, ze projektowana ustawa wejdzie w zycie z dniem 25 maja 2018 r.

Projekt ustawy bedzie miat wptyw na sytuacje matych i $rednich przedsigbiorcow. Nalezy w
tym zakresie wskaza¢ na przyznane Prezesowi Urz¢du uprawnienie do wydawania
rekomendacji w obszarze zasad zabezpieczania danych osobowych, wypracowywanych z
przedsigbiorcami, w tym nalezacych do matych i §rednich przedsiebiorstw. Zgodnie z trescig
projektu, monitorowaniem przestrzegania zatwierdzonego kodeksu post¢powania, o ktoérym
mowa w art. 40 Rozporzadzenia, zajmuje si¢ podmiot akredytowany przez Prezesa Urzedu.
Podmiotem takim moga by¢ przedsigbiorcy, w tym mali i $redni. Obliczenia zostaty podjete
na podstawie dotgczonej do projektu Oceny Skutkow Regulacji. Od dnia 25 maja 2018 r.
bedzie istniata przewidziana Rozporzadzeniem mozliwo$¢ natozenia na przedsigbiorcow
administracyjnych kar finansowych za naruszenie przepiséw o ochronie danych osobowych w
przypadku natozenia kary przez Prezesa Urzedu. Trudno w tej chwili oszacowa¢ skutki

takiego przepisu.
Projekt ustawy o ochronie danych osobowych jest zgodny z prawem Unii Europejskie;j.
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Projektowana regulacja nie zawiera przepisow technicznych w rozumieniu rozporzadzenia
Rady Ministrow z dnia 23 grudnia 2002 r. w sprawie sposobu funkcjonowania krajowego
systemu notyfikacji norm i aktéw prawnych (Dz. U. poz. 2039 oraz z 2004 r. poz. 597) i nie
podlega notyfikacji Komisji Europejskiej.

Projekt nie wymaga przedstawienia wiasciwym organom i instytucjom Unii Europejskiej, w
tym Europejskiemu Bankowi Centralnemu, w celu uzyskania opinii, dokonania

powiadomienia, konsultacji albo uzgodnienia.

Projekt ustawy zostal zamieszczony w Biuletynie Informacji Publicznej na stronie
podmiotowej Rzadowego Centrum Legislacji, w serwisie ,,Rzadowy Proces Legislacyjny”,
oraz w Biuletynie Informacji Publicznej na stronie podmiotowej Ministerstwa Cyfryzacji,
zgodnie z art. 5 ustawy z dnia 7 lipca 2005 r. o dziatalnosci lobbingowej w procesie
stanowienia prawa (Dz. U. z 2017 r. poz. 248). W trybie przepisow ww. ustawy nie wptynety

whnioski.
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Nazwa projektu Projekt ustawy o ochronie danych osobowych Data sporzadzenia
27.03.2018'.
Ministerstwo wiodace i ministerstwa wspélpracujace
Ministerstwo Cyfryzacji Zrédlo:

Rozporzadzenie Parlamentu Europejskiego i
Osoba odpowiedzialna za projekt w randze Ministra, Sekretarza Rady (UE) 2016/679 z dnia 27 kwietnia 2016

Stanu lub Podsekretarza Stanu r. w sprawie ochrony o0sob fizycznych w

Pan Marek Zagorski — Sekretarz Stanu w Ministerstwie Cyfryzacji zwiazku z przetwarzaniem danych
osobowych i w sprawie swobodnego

Kontakt do opiekuna merytorycznego projektu przeptywu takich danych oraz uchylenia

Dr Maciej Kawecki, Dyrektor Departamentu Zarzadzania Danymi w dyrektywy 95/46/WE
Ministerstwie Cyfryzacji
maciej.kawecki@mc.gov.pl Nr w wykazie prac UC 101

OCENA SKUTKOW REGULACJI

1. Jaki problem jest rozwiazywany?

W dniu 25 maja 2016 r. weszto w Zycie rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27
kwietnia 2016 r. w sprawie ochrony 0séb fizycznych w zwiazku z przetwarzaniem danych osobowych i w sprawie
swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (dalej: rozporzadzenie 2016/679).
Ministerstwo Cyfryzacji jest resortem odpowiedzialnym za zapewnienie skutecznego stosowania rozporzadzenia w
polskiej przestrzeni prawnej przez przyjecie wlasciwej ustawy krajowej zastepujacej obowigzujaca obecnie ustawe z dnia
29 sierpnia 1997 r. o ochronie danych osobowych (Dz. U. z 2016 poz. 922), dalej: ,,ustawa z dnia 29 sierpnia 1997 r. 0
ochronie danych osobowych”, oraz zmiang wlasciwych przepisow sektorowych. Organem wlasciwym do przygotowania
nowej regulacji prawnej w zakresie ochrony danych osobowych jest minister wtasciwy do spraw informatyzacji, gdyz do
jego zadan, zgodnie z art. 12a ust. 1 pkt 8 ustawy z dnia 4 wrze$nia 1997 r. o dziatach administracji rzgdowej (Dz. U. z
2016 r., poz. 2260, z pézn. zm.) naleza sprawy ksztaltowania polityki panstwa w zakresie ochrony danych osobowych.
Rozporzadzenie 2016/679 zacznie by¢ aktem bezposrednio stosowanym oraz bezposrednio skutecznym 25 maja
2018 r. i do tego czasu kazde z panstw czlonkowskich zobowiazane jest do zapewnienia jego skutecznego
stosowania w swoim porzadku prawnym poprzez przyjecie wlasciwych przepiséw wewnetrznych. W ramach
realizacji tej kompetencji Minister Cyfryzacji przygotowat projekt nowej ustawy o ochronie danych osobowych oraz
zmian w przepisach sektorowych wprowadzanych projektem ustawy wprowadzajacej ustawe o ochronie danych
osobowych. Podjete dziatania legislacyjne zgodnie z zasadami prawa Unii Europejskiej opieraty si¢ na zatozeniu, ze
nowa ustawa o ochronie danych osobowych bedzie zawierata wylacznie przepisy, ktore zostaly przez prawodawce
unijnego wprost przekazane do uregulowania w prawie krajowym, oraz takie, w ktorych rozporzadzenie 2016/679
pozostawito pewng swobode regulacyjna poszczegdlnym panstwom cztonkowskim. W szczegdlnosci przedmiotem
nowej ustawy o ochronie danych osobowych sg kwestie dotyczace krajowego organu nadzorczego, postgpowania przed
tym organem, postgpowania kontrolnego, wieku dziecka wymaganego do samodzielnego wyrazania zgody na
przetwarzanie danych osobowych w odniesieniu do ustug spoteczenstwa informacyjnego, certyfikacji, sadowej ochrony
praw przystugujacych. Jednym z zagadnien, ktore musi by¢ rozwigzane w zwigzku z reformg systemu ochrony danych
osobowych, jest zapewnienie efektywniejszego od obowigzujacego obecnie systemu ochrony danych osobowych.
Wedlug informacji uzyskanych przez Ministra Cyfryzacji w zwiazku z analiza wyrokow wydawanych przez Naczelny
Sad Administracyjny w 2015 r. sposrdd spraw, ktore trafity do sadow, $redni czas trwania postgpowania w sprawach
dotyczgcych zasad naruszenia ochrony danych osobowych w Polsce wynosi 295 dni do czasu wydania przez
Generalnego Inspektora Ochrony Danych Osobowych decyzji w | instancji, a do decyzji w Il instancji — 437 dni. Nie
lepiej jest w momencie, gdy czeka si¢ na uzyskanie prawomocnego orzeczenia w sprawie dot. ochrony danych
osobowych. Tutaj zainteresowany czeka $rednio 600 dni. Wskazane statystyki pokazujg ogromng skale problemu, z ktorg
mamy do czynienia. W 2015 r. prowadzone byly postgpowania (takimi statystykami dysponujemy), gdy obywatel do
czasu uzyskania prawomocnego wyroku w sprawie czekal ponad 1600 dni, a wiec ponad 4 lata. Zatozeniem
przyswiecajacym Ministrowi Cyfryzacji w zapewnieniu skutecznego stosowania rozporzadzenia 2016/679 w polskiej
przestrzeni prawnej jest przyspieszenie trwajacych postgpowan poprzez utrzymanie terminéw wynikajacych z ustawy z
dnia 14 czerwca 1960 r. — Kodeks postgpowania administracyjnego (Dz. U. z 2017 r. poz. 1257); zasada jest wydanie
rozstrzygnigcia niezwlocznie. W swoim pismie z dnia 26 czerwca 2017 r. do Generalnego Inspektora Ochrony Danych
Osobowych Rzecznik Praw Obywatelskich wskazal, ze do Biura Rzecznika Praw Obywatelskich naptywajq regularne
skargi, w ktdrych obywatele wskazujg na opieszatos¢ organu ochrony danych osobowych, diugotrwate rozpoznawanie
spraw i kilkuletnie oczekiwanie na wydanie decyzji przez GIODO. O konkretnych indywidualnych sprawach RPO
informuje Biuro GIODO w trybie ustawy o RPO, proszqc na biezqco o informacje i wyjasnienia. Obywatele majg
bowiem prawo oczekiwaé, ze ich sprawy bedqg rozpatrywane bez zbednej zwloki, zgodnie z kpa. Na podobne problemy w
funkcjonowaniu polskiego systemu ochrony danych osobowych uwage wskazywata rowniez Helsinska Fundacja Praw
Cztowieka w swoim raporcie dotyczagcym mechanizméw dochodzenia ochrony w zakresie danych osobowych w Polsce.
Sam Generalny Inspektor Ochrony Danych Osobowych na swojej stronie internetowej udostepnit komunikat, w ktérym




informuje o trudnosciach w udzielaniu porad prawnych. Brak jest rowniez infolinii, ktéra dotychczas funkcjonowata i
obstlugiwala liczne watpliwosci adresowane przez obywateli.

Do dnia opracowania przedmiotowego dokumentu (21 lipca 2017 r.) Generalny Inspektor Ochrony Danych Osobowych
nie ztozyt w Sejmie sprawozdania ze swojej dziatalnosci w roku 2016, w zwigzku z powyzszym wykorzystywane w
dokumencie dane pochodzg ze sprawozdania z 2015 r.

Zakres przedmiotowy projektu nowej ustawy o ochronie danych nie obejmie réwniez tych wszystkich zagadnien, ktore
sg objete regulacja rozporzadzenia 2016/679, a ktére na gruncie przepisOw krajowych sg uregulowane w ustawach
szczegoblnych.

2. Rekomendowane rozwigzanie, w tym planowane narzedzia interwencji, i oczekiwany efekt

1. W projekcie ustawy o ochronie danych osobowych okreslono zakres podmiotowy, przedmiotowy i terytorialny
projektowanej ustawy. Ustawa bedzie miata zastosowanie do ochrony o0sob fizycznych w zwigzku z przetwarzaniem
ich danych osobowych. Wobec powyzszego przepisy ustawy nie znajdg zastosowania do ochrony innych podmiotow w
zwigzku z przetwarzaniem ich danych osobowych. W projekcie ustawy przyjeto, ze przedmiotowy zakres jej
zastosowania bedzie odpowiadatl zakresowi zastosowania rozporzadzenia 2016/679. Stosowanie ustawy bedzie
wylaczone w odniesieniu do przetwarzania danych osobowych:

1) w ramach dziatalno$ci nieobjetej zakresem prawa Unii Europejskiej;

2) przez panstwa cztonkowskie w ramach wykonywania dzialan wchodzacych w zakres tytulu V rozdziat 2 Traktatu o
funkcjonowaniu Unii Europejskiej;

3) przez osobg fizyczng w ramach czynnosci o czysto osobistym lub domowym charakterze;

4) przez wlasciwe organy do celdow zapobiegania przestgpczosci, prowadzenia postgpowan przygotowawczych,
wykrywania i S$cigania czynow zabronionych lub wykonywania kar, w tym ochrony przed zagrozeniami dla
bezpieczenstwa publicznego i zapobiegania takim zagrozeniom.

2. Uregulowano tryb notyfikacji inspektoréw ochrony danych osobowych oraz podmioty obowiazane w polskim
porzadku prawnym do wyznaczenia inspektora ochrony danych osobowych.

3. Uregulowano zasady certyfikacji oraz tryb postepowania w tych sprawach. W projekcie ustawy
zaproponowano, aby w polskim systemie prawnym certyfikacji udzielal organ nadzorczy, a wigc Prezes Urzgdu
Ochrony Danych Osobowych oraz podmioty certyfikujace, wg kryteriow okreslonych przez Prezesa Urzedu, z
uwzglednieniem art. 43 ust. 2 rozporzadzenia 2016/679, i opublikowanych w Biuletynie Informacji Publicznej.

4. Rozporzadzenie 2016/679 wymusza na panstwach czlonkowskich stworzenie nowego krajowego systemu
ochrony danych osobowych, na czele z organem nadzorczym, ktorym wedlug projektodawcy powinien by¢ Prezes
Urzedu Ochrony Danych Osobowych. Zgodnie bowiem z motywem 117 rozporzadzenia 2016/679 zasadniczym
elementem ochrony 0sob fizycznych w zwiqzku z przetwarzaniem danych osobowych jest utworzenie w panstwach
czlonkowskich organow nadzorczych, uprawnionych do wypetniania zadan i wykonywania uprawnien w sposob
catkowicie niezalezny. W zwigzku z powyzszym z chwilg wej$cia w zycie nowej ustawy o ochronie danych osobowych
utworzony zostanie taki nowy organ nadzorczy, ktéry w zakresie swoich kompetencji, w tym do nakladania
administracyjnych kar finansowych, bedzie znacznie réznit si¢ od Generalnego Inspektora. Projekt ustawy ustanawia
wigc, jak zostato to wskazane, nowy organ nadzorczy — Prezesa Urzgdu Ochrony Danych Osobowych. Nowy organ
ochrony danych osobowych bedzie nie tylko organem nadzorczym w rozumieniu rozporzadzenia 2016/679, lecz ze
znacznie szerszym zakresem uprawnien i obowigzkow niz dzisiejszy GIODO, ale bgdzie rowniez organem nadzorczym
w rozumieniu dyrektywy Parlamentu Europejskiego i Rady (UE) 2016/680 z dnia 27 kwietnia 2016 r. w sprawie ochrony
osob fizycznych w zwigzku z przetwarzaniem danych osobowych przez wlasciwe organy do celow zapobiegania
przestepczosci, prowadzenia postgpowan przygotowawczych, wykrywania i $cigania czyndéw zabronionych i
wykonywania kar, w sprawie swobodnego przepltywu takich danych oraz uchylajacej decyzje ramowg Rady
2008/977/WSiISW.

5. W projekcie ustawy uregulowano tryb postepowania w sprawach naruszenia przepiséw o ochronie danych
osobowych. Jak zostato to juz wskazane, obecny czas trwania postgpowania w sprawie naruszenia przepisow o ochronie
danych osobowych jest zbyt dilugi. Zalozeniem przy$wiecajagcym Ministrowi Cyfryzacji jest wiec przySpieszenie
trwajgcych postepowan poprzez utrzymanie terminéw wynikajagcych z ustawy z dnia 14 czerwca 1960 r. — Kodeks
postepowania administracyjnego, zasadg jest wigc wydanie rozstrzygnigcia niezwlocznie. Celem przys$pieszenia
postepowania jest projekt, ktdry znosi dwuinstancyjno$¢ postepowania w sprawach naruszenia przepisow o ochronie
danych osobowych. Zniesienie dwuinstancyjnosci ma zapewni¢ obywatelom mozliwo$¢ szybszego uzyskania sagdowej
ochrony swoich praw. Organowi przyznane zostanie jednak uprawnienie do autokontroli wydanej decyzji. Kolejnym
celem przys$pieszenia postgpowan prowadzonych w zwiazku z naruszeniami przepisow o ochronie danych osobowych
jest wprowadzenie do ustawy przepisu, w $wietle ktorego postepowanie kontrolne w sprawach naruszenia ochrony
danych nie moze trwa¢ dtuzej niz miesiac.

6. Zalozeniem jest stworzenie organu bedacego nie tylko podmiotem sprawnie egzekwujacym wszelkie naruszenia
zasad ochrony danych, ale rowniez otwartym i sluzacym udzielaniu porad nie tylko obywatelom, ale réwniez
przedsiebiorcom — jak postepowac, aby skuteczniej chroni¢ nasza prywatnos¢. Projekt naktada wiec na Prezesa




Urzedu obowigzek wydawania rekomendacji adresowanych do przedsigbiorcow w zakresie zasad zabezpieczania danych
osobowych. Przedmiotem projektu ustawy o ochronie danych osobowych sg tez kwestie dotyczace krajowego organu
nadzorczego, postepowania przed tym organem, postepowania kontrolnego, wieku dziecka wymaganego do
samodzielnego wyrazania zgody na przetwarzanie danych osobowych w odniesieniu do ustug $wiadczonych droga
elektroniczng, certyfikacji oraz sgdowej ochrony praw przystugujacych. Przepisy ustawy wprowadzajacej ustawe o
ochronie danych osobowych zawierajg z kolei szereg zmian sektorowych wypracowanych wspdlnie z wlasciwymi
resortami, zapewniajacymi obszary takie jak sektor bankowy, ubezpieczeniowy, wymiar sprawiedliwo$ci, sektor kultury,
statystyka publiczna czy zasady przetwarzania danych osobowych pracownikow przez pracodawcow.

7. Projekt ustawy reguluje rowniez kwestie odpowiedzialnosSci cywilnej za naruszenie przepisow o ochronie
danych osobowych. Art. 79 ust. 1 rozporzadzenia 2016/679 wymaga od panstw cztonkowskich, aby w ich systemach
prawnych istniaty skuteczne §rodki ochrony prawnej przed sadem w przypadku gdy podmiot danych uzna, ze prawa
przystugujace mu na mocy rozporzadzenia 2016/679 zostaty naruszone w wyniku przetwarzania jego danych osobowych
z naruszeniem rozporzadzenia.

8. Rozporzadzenie 2016/679 wprowadza funkcje ,,inspektora ochrony danych” jako osoby fizycznej wyznaczanej
przez administratora badz podmiot przetwarzajacy wewnatrz ich struktury organizacyjnej i obowiazanej do szeroko
rozumianego monitorowania przestrzegania rozporzadzenia 2016/679. Jednocze$nie brak jest jednak jakiegokolwiek
zwigzku ustrojowego pomig¢dzy takimi osobami a przyszlym organem nadzorczym, odpowiadajacym za egzekwowanie
w Polsce przestrzegania przepisoOw rozporzadzenia 2016/679. Przyjecie obecnej nazwy organu wprowadzaloby w tym
zakresie w btad, w tym co do ich pozycji ustrojowej. Zgodnie z art. 38 ust. 3 rozporzadzenia 2016/679 inspektorzy
ochrony danych muszg by¢ niezalezni. Po drugie utrzymanie obecnej nazwy - Generalny Inspektor Ochrony Danych
Osobowych powodowatoby niejako konieczno$¢ nazwania inspektorami pracownikow biura, ktoérzy w imieniu organu
przeprowadzajg postgpowanie kontrolne. Skoro mamy Generalnego Inspektora, muszg funkcjonowaé w jego strukturze
organizacyjnej inni inspektorzy, wzgledem ktérych jest on inspektorem generalnym (tak jak ma to miejsce na kanwie
obowigzujacych przepiséw). Powyzsze przesadzitoby z kolei, ze w systemie ochrony danych osobowych mielibysmy
dwie kategorie inspektoréw — pracownikow organu nadzorczego oraz osoby majgce zupelnie inny status, powotywane
wewnatrz struktury organizacyjnej administratorOw 1 podmiotdw przetwarzajacych, co jest niedopuszczalne.
Uwzgledniajac powyzsze, odstagpiono roéwniez od nazywania w projekcie pracownikow organu nadzorczego
przeprowadzajacych w jego imieniu czynno$ci kontrolne inspektorami, na rzecz nazwania ich kontrolujacymi.
Rozwigzanie takie na etapie prowadzonych prekonsultacji uzyskato aprobate znacznej liczby podmiotow w tym
stowarzyszen zrzeszajacych administratorow bezpieczenstwa informacji oraz izb gospodarczych (np. Izba Gospodarki
Elektronicznej).

9. W projekcie ustawy uregulowano rowniez kwestie dotyczace administracyjnych kar pienieznych. Nalezy
wskazaé, iz przeslanki nakladania kar, jak rowniez ich maksymalne wysokosci wynikajg wprost z rozporzadzenia
2016/679 (art. 83 ust. 1-6). Prawodawca unijny wprowadzil jednak mozliwo$¢ szczegdlnego uregulowania przez
panstwa czlonkowskie kwestii naktadania kar na organy i podmioty publiczne. Kazde panstwo cztonkowskie moze
bowiem okresli¢, czy i w jakim zakresie administracyjne kary pieni¢zne mozna naktadaé¢ na organy i podmioty publiczne
ustanowione w tym panstwie czlonkowskim. Polski prawodawca skorzystal z mozliwosci, jaka daje art. 83 ust. 7
rozporzadzenia 2016/679, i w przepisie art. 102 postanowit, ze kary moga by¢ naktadane na podmioty wymienione w
art. 9 pkt 1-12 i 14 ustawy z dnia 27 sierpnia 2009 r. o finansach publicznych oraz na Narodowy Bank Polski i instytuty
badawcze, a ich wysoko$¢ nie moze przekroczy¢ 100 000 zt. Natomiast w odniesieniu do podmiotow wskazanych w
art. 9 pkt 13 ustawy z dnia 27 sierpnia 2009 r. o finansach publicznych wysokos¢ kary nie moze przekroczy¢ 10 000 zt.

3. Jak problem zostal rozwiazany w innych krajach, w szczegélnosci krajach cztonkowskich OECD/UE?

Rozporzadzenie 2016/679 jest, co do zasady, aktem prawnym bezposrednio obowigzujacym, tak wigc bedzie miato
bezposrednie zastosowanie we wszystkich panstwach cztonkowskich Unii Europejskiej. Najwazniejszym celem reformy
europejskich przepiséw o ochronie danych osobowych jest bowiem zapewnienie w catej Unii spojnego i jednolitego
poziomu ochrony danych oséb fizycznych, tak aby umozliwi¢ swobodny przeptyw danych osobowych w Unii oraz
utatwi¢ funkcjonowanie przedsigbiorstw na jednolitym rynku.

W konsekwencji wszystkie panstwa czionkowskie UE beda stosowaly przepisy ww. rozporzadzenia. Jednoczes$nie
jednak niniejsze rozporzadzenie, szanujagc odmiennosci porzadkéw i tradycji prawnych poszczegdlnych panstw
cztonkowskich UE, pozostawia pewne kwestie do uregulowania i doprecyzowania w prawie krajowym poszczegolnych
panstw czlonkowskich.

W efekcie w pozostatych panstwach cztonkowskich UE, analogicznie jak w przypadku Polski, prowadzone s niezb¢dne
prace wdrozeniowe, polegajace na przegladzie i dostosowaniu (zmianie bgdZ uchyleniu) przepiséw krajowych z zakresu
ochrony danych osobowych do nowych wymogdw, jakie naktada niniejsze rozporzadzenie.

W przypadku ogromnej wigkszosci panstw prace jeszcze trwaja, a projekty aktow prawnych wdrazajacych
rozporzadzenie 2016/679 sa na etapie prac rzadowych badz konsultacji publicznych. Stad tez obecnie, poza dwoma




wyjatkami, brak jest rozwigzan z innych panstw cztonkowskich, ktore mogtyby by¢ przedmiotem analizy. Wigkszos¢
panstw planowato skierowanie projektu do prac parlamentarnych jesienig 2017 r.

Panstwami, w ktérych juz uchwalono przepisy wdrazajace rozporzadzenie 2016/679, sa Niemcy' i Austria®.

Niemiecki akt prawny wdrazajgcy rozporzadzenie 2016/679 stanowi wdrozenie zarowno rozporzadzenie ogdlnego jak i
tzw. dyrektywy policyjnej?, czyli obu elementéw pakietu reformujacego unijne zasady ochrony danych osobowych.
Niemiecka ustawa nie zawiera jednak zmian w przepisach sektorowych, ktére bedg procedowane przez rzad niemiecki na
pOzniejszym etapie. Niemiecka ustawa zawiera m.in. szczegOtowe przepisy dotyczace przetwarzania danych
pracownikow czy przetwarzania danych wrazliwych. Niemiecka ustawa dodatkowo obliguje kazde przedsigbiorstwo
zatrudniajgce co najmniej 10 pracownikéw do wyznaczenia inspektora ochrony danych, a w zakresie sankcji dodatkowo
sankcjonuje (do 50 000 EUR) naruszenia przepisow o ochronie danych w obszarze kredytéw konsumenckich. Wychodzi
ona takze poza zakres ogolnego rozporzadzenia, regulujac m.in. kwesti¢ monitoringu wizyjnego, czy tez — zgodnie z
wyrokiem Trybunatu Sprawiedliwosci w sprawie C-362/14, dopuszczajac mozliwo$¢ zakwestionowania przez organ
nadzorczy tzw. decyzji o adekwatno$ci wydawanych przez Komisj¢ Europejska.

Wsrod rozwigzan zawartych w austriackiej ustawie warto odnotowa¢ m.in. objecie ochrong z tytulu ochrony danych
osobowych réwniez osob prawnych czy ustanowienie zgody dziecka na przetwarzanie danych w celu korzystania z ustug
spoteczenstwa informacyjnego na 14 lat.

Odnosnie do panstw OECD warto zaznaczy¢, ze wdrozenie rozporzadzenia 2016/679, jako aktu unijnego, nie dotyczy
panstw OECD niebegdacych cztonkami Unii Europejskiej. Panstwami spoza UE, ktore begda stosowaé rozporzadzenie
2016/679 sg rowniez Islandia, Lichtenstein i Norwegia, co ma miejsce w zwiazku z ich przynaleznoscig do
Europejskiego Obszaru Gospodarczego. Rowniez i Wielka Brytania, pomimo Brexitu, zdecydowala si¢ w pelni wdrozy¢
przepisy rozporzadzenia 2016/679.

4. Podmioty, na ktére oddzialuje projekt

Grupa Wielko$é Zrodto danych Oddzialywanie
Podmioty prowadzace Ok. 3000 Dane z krajowego rejestru Zmniejszenie obowigzkow
dziatalnos¢ polegajacg na urzedowego podmiotow cigzagcych na  podmiotach
publikowaniu materiatow gospodarki narodowej REGON | prowadzacych dziatalnosé
prasowych. na dzien 30 czerwca 2017 r. polegajaca na publikowaniu
materialow prasowych,

wzgledem  wynikajacych z
rozporzadzenia 2016/679.
Niezaleznie od powyzszego,
rozporzadzenie 2016/679
przewiduje szereg obowigzkOw
naktadanych na takie podmioty,
przyznajac roéwniez organowi
nadzorczemu uprawnienie do
nakladania administracyjnych

kar finansowych.
Podmioty prowadzace Ok. 20000 Informacje o liczbie Zmniejszenie obowigzkow
dziatalno$¢ literacka oraz przedsigbiorcow, wedtug stanu | cigzacych na  podmiotach
artystyczna. rejestru REGON na dzien prowadzacych dziatalno$¢
30.06.2017 . literacka oraz  artystyczna,

wzgledem  wynikajacych z
rozporzadzenia 2016/679.

Przedsigbiorcy Ok. 3440000 Informacje o liczbie Obowigzek notyfikacji
przedsiebiorcow, wedtug stanu | inspektorow ochrony danych
rejestru REGON na dzien do Prezesa Urzedu Ochrony
30.06.2017 . Danych Osobowych, w

przypadku przedsigbiorcow
ktorych gtowna dziatalnos¢

'Gesetz zur Anpassung des Datenschutzrechts an die Verordnung (EU) 2016/679 und zur Umsetzung der Richtlinie
(EU) 2016/680.

# Bundesgesetz, mit dem das Datenschutzgesetz 2000 geandert wird (DatenschutzAnpassungsgesetz 2018)

® Dyrektywa 2016/680 z dnia 27 kwietnia 2016 r. w sprawie ochrony 0sob fizycznych w zwiazku z przetwarzaniem
danych osobowych przez wilasciwe organy do celdow zapobiegania przestgpczo$ci, prowadzenia postgpowan
przygotowawczych, wykrywania i $cigania czynow zabronionych i wykonywania kar, w sprawie swobodnego
przeptywu takich danych oraz uchylajaca decyzj¢ ramowa Rady 2008/977/WSISW.




polega na regularnym i
systematycznym
monitorowaniu oso6b, ktorych
dane dotycza, na duza skalg lub
glowna dziatalno$¢ polega na
przetwarzaniu danych
szczegdlnie chronionych na

duza skale oraz danych
dotyczacych skazan.
Stowarzyszenia, inne Ok. 110000 Informacje o liczbie Obowigzek notyfikacji
organizacje spoteczne i przedsigbiorcow, wedhug stanu | inspektorow ochrony danych
zawodowe, fundacje oraz rejestru REGON na dzien do Prezesa Urzgdu Ochrony
samodzielne publiczne 30.06.2017r. Danych Osobowych, w
zaktady opieki zdrowotne;j. przypadku przedsigbiorcow,
ktorych glowna dziatalnos¢
polega na regularnym i
systematycznym
monitorowaniu 0séb, ktorych
dane dotycza, na duzg skale lub
glowna dziatalno$¢ polega na
przetwarzaniu danych
szczegOlnie chronionych na
duzg skalg oraz danych
dotyczacych skazan.
Administracja publiczna Ok. 68000 Informacje 0 liczbie | - Obowiazek notyfikacji
podmiotow, wedlug stanu | inspektorow ochrony danych
rejestru  REGON na dzien | do Prezesa Urzedu Ochrony
30.06.2017 r. oraz dane z | Danych Osobowych.
powszechnie dostepnej bazy | - Przepisy wymuszajg
administratoréw prowadzenie wspolpracy
bezpieczenstwa informacji | pomi¢dzy organami
prowadzonej przez | administracji publicznej w
Generalnego Inspektora | zakresie odniesienia si¢ do
Ochrony Danych Osobowych. | wystapien kierowanych przez
Sposrod 68 000 podmiotdw | Prezesa Urzedu oraz
publicznych, w przyblizeniu | odpowiedzi na wnioski 0
okoto 18 000 z nich powotato | podjecie inicjatywy
juz  dzisiaj  administratora | ustawodawczej albo o wydanie
bezpieczenstwa informacji. | bagdz zmian¢ aktow prawnych.
Pozostaje w przyblizeniu okoto
50 000 podmiotow, ktore beda
zobowigzane do wyznaczenia
inspektora ochrony danych, nie
majac w swoich zasobach
administratora bezpieczenstwa
informacji.
Prezes Urzedu Ochrony 1 - Ustawa naklada na Prezesa
Danych Osobowych Urzgdu szereg obowigzkow,

ktérych spelienie wymusza
zwigkszenie liczby
zatrudnionych ~ pracownikdw
(co najmniej dwukrotne
wzgledem dzisiejszej liczby) z
uwagi na duzg liczbe nowych,

nieistniejgcych w
obowigzujacym stanie
prawnym obowigzkow.
Wprowadzony zostaje
obowiazek notyfikacji

inspektoréw ochrony danych, a
liczba podmiotow




zobowigzanych  do  takiej
notyfikacji  sigga¢  bedzie
dziesigtek tysiecy. Przepisy
nakladaja rowniez obowigzek
certyfikacji  przez  Prezesa
Urzedu. Prezes Urzegdu
udostepniatl bedzie réwniez w
Biuletynie Informacji
Publicznej kryteria certyfikacji.
Prezes Urzedu bedzie réwniez
bral udziat w procedurze
legislacyjnej wymagajacej
dokonywania biezacej analizy
projektowanych aktow
prawnych w Polsce
dotyczacych ochrony danych
osobowych i ich opiniowania.
Prezes Urzgdu podejmowat
bedzie réwniez dziatania w
zakresie zatwierdzania
kodekséw postgpowan oraz
dobrych praktyk.

Prezes Urzedu dokonywat
bedzie rowniez akredytacji
podmiotow monitorujgcych
kodeksy postgpowan. Prezes
Urzedu  wydawat bedzie
rowniez komunikat zawierajacy
wykaz operacji przetwarzania
danych osobowych
podlegajacych WYymogowi
oceny skutkow. Organ bedzie
gromadzit oraz ewidencjonowat
notyfikacje naruszen ochrony
danych osobowych. Zwigksza
si¢ liczba uprawnien o0sob,
ktérych dane dotycza, a tym
samym zwigkszy si¢ liczba
skarg sktadanych do Prezesa
Urzedu. Prezes Urzedu bedzie
réwniez organem
zobowigzanym do prowadzenia
wspotpracy administracyjnej z
innymi  organami  ochrony
danych osobowych panstw
cztonkowskich. Konieczne jest
rowniez  skrocenie  czasu
trwania postgpowan w sprawie
naruszen przepisow o ochronie
danych osobowych wzgledem
obecnego stanu faktycznego.
Powyzsze wymusza
zwigkszenie liczby 0s6b
zatrudnionych w biurze Prezesa
Urzgdu  Ochrony  Danych
Osobowych ~ co  najmnigj
poprzez ich podwojenie.

-Wymog elektronizacji
systemow, utrzymania i
modyfikacji systemu

teleinformatycznego




notyfikacji naruszen, systemu
notyfikacji danych
kontaktowych inspektorow
ochrony  danych, systemu
zarzadzania dokumentacjg oraz
systemu rozliczen z
ukaranymi.

- Dziatania podj¢te w zwigzku
z nastepstwem prawnym, gdzie
Generalnego Inspektora
Ochrony Danych Osobowych
zastapi Prezes Urzedu
Ochrony Danych Osobowych.
Wymiana tablicy emaliowanej
z nazwg urzedu, zmiana nazwy
na wewngtrznych tablicach

informacyjnych, zmiana
metalowych pieczeci
urzedowych, zmiana
wizytowek oraz  pieczatek

pracownikow.

- Powotanie przy Prezesie
Urzgdu  Ochrony  Danych
Osobowych Rady do Spraw
Ochrony Danych Osobowych.

Sady powszechne

317 sagdow rejonowych,
45 sady okregowe, 11
sadow apelacyjnych.

- Przepisy przyznaja nowsg
podstawe prawna do
kierowania pozwoéw z tytulu
naruszenia przepisbw 0
ochronie danych osobowych
do sadow okregowych.
Uwzgledniajac instancyjng
strukture polskiego wymiaru
sprawiedliwos$ci oraz
ustanowienie nowej podstawy
prawnej kierowania pozwow w
sprawach 0 roszczenia
wynikajace  z  naruszenia
przepisbw o ochronie danych

osobowych do sadéw
powszechnych, nalezy
spodziewa¢ si¢ zwigkszenia

liczby spraw kierowanych do
sadow powszechnych réznych

szczebli oraz Sadu
Najwyzszego.
Obywatele Ok. 38424000 Dane statystyczne Glownego | - Przepisy przyznaja

Urzedu Statystycznego.

obywatelom nowe uprawnienia,
w  szczegblnoSci w  zakresie
kierowania do sadu
powszechnego pozwu z tytulu
naruszenia przepisow 0
ochronie danych osobowych,
zlozenia skargi do Prezesa
Urzedu.  Postgpowanie  w
sprawie naruszenia przepiséw o
ochronie danych ma by¢
réwniez prowadzone szybciej.

- Uregulowanie materii prawnej
zZwigzanej z




odpowiedzialnoscia,
administracjg 1 nadzorem nad
systemami
teleinformatycznymi oraz
postepowaniami prowadzonymi
w formie papierowej w

wymiarze sprawiedliwosci
zapewniajagcymi  bezpieczne
przetwarzanie danych
osobowych.

Sad Najwyzszy 1 - Przepisy przyznaja nowa
podstawe prawna do

kierowania pozwéw z tytutu
naruszenia przepisow 0
ochronie danych osobowych
do sadow okregowych.
Uwzgledniajac instancyjng
struktur¢ polskiego wymiaru
sprawiedliwos$ci oraz
ustanowienie nowej podstawy
prawnej kierowania pozwow w
sprawach 0 roszczenia
wynikajagce  z  naruszenia
przepisow o ochronie danych
osobowych do sadow
powszechnych, nalezy
spodziewa¢ si¢ zwickszenia
liczby spraw kierowanych do
sadow powszechnych réznych

szczebli oraz Sadu
Najwyzszego.
Sady administracyjne 16 Wojewddzkich - Rozpatrywanie skarg od
Sadow decyzji Prezesa Urzedu.
Administracyjnych i - Rozpatrywanie wnioskow
Naczelny Sad Prezesa Urzg¢du o zadanie
Administracyjny pytania prawnego do TSUE.
Polskie Centrum 1 - Rozszerzenie zakresu
Akredytacji dziatalnosci PCA w obszarze
akredytacji podmiotow

dokonujacych certyfikacji, o
ktorej mowa w art. 42
rozporzadzenia 2016/679.

5. Informacje na temat zakresu, czasu trwania i podsumowanie wynikéw konsultacji

Od samego poczatku podejmowanych w Ministerstwie Cyfryzacji dziatan zmierzajacych do zapewnienia skutecznego
stosowania rozporzadzenia 2016/679 celem bylo zapewnienie im pelnej transparentno$ci. Projektowane rozwigzania
krajowe dotycza bowiem ochrony prawa podstawowego i maja ogromny wplyw na niemal kazdy obszar dziatania
panstwa. Jej wyrazem bylo chociazby organizowanie w Ministerstwie Cyfryzacji szeregu otwartych spotkan
transmitowanych on-line na stronie internetowej Ministerstwa Cyfryzacji. Na spotkaniach kazda ze zgromadzonych o0s6b
mogla zada¢ kazde pytanie, dotyczace podejmowanych w Ministerstwie Cyfryzacji dziatan legislacyjnych. W dniu 3
lutego 2017 r. odbylo sie takie spotkanie dedykowane wprost dla przedsigbiorcéw, a w dniu 29 maja 2017 r. spotkanie z
przedstawicielami organizacji pozarzadowych zainteresowanych tematyka unijnej oraz krajowej reformy ochrony danych
osobowych. W spotkaniu aktywnie uczestniczyty organizacje takie, jak chociazby Helsinska Fundacja Praw Czlowieka,
Amnesty International, Fundacja im. Stefana Batorego, Pracodawcy RP, Sie¢ Obywatelska Watchdog Polska,
Przewodniczaca Komisji Praw Czlowieka przy Naczelnej Radzie Adwokackiej, Fundacja ePanstwo oraz Centrum
Cyfrowe. W dniu 2 lutego 2017 r. w Ministerstwie Cyfryzacji odbyto si¢ spotkanie kierownictwa Ministerstwa
Cyfryzacji z przedstawicielami ko$ciotoéw oraz zwigzkow wyznaniowych, aby rozmawia¢ na temat nowych zasad
przetwarzania przez nie danych osobowych. W spotkaniu mogt wzig¢ udziat kazdy zarejestrowany na terytorium Polski
kosciot oraz zwigzek wyznaniowy. W dniu 9 grudnia 2016 r. w Ministerstwie Cyfryzacji zorganizowano spotkanie




pracownikow resortu z przedstawicielami srodowiska naukowego zajmujacymi si¢ ochrong danych osobowych. W
trakcie spotkania naukowcy przedstawili swoje doswiadczenia w zakresie zagadnien zwigzanych ze stosowaniem
obowigzujacych obecnie przepisow o ochronie danych osobowych oraz poglady dotyczace nowych unijnych ram
prawnych ochrony danych osobowych. Pracownicy Ministerstwa Cyfryzacji niemal kazdego dnia uczestnicza w
Ministerstwie Cyfryzacji w spotkaniach z organizacjami, obywatelami oraz izbami gospodarczymi zainteresowanymi
unijnag reforma ochrony danych osobowych. Od poczatku podejmowanych dziatan legislacyjnych pracownicy
Ministerstwa Cyfryzacji uczestniczyli rowniez w kilkudziesigciu konferencjach naukowych, forach, warsztatach
poswigconych reformie ochrony danych osobowych. Celem takich dziatan jest czynne uczestnictwo Ministerstwa
Cyfryzacji w debacie publicznej, poswigconej reformie ochrony danych osobowych. W dniu 28 marca 2018 r. na stronie
internetowej Ministra Cyfryzacji udostepniony zostat rowniez projekt czgsci przepisdOw projektowanej ustawy o ochronie
danych osobowych. Decyzja 0 udostgpnieniu wypracowanych w dacie ich udost¢pnienia czgéci przepisow projektu
podyktowana zostala duzym zainteresowaniem spolecznym wypracowywanymi zmianami prawnymi i checig
zapewnienia procesowi tworzenia nowych przepisow peltnej transparentno$ci. Efektem powyzszych dziatan byto zebranie
przez Ministerstwo Cyfryzacji ogromnej ilosci postulatow, zatozen co do polskiego systemu ochrony danych osobowych,
ktore podlegaly wnikliwej ocenie i miaty wptyw na ksztatt projektu przepiséw o ochronie danych.

Projekty ustaw zostaly udostepnione w Biuletynie Informacji Publicznej na stronie internetowej Rzadowego Centrum
legislacji w zaktadce Rzadowy Proces Legislacyjny i poddane uzgodnieniom z wszystkimi cztonkami Rady Ministrow.
Projekty ustaw byly réwniez przedmiotem opiniowania i konsultacji przeprowadzanych jednocze$nie z uzgodnieniami
mig¢dzyresortowymi. Czas trwania konsultacji przewidziany zostat na 30 dni. Projekty ustaw z zaproszeniem do
mozliwosci zglaszania uwag zamieszczone zostaly rowniez na stronie internetowej Ministerstwa Cyfryzacji oraz na
platformie internetowej stuzacej konsultacjom publicznym www.konsultacje.gov.pl.

W dniu 14 wrzes$nia 2017 r. Minister Cyfryzacji wystosowal zaproszenie do zaopiniowania projektu — bylo ono wystane
bezposrednio na adresy e-mail do organizacji spotecznych, zwigzkow pracodawcow i stowarzyszen branzowych w
lacznej liczbie 189 podmiotow.

Rownolegle informacja o rozpoczeciu konsultacji spotecznych (wraz z projektem ustawy w wersji z dnia 13.09.2017 r.)
ukazata si¢ na stronie internetowej Ministerstwa Cyfryzacji www.mc.gov.pl (zaktadka konsultacje spoleczne) i
zaproszenie do udzialu w nich bylo szeroko dystrybuowany w mediach spoteczno$ciowych (statystyki dostepne pod
linkiem: http://blog.mc.gov.pl/?p=153). Dla potrzeb przyjmowania uwag w domenie mc.gov.pl stworzono dedykowany
projektowi adres e-mail: konsultacje.odo@mec.gov.pl

W toku konsultacji spotecznych, trwajacych do 13 pazdziernika 2017 r., opinie do ustawy zgtosito ponad 110 organizacji
i obywateli, ktorzy zglosili w sumie 641 uwag (tabela z ich zestawieniem jest dost¢pna na stronie:
http://legislacja.rcl.gov.pl/projekt/12302950

W ramach opiniowania projekt ustawy zostat przekazany Komisji Wspolnej Rzadu i Samorzadu Terytorialnego. Komisja
Wspdlna Rzadu i Samorzadu Terytorialnego pozytywnie zaopiniowata projektowang ustawe.

Projekt w ramach konsultacji zostal przestany Radzie Dialogu Spotecznego i do reprezentatywnych zwigzkoéw
zawodowych oraz organizacji przedsigbiorcow.

6. Wplyw na sektor finansow publicznych

(ceny state z ...... r.) Skutki w okresie 10 lat od wejscia w zycie zmian [mln z1]

0 1 2 3 4 5 6 7 8 9 10 Lgcznie

(0-10)

Dochody ogélem 2,46 436 | 447 447 4,47 4,47 447 | 447 447 4,47 4,47 47,05
budzet panstwa 057 097 | 097 097 0,97 097 097 | o097 097 0,97 0,97 10,27
JST 0 0 0 0 0 0 0 0 0 0 0 0
pozos_tale_jednostkl 0 0 0 0 0 0 0 0 0 0 0 0
(oddzielnie)
Fundusz Ubezpieczen | 134 241 | 2,49 2,49 2,49 2,49 249 | 249 2,49 2,49 2,49 26,16
Spolecznych
Fundusz Pracy 0,21 037 | 038 038 0,38 038 038 038 038 0,38 0,38 4,00
Narodowy Fundusz 0,34 061 | 063 0,63 0,63 0,63 063 | 063 0,63 0,63 0,63 6,62
Zdrowia
Wydatki ogélem 1964 [ 1354 [1390 [1390 [1390 [ 139 [1390 [1390 [ 1390 [ 1390 | 1390 | 158,28
budzet pafistwa 1964 | 1354 | 1390 | 1390 [ 1390 | 1390 | 1390 | 1390 | 1390 | 1390 | 1390 | 158,28



http://www.mc.gov.pl/
http://blog.mc.gov.pl/?p=153
mailto:konsultacje.odo@mc.gov.pl
http://legislacja.rcl.gov.pl/projekt/12302950

JST

pozostate jednostki
(oddzielnie)

Saldo ogoélem

-17,18 -9,43 -9,43 -9,43 -9,43 -9,43 -9,43 -9,43 -9,43 -9,43 -111,23

budzet panstwa

-19,07 -12,57 | -12,93 -12,93 -12,93 -12,93 -12,93 | -12,93 -12,93 -12,93 -12,93 -148,01

JST

pozostate jednostki
(oddzielnie)

Fundusz Ubezpieczen
Spotecznych

1,34 2,41 2,49 2,49 2,49 2,49 2,49 2,49 2,49 2,49 2,49 26,16

Fundusz Pracy

0,21 0,37 0,38 0,38 0,38 0,38 0,38 0,38 0,38 0,38 0,38 4,00

Narodowy Fundusz
Zdrowia

0,34 0,61 0,63 0,63 0,63 0,63 0,63 0,63 0,63 0,63 0,63 6,62

Zrodta finansowania

Wydatki budzetu panstwa (czes$¢ 27 — Informatyzacja, budzet Polskiego Centrum Akredytacji)
begda ponoszone bez koniecznosci dodatkowego zwigkszania limitow. Wydatki w czesci 10 -
Generalny Inspektor Danych Osobowych zostang zwigkszone w 2018 r. w ramach $rodkéw z
rezerwy celowej poz. 73 - Rezerwa na zmiany systemowe i niektdre zmiany organizacyjne, w
tym nowe zadania oraz na zadania zwigzane z poprawg finansow publicznych, w tym
odbudowg dochodow budzetu panstwa. Wejscie w zycie projektowanej regulacji nie bgdzie
podstawg do ubiegania si¢ o dodatkowe $rodki z budzetu panstwa na ten cel.

Dodatkowe
informacje, w tym
wskazanie zrodet
danych i przyjetych do
obliczen zalozen

Skutki przewidziane w tabeli w okresie 10 lat od wej$cia w Zycie zmian

1 Koszty zwigzane z funkcjonowaniem Prezesa Urzedu Ochrony Danych Osobowych -
cze$¢ budzetu panstwa 10 — Generalny Inspektor Danych Osobowych.

Wysokos§¢ wydatkéw zwiazanych z wejSciem w zycie projektowanej ustawy wyniesie
w roku 2018 ok. 19 639 000 z1, w tym Kkoszty wynagrodzen, utrzymania systemu, wynajmu
powierzchni oszacowano za okres od czerwca do grudnia 2018 r.

Na ww. wydatki sktada sie:

a) koszt wymiany tablicy emaliowanej z nazwa urzedu, ktéry w przyblizeniu wyniesie
25 810,00 zl, przy uwzglednieniu wskazanej ponizej koniecznos$ci zatrudnienia w Urzedzie
Ochrony Danych Osobowych dodatkowych 100 oséb.

Koszt wymiany tablicy emaliowanej z nazwa urzedu to w przyblizeniu 770 zt, koszt zmiany
nazwy wewnetrznej tablicy informacyjnej w przyblizeniu 540 zt, wymiana 5 szt. metalowych
pieczeci urzgdowych w przyblizeniu 2500 zt, wykonanie nowych obwolut na dokumenty w
przyblizeniu 2500 zi, zakup materialow promocyjnych 3500 zl, koszt nowej pieczatki +
wizytowek dla wszystkich pracownikdw — ok 160 zt/os.

b) wysoko$¢ wynagrodzen wraz z pochodnymi w zwigzku z zatrudnieniem dodatkowych
100 etatdw, ktory wyniesie ok. 5 190,00 tys. zt, a w roku 2019 r. ok. 9 339,00, natomiast w
latach nastepnych ok. 9 654,00 tys. zL. (w latach 2019-2028 uwzgledniono roéwniez
dodatkowe wynagrodzenie roczne tzw. ,,13” — w roku 2019 za okres 7 miesiecy roku
poprzedniego). Do oszacowania ww. wydatkow przyjeto ponizej przedstawione zatozenia.

Ustawa naktada na Prezesa Urzedu szereg obowigzkow, ktorych spelnienie wymusza zwigkszenie
liczby zatrudnionych pracownikow (co najmniej dwukrotne wzgledem dzisiejszej liczby) z uwagi
na duzg liczbe nowych, nieistniejacych w obowigzujacym stanie prawnym obowigzkow.
Powyzsze wydatki zostaly 0szacowane w oparciu 0 dane zawarte w sprawozdaniu Generalnego
Inspektora z 2016 r., opublikowanego na stronie internetowej GIODO, gdzie liczba pracownikow
na dzien 31 grudnia 2016 r. wyniosta 151,525 etatu, budzet na wynagrodzenia 11 287,00 zt oraz
pochodne od wynagrodzen 2 194,00 zt. Bez watpienia wzro$nie ilo$¢ spraw rozpatrywanych
przez Prezesa Urzedu. Po pierwsze, samo rozporzadzenie 2016/679 przyznaje obywatelom
ponad 20 nowych uprawnien, w tym prawo do sprzeciwu przed podejmowaniem
automatycznych decyzji opartych na profilowaniu, prawo do bycia zapomnianym czy prawo do
zadania przeniesienia danych osobowych. Wigzato si¢ to bedzie ze zwigkszeniem liczby skarg
W zwiazku z nienalezytym wykonywaniem nowo przyznanych uprawnien. Przepisy nakladaja
rowniez na wszystkich przedsiebiorcow oraz wszystkie podmioty publiczne obowiazek, w
przypadku naruszenia ochrony danych osobowych, zglaszania faktu naruszenia organowi




nadzorczemu w ciggu 72 h. W obowigzujgcym stanie prawnym obowigzek taki cigzy wylgcznie
na operatorach telekomunikacyjnych. Ze sprawozdania Generalnego Inspektora z 2016 r.
wynika, ze otrzymat on w 2016 r. 163 takie notyfikacje. Liczba przedsi¢biorcéw
telekomunikacyjnych na dzien 11 lipca 2017 r. znajdujacych si¢ w Rejestrze Przedsigbiorcow
Telekomunikacyjnych wynosi 6023 podmiotéw. Opierajac si¢ na danych z rejestru REGON, ze
liczba przedsiebiorstw, organéw administracji publicznej oraz stowarzyszen i fundacji wynosi
tacznie w przyblizeniu 3 600 000, liczba podmiotow zobowigzanych do takich notyfikacji
wzrasta 600 krotnie. Liczba notyfikacji naruszen w ciggu roku siggna¢ moze, wiec 55 000,
czyli w przyblizeniu 4600 notyfikacji miesigcznie. Z czego kazda powinna podlegac¢ odrebne;j
ocenie z punktu widzenia zasadnosci wszczecia przez Prezesa Urzedu postepowania z urzedu.
Decyzja o wszczeciu generowata bedzie z kolei potrzebe obstugi takich postgpowan. Liczba
notyfikacji inspektoréw ochrony danych kierowanych do Prezesa Urzedu Ochrony Danych
moze wynie$¢ w przyblizeniu tylko od administracji publicznej ok. 50 000 notyfikacji. Przepisy
rozporzadzenia 2016/679 przewiduja mechanizmy certyfikacji, a projekt ustawy o ochronie
danych osobowych je uzupeilnia. Projekt naktada na Prezesa Urzedu Ochrony Danych
Osobowych obowigzek certyfikacji. Podejmowanie takich dziatan wigze si¢ z kosztami po
stronie organu zwigzanymi z konieczno$cig zatrudnienia odpowiedniej liczby 0s6b
podejmujacych czynnosci certyfikacji. Powyzsze informacje nie obejmuja zadan natozonych na
Prezesa Urzedu projektowang przez Ministra Spraw Wewngetrznych i Administracji ustawg
implementujgca dyrektywe Parlamentu Europejskiego i Rady (UE) 2016/680 z dnia 27
kwietnia 2016 r. w sprawie ochrony osob fizycznych w zwiazku z przetwarzaniem danych
osobowych przez wlasciwe organy do celow zapobiegania przestgpczosci, prowadzenia
postepowan przygotowawczych, wykrywania i §cigania czynéw zabronionych i wykonywania
kar, w sprawie swobodnego przeptywu takich danych oraz uchylajgca decyzj¢ ramowa Rady
2008/977/WSiSW. Skutki kadrowe powyzszych dzialan przewidziane zostang w ocenie
skutkdw regulacji dotgczonej do projektu ustawy tworzonego przez Ministra Spraw
Wewngtrznych i Administracji.

c) koszt utrzymania Rady do Spraw Ochrony Danych Osobowych oraz wydatki na
wynagrodzenia 8 czlonkow w tym przewodniczacego, ktory wyniostby w roku 2018 w
przyblizeniu 37 077,00 zl, a w latach nastepnych 63 560,00 zi. Do oszacowania ww.
wydatkoéw przyjeto ponizej przedstawione zatozenia.

Opierajac si¢ na wydatkach podejmowanych przez Ministra Cyfryzacji w zwigzku z
funkcjonowaniem Rady do Spraw Cyfryzacji, koszt wynagrodzenia przewodniczacego za
udzial w posiedzeniu wynosi 400 zt, cztonka 350 zi. Przyjmujac, ze Rada do Spraw Ochrony
Danych Osobowych spotykalaby si¢ raz w miesigcu, tagczny roczny koszt wynagrodzen jej 8
cztonkow wyniostby 34 200,00 zt. W przypadku Rady do Spraw Cyfryzacji na 18 czlonkoéw z
mozliwosci zwrotu kosztow podrozy korzystaja 3 osoby. Przy podobnej liczbie chetnych
wchodzacych w sktad Rady do Spraw Ochrony Danych Osobowych roczny zwrot dojazdu dla
cztonkow wynidstby w przyblizeniu 14 000,00 zi. Wydatki zwigzane z samg organizacja
posiedzen Rady do Spraw Cyfryzacji wynosza 1 280,00 zt za jedno posiedzenie (taczny roczny
koszt 15 360,00 zt).

d) koszt utrzymania systemow informatycznych, ktéry rocznie w przyblizeniu wyniesie
2 638 360,00 zl. Przy czym kwota ponoszona w pierwszym roku dzialania organu (przez 7
miesiecy do 31 grudnia 2018 r.) wynosila bedzie proporcjonalnie w przybliZeniu
1539 043,00 z1. Wielko$¢ nakladéw w 2018 roku na zakup, budowe i wdrozenie systemow
oszacowano w przyblizeniu na 10 951 860,00 zi. Do oszacowania ww. wydatkow przyjeto
ponizej przedstawione wyjasnienia.

Projekt ustawy naktada na Prezesa Urzedu szereg obowigzkow, ktdrych realizacja mozliwa jest
réwniez z wykorzystaniem systemow teleinformatycznych. Systemy takie zapewniaja szybsze i
bardziej efektywne egzekwowanie zasad ochrony danych osobowych oraz sg wygodng forma
kontaktow z organem (ze wzgledu na elektroniczny charakter naruszen prywatnosci,
wyposazenie organu w $rodki informatyczne i elektronizacja procesu komunikacji z organem
jest warunkiem koniecznym sprawnej realizacji jego obowiazkéw). Koszt powinien obejmowac
utworzenie i1 modyfikacje systemu teleinformatycznego notyfikacji naruszen, systemu
notyfikacji danych kontaktowych inspektoréw ochrony danych, systemu zarzadzania
dokumentacja oraz systemu rozliczen z ukaranymi. O koniecznosci wprowadzenia takich
systemow przesgdza rowniez kalkulacja dokonana przez Ministra Cyfryzacji. Liczba
notyfikacji inspektorow ochrony danych kierowanych do Prezesa Urzedu Ochrony Danych
moze wynie$¢ w przyblizeniu 390 000 notyfikacji (ok. 340 000 notyfikacji w przypadku




przedsigbiorcow, ok. 1 100 notyfikacji od Stowarzyszen, innych organizacji spolecznych i
zawodowych, fundacji oraz samodzielnych publicznych zaktaddéw opieki zdrowotnej, ok.
50 000 podmiotéw publicznych). Przyjmujac, ze w przyblizeniu liczba godzin roboczych w
miesigcu wynosi 168, gdyby kazda z notyfikacji splynela w pierwszym roku funkcjonowania
Prezesa Urzedu Ochrony Danych Osobowych, tj. w okresie od 25 maja 2018 r. do 25 maja 2019
r., do organu moze spltywaé¢ w przyblizeniu 190 notyfikacji na godzing.

Kalkulacje wydajnosci i kosztow systemu oparto na nastepujacych danych wejsciowych:

— liczba podmiotéw zobowigzanych do przestania notyfikacji wg danych GUS wynosi 393 000
roztozonych na 2 pierwsze lata funkcjonowania organu;

— na bazie statystyk naruszen w sektorze telekomunikacyjnym szacuje si¢ liczbg zgloszen
naruszen dla catej Polski na 55 000 rocznie.

Okres utrzymywania danych w systemie produkcyjnym — 5 lat.

Szacunkowa objetos¢ zasobow baz danych produkcyjnych —5 TB

Szacunkowa objetos¢ danych archiwalnych i kopii zapasowych — 15 TB

Zapotrzebowanie na moc obliczeniowsg:

Serwery baz danych i systemy plikow wraz z zapewnieniem niezawodno$ci — 2 serwery X 8 CPU
x86

Serwery aplikacyjne - 4 serwery x 2 CPU x86

Serwery warstwy dostepowej 4 serwery x 2 CPU x86

Do obliczenia kosztow wykorzystano dane Gartner — najwickszej firmy analitycznej IT, badajacej
i publikujacej w najszerszym zakresie dane kosztowe i benchmarkingowe IT. (Toolkit: Pricing
for Data Center, Hosting and Cloud-Based Outsourcing Solutions, 7 grudnia 2016 r., William
Maurer, Mark D. Ray, Daniel Barros.)

Uzyto nastepujacych danych:

Sredni koszt posiadania i utrzymania serwera x86 do 4 CPU 828USD miesiccznie (obejmuje
sprzet, wsparcie producenta i administracje)

Sredni koszt posiadania i utrzymania serwera x86 do 8 CPU 1099USD miesigcznie (obejmuje
sprzet, wsparcie producenta i administracje)

Sredni koszt pamieci masowej High-End Hybrid Array — 0,48 USD/miesiac/GB

Sredni koszt pamigci masowej Low-End File Storage - 0,10 USD/miesiac/GB

Uzyte dane dotyczg pelnego outsource’ingu infrastruktury i reprezentuja taczne koszty wraz z
towarzyszacym wyposazeniem, pracg administratorOw, zapewnieniem cigglosci.

W przypadku decyzji o jednorazowym zakupie infrastruktury, koszty roczne bedg reprezentowaty
amortyzacj¢ sprzetu, wsparcie producenta i koszty wynagrodzen, ale ich sumaryczne poziomy
bedg analogiczne.

Dla budowy systemu gromadzenia notyfikacji i zgloszen przyjeto koniecznos¢ budowy systemu
od zera. Zatozono, Ze jest to system w formie e-ustug z pelng integracja z profilem zaufanym z
zapewnieniem interoperacyjnosci. Przez analogi¢ do podobnych systemow z uwzglednieniem
doswiadczenia Ministra Cyfryzacji ztozono$¢ systemu oceniono w drodze szacowania
eksperckiego na 1500 punktéw funkcyjnych.

Przyjeto naklady na analiz¢ i wdrozenie systemu na poziomie dwukrotnosci kosztow
wytworzenia systemu. Przy tym oszacowaniu poshuzono si¢ danymi Gartner z raportu IT Key
application measures prezentujacymi koszty developmentu jako 33% tacznych kosztow systemu
wytwarzanego w regionie europejskim.

Do oszacowania kosztow budowy systemu notyfikacji na zamdwienie wykorzystano dane
Gartner — Key Application measures — warto$¢ - development cost per function point - 453 USD
Do przeliczenia wydatkow na walute krajowa uzyto $rednich kursow NBP, Tabela nr
136/A/NBP/2017 z dnia 2017-07-17 1 USD = 3,6767zt.

Dla systemu rozliczen przyjeto zakup systemu standardowego z potki. Ceng¢ oprogramowania
oszacowano na 450 000 zt na podstawie znanych wnioskodawcy cen zakupu $redniej skali
systemow ERP takich producentéow jak Exact, Microsoft, Comarch dla okoto 50 pracownikow.
Ze wzgledu na standardowos$¢ oprogramowania przyjeto koszt wdrozenia, jako réwnowarto$¢
oprogramowania.

Dla systemu zarzadzania obiegiem dokumentoéw przyjeto wykorzystanie systemu EZD PUW,
ktorego licencj¢ posiada Skarb Panstwa. Na bazie do§wiadczen z wdrazania tego systemu w
licznych instytucjach oszacowano koszty wdrozenia na 4 etaty w ciggu 6 miesi¢cy. Zatozono, ze
system begdzie eksploatowany na wspoélnej infrastrukturze serwerowej wraz z systemem
notyfikacji.

Przyjeto, ze infrastruktura sieciowa GIODO ani tacze internetowe nie wymaga zmiany ani
rozbudowy.

Do oszacowania kosztow wynagrodzen dla utrzymania systemu wykorzystano dane z publikacji




Raport ptacowy Sedlak & Sedlak dlabranzy IT — 2016 podajacej mediang wynagrodzen
podstawowych specjalistow zatrudnionych w branzy IT w 2016 r. w wysokosci 6 625 zt.

e) koszt wynajmu przestrzeni biurowej z uwzglednieniem miejsc parkingowych dla trzech
pojazdéw, ktéry wyniesie w roku 2018 — 875000,00z1, a w latach nastepnych w
przyblizeniu 1 500 000,00 zI rocznie (przyjmujac za sredni kurs EURO 4,2091 w oparciu o
tabele nr 136/A/NBP/2017 z dnia 2017-07-17).

W zwiagzku z podwojeniem liczby pracownikéw Prezesa Urzedu konieczne jest zwigkszenie
powierzchni biurowej wynajmowanej obecnie przez Generalnego Inspektora Ochrony Danych
Osobowych. Przyjmujac za granice 6 m” wolnej powierzchni dla jednego pracownika oraz
konieczno$¢ zarezerwowania przestrzeni na meble oraz urzadzenia biurowe, konieczne jest
przewidzenie kosztow wynajmu w przyblizeniu 1100 m® dodatkowej przestrzeni biurowej. W
oparciu o ocen¢ 15 ofert najmu powierzchni biurowej w centrum Warszawy $redni miesi¢czny
koszt wynajmu 1 m? wynosi 22 EURO oraz 20 zt kosztow eksploatacyjnych. Do powyzszego
konieczne jest przewidzenie kosztu wynajmu powierzchni parkingowej dla floty samochodowej
w kwocie 180 EURO za miejsce parkingowe miesigcznie.

) koszt organizacji jednego stanowiska pracy zaopatrzonego w pakiet office OnPremise i
komputer stacjonarny, ktéry wyniesie 10 200,00 z1. Lacznie koszt utworzenia stanowisk
pracy dla 100 etatéw wyniesie 1 020 000,00 z1.

Zwigkszenie ilosci zatrudnionych przez Prezesa Urzedu pracownikow wigze si¢ z
koniecznoscig kosztow obejmujacych zakup: wyposazenia i sprzetu IT (koszt jednostkowy to
9 000,00 zt) oraz licencji Microsoft Office Professional 2016 ( koszt jednostkowy 1 200,00 zb).

2. Wydatki czesci budzetu panstwa 27 — Informatyzacja, w kwocie tacznej 5 000 000,00 zl,
na ktora sklada si¢ jednorazowy koszt zmian wdrozeniowych koniecznych do podjecia w
pierwszych miesiacach rozpoczecia stosowania rozporzadzenia 2016/679 zwiazany z
konieczno$cia zmiany systemoéw, zostana sfinansowane w 2018 roku w ramach
dotychczasowego limitu wydatkow tej czeSci budzetowej i nie beda stanowi¢ podstawy do
ubiegania sie o przyznanie dodatkowych Srodkéw z budzetu panstwa.

Wskazane powyzej koszty to koszty zwigzane z dostosowaniem do rozporzadzenia 2016/679
systemow teleinformatycznych utrzymywanych przez Ministra Cyfryzacji tj.- SRP, CEPIK,
ePUAP/PZ, obywatel.gov.pl, system EZD /PUW, mDkumenty. Art. 32 ww. rozporzagdzenia
naktada na kazdego administratora danych obowigzek dokonania oceny ryzyka zwigzanego z
przetwarzaniem danych osobowych oraz wdrozenia adekwatnych systemoéw zabezpieczajacych
dane — nie wskazujac jednocze$nie, jakim wymogom technicznym systemy takie powinny
podlegaé. Z kolei zgodnie z art. 20 tegoz rozporzadzenia kazda osoba, ktorej dane dotycza, ma
prawo otrzymaé¢ w ustrukturyzowanym, powszechnie uzywanym formacie nadajacym si¢ do
odczytu maszynowego wszystkie dane osobowe jej dotyczace, przetwarzane w systemach
administratora oraz ma prawo przesta¢ te dane osobowe innemu administratorowi bez
przeszkod ze strony administratora, ktéremu dostarczono te dane osobowe. Powyzsze wymusza
na resorcie cyfryzacji dokonanie daleko idgcych zmian systemow informatycznych.

3. Wydatki budzetu Polskiego Centrum Akredytacji, w kwocie lacznej 1 115 tys. zl, na
ktora skladajg si¢ wydatki na wynagrodzenia ok. 100 tys. zl rocznie, koszt utworzenia
stanowiska pracy, szkolenia pracownika ok. 15 tys., zostang poniesione w ramach
osiggnietych przychodéw.

Rozszerzenie zakresu dziatalno$ci PCA w obszarze akredytacji podmiotow dokonujacych
certyfikacji, o ktorej mowa w art. 42 rozporzadzenia 2016/679, na rzecz przedmiotu
projektowanej ustawy wigze si¢ z konieczno$cig opracowania, a nast¢pnie nadzorowania
specyficznego programu akredytacji, co wiaze si¢ ze zwigkszeniem zatrudnienia w PCA o 1
specjaliste-eksperta do dziatu akredytacji (dla przewidywanej liczby akredytowanych
podmiotow ok. 20). Roczny koszt wynagrodzenia okreslony na podstawie zasad wynagradzania
pracownikow PCA oszacowano na kwote 100 tys. zt. Do tego nalezy doliczy¢ koszty zwigzane
z utworzeniem stanowiska pracy i szkoleniem pracownika (koszt w pierwszym roku ok. 15
tys.)

Potrzeba zwigkszenia zatrudnienia wynika migdzy innymi z konieczno$ci opracowania i
uzgodnienia z zainteresowanymi stronami programu akredytacji, jego wdrozenia do stosowania
w dziatalnoéci akredytacyjnej PCA, przeszkolenia auditoréw prowadzacych oceny w
przedmiotowym obszarze, a w kolejnych latach — utrzymania aktualnosci programu akredytacji,
monitorowania i harmonizacji dziatan auditorow oraz corocznego nadzorowania z poziomu




PCA dziatalnosci akredytowanych jednostek certyfikujacych. Jednoczes$nie nalezy stwierdzic,
ze PCA pobierajgc oplaty za czynnosci zwigzane z akredytacjg uzyska zwigkszone przychody
z tytutu akredytacji jednostek certyfikujacych. Szacunkowy przewidywany dochéod PCA z
tytutu akredytacji / rozszerzenia akredytacji juz funkcjonujacych akredytowanych jednostek w
pierwszym roku funkcjonowania programu wyniesie ok. 120 tys. zt (dla przewidywanej liczby
20 akredytowanych jednostek). Natomiast w kolejnych latach nadzoru nad akredytowanymi
jednostkami dochdd z tego tytulu bedzie wynosit ok. 95 tys. zt. W rezultacie dochody PCA z
tytulu rozszerzenia dzialalno$ci akredytacyjnej w obszarze oceny zgodnosci wiasciwej dla
projektowanej ustawy w praktyce pokryjg koszty zwigkszonego zatrudnienia i jednoczesnie
zapewnig funkcjonowanie PCA na zasadzie jednostki non-profit. Ewentualne zmiany w
zakresie kosztow zatrudnionego pracownika i dochoddéw z tytutu rozszerzonej dziatalnosci
akredytacyjnej PCA pokryje z pozostalych przychoddéw z tytulu akredytacji. Zwigkszenie
zatrudnienia w PCA o 1 pracownika nie obcigzy budzetu panstwa.

4. Skutki niewlaczone do tabeli w zwiazku z trudno$ciami z ich policzalnos$cia

Zmiana polegajagca na nalozeniu przez rozporzadzenie 2016/679 na wszystkie podmioty
publiczne, o ktérych mowa w art. 9 ustawy o finansach publicznych, obowiazku wyznaczenia
inspektora ochrony danych. Krajowe przepisy o ochronie danych osobowych wytacznie
doprecyzowuja proceduralne aspekty informowania Prezesa Urzedu o danych kontaktowych
takich inspektoréw. W oparciu 0 informacje o liczbie podmiotow, wedlug stanu rejestru
REGON na dzien 30.06.2017 r. oraz dane z powszechnie dostgpnej bazy administratorow
bezpieczenstwa informacji prowadzonej przez Generalnego Inspektora Ochrony Danych
Osobowych wskazuja, ze W Polsce mamy okoto 68 000 podmiotéw publicznych, o ktérych
mowa w art. 9 ustawy o finansach publicznych. W przyblizeniu znaczna cz¢$¢ z nich, bo okoto
18 000, powotata juz dzisiaj administratora bezpieczenstwa informacji, koszt jego utrzymania
zostal wigc wliczony w dotychczasowy budzet dziatania danego podmiotu. Pozostaje wigc w
przyblizeniu okoto 50 000 podmiotdéw, ktore beda zobowigzane do powotania inspektora ochrony
danych. W stosunku do nich mozliwe jest jednak przyznanie takiej funkcji dotychczasowym
pracownikom, co nie bedzie wigzato sie z kosztami po stronie zadnych jednostek. Zgodnie z
art. 37 ust. 3 rozporzadzenia 2016/679, jezeli administrator lub podmiot przetwarzajgcy sq
organem lub podmiotem publicznym, dla kilku takich organow lub podmiotow mozna
wyznaczyé — Z uwzglednieniem ich struktury organizacyjnej i wielkosci — jednego inspektora
ochrony danych. W chwili obecnej nie jest mozliwe do przewidzenia ile podmiotéw zdecyduje
si¢ na powotanie wspolnego Inspektora Ochrony Danych, co tez znacznie obniza koszty. W
zwiazku z powyzszym, wskazanie doktadnych kwot moze by¢ obcigzone powaznym ryzykiem
przeszacowania. Doktadna liczba podmiotow, ktore zdecyduja sie powotaé takg osobe nie
majac jej dotychczas w swoich zasobach, nie jest wigc mozliwa do doktadnego wskazania.
Zmiana polegajaca na obowigzku wnoszenia przez administracj¢ publiczng kar finansowych za
naruszenie przepiséw o ochronie danych osobowych w przypadku natozenia kary przez Prezesa
Urzedu. Kary bedg stanowily dochdd budzetu panstwa, ale nie jest mozliwe przewidzenie
wysokos$ci nakladanych kar. W $wietle obowigzujacego porzadku prawnego, Generalny
Inspektor Ochrony Danych Osobowych nie jest uprawniony do naktadania administracyjnych
kar finansowych.

Zmiana polegajagca na wnoszeniu Prezesowi Urzedu Ochrony Danych Osobowych optat za
podjecie czynnosci certyfikacji przez Prezesa Urzedu. Optaty beda stanowity dochdd budzetu
panstwa, ale nie jest mozliwe przewidzenie ilosci wnoszonych optat, a wiec certyfikacji.
Przepisy przyznaja nowa podstawe prawng do kierowania pozwow z tytulu naruszenia
przepisow o ochronie danych osobowych do sadéow powszechnych. Bedzie to dla
zainteresowanych réwnolegta (alternatywna dla drogi administracyjnej) $Sciezka dochodzenia
roszczen z tytulu naruszenia przepisOw o ochronie danych osobowych. Uwzgledniajac
instancyjna strukturg polskiego sagdownictwa powszechnego i nadzor judykacyjny sprawowany
przez Sad Najwyzszy nad tymi sadami oraz ustanowienie nowej podstawy prawnej kierowania
pozwow do tych sadow, nalezy spodziewaé si¢ zwigkszenia liczby kierowanych do nich spraw.
Bedg to zupelnie nowe w praktyce sadow powszechnych sprawy o roszczenia niemajatkowe
wynikajace z naruszenia przepisdbw o ochronie danych osobowych oraz dodatkowe sprawy o
roszczenia majatkowe (odszkodowania) wynikajace z naruszenia w/w przepisow. Blizsze
oszacowanie wielko$ci dodatkowego wptywu spraw do sadéw powszechnych i Sadu
Najwyzszego spowodowanego przyjeciem projektowanych przepisow na obecnym etapie nie
jest mozliwe, gdyz wczesniej nie istniala podstawa prawna do kierowania pozwow z tytutu
naruszenia przepiséw o ochronie danych osobowych.




5. Dochody budzetu panstwa

Dochody budzetu panstwa w roku 2018 wyniosa w przyblizeniu 566 609,19 zt z tytulu
oplaty za certyfikacje, przy maksymalnej ilo$ci certyfikatéw wydawanych przez Prezesa
Urzedu, natomiast w latach nastepnych kwota dochodow nie przekroczy 971 330,04 zk. Do
oszacowania dochodéw budzetu panstwa przyj¢to ponizej przedstawione zatozenia.

Przepisy rozporzadzenia 2016/679 przewidujg mechanizmy certyfikacji, a projekt ustawy je
uzupetnia. Projekt naklada na Prezesa Urzgdu Ochrony Danych Osobowych obowigzek
certyfikacji. Podejmowanie takich dziatan wiaze si¢ z kosztami po stronie organu zwigzanymi z
koniecznos$cig wypracowania kryteriow certyfikacji, udostgpnienia ich za posrednictwem
Biuletynu Informacji Publicznej oraz przeprowadzenia czynnos$ci sprawdzajacych.
Jednoczes$nie za czynnosci zwigzane z postgpowaniem o udzielenie certyfikacji Prezes Urzedu
Ochrony Danych Osobowych bedzie pobieral optate w wysoko$ci  czterokrotnosci
przecigtnego miesigcznego wynagrodzenia za pracg w gospodarce narodowej w roku
poprzednim ogtaszanego przez Prezesa Glownego Urzedu Statystycznego. Przecigtne
wynagrodzenie w gospodarce narodowej w 2016 r. wyniosto 4047,21 zl, oplata za certyfikacje
wynosita wigc bedzie 16 188,84 zt. Zgodnie z pkt 3.2. cennika optat za czynnosci zwigzane z
akredytacja Polskiego Centrum Akredytacji z dnia 18 listopada 2016 r. za roboczodzien
przyjmuje sie¢ wartos¢ 8 godzin kalkulacyjnych PCA. Koszt jednej roboczogodziny kalkulacyjnej
PCA w procesach akredytacji i nadzoru wynosi 120 z{. Przy zalozeniu, ze do tej pory jednostki
akredytujgce wydawaly rocznie okoto 44 certyfikaty, przy czym certyfikaty przewidziane w
RODO maja szerszy wymiar, przyja¢é mozna, ze liczba certyfikatow zwigkszy si¢ o 1/3, tj.
wydanych bedzie 60 certyfikatow. Projektodawca dopuszcza w projekcie mozliwosé
certyfikacji podejmowanej zaréwno przez Prezesa Urzedu, jak i przedsiebiorcow i bardzo
trudno jest w chwili obecnej przesadzi¢, ktory model bedzie czg$ciej wykorzystywany. Nie jest
mozliwe przesadzenie jaka ilo$¢ z tej liczby zdecyduje si¢ wige na certyfikacj¢ podejmowanag
przez przedsigbiorcow. Z jednej strony mozliwe jest bowiem przyjecie, ze certyfikat wydany
przez Prezesa Urzgdu bedzie wydawat si¢ wizerunkowo silniejszy i bardziej popularny. Z
drugiej strony nie jest wykluczone, ze przedsigbiorcy moga obawiaé si¢ certyfikacji
podejmowanej przez Prezesa Urzgedu w zwiazku z ryzykiem wykrycia w toku czynnos$ci
certyfikacyjnych nieprawidlowosci. W kazdym przypadku na koszt takich dziatan sktadata si¢
bedzie jednak konieczno$¢ badz brak koniecznosci pokrycia kosztow ewentualnych $rodkow
transportu pracownikéw Urzedu Ochrony Danych Osobowych, noclegéw oraz dodatkowych
wydatkoéw. Oplaty powinny wigc pokrywac cato$¢ wydatkdw poniesionych przez Prezesa
Urzgdu w zwiazku z podejmowaniem czynnosci certyfikacji, a podejmowanie dziatan przez
Prezesa Urzedu Ochrony Danych Osobowych nie powinno wigza¢ si¢ z dodatkowymi
wydatkami, ale podjecie w tym zakresie doktadnych obliczen jest niemozliwe.

7. Wplyw na konkurencyjnos¢ gospodarki i przedsiebiorczos¢, w tym funkcjonowanie przedsiebiorcéw oraz na
rodzine, obywateli i gospodarstwa domowe

Skutki

Czas w latach od wejscia w Zzycie zmian

0 1 2 3 5 10 Lgcznie (0-10)

W ujeciu duze przedsiebiorstwa
pieni¢znym sektor mikro-, matych i
(w min 74, $rednich
ceny stale z przedsiebiorstw
...... r.) rodzina, obywatele
oraz gospodarstwa
domowe
W ujeciu duze przedsi¢gbiorstwa | Przedsigbiorcy uzyskujg uprawnienie do konsultowania z Prezesem Urzedu
niepieni¢znym rekomendacji okreslajacych $rodki techniczne i organizacyjne stosowane w

celu zapewnienia bezpieczenstwa przetwarzania danych osobowych.

Zmiana polegajagca na obowigzku wnoszenia przez przedsigbiorcow
administracyjnych kar finansowych za naruszenie przepisow o ochronie
danych osobowych w przypadku natozenia kary przez Prezesa Urzedu.

sektor mikro-, matych i
$rednich
przedsigbiorstw

jw.

rodzina, obywatele
oraz gospodarstwa
domowe

Niemierzalne




Dodatkowe
informacje, w tym
wskazanie zrodel
danych i przyjetych do
obliczen zatozen

Zmiana polegajagca na zmniejszeniu wynikajacych z ogélnego rozporzadzenia obowigzkow
cigzgcych na podmiotach prowadzacych dziatalnos¢ polegajaca na publikowaniu materiatow
prasowych. Przepisy ustawy ograniczajg zastosowanie rozporzadzenia unijnego wzgledem tych
podmiotow, przy czym z uwagi na szeroki zakres nowych obowigzkow natozone zostang na nie
i tak obowigzki dzisiaj nieistniejgce. Z kosztami po stronie tych podmiotow wigzato sie bedzie
realizowanie przez nie prawa do bycia zapomnianym oraz zgtaszanie naruszenia ochrony
danych osobowych organowi nadzorczemu i zawiadamianie osoby, ktorej dane dotycza,
0 naruszeniu ochrony danych osobowych. Podmioty te zobowigzane beda roéwniez do
przeprowadzania oceny skutkow projektowanych rozwigzan dla ochrony danych. Wigze sig to
z kosztem dedykowania przeszkolonych pracownikow do dokonania takiej oceny. W
przypadku, gdy dane przetwarzane beda na szeroka skale, konieczne bedzie réwniez
wyznaczanie inspektorow ochrony danych. Uwzgledniajac powyzsze, przyja¢ nalezy koszt po
stronie takiego przedsiebiorcy w postaci dedykowania jednego pracownika, Kktdrego co
najmniej polowa etatu dotyczylaby realizacji powyzszych obowigzkéw. W Polsce liczba
podmiotow zajmujacych si¢ wydawaniem gazet oraz wydawaniem czasopism i pozostatych
periodykéw wynosi 3300 (lipiec 2017 r.). Powyzsza liczba przygotowana zostata w oparciu 0
dane zamieszczone w krajowym rejestrze urzedowym podmiotow gospodarki narodowej
REGON. Dane zostaly przygotowane z wykorzystaniem kryterium formy prawnej, formy
wlasnosci, formy finansowania, dziatalnosci wg kodu PKD oraz nazwy we wskazanych
przypadkach.

Zmiana polegajaca na zmniejszeniu wynikajacych z ogodlnego rozporzadzenia 2016/679
obowigzkéw cigzacych na podmiotach prowadzacych dziatalnos¢ literackg oraz artystyczna.
Przepisy ustawy ograniczajg zastosowanie rozporzadzenia unijnego wzgledem tych
podmiotow, przy czym z uwagi na szeroki zakres nowych obowigzkéw natozone zostang na nie
i tak obowiazki dzisiaj nieistniejagce. Z kosztami po stronie tych podmiotéw bedzie si¢ wigzato
realizowanie przez nie prawa do bycia zapomnianym oraz zgtaszanie naruszenia ochrony
danych osobowych organowi nadzorczemu i zawiadamianie osoby, ktorej dane dotycza,
0 naruszeniu ochrony danych osobowych. Podmioty te zobowigzane bedg roéwniez do
przeprowadzania oceny skutkow projektowanych rozwigzan dla ochrony danych. Wiaze sig to
z kosztem dedykowania przeszkolonych pracownikow do dokonania takiej oceny. W
przypadku gdy dane przetwarzane beda na szeroka skalg i nie sag podmiotami publicznymi
(wobec ktorych wymog taki bedzie cigzyt zawsze), konieczne bedzie rowniez wyznaczanie
inspektorow ochrony danych. Uwzgledniajac, ze zakres gromadzonych przez takie podmioty
danych jest najczgsciej bardzo maty, wystarczajacym wydaje si¢ odbycie przez takie osoby
stosownych szkolen w zakresie realizacji nowych obowigzkéw. W Polsce liczba podmiotéw
zajmujagcych si¢ dzialalno$ciag zwigzang z wystawianiem przedstawien artystycznych,
dziatalnos$cia wspomagajacg wystawianie przedstawien artystycznych, artystyczng i literacka
dziatalnos$cig tworcza oraz dziatalnoscia obiektow kulturalnych wynosi 20 071 (lipiec 2017 r.).
Powyzsza liczba przygotowana zostala w oparciu o dane zamieszczone w krajowym rejestrze
urzegdowym podmiotow gospodarki narodowej REGON. Dane zostaly przygotowane z
wykorzystaniem kryterium formy prawnej, formy wtasnosci, formy finansowania, dziatalnosci
wg kodu PKD oraz nazwy we wskazanych przypadkach.

Zmiana polegajaca na naloZzeniu obowigzku na przedsiebiorcow powolujacych
inspektordw ochrony danych do notyfikacji do Prezesa Urzgdu Ochrony Danych Osobowych,
w przypadku przedsigbiorcow, ktorych glowna dziatalnos¢ polega na regularnym i
systematycznym monitorowaniu osob, ktorych dane dotycza, na duza skale lub glowna
dziatalnos$¢ polega na przetwarzaniu danych szczegolnie chronionych na duzg skalg oraz danych
dotyczacych skazan. Grupa Robocza art. 29 jako unijne forum wspotpracy organow ochrony
danych osobowych w wytycznych dotyczacych inspektoréw ochrony danych ( 16/EN WP 243
rew.01) wskazata, ze wymog wyznaczenia inspektora ochrony danych dotyczyt bedzie
przedsigbiorcow zajmujacych si¢ obstugg sieci telekomunikacyjnej, $wiadczeniem ustug
telekomunikacyjnych, przekierowywaniem poczty elektronicznej, dziataniami marketingowymi
opartymi na danych, profilowaniem i ocenianiem dla celow oceny ryzyka (na przyktad dla
celow oceny ryzyka kredytowego, ustanawiania sktadek ubezpieczeniowych, zapobiegania
oszustwom, wykrywania prania pieni¢dzy), §ledzeniem lokalizacji, na przyktad przez aplikacje
mobilne, programy lojalnosciowe, reklamg behawioralng, monitorowaniem danych
dotyczgcych zdrowia 1 kondycji fizycznej za posrednictwem urzadzen przenosnych,
monitoringiem wizyjnym, urzadzeniami skomunikowanymi np. inteligentne liczniki,
inteligentne samochody, automatyka domowa. Bez watpienia podmiotami takimi bedg rowniez
operatorzy medyczni przetwarzajacy dane osobowe szczegélnie chronione dotyczace stanu
zdrowia. Liczba podmiotow wykonujacych dziatalno§¢ lecznicza na dzien 11 lipca 2017 r.




znajdujacych si¢ w Rejestrze Podmiotoéw Wykonujacych Dziatalnos¢ Leczniczg wynosi 21 438
podmiotdw, z czego podmiotow publicznych (wynik w oparciu o kryterium wyszukiwania w
bazie z wykorzystaniem zwrotu ,,Publiczny” pojawiajacy si¢ w nazwie podmiotu) ok. 700
podmiotow. Zdecydowana wigkszos¢ podmiotow to podmioty niepubliczne. Liczba
przedsigbiorcoOw telekomunikacyjnych na dzien 11 lipca 2017 r. znajdujacych si¢ w Rejestrze
Przedsigbiorcow Telekomunikacyjnych wynosi 6023 podmiotow. Rejestr Ustug Platniczych na
dzien 11 lipca 2017 r. wynosi 12 936 podmiotow. W przyblizeniu liczba podmiotow wytacznie
w wybranych branzach przekracza 40 000 podmiotow. Powyzsze stanowi wylacznie 1,16%
wszystkich przedsigbiorcow wedtug stanu rejestru REGON na dzien 30.06.2017 r.
Uwzgledniajac powotang opini¢ Grupy Roboczej art. 29 uznajgca za okolicznos¢ wystarczajaca
do nalozenia na przedsigbiorcg obowigzku powolania inspektora ochrony danych
podejmowanie przez niego dziatan marketingowych opartych na danych, procent takich
przedsigbiorcoOw nalezy zwigkszy¢ co najmniej 10 krotnie. W $wietle powyzszego w
przyblizeniu 342 700 przedsigbiorcow zobowigzana bytaby do powotania inspektora ochrony
danych. Znaczna czg¢$¢ z nich zmuszona bgdzie do powotania inspektora ochrony danych nie
majgc obecnie w swojej organizacji osoby podejmujacej takie dzialania. W rejestrze
prowadzonym przez Generalnego Inspektora Ochrony Danych Osobowych na dzien 11 lipca
2017 r. znajdowato si¢ bowiem tylko 25316 osob petligcych funkcje administratora
bezpieczenstwa informacji, z czego znaczna czg¢$SC powolana zostala przez administracje
publiczna.

Zmiana polegajaca na nalozeniu na stowarzyszenia, inne organizacje spoteczne i zawodowe,
fundacje oraz samodzielne publiczne zaktady opieki zdrowotnej powotujgce inspektoréw
ochrony danych obowigzku ich notyfikacji do Prezesa Urzedu Ochrony Danych Osobowych, w
przypadku gdy ich gtéwna dziatalno$¢ polega na regularnym i systematycznym monitorowaniu
o0sob, ktorych dane dotycza, na duzg skale lub glowna dziatalno$¢ polega na przetwarzaniu
danych szczegdlnie chronionych na duza skal¢ oraz danych dotyczacych skazan. Informacje o
liczbie podmiotéow, wedtug stanu rejestru REGON na dzien 30.06.2017 r. wskazuja, ze w
Polsce liczba takich podmiotow wynosi 110 010. Przyjmujac, ze obowiazek powolania
inspektora ochrony danych cigzyl bedzie wylacznie na 1% podmiotow, to obejmie on
1100 podmiotow.

Projekt nie bgdzie mial wptywu na gospodarstwa domowe, gdyz projektowanie rozwigzania
dotycza jedynie podmiotéw wskazanych w pkt 4 osr.

8. Zmiana obciazen regulacyjnych (w tym obowiazkow informacyjnych) wynikajacych z projektu

[ ] nie dotyczy
Wprowadzane sg obcigzenia poza bezwzglednie [ ]tak
wymaganymi przez UE (szczegdty w odwrdconej tabeli | [] nie
zgodnosci). (] nie dotyczy
X] zmniejszenie liczby dokumentéw [] zwigkszenie liczby dokumentow
[ zmniejszenie liczby procedur X zwigkszenie liczby procedur
[X] skrécenie czasu na zatatwienie sprawy [ ] wydtuzenie czasu na zatatwienie sprawy
[ ] inne: [ ]inne:
Wprowadzane obcigzenia sg przystosowane do ich X tak
elektronizacji. [ ] nie
[] nie dotyczy
Komentarz:

— Rozporzadzeniem 2016/679 oraz projektem ustawy o ochronie danych osobowych wprowadzony zostaje obowigzek
notyfikacji organowi nadzorczemu (Prezesowi Urzedu Ochrony Danych Osobowych) danych kontaktowych inspektorow
ochrony danych, ktorzy zastapia dzisiejszych administratoréw bezpieczenstwa informacji. Obowiazek obcigza zaré6wno
przedsigbiorcow, jak i organy administracji publicznej, jako dokonujacych notyfikacji, jak i Prezesa Urzedu Ochrony
Danych Osobowych jako otrzymujacego takie notyfikacje.

— Zalozeniem projektu ustawy o ochronie danych osobowych jest skrocenie czasu postgpowan prowadzonych w
sprawach naruszen przepisow o ochronie danych osobowych poprzez wskazanie maksymalnego terminu na
przeprowadzenie postgpowania kontrolnego (30 dni) oraz zniesienie dwuinstancyjno$ci postepowania w sprawach
naruszen.

— Projekt ustawy nie przewiduje istniejacego dotychczas obowigzku rejestracji zbiorow danych osobowych oraz
administratoréw bezpieczenstwa informacji. Organ nadzorczy nie bedzie réwniez zobowigzany do prowadzenia
rejestrow zbiorow danych osobowych oraz administratorow bezpieczenstwa informacji. Przepisy naktadaja na podmioty




sektora publicznego oraz znaczng czg¢s¢ podmiotéw prywatnych wymdg powolania i notyfikacji inspektoréw ochrony
danych.

— Projekt wymusza wprowadzenie w Urzedzie Ochrony Danych Osobowych systeméw telekomunikacyjnych
utatwiajacych rozpatrywanie przez organ spraw, otrzymywanie notyfikacji oraz utrzymywanie kontaktu z obywatelami.

- Projekt ustawy o ochronie danych osobowych wprowadza nowe procedury w zakresie notyfikacji inspektorow ochrony
danych, notyfikacji naruszen przepisbw o ochronie danych osobowych, certyfikacji, dochodzenia roszczen
cywilnoprawnych z tytulu naruszenia przepiséw o ochronie danych osobowych.

— Rozporzadzenie 2016/679 oraz projekt ustawy o ochronie danych osobowych znosi ogélny obowiazek dokumentacyjny
w zakresie ochrony danych osobowych. Zostat on zastgpiony zasada rozliczalno$ci.

— Majac na uwadze ustawowe terminy przewidziane w Kodeksie postgpowania administracyjnego, dla zalatwienia
sprawy w postgpowaniu odwolawczym (1 miesigc), nalezy przyjac, iz prowadzenie jednoinstancyjnego postgpowania
administracyjnego — co oznacza rezygnacj¢ z postepowania odwotawczego — spowoduje skrocenie postepowania o co
najmniej miesigc. Majgc na uwadze fakt, Zze postepowania odwotawcze w praktyce moga trwaé dtuzej (zgodnie z
wlasciwymi przepisami Kodeksu postgpowania administracyjnego) wydaje si¢, iz jednoinstancyjne postgpowanie w
sposob istotny skroci czas rozpatrywania spraw, szczegolnie w poczatkowym okresie stosowania rozporzadzenia i
ksztaltowania sie na tym etapie praktyki orzeczniczej i doktrynalnej.

9. Wplyw na rynek pracy

Projekt przepisow ustawy o ochronie danych osobowych bedzie pozytywnie wptywat na rynek pracy. Przepisy naktadaja
na podmioty sektora publicznego oraz znaczng cz¢$¢ podmiotdéw prywatnych wymoég powotania i notyfikacji
inspektorow ochrony danych. Stanowisku takiemu odpowiada funkcja dzisiejszego administratora bezpieczenstwa
informacji. Uwzgledniajac powyzsze oraz fakt, ze w dzisiejszym rejestrze Administratorow Bezpieczenstwa Informacji
zarejestrowanych jest jedynie 25357 os6b, na rynku pracy pojawi si¢ znaczna liczba nowych miejsc pracy. Na
zwigkszenie liczby miejsc pracy wplynie rowniez zwigkszenie liczby etatow w Urzedzie Ochrony Danych Osobowych.

10. Wplyw na pozostale obszary

[] srodowisko naturalne [] demografia X informatyzacja
[] sytuacja i rozwdj regionalny [] mienie panstwowe [] zdrowie
[X] inne: Wolnoéci i prawa obywateli

Rozporzadzenie 2016/679 oraz projekt ustawy o ochronie danych osobowych wymusza
wprowadzenic w Urzedzie Ochrony Danych Osobowych systemow telekomunikacyjnych
utatwiajgcych rozpatrywanie przez organ spraw, otrzymywanie notyfikacji oraz utrzymywanie
kontaktu z obywatelami. Zmiany wymuszaja rowniez dostosowanie  Systemow
teleinformatycznych do nowych przepiséw o ochronie danych osobowych.

Omoéwienie wpltywu

11. Planowane wykonanie przepiséw aktu prawnego

W dniu 4 maja 2016 r. w Dzienniku Urzedowym UE L 119 zostalo opublikowane rozporzadzenie Parlamentu
Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osob fizycznych w zwigzku z
przetwarzaniem danych osobowych i w sprawie swobodnego przeplywu takich danych oraz uchylenia dyrektywy
95/46/WE. Zgodnie z art. 99 ogoélnego rozporzadzenia o ochronie danych, rozporzadzenie wchodzi w zycie po 20 dniach
od publikacji w Dzienniku Urzedowym UE. Rozporzadzenie 2016/679 bedzie bezposrednio obowigzujace, skuteczne
oraz stosowane od 25 maja 2018 r. i w tym dniu powinny zacza¢ obowigzywac krajowe przepisy zapewniajace skuteczne
stosowanie rozporzadzenia 2016/679 w polskiej przestrzeni prawnej.

Minister Cyfryzacji przewiduje prowadzenie dziatan zmierzajacych do zwigkszania $wiadomosci spotecznej w
przedmiocie zmiany przepisdéw o ochronie danych osobowych, w tym poprzez udzial pracownikéw Ministerstwa w
licznych konferencjach oraz przekazach prasowych.

12. W jaki sposob i kiedy nastapi ewaluacja efektow projektu oraz jakie mierniki zostang zastosowane?

Projekt ustawy o ochronie danych osobowych naktada na Prezesa Urzedu Ochrony Danych Osobowych obowigzek
przedstawiania sprawozdania wilasciwym organom administracji publicznej. Sprawozdanie zawieralo bedzie w
szczego6lnosci informacj¢ o liczbie i rodzaju prawomocnych orzeczen sadowych uwzgledniajacych skargi na decyzje lub
postanowienia Prezesa Urzgdu oraz wnioski wynikajace ze stanu przestrzegania przepisOw o ochronie danych
osobowych. Sprawozdanie za dany rok kalendarzowy bedzie sktadane do dnia 30 czerwca roku nastepnego i bedzie
stanowito wazne zrodto informacji o zakresie dziatan podejmowanych przez Prezesa Urzedu.

13. Zalaczniki (istotne dokumenty zrédlowe, badania, analizy itp.)

Rozporzadzenie 2016/679:
http://eur-lex.europa.eu/legal-content/PL/TXT/?uri=uriserv:0J.L_.2016.119.01.0001.01.POL&toc=0J:L:2016:119:TOC
Ocena skutkow rozporzadzenia 2016/679:
http://ec.europa.eu/justice/data-protection/document/review2012/sec_2012_72_en.pdf




Warszawa, 08 lutego 2018 r.
Raport

z konsultacji publicznych projektu ustawy o ochronie danych osobowych
(UODO)

Projekt ustawy o ochronie danych osobowych (UODQO) zostat udostepniony
w Biuletynie Informacji Publicznej na stronie podmiotowej Rzadowego
Centrum Legislacji, w serwisie Rzadowy Proces Legislacyjny w dniu
14 wrzesnia 2017 r. (numer wykazu UC101).

W dniu 14 wrzesnia 2017 r. Minister Cyfryzacji wystosowat zaproszenie do
zaopiniowania projektu - bylo ono wystane bezposrednio na adresy e-mail do
organizacji spotecznych, zwigzkéw pracodawcoOw i stowarzyszen branzowych
W Iacznej liczbie 189 podmiotow.

Réwnolegle informacja o rozpoczeciu konsultacji  spotecznych (wraz
z projektem ustawy w wersji z dn. 13.09.2017 r.) ukazala si¢ na stronie
internetowej Ministerstwa Cyfryzacji www.mc.gov.pl (zaktadka konsultacje
spoteczne) i zaproszenie do udzialu w nich bylo szeroko dystrybuowane
w mediach  spoleczno$ciowych  (statystyki  dostepne  pod linkiem:
http://blog.mc.gov.pl/?p=153). Dla potrzeb przyjmowania uwag w domenie
mc.gov.pl stworzono  dedykowany  projektowi adres  e-mail:
konsultacje.odo@mc.gov.pl.

W toku konsultacji spotecznych, trwajacych do 13 pazdziernika 2017 r., opinie
do ustawy zgtosito ponad 110 organizacji i obywateli, ktorzy zglosili w sumie
641 uwag (tabel 2z ich =zestawieniem jest dostgpna na stronie:
http://legislacja.rcl.gov.pl/projekt/12302950.

Na zaproszenie aktywnie zareagowaly osoby fizyczne, organizacje i firmy
(w kolejnosci  alfabetycznej): (ISC)> Poland Chapter, Amerykanska Izba
Handlowa w Polsce, Aspire (kancelarie cztonkowskie: Raczkowski Paruch oraz
Wardynski i wspolnicy), C&C Kancelaria prawna Ciszek sp.k., Clifford Chance,
ENSIS Kancelaria Doradztwa Prawnego, Cioczek & Szajdzinski Spoétka
Cywilna, eRecruitment Solutions sp. z 0.0, Europejska Federacja Doradcow
Finansowych Polska — EFFP Polska, Fundacja Bezpieczenstwa Informacji
Polska, Fundacja Bezpieczna Cyberprzestrzen, Fundacja Centrum Analiz dla
Rozwoju (Pilch Piotrowski i Partnerzy Adwokacka Spoétka Partnerska),
Fundacja Dajemy Dzieciom Silt¢, Fundacja ePanstwo, Fundacja Panoptykon,
Fundacja Rozwoju Rynku Finansowego, Grupa Doradcza Sienna Sp. z 0.0, IAB


http://www.mc.gov.pl/
http://blog.mc.gov.pl/?p=153
mailto:konsultacje.odo@mc.gov.pl
http://legislacja.rcl.gov.pl/projekt/12302950

Polska (Zwiazek Pracodawcoéw Branzy Internetowej), INFARMA Zwiazek
Pracodawcow Innowacyjnych Firm Farmaceutycznych, Instytut facznosci,
Instytut Maszyn Matematycznych, ISACA, Izba Doméw Maklerskich, Izba
Gospodarcza Hotelarstwa Polskiego, Izba Gospodarcza Towarzystw
Emerytalnych, lzba Gospodarki Elektronicznej, Izba Wydawcow Prasy, Izba
Zarzadzajacych Funduszami i Aktywami (IZFiA), Kancelaria Prawna HTP
Puniewska Waszczynska Spotka Komandytowa z siedzibg we Wroclawiu,
Katedra Prawa Cywilnego i Prawa Prywatnego Mi¢dzynarodowego WPIA
UKSW, Komitet Sterujacy Polskiej Federacji Szpitali w sktadzie: Fundacja
Telemedycyna, Porozumienie Zielonogorskie, Medicover 1 Zwiazek
Pracodawcow Technologii Cyfrowych, Konfederacja Lewiatan, Konfederacja
Przedsigbiorstw Finansowych w Polsce, Konferencja Rektoréw Akademickich
Szkot Polskich, KONTOMATIK - Kontomierz.pl sp. z 0.0., Krajowa Izba
Gospodarcza, Krajowa lzba Gospodarcza Elektroniki i Telekomunikaciji,
Krajowa lIzba Rozliczeniowa, Krajowa Rada Komornicza, Krajowa Rada
Kuratorow, Krajowa Spoldzielcza Kasa Oszczednosciowo — Kredytowa,
Krajowe Stowarzyszenie Ochrony Informacji Niejawnych, Largo Law,
Microsoft Sp. z 0.0., MIKROBIT Sp. z 0.0., Naczelna Izba Lekarska, Naczelna
Izba Pielegniarek i Potoznych, NASK, Ogolnopolskie Porozumienie Zwigzkoéw
Zawodowych, Persona, PGNIG, Polska Izba Informatyki i Telekomunikacji [Pii
T], Polska Izba Ochrony, Polska Izba Ubezpieczen (PIU), Polska Organizacja
Handlu i Dystrybucji (POHID), Polska Organizacja Niebankowych Instytucji
Platnosci Zwigzek Pracodawcéw, Polska Organizacja Przemystu 1 Handlu
Naftowego POPIHN, Polska Unia Szpitali Klinicznych, Polski Zwigzek
Instytucji Pozyczkowych (dawniej Zwigzek Firm Pozyczkowych), Polski
Zwiazek Pracodawcow Przemystu Farmaceutycznego, Polski Zwigzek Instytucji
Pozyczkowych, Polski Zwigzek bLowiecki, Polskie Biuro Ubezpieczycieli
Komunikacyjnych, Polskie Forum HR, Polskie Stowarzyszenie Marketingu
SMB, Polskie Towarzystwo Informatyczne PIT, Porozumienie Pracodawcow
Ochrony Zdrowia, Porozumienie Zielonogorskie, Porozumieniu Pracodawcow
Ochrony Zdrowia, Pracodawcy RP, Prezydium KK NSZZ ,Solidarno$¢”,
SENDERO TAX & LEGAL, Stowarzyszenia Dziennikarzy 1 Wydawcow
REPROPOL, Stowarzyszenie Administratorow Bezpieczenstwa Informacji
(SABI), Stowarzyszenie Autorow ZAiKS, Stowarzyszenie Dziennikarzy
Rzeczypospolitej Polskiej Zarzad Gtowny, Stowarzyszenie Inspektorow
Ochrony Danych Osobowych, Stowarzyszenie ISSA Polska, Stowarzyszenie
Notariuszy  Rzeczypospolitej  Polskiej, Slaska Izba Lekarska, TI-
KONSULTING, Ubezpieczeniowy Fundusz  Gwarancyjny,  Urbanek
i Wspolnicy, Zwiazek Pracodawcow POLSKA MIEDZ, Zwigzek Bankow
Polskich, Zwigzek Pracodawcow Business Center Club, Zwigzek Pracodawcow
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Przemyshu Farmaceutycznego oraz Zwigzek Pracodawcoéw Technologii
Cyfrowych Lewiatan.

Projekt spotkat si¢ z ogélnym dobrym odbiorem opiniujacych, o czym $wiadcza
przyktady wypowiedzi, przytoczone ponizej, za$ liczba zgloszonych uwag
Swiadczy o wspolnej trosce o jako$¢ ostatecznego ksztattu ustawy.

,,Na wstepie IAB Polska pragnie podkresli¢, iz z aprobatg przyjmuje uchylenie
przepisow rozdziatu IV ustawy z dnia 18 lipca 2002 r. o Swiadczeniu ustug
drogq elektroniczng. IAB Polska podziela poglgd Ministra Cyfryzacji, ze RODO
swoim zakresem podmiotowym i przedmiotowym obejmuje przetwarzanie
danych osobowych w zwigzku ze swiadczeniem ustug drogg elektroniczng
(regulowanych trescig usude).

Nalezy takze zwrdci¢ uwage na kompromis, ktory zostat osiggnigty w sprawie
zgody na przechowywanie informacji lub uzyskiwanie dostepu do informacji juz
przechowywanej w telekomunikacyjnym urzgdzeniu konicowym abonenta lub
uzytkownika  koncowego  (zgoda na cookies) na gruncie Prawa
Telekomunikacyjnego.

IAB Polska z zadowoleniem przyjmuje zaproponowanie wylgczenia w art. 2 ust.
1 projektu (nalezy przypomnieé, ze podmioty prowadzqce serwisy internetowe
takze mogq zostac¢ uznane za prase).” [1AB Polska/

~Pozytywnie nalezy co do zasady oceni¢ rozwigzanie przyznajgce Prezesowi
UODO  uprawnienie do wydawania postanowien zabezpieczajgcych
zobowiqzujgcych wskazany w nich podmiot do ograniczenia przechowywania
danych osobowych, o ktorych mowa w art. 53 projektu.

Pozytywnie nalezy oceni¢ propozycje uregulowania statusu prawnego
adwokatow jako podmiotow przetwarzajgcych dane osobowe.” [Naczelna Rada

Adwokacka/

., Konfederacja Lewiatan (,,Konfederacja”) wyraza zadowolenie, iz czes¢
istotnych uwag, formutowanych przez Konfederacje na wczesniejszych etapach
nieformalnych, szeroko zakrojonych konsultacji, zostato przez Projektodawce
uwzglednionych i znajduje swoj wyraz w brzmieniu przedfoZonych do
konsultacji publicznych projektow ustaw.” IKonfederacja Lewiatan/

., Ministerstwo Cyfryzacji dobrze poradzilo sobie z zadaniem wdrozenia RODO.
Jednak obok pochwatl musimy zgtlosi¢ kilka powaznych zastrzezen.

Pozytywnie oceniamy przyjecie rozwiqzania, zgodnie z ktorym Prezes Urzedu
bedzie organem nadzorczym w rozumieniu dyrektywy policyjnej. Naszym
zdaniem powierzenie realizacji zadan nadzorczych wynikajgcych z RODO
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| dyrektywy policyjnej jednemu organowi zwiekszy jego efektywnosé i spojnosé
podejmowanych dziatan.

Pozytywnie oceniamy propozycje powotania Rady do spraw ochrony danych
osobowych jako organu doradczego Prezesa.

Popieramy konstrukcje, zgodnie z ktorq organ nadzorczy bedzie mogt naktadac
na podmioty publiczne kary finansowe. Takie rozwigzanie moze wplyngc
W pozytywny sposob na faktyczny poziom ochrony praw obywateli. Z drugiej
strony zrozumiala jest decyzja o obnizeniu maksymalnej wysokosci kary
finansowej w przypadku organow publicznych w porownaniu do dziatalnosci
podmiotow komercyjnych. Popieramy takze wymog udostepniania na stronach
internetowych decyzji PUODO podejmowanych wobec organow publicznych
oraz publikowania informacji o dziataniach, ktore majg na celu wykonanie ww.
decyzji.” /[Fundacja Panoptykon /

Wstepne podsumowanie konsultacji spotecznych, zakonczonych w dniu
13 pazdziernika 2017 r., odbylo si¢ na $niadaniu prasowym, zorganizowanym
przez Ministra Cyfryzacji w dniu 24 pazdziernika 2017 r.

W toku dalszych prac Projektodawca poddat wnikliwej ocenie wszystkie
zgloszone uwagi, odnoszac si¢ w tabeli, opublikowanej na stronie RCL.

Stanowisko Ministra Cyfryzacji wobec uwag zgloszonych w konsultacjach
projektu UODO zostalo szczegdlowo omdwione na Konferencji, ktora odbyta
sic w Sali Kolumnowej Sejmu Rzeczypospolitej Polskiej w dniu 15 stycznia
2018 r.

Zaproszenie do udzialu w niej bylo opublikowane na stronie internetowe;j
www.mc.gov.pl idystrybuowane w mediach spolecznosciowych. Wstepna
zapowiedz planu organizacji Konferencji byla opublikowana na blogu Ministra
Cyfryzacji w pazdzierniku 2017 r. (http://blog.mc.gov.pl/?p=80 ). Na ten anons
zareagowato potwierdzeniem checi osobistego udziatu w wydarzeniu blisko 250
0sob.

Po ogloszeniu terminu i miejsca Konferencji udziat w niej potwierdzito ponad
400 osob. Ostatecznie W wydarzeniu uczestniczyto osobi$cie okoto 300 oséb.
Zainteresowani mogli takze §ledzi¢ przebieg debaty w relacji na zywo, ktorej
nagranie nadal dostepne jest na stronie:
http://www.sejm.gov.pl/Sejm8.nsf/transmisje_arch.xsp?unid=C14F7FC92D434

C42C125820F0031601D

Na konferencji oméwiono szczegdétowo tematy, w odniesieniu do ktorych
wplyneto szczegdlnie duzo uwag (ich liste zawiera zalgczona tabela).


http://www.mc.gov.pl/
http://blog.mc.gov.pl/?p=80
http://www.sejm.gov.pl/Sejm8.nsf/transmisje_arch.xsp?unid=C14F7FC92D434C42C125820F0031601D
http://www.sejm.gov.pl/Sejm8.nsf/transmisje_arch.xsp?unid=C14F7FC92D434C42C125820F0031601D

Ponadto od polowy wrzesnia 2017 r. Dyrektor Departamentu Zarzadzania
Danymi, uczestniczyt w ponad 40 konferencjach, organizowanych w Warszawie
1 innych miastach przez organizacje spoteczne i/lub stowarzyszenia branzowe,
na ktérych obok prezentacji najistotniejszych zatozen Rozporzadzenia UE
2016/670 zbierat opinie 1 komentarze, odnoszace si¢ do watpliwosci czy
zastrzezen dotyczacych projektowanych przepiséw krajowych. Wszystkie byty
poddawane szczegotowej analizie zespotu pracujgcego nad ostateczng trescig
projektu ustawy.

Do wszystkich gloséw 1 zgloszonych uwag oraz zastrzezen projektodawca
ustosunkowatl si¢ z najwyzszg staranno$cia, majgc na wzgledzie zarowno troske
o zgodnos$¢ projektowanych przepisow krajowych z rozporzadzeniem UE, jak
roéwniez glosy organizacji.

Lista zagadnien omowionych podczas konferencii 15 stycznia 2018 r.

Dysproporcje w wysokos$ci kar/ Dlaczego nizsze kary dla administracji

Powotanie Prezesa Urzedu (tryb powotania)

IOD - powotanie, niezalezno$¢, zadania, kiedy obowigzkowy

Dziatalno$¢ dziennikarska, literacka itd.

Konsultacje spoteczne — dobre praktyki

Wiek dziecka: granica, problemy, weryfikacja rodzica

Ewidencja zawiadomien o wyznaczeniu IOD = system teleinformatyczny

Podpis elektroniczny

Podmiot dokonujacy certyfikacji

Publikacja kryteriow certyfikacji w BIP

Whiosek o certyfikacje i jego rozpatrzenie

Przeprowadzenie przez Prezesa Urzedu czynnosci sprawdzajacych u administratora
lub podmiotu przetwarzajacego w celu oceny spetniania przez ten podmiot
kryteriow certyfikacji

Optata za czynnosci zwigzane z postgpowaniem o udzielenie certyfikacji

Monitorowanie przestrzegania zatwierdzonego kodeksu postgpowania oraz

akredytacja

PUODO, kryteria, wymagania itd.

Powotanie, odwotanie PUODO

Zastepcy PUODO

PUODQO a inna dziatalnos¢

Rada PUODO

Wystapienia PUODO - czy wiazace

Wykaz operacji do oceny skutkow

Kodeksy postgpowania

Rekomendacje PUODO

Jednoinstancyjno$¢ postepowania




Udzial 1 uprawnienia organizacji spolecznej w postgpowaniu dotyczacym
naruszenia praw 0soby

Zawiadamianie przez Prezesa Urzedu stron o niezatatwianiu sprawy w terminie

Dostep Prezesa Urzedu do informacji, w tym informacji zawierajacych tajemnice
przedsigbiorstwa oraz ustawowo chronionych oraz ograniczenie prawa do wgladu

Kara grzywny za niestawienie si¢ bez uzasadnionej przyczyny jako $§wiadek lub
biegly albo bezzasadng odmowe zlozenia zeznania, brak przedstawienia
tlumaczenia na jezyk polski sporzadzonej w jezyku obcym dokumentacji
przedtozonej przez strong¢, wydania opinii, okazania przedmiotu ogledzin albo
udziatu w innej czynnos$ci urzedowe;j

Postanowienie dotyczace ograniczenia przetwarzania

Decyzja o umorzeniu postepowania

Rygor natychmiastowej wykonalno$ci decyzji Prezesa UODO oraz tryb
zaskarzenia decyzji

Niezbedne srodki w trakcie kontroli

Postepowanie kontrolne (nieobecnos¢ kontrolowanego, uprawnienia przyznane
kontrolujgcym, korzystanie z pomocy funkcjonariuszy, nagrywanie kontroli,
odmowa udzielenia informacji)

Protokot pokontrolny

Odpowiedzialno$¢ osob fizycznych

Roszczenia z tytutlu naruszenia

Termin ptatnosci kary

Fundusz Ochrony Danych

Bezpodstawne przetwarzanie danych

Kompetencje PUODO zaréwno do dokonywania certyfikacji jak i prowadzenia
postepowan w sprawie naruszenia przepisow




Ustawa o ochronie danych osobowych

TYTUL WDRAZANEGO AKTU PRAWNEGO / WDRAZANYCH )
AKTOW PRAWNYCH °:

rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27kwietnia 2016 r. w sprawie ochrony os6b
fizycznych w zwiazku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych oraz
uchylenia dyrektywy 95/46/WE (ogolne rozporzadzenie o ochronie danych osobowych) (Dz. Urz. UE L 119 z

4.05.2016, str. 1)

PRZEPISY UNII EUROPEJSKIEJ ?

Jedn. | Tres¢ przepisu UE * Koniecz Jedn. | Tre$¢ przepisu/ow projektu (*) Uzasadnienie
red. -no$¢ red. uwzglednienia
wdrozenia | (*) w projekcie
przepiséw
T/N wykraczajacych
poza minimalne
wymogi prawa
UE (**)
1) rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27kwietnia 2016 r. w sprawie ochrony osob fizycznych w zwigzku z przetwarzaniem danych osobowych i w

sprawie swobodnego przeplywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogoélne rozporzadzenie o ochronie danych osobowych) (Dz. Urz. UE L 119 z 4.05.2016, str. 1)

Uwaga: Rozporzadzenie bedzie stosowane bezposrednio i jego przepisy nie podlegaja transpozycji do prawa krajowego. W rozporzadzeniu znajduja si¢ dyspozycje dla panstw cztonkowskich, ktore
wymagaja dostosowania przepiséw krajowych w celu zapewnienia efektywnego stosowania regulacji wspolnotowych.

Rozdzial |

Przepisy ogélne

Art.
1

Przedmiot i cele

1. W niniejszym rozporzadzeniu ustanowione zostaja przepisy o ochronie osob
fizycznych w zwiazku z przetwarzaniem danych osobowych oraz przepisy o
swobodnym przeptywie danych osobowych.

2. Niniejsze rozporzadzenie chroni podstawowe prawa i wolnosci 0s6b
fizycznych, w szczegdlnosci ich prawo do ochrony danych osobowych.

3. Nie ogranicza si¢ ani nie zakazuje swobodnego przeptywu danych osobowych
w Unii z powoddéw odnoszacych si¢ do ochrony osob fizycznych w zwiazku z
przetwarzaniem danych osobowych.

Art.

Materialny zakres stosowania

1. Niniejsze rozporzadzenie ma zastosowanie do przetwarzania danych
osobowych w sposob catkowicie lub czgsciowo zautomatyzowany oraz do
przetwarzania w sposOb inny niz zautomatyzowany danych osobowych
stanowigcych czes$¢ zbioru danych lub majacych stanowic¢ czes$¢ zbioru danych.

2. Niniejsze rozporzadzenie nie ma zastosowania do przetwarzania danych
osobowych:

a) w ramach dziatalno$ci nieobjgtej zakresem prawa Unii;

b) przez panstwa czlonkowskie w ramach wykonywania dziatan wchodzacych w
zakres tytulu V rozdzial 2 TUE;

¢) przez osobg fizyczng w ramach czynnosci o czysto osobistym lub domowym
charakterze;

d) przez wilasciwe organy do celow zapobiegania przestgpczosci, prowadzenia

Art. 1
ust. 1

Art. 1 1. Ustawe stosuje si¢ do ochrony osob fizycznych w
zwigzku z przetwarzaniem danych osobowych w zakresie
okreslonym w art. 2 i 3 rozporzadzenia Parlamentu
Europejskiego i Rady (UE) nr 2016/679 z dnia 27 kwietnia 2016
r. w sprawie ochrony osob fizycznych w zwiazku 2z
przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE
(ogoblne rozporzadzenie o ochronie danych) (Dz. Urz. UE L 119
z 4.05.2016, str. 1), zwanego dalej ,rozporzadzeniem
2016/679”.




postgpowan przygotowawczych, wykrywania i §cigania czynéw zabronionych
lub wykonywania kar, w tym ochrony przed zagrozeniami dla bezpieczenstwa
publicznego i zapobiegania takim zagrozeniom.

3. Do przetwarzania danych osobowych przez instytucje, organy i jednostki
organizacyjne Unii zastosowanie ma rozporzadzenie (WE) nr 45/2001.
Rozporzadzenie (WE) nr 45/2001 oraz inne unijne akty prawne majace
zastosowanie do takiego przetwarzania danych osobowych zostaja dostosowane
do zasad i przepisow niniejszego rozporzadzenia zgodnie z art. 98.

4. Niniejsze rozporzadzenie pozostaje bez uszczerbku dla stosowania dyrektywy
2000/31/WE, w szczegblnosci dla zasad odpowiedzialno$ci ustugodawcow
bedacych posrednikami, o ktorych to zasadach mowa w art. 1215 tej dyrektywy.

Art. | Terytorialny zakres stosowania Art. 1 L. ,

3 ust. 1 Ar't. 1. 1 Ustawe stosu)e si¢ do ochrony os6b fizycznych w
1. Niniejsze rozporzadzenie ma zastosowanie do przetwarzania danych zw1q,zku Z przetwarzaniem danych OSObOWy?h w zakresie
osobowych w zwiazku z dzialalnoécig prowadzong przez jednostke organizacyjna okreSlonym w art. 2 i 3 rozporzadzenia Parlamentu
administratora lub podmiotu przetwarzajacego w Unii, niezaleznie od tego, czy Europejsklegq i Rady (UE) nr 2,016/ 679 z dnia 27 kw1etpla 2016
przetwarzanie odbywa sie w Unii. . W sprawie ochrony 0sob ﬁz_ycznych w zwigzku z

przetwarzaniem danych osobowych i w sprawie swobodnego
2. Niniejsze rozporzadzenie ma zastosowanie do przetwarzania danych przc:piywu takich dan.ych oraz u;hylema dyrektywy 95/46/WE
osobowych o0sob, ktorych dane dotycza, przebywajacych w Unii przez (ogolne rozporzadzenie o ochronie danych) (Dz. Urz. UE L 119
administratora  lub  podmiot  przetwarzajacy niemajacych  jednostek z 405 '2’?16’ str. 1), zwanego dalej ,rozporzadzeniem
organizacyjnych w Unii, jezeli czynno$ci przetwarzania wigza si¢ z: 2016/679”.
a) oferowaniem towarow lub ustug takim osobom, ktorych dane dotycza, w Unii
— niezaleznie od tego, czy wymaga si¢ od tych osob zaptaty; lub
b) monitorowaniem ich zachowania, o ile do zachowania tego dochodzi w Unii.
3. Niniejsze rozporzadzenie ma zastosowanie do przetwarzania danych
osobowych przez administratora niemajacego jednostki organizacyjnej w Unii, ale
posiadajacego jednostke organizacyjna w miejscu, w ktérym na mocy prawa
migdzynarodowego  publicznego ma  zastosowanie = prawo  panstwa
cztonkowskiego.
Art. | Definicje
4

Na uzytek niniejszego rozporzadzenia:

1) ,,dane osobowe” oznaczaja informacje o zidentyfikowanej lub mozliwej do
zidentyfikowania osobie fizycznej (,,0sobie, ktorej dane dotycza”); mozliwa do
zidentyfikowania osoba fizyczna to osoba, ktéra mozna bezposrednio lub
posrednio zidentyfikowaé, w szczegélnosci na podstawie identyfikatora takiego
jak imi¢ i nazwisko, numer identyfikacyjny, dane o lokalizacji, identyfikator
internetowy lub jeden badz kilka szczegdlnych czynnikow okreslajacych fizyczna,
fizjologiczng, genetyczng, psychiczna, ekonomiczng, kulturowg lub spoteczng
tozsamos$¢ osoby fizycznej;

2),,przetwarzanie” oznacza operacj¢ lub zestaw operacji wykonywanych na
danych osobowych lub zestawach danych osobowych w sposob zautomatyzowany




lub niezautomatyzowany, taka jak zbieranie, utrwalanie, organizowanie,
porzadkowanie, przechowywanie, adaptowanie lub modyfikowanie, pobieranie,
przegladanie, wykorzystywanie, ujawnianie poprzez przestanie,
rozpowszechnianie lub innego rodzaju udostgpnianie, dopasowywanie lub
Iaczenie, ograniczanie, usuwanie lub niszczenie;

3) ,,ograniczenie przetwarzania” oznacza oznaczenie przechowywanych danych
osobowych w celu ograniczenia ich przyszlego przetwarzania;

4) ,profilowanie” oznacza dowolna form¢ zautomatyzowanego przetwarzania
danych osobowych, ktore polega na wykorzystaniu danych osobowych do oceny
niektorych czynnikéw osobowych osoby fizycznej, w szczegdlnosci do analizy
lub prognozy aspektow dotyczacych efektow pracy tej osoby fizycznej, jej
sytuacji ekonomicznej, zdrowia, osobistych preferencji, zainteresowan,
wiarygodnosci, zachowania, lokalizacji lub przemieszczania sig;

5) ,,pseudonimizacja” oznacza przetworzenie danych osobowych w taki sposob,
by nie mozna ich bylo juz przypisa¢ konkretnej osobie, ktorej dane dotycza, bez
uzycia dodatkowych informacji, pod warunkiem ze takie dodatkowe informacje sa
przechowywane osobno i sa objete $rodkami technicznymi i organizacyjnymi
uniemozliwiajacymi ich przypisanie zidentyfikowanej lub mozliwej do
zidentyfikowania osobie fizycznej;

6) ,,zbior danych” oznacza uporzadkowany zestaw danych osobowych dostepnych
wedlug okre§lonych kryteriow, niezaleznie od tego, czy zestaw ten jest
scentralizowany, zdecentralizowany czy rozproszony funkcjonalnie lub
geograficznie;

7) ,,administrator” oznacza osobe fizyczna lub prawna, organ publiczny, jednostke
lub inny podmiot, ktory samodzielnie lub wspdlnie z innymi ustala cele i sposoby
przetwarzania danych osobowych; jezeli cele i sposoby takiego przetwarzania sa
okreslone w prawie Unii lub w prawie panstwa cztonkowskiego, to rowniez w
prawie Unii lub w prawie panstwa czlonkowskiego moze zosta¢ wyznaczony
administrator lub moga zosta¢ okreslone konkretne kryteria jego wyznaczania;

8) ,,podmiot przetwarzajacy” oznacza osob¢ fizyczna lub prawng, organ
publiczny, jednostke lub inny podmiot, ktory przetwarza dane osobowe w imieniu
administratora;

9) ,,odbiorca” oznacza osobe fizyczna lub prawnag, organ publiczny, jednostke lub
inny podmiot, ktéremu ujawnia si¢ dane osobowe, niezaleznie od tego, czy jest
strong trzecig. Organy publiczne, ktére moga otrzymywac dane
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osobowe w ramach konkretnego postgpowania zgodnie z prawem Unii lub
prawem panstwa cztonkowskiego, nie sa jednak uznawane za odbiorcow;
przetwarzanie tych danych przez te organy publiczne musi by¢é zgodne z
przepisami 0 ochronie danych majacymi zastosowanie stosownie do celéw
przetwarzania;

10) ,,strona trzecia” oznacza osob¢ fizyczng lub prawna, organ publiczny,
jednostke lub podmiot inny niz osoba, ktorej dane dotycza, administrator, podmiot




przetwarzajacy czy osoby, ktore — z upowaznienia administratora lub podmiotu
przetwarzajacego — moga przetwarza¢ dane osobowe;

11) ,zgoda” osoby, ktorej dane dotycza oznacza dobrowolne, konkretne,
$wiadome 1 jednoznaczne okazanie woli, ktorym osoba, ktérej dane dotycza, w
formie o§wiadczenia lub wyraznego dziatania potwierdzajacego, przyzwala na
przetwarzanie dotyczacych jej danych osobowych;

12) ,,naruszenie ochrony danych osobowych” oznacza naruszenie bezpieczenstwa
prowadzace do przypadkowego lub niezgodnego z prawem zniszczenia, utracenia,
zmodyfikowania, nieuprawnionego ujawnienia lub nieuprawnionego dostgpu do
danych osobowych przesylanych, przechowywanych lub w inny sposob
przetwarzanych;

13) ,,dane genetyczne” oznaczaja dane osobowe dotyczace odziedziczonych lub
nabytych cech genetycznych osoby fizycznej, ktore ujawniaja niepowtarzalne
informacje o fizjologii lub zdrowiu tej osoby i ktore wynikaja w szczegodlnosci z
analizy probki biologicznej pochodzacej od tej osoby fizycznej;

14) ,,dane biometryczne” oznaczaja dane osobowe, ktore wynikaja ze specjalnego
przetwarzania technicznego, dotycza cech fizycznych, fizjologicznych lub
behawioralnych osoby fizycznej oraz umozliwiaja lub potwierdzaja jednoznaczna
identyfikacjg tej osoby, takie jak wizerunek twarzy lub dane daktyloskopijne;

15) ,,dane dotyczace zdrowia” oznaczaja dane osobowe o zdrowiu fizycznym lub
psychicznym osoby fizycznej — w tym o korzystaniu z ustug opieki zdrowotnej —
ujawniajace informacje o stanie jej zdrowia;

16) ,,gtowna jednostka organizacyjna” oznacza:

a) jezeli chodzi o administratora posiadajacego jednostki organizacyjne w
wigcej niz jednym panstwie cztonkowskim — miejsce, w ktérym znajduje si¢ jego
centralna administracja w Unii, a jezeli decyzje co do celow i sposobow
przetwarzania danych osobowych zapadaja w innej jednostce organizacyjnej tego
administratora w Unii i ta jednostka organizacyjna ma prawo nakaza¢ wykonanie
takich decyzji, to za glowna jednostk¢ organizacyjna uznaje si¢ jednostke
organizacyjna, w ktorej zapadaja takie decyzje;

b) jezeli chodzi o podmiot przetwarzajacy posiadajacy jednostki organizacyjne w
wigcej niz jednym panstwie cztonkowskim — miejsce, w ktérym znajduje si¢ jego
centralna administracja w Unii lub, w przypadku gdy podmiot przetwarzajacy nie
ma centralnej administracji w Unii — jednostke organizacyjnga podmiotu
przetwarzajacego w Unii, w ktorej odbywaja si¢ glowne czynno$ci przetwarzania
w ramach dziatalnosci jednostki organizacyjnej podmiotu przetwarzajacego, w
zakresie w jakim podmiot przetwarzajacy podlega szczegélnym obowigzkom na
mocy niniejszego rozporzadzenia;

17) ,,przedstawiciel” oznacza osobg¢ fizyczna lub prawng majaca miejsce
zamieszkania lub siedzib¢ w Unii, ktora zostala wyznaczona na piSmie przez
administratora lub podmiot przetwarzajacy na mocy art. 27 do reprezentowania
administratora lub podmiotu przetwarzajacego w zakresie ich obowiazkow
wynikajacych z niniejszego rozporzadzenia;




18) ,,przedsigbiorca” oznacza osobg fizyczna lub prawna prowadzaca dziatalnos§¢
gospodarcza, niezaleznie od formy prawnej, w tym spoiki osobowe lub zrzeszenia
prowadzace regularng dziatalno$¢ gospodarcza;

19) ,.grupa przedsigbiorstw” oznacza przedsigbiorstwo sprawujace kontrole oraz
przedsigbiorstwa przez nie kontrolowane;

20) ,,wiazace reguly korporacyjne” oznaczaja polityki ochrony danych osobowych
stosowane przez administratora lub podmiot przetwarzajacy, ktérzy posiadaja
jednostke organizacyjng na terytorium panstwa czlonkowskiego, przy
jednorazowym  lub  wielokrothym  przekazaniu  danych  osobowych
administratorowi lub podmiotowi przetwarzajacemu w co najmniej jednym
panstwie trzecim w ramach grupy przedsigbiorstw lub grupy przedsigbiorcéw
prowadzacych wspdlng dziatalno$¢ gospodarcza;

21) ,,organ nadzorczy” oznacza niezalezny organ publiczny ustanowiony przez
panstwo cztonkowskie zgodnie z art. 51;

22) ,,organ nadzorczy, ktorego sprawa dotyczy” oznacza organ nadzorczy, ktorego
dotyczy przetwarzanie danych osobowych, poniewaz:

a) administrator lub podmiot przetwarzajacy posiadaja jednostke organizacyjna na
terytorium panstwa cztonkowskiego tego organu nadzorczego;

b) przetwarzanie znacznie wptywa lub moze znacznie wptynaé na osoby, ktorych
dane dotycza, majace miejsce zamieszkania w panstwie cztonkowskim tego
organu nadzorczego; lub

¢) wniesiono do niego skarge;

23) ,transgraniczne przetwarzanie” oznacza:

a) przetwarzanie danych osobowych, ktére odbywa si¢ w Unii w ramach
dziatalnosci jednostek organizacyjnych w wigcej, niz jednym panstwie
czlonkowskim administratora lub podmiotu przetwarzajacego w  Unii
posiadajacego jednostki organizacyjne w wigcej niz jednym panstwie
cztonkowskim; albo

b) przetwarzanie danych osobowych, ktére odbywa si¢ w Unii w ramach
dziatalnosci pojedynczej jednostki organizacyjnej administratora lub podmiotu
przetwarzajacego w Unii, ale ktore znacznie wptywa lub moze znacznie wptynac
na osoby, ktorych dane dotycza, w wigcej niz jednym panstwie cztonkowskim;

24) ,majacy znaczenie dla sprawy i uzasadniony sprzeciw” oznacza sprzeciw
wobec projektu decyzji dotyczacej tego, czy doszto do naruszenia niniejszego
rozporzadzenia lub czy planowane dziatanie wobec administratora lub podmiotu
przetwarzajacego jest zgodne z niniejszym rozporzadzeniem, ktory to sprzeciw
musi jasno wskazywaé wage wynikajacego z projektu decyzji ryzyka naruszenia
podstawowych praw lub wolnosci osob, ktorych dane dotycza, oraz gdy ma to
zastosowanie — wagg ryzyka zaklocenia swobodnego przeptywu danych
osobowych w Unii;

25) ,,ushuga spoteczenstwa informacyjnego” oznacza ustuge w rozumieniu art. 1
ust. 1 lit. b) dyrektywy Parlamentu Europejskiego i Rady (UE) 2015/1535 (1);

26) ,,organizacja migdzynarodowa” oznacza organizacj¢ i organy jej podlegajace
dzialajace na podstawie prawa migdzynarodowego publicznego lub inny organ
powotany w drodze umowy migdzy co najmniej dwoma panstwami lub na
podstawie takiej umowy.




Rozdzial 11
Zasady

Art.
5

Zasady dotyczace przetwarzania danych osobowych

1. Dane osobowe musza by¢:

a) przetwarzane zgodnie z prawem, rzetelnie i w sposob przejrzysty dla osoby,
ktorej dane dotycza (,,zgodnos¢ z prawem, rzetelnos¢ i przejrzystosc”);

b) zbierane w konkretnych, wyraznych i prawnie uzasadnionych celach i
nieprzetwarzane dalej w sposob niezgodny z tymi celami; dalsze przetwarzanie do
celow archiwalnych w interesie publicznym, do celow badan naukowych lub
historycznych lub do celow statystycznych nie jest uznawane w mysl art. 89 ust. 1
za niezgodne z pierwotnymi celami (,,ograniczenie celu”);

¢) adekwatne, stosowne oraz ograniczone do tego, co niezbedne do celow, w
ktorych sg przetwarzane (,,minimalizacja danych”);

d) prawidlowe i w razie potrzeby uaktualniane; nalezy podja¢ wszelkie rozsadne
dziatania, aby dane osobowe, ktore sa nieprawidlowe w $wietle celow ich
przetwarzania, zostaty niezwtocznie usunigte lub sprostowane (,,prawidlowo$¢”);

e) przechowywane w formie umozliwiajacej identyfikacj¢ osoby, ktorej dane
dotycza, przez okres nie diuzszy, niz jest to niezbgdne do celow, w ktorych dane te
sa przetwarzane; dane osobowe mozna przechowywacé przez okres dluzszy, o ile
beda one przetwarzane wylacznie do celow archiwalnych w interesie publicznym,
do celéow badan naukowych lub historycznych lub do celow statystycznych na
mocy art. 89 ust. 1, z zastrzezeniem ze wdrozone zostana odpowiednie $rodki
techniczne i organizacyjne wymagane na mocy niniejszego rozporzadzenia w celu
ochrony praw i wolnosci osob, ktorych dane dotycza (,,ograniczenie
przechowywania”);

f) przetwarzane w sposOb zapewniajacy odpowiednie bezpieczenstwo danych
osobowych, w tym ochron¢ przed niedozwolonym lub niezgodnym z prawem
przetwarzaniem oraz przypadkowa utrata, zniszczeniem lub uszkodzeniem, za
pomocg odpowiednich $rodkéw technicznych lub organizacyjnych (,.integralnos¢ i
poufnosc”).

2. Administrator jest odpowiedzialny za przestrzeganie przepiséw ust. 1 i musi by¢
w stanie wykaza¢ ich przestrzeganie (,,rozliczalno$c”).




Art.

Zgodnos$¢ przetwarzania z prawem

1. Przetwarzanie jest zgodne z prawem wylacznie w przypadkach, gdy — i w takim
zakresie, w jakim — spetniony jest co najmniej jeden z ponizszych warunkow:

a) osoba, ktorej dane dotycza wyrazita zgod¢ na przetwarzanie swoich danych
osobowych w jednym lub wigkszej liczbie okreslonych celow;

b) przetwarzanie jest niezb¢dne do wykonania umowy, ktorej strona jest osoba,
ktorej dane dotycza, lub do podjgcia dziatan na zadanie osoby, ktorej dane dotycza,
przed zawarciem umowy;

c) przetwarzanie jest niezbedne do wypeienia obowigzku prawnego ciazacego na
administratorze;

d) przetwarzanie jest niezbedne do ochrony zywotnych interesow osoby, ktorej
dane dotycza, lub innej osoby fizycznej;

e) przetwarzanie jest niezb¢dne do wykonania zadania realizowanego w interesie
publicznym lub w ramach sprawowania wiladzy publicznej powierzonej
administratorowi;

f) przetwarzanie jest niezbedne do celow wynikajacych z prawnie uzasadnionych
interesow realizowanych przez administratora lub przez strong trzecia, z wyjatkiem
sytuacji, w ktorych nadrzgdny charakter wobec tych interesow maja interesy lub
podstawowe prawa i wolnosci osoby, ktorej dane dotycza, wymagajace ochrony
danych osobowych, w szczegdlnosci gdy osoba, ktorej dane dotycza, jest
dzieckiem.

Akapit pierwszy lit. f) nie ma zastosowania do przetwarzania, ktorego dokonuja
organy publiczne w ramach realizacji swoich zadan.

2. Panstwa cztonkowskie moga zachowa¢ lub wprowadzi¢ bardziej szczegdtowe
przepisy, aby dostosowaé stosowanie przepisOw niniejszego rozporzadzenia w
odniesieniu do przetwarzania stuzacego wypetnieniu warunkow okreslonych w ust.
1 lit. ¢) i e); w tym celu moga dokladniej okreslic szczegétowe wymogi
przetwarzania i inne $rodki w celu zapewnienia zgodno$ci przetwarzania z prawem
i jego rzetelnosci, takze w innych szczegdlnych sytuacjach zwigzanych z
przetwarzaniem przewidzianych w rozdziale 1X.

3. Podstawa przetwarzania, o ktorym mowa w ust. 1 lit. ¢) i e), musi by¢ okreslona:
a) w prawie Unii; lub

b) w prawie panstwa czlonkowskiego, ktéremu podlega administrator.

Cel przetwarzania musi by¢ okreslony w tej podstawie prawnej lub, w przypadku
przetwarzania, o ktorym mowa w ust. 1 lit. €) — musi by¢ ono niezbgdne do
wykonania zadania realizowanego w interesie publicznym lub w ramach
sprawowania wladzy publicznej powierzonej administratorowi. Podstawa prawna
moze zawiera¢ przepisy szczegOlowe dostosowujace stosowanie przepisow
niniejszego rozporzadzenia, w tym: ogélne warunki zgodnosci z prawem
przetwarzania przez administratora; rodzaj danych podlegajacych przetwarzaniu,
osoby, ktorych dane dotycza; podmioty, ktorym mozna ujawni¢ dane osobowe;
cele, w ktorych mozna je ujawni¢; ograniczenia celu; okresy przechowywania; oraz
operacje i procedury przetwarzania, w tym S$rodki zapewniajace zgodno$¢ z
prawem i rzetelno$¢ przetwarzania, w tym w innych szczegdlnych sytuacjach
zwigzanych z przetwarzaniem, o ktérych mowa w rozdziale IX. Prawo Unii lub
prawo panstwa cztonkowskiego musza stuzy¢ realizacji celu lezacego w interesie
publicznym, oraz by¢ proporcjonalne do wyznaczonego, prawnie uzasadnionego
celu.




4. Jezeli przetwarzanie w celu innym niz cel, w ktorym dane osobowe zostaly
zebrane, nie odbywa si¢ na podstawie zgody osoby, ktorej dane dotycza, ani prawa
Unii lub prawa panstwa czlonkowskiego stanowiacych w demokratycznym
spoleczenstwie niezbedny i proporcjonalny $rodek stuzacy zagwarantowaniu
celow, o ktorych mowa w art. 23 ust. 1, administrator — aby ustali¢, czy
przetwarzanie w innym celu jest zgodne z celem, w ktérym dane osobowe zostaly
pierwotnie zebrane — bierze pod uwage mig¢dzy innymi:

a) wszelkie zwiazki migdzy celami, w ktorych zebrano dane osobowe, a celami
zamierzonego dalszego przetwarzania;

b) kontekst, w ktérym zebrano dane osobowe, w szczegodlnosci relacje migdzy
osobami, ktorych dane dotycza, a administratorem;

c) charakter danych osobowych, w szczegdInosci czy przetwarzane sa szczegolne
kategorie danych osobowych zgodnie z art. 9 lub dane osobowe dotyczace
wyrokow skazujacych i naruszen prawa zgodnie z art. 10;

d) ewentualne konsekwencje zamierzonego dalszego przetwarzania dla osob,
ktorych dane dotycza;

e) istnienie odpowiednich zabezpieczen, w tym ewentualnie szyfrowania lub
pseudonimizacji.

Art.

Warunki wyrazenia zgody

1. Jezeli przetwarzanie odbywa si¢ na podstawie zgody, administrator musi by¢ w
stanie wykazaé, ze osoba, ktorej dane dotycza, wyrazita zgod¢ na przetwarzanie
swoich danych osobowych.

2. Jezeli osoba, ktorej dane dotycza, wyraza zgode w pisemnym o$wiadczeniu,
ktore dotyczy takze innych kwestii, zapytanie o zgode musi zosta¢ przedstawione
W sposob pozwalajacy wyraznie odroznic je od pozostatych kwestii, w zrozumiatej
i fatwo dostepnej formie, jasnym i prostym jezykiem. Czg$¢ takiego o$wiadczenia
osoby, ktorej dane dotycza, stanowigca naruszenie niniejszego rozporzadzenia nie
jest wigzaca.

3. Osoba, ktorej dane dotycza, ma prawo w dowolnym momencie wycofa¢ zgodg.
Wycofanie zgody nie wptywa na zgodno$¢ z prawem przetwarzania, ktorego
dokonano na podstawie zgody przed jej wycofaniem. Osoba, ktorej dane dotycza,
jest o tym informowana, zanim wyrazi zgode. Wycofanie zgody musi by¢ réwnie
fatwe jak jej wyrazenie.

4. Oceniajac, czy zgod¢ wyrazono dobrowolnie, w jak najwickszym stopniu
uwzglednia si¢, czy migdzy innymi od zgody na przetwarzanie danych nie jest
uzaleznione wykonanie umowy, w tym $wiadczenie ushugi, jesli przetwarzanie
danych osobowych nie jest niezbedne do wykonania tej umowy.

Art.

Warunki wyrazenia zgody przez dziecko w przypadku uslug spoleczenstwa
informacyjnego

1. Jezeli zastosowanie ma art. 6 ust. 1 lit. a), w przypadku ustug spoteczenstwa
informacyjnego oferowanych bezpos$rednio dziecku, zgodne z prawem jest




przetwarzanie danych osobowych dziecka, ktére ukonczyto 16 lat. Jezeli dziecko
nie ukonczylo 16 lat, takie przetwarzanie jest zgodne z prawem wylacznie w
przypadkach, gdy zgode¢ wyrazita lub zaaprobowata ja osoba sprawujaca wladze
rodzicielska lub opieke¢ nad dzieckiem oraz wylacznie w zakresie wyrazonej zgody.
Panstwa czlonkowskie moga przewidzie¢ w swoim prawie nizsza granice
wiekowa, ktora musi wynosi¢ co najmniej 13 lat.

2. W takich przypadkach administrator, uwzgledniajac dostgpna technologie,
podejmuje rozsadne starania, by zweryfikowaé, czy osoba sprawujaca wiladze
rodzicielska lub opieke nad dzieckiem wyrazita zgodg lub ja zaaprobowata.

3. Ust. 1 nie wptywa na ogdlne przepisy prawa uméw panstw cztonkowskich, takie
jak przepisy o waznosci, zawieraniu lub skutkach umowy wobec dziecka.




Art.

Przetwarzanie szczeg6lnych kategorii danych osobowych

1. Zabrania si¢ przetwarzania danych osobowych ujawniajacych pochodzenie
rasowe lub etniczne, poglady polityczne, przekonania religijne lub
Swiatopogladowe, przynaleznos¢ do zwigzkow zawodowych oraz przetwarzania
danych genetycznych, danych biometrycznych w celu jednoznacznego
zidentyfikowania osoby fizycznej lub danych dotyczacych zdrowia, seksualnosci
lub orientacji seksualnej tej osoby.

2. Ust. 1 nie ma zastosowania, jezeli spelniony jest jeden z ponizszych warunkow:
a) osoba, ktorej dane dotycza, wyrazita wyrazna zgode na przetwarzanie tych
danych osobowych w jednym lub kilku konkretnych celach, chyba ze prawo Unii
lub prawo panstwa cztonkowskiego przewiduja, iz osoba, ktorej dane dotycza, nie
moze uchyli¢ zakazu, o ktorym mowa w ust. 1;

b) przetwarzanie jest niezbgdne do wypelnienia obowigzkow i wykonywania
szczegdlnych praw przez administratora lub osobg, ktorej dane dotycza, w
dziedzinie prawa pracy, zabezpieczenia spotecznego i ochrony socjalnej, o ile jest
to dozwolone prawem Unii lub prawem panstwa czlonkowskiego, lub
porozumieniem zbiorowym na mocy prawa panstwa czlonkowskiego
przewidujacymi odpowiednie zabezpieczenia praw podstawowych i interesow
osoby, ktorej dane dotycza;

c) przetwarzanie jest niezb¢dne do ochrony zywotnych interesoéw osoby, ktorej
dane dotycza, lub innej osoby fizycznej, a osoba, ktorej dane dotycza, jest fizycznie
lub prawnie niezdolna do wyrazenia zgody;

d) przetwarzania dokonuje si¢ w ramach uprawnionej dzialalnosci prowadzonej z
zachowaniem odpowiednich zabezpieczen przez fundacje, stowarzyszenie lub inny
niezarobkowy podmiot o celach politycznych, $wiatopogladowych, religijnych lub
zwigzkowych, pod warunkiem ze przetwarzanie dotyczy wylacznie cztonkow lub
bylych cztonkow tego podmiotu lub oséb utrzymujacych z nim state kontakty w
zwigzku z jego celami oraz ze dane osobowe nie sg ujawniane poza tym
podmiotem bez zgody o0sob, ktorych dane dotycza;

e) przetwarzanie dotyczy danych osobowych w sposob oczywisty upublicznionych
przez osobe, ktorej dane dotycza;

f) przetwarzanie jest niezb¢dne do ustalenia, dochodzenia lub obrony roszczen lub
w ramach sprawowania wymiaru sprawiedliwosci przez sady;

g) przetwarzanie jest niezbgdne ze wzgledow zwigzanych z waznym interesem
publicznym, na podstawie prawa Unii lub prawa panstwa cztonkowskiego, ktore sa
proporcjonalne do wyznaczonego celu, nie naruszaja istoty prawa do ochrony
danych i przewiduja odpowiednie i konkretne $rodki ochrony praw podstawowych
i intereséw osoby, ktorej dane dotycza;

h) przetwarzanie jest niezbg¢dne do celow profilaktyki zdrowotnej lub medycyny
pracy, do oceny zdolnosci pracownika do pracy, diagnozy medycznej, zapewnienia
opieki zdrowotnej lub zabezpieczenia spotecznego, leczenia lub zarzadzania
systemami 1 ustugami opieki zdrowotnej lub zabezpieczenia spolecznego na
podstawie prawa Unii lub prawa panstwa cztonkowskiego lub zgodnie z umowa z
pracownikiem stuzby zdrowia i z zastrzezeniem warunkow i zabezpieczen, o
ktorych mowa w ust. 3;

i) przetwarzanie jest niezb¢dne ze wzgledow zwigzanych z interesem publicznym
w dziedzinie zdrowia publicznego, takich jak ochrona przed powaznymi
transgranicznymi  zagrozeniami zdrowotnymi lub  zapewnienie wysokich
standardow jako$ci i bezpieczenstwa opieki zdrowotnej oraz produktow
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leczniczych lub wyrobow medycznych, na podstawie prawa Unii lub prawa
panistwa cztonkowskiego, ktore przewiduja odpowiednie, konkretne $rodki ochrony
praw i wolnosci osob, ktorych dane dotycza, w szczegdlnosci tajemnicg
zawodowa;

j) przetwarzanie jest niezbgdne do celow archiwalnych w interesie publicznym, do
celéow badan naukowych lub historycznych lub do celow statystycznych zgodnie z
art. 89 ust. 1, na podstawie prawa Unii lub prawa panstwa czlonkowskiego, ktore
sa proporcjonalne do wyznaczonego celu, nie naruszaja istoty prawa do ochrony
danych i przewiduja odpowiednie, konkretne srodki ochrony praw podstawowych i
interesow osoby, ktorej dane dotycza.

3. Dane osobowe, o ktorych mowa w ust. 1, moga by¢ przetwarzane do celéw, 0
ktorych mowa w ust. 2 lit. h), jezeli sa przetwarzane przez — lub na
odpowiedzialnos¢ — pracownika podlegajacego obowiazkowi zachowania
tajemnicy zawodowej na mocy prawa Unii lub prawa panstwa cztonkowskiego, lub
przepisoéw ustanowionych przez wlasciwe organy krajowe lub przez inna osobg
réwniez podlegajaca obowiazkowi zachowania tajemnicy zawodowej na mocy
prawa Unii lub prawa panstwa cztonkowskiego, lub przepisow ustanowionych
przez whasciwe organy krajowe.

4. Panstwa cztonkowskie moga zachowa¢ lub wprowadzi¢ dalsze warunki, w tym
ograniczenia w odniesieniu do przetwarzania danych genetycznych, danych
biometrycznych lub danych dotyczacych zdrowia.

Art.
10

Przetwarzanie danych osobowych dotyczacych wyrokéw skazujacych i
naruszen prawa

Przetwarzania danych osobowych dotyczacych wyrokow skazujacych oraz
naruszen prawa lub powiazanych srodkow bezpieczenstwa na podstawie art. 6 ust.
1 wolno dokonywa¢ wylacznie pod nadzorem wiadz publicznych lub jezeli
przetwarzanie jest dozwolone prawem Unii lub prawem panstwa cztonkowskiego
przewidujacymi odpowiednie zabezpieczenia praw i wolnosci osob, ktorych dane
dotycza. Wszelkie kompletne rejestry wyrokow skazujacych sa prowadzone
wylacznie pod nadzorem wtadz publicznych.

Art.
11.

Przetwarzanie niewymagajace identyfikacji

1. Jezeli cele, w ktorych administrator przetwarza dane osobowe, nie wymagaja lub
juz nie wymagaja zidentyfikowania przez niego osoby, ktorej dane dotycza,
administrator nie ma obowigzku zachowania, uzyskania ani przetworzenia
dodatkowych informacji w celu zidentyfikowania osoby, ktorej dane dotycza,
wylacznie po to, by zastosowac si¢ do niniejszego rozporzadzenia.

2. Jezeli w przypadkach, o ktorych mowa w ust. 1 niniejszego artykutu,
administrator moze wykaza¢, ze nie jest w stanie zidentyfikowaé osoby, ktorej
dane dotycza, w miar¢ mozliwos$ci informuje o tym osobe, ktorej dane dotyczg. W
takich przypadkach zastosowania nie maja art. 15-20, chyba ze osoba, ktorej dane
dotycza, w celu wykonania praw przystugujacych jej na mocy tych artykutow
dostarczy dodatkowych informacji pozwalajacych ja zidentyfikowac.
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ROZDZIAL 111
Prawa osoby, ktorej dane dotycza

SEKCJIA1
Przejrzystos$¢ oraz tryb korzystania z praw

Art.
12

Przejrzyste informowanie i przejrzysta komunikacja oraz tryb wykonywania
praw przez osobe, ktérej dane dotycza

1. Administrator podejmuje odpowiednie s$rodki, aby w zwigzlej, przejrzystej,
zrozumiatej i tatwo dostgpnej formie, jasnym i prostym jezykiem — w
szczegolnosci gdy informacje sa kierowane do dziecka — udzieli¢ osobie, ktorej
dane dotycza, wszelkich informacji, o ktorych mowa w art. 13 i 14, oraz prowadzié¢
z nig wszelkg komunikacje na mocy art. 15-22 i 34 w sprawie przetwarzania.
Informacji udziela si¢ na pismie lub w inny sposéb, w tym w stosownych
przypadkach — elektronicznie. Jezeli osoba, ktorej dane dotycza, tego zazada,
informacji mozna udzieli¢ ustnie, o ile innymi sposobami potwierdzi si¢ tozsamo$¢
osoby, ktorej dane dotycza.

2. Administrator ufatwia osobie, ktorej dane dotycza, wykonanie praw
przystugujacych jej na mocy art. 15-22. W przypadkach, o ktérych mowa w art. 11
ust. 2, administrator nie odmawia podjecia dziatan na zadanie osoby ktorej dane
dotycza pragnacej wykona¢ prawa przystugujace jej na mocy art. 15-22, chyba ze
wykaze, iz nie jest w stanie zidentyfikowaé osoby, ktorej dane dotyczg.

3. Administrator bez zb¢dnej zwtoki — a w kazdym razie w terminie miesigca od
otrzymania zadania — udziela osobie, ktorej dane dotycza, informacji o dziataniach
podjetych w zwigzku z zadaniem na podstawie art. 15-22. W razie potrzeby termin
ten mozna przedluzy¢ o kolejne dwa miesiagce z uwagi na skomplikowany
charakter zadania lub liczb¢ zadan. W terminie miesigca od otrzymania zadania
administrator informuje osobg, ktorej dane dotycza o takim przedtuzeniu terminu, z
podaniem przyczyn opdznienia. Jesli osoba, ktorej dane dotycza, przekazata swoje
zadanie elektronicznie, w miar¢ mozliwosci informacje takze sa przekazywane
elektronicznie, chyba Ze osoba, ktorej dane dotycza, zazada innej formy.

4. Jezeli administrator nie podejmuje dziatan w zwiazku z zadaniem osoby, ktorej
dane dotycza, to niezwlocznie — najp6zniej w terminie miesigca od otrzymania
zadania — informuje osobe, ktorej dane dotycza, o powodach niepodjecia dziatan
oraz o mozliwo$ci wniesienia skargi do organu nadzorczego oraz skorzystania ze
srodkéw ochrony prawnej przed sadem.

5. Informacje podawane na mocy art. 13 i 14 oraz komunikacja i dziatania
podejmowane na mocy art. 15-22 i 34 sg wolne od optat. Jezeli zadania osoby,
ktorej dane dotycza, sa ewidentnie nieuzasadnione lub nadmierne, w szczegdlnosci
ze wzgledu na swoj ustawiczny charakter, administrator moze:

a) pobra¢ rozsadna opflatg, uwzgledniajac administracyjne koszty udzielenia
informacji, prowadzenia komunikacji lub podjecia zadanych dziatan; albo

b) odméwié podjecia dziatan w zwiazku z zadaniem.

Obowiazek wykazania, ze zadanie ma ewidentnie nieuzasadniony lub nadmierny
charakter, spoczywa na administratorze.

6. Bez uszczerbku dla art. 11, jezeli administrator ma uzasadnione watpliwosci co
do tozsamosci osoby fizycznej skladajacej zadanie, o ktorym mowa w art. 15-21,
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moze zazada¢ dodatkowych informacji niezb¢dnych do potwierdzenia tozsamosci
osoby, ktorej dane dotycza.

7. Informacje, ktorych udziela si¢ osobom, ktorych dane dotycza, na mocy art. 13 i
14, mozna opatrzy¢ standardowymi znakami graficznymi, ktére w widoczny,
zrozumiaty i czytelny sposob przedstawia sens zamierzonego przetwarzania. Jezeli
znaki te sa przedstawione elektronicznie, musza si¢ nadawa¢ do odczytu
maszynowego.

8. Komisji przystuguje prawo przyjmowania aktow delegowanych zgodnie z art. 92
w celu okreslenia informacji przedstawianych za pomoca znakéw graficznych i
procedur ustanowienia standardowych znakéw graficznych.

SEKCJA 2
Informacje i dostep do danych osobowych

Art.
13

Informacje podawane w przypadku zbierania danych od osoby, ktérej dane
dotycza

1. Jezeli dane osobowe osoby, ktorej dane dotycza, zbierane sa od tej osoby,
administrator podczas pozyskiwania danych osobowych podaje jej wszystkie
nastgpujace informacje:

a) swoja tozsamos¢ i dane kontaktowe oraz, gdy ma to zastosowanie, tozsamos$¢ i
dane kontaktowe swojego przedstawiciela;

b) gdy ma to zastosowanie — dane kontaktowe inspektora ochrony danych;
c) cele przetwarzania danych osobowych, oraz podstawe prawna przetwarzania;

d) jezeli przetwarzanie odbywa si¢ na podstawie art. 6 ust. 1 lit. f) — prawnie
uzasadnione interesy realizowane przez administratora lub przez strong trzecia;

e) informacje o odbiorcach danych osobowych lub o kategoriach odbiorcow, jezeli
istnieja;

f) gdy ma to zastosowanie — informacje o zamiarze przekazania danych
osobowych do panstwa trzeciego lub organizacji mi¢dzynarodowej oraz o
stwierdzeniu lub braku stwierdzenia przez Komisj¢ odpowiedniego stopnia
ochrony lub w przypadku przekazania, o ktérym mowa w art. 46, art. 47 lub art. 49
ust. 1 akapit drugi, wzmiank¢ o odpowiednich lub wlasciwych zabezpieczeniach
oraz o mozliwosciach uzyskania kopii danych lub o miejscu udostepnienia danych.

2. Poza informacjami, o ktorych mowa w ust. 1, podczas pozyskiwania danych
osobowych administrator podaje osobie, ktorej dane dotycza, nastgpujace inne
informacje niezb¢dne do zapewnienia rzetelnosci i przejrzystosci przetwarzania:

a) okres, przez ktory dane osobowe beda przechowywane, a gdy nie jest to
mozliwe, kryteria ustalania tego okresu;

b) informacje o prawie do zadania od administratora dostgpu do danych
osobowych dotyczacych osoby, ktorej dane dotycza, ich sprostowania, usunigcia
lub ograniczenia przetwarzania lub o prawie do wniesienia sprzeciwu wobec
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przetwarzania, a takze o prawie do przenoszenia danych;

c) jezeli przetwarzanie odbywa si¢ na podstawie art. 6 ust. 1 lit. a) lub art. 9 ust. 2
lit. @) — informacje o prawie do cofnigcia zgody w dowolnym momencie bez
wplywu na zgodno$¢ z prawem przetwarzania, ktérego dokonano na podstawie
zgody przed jej cofnigciem,

d) informacje o prawie wniesienia skargi do organu nadzorczego;

e) informacjg, czy podanie danych osobowych jest wymogiem ustawowym lub
umownym lub warunkiem zawarcia umowy oraz czy osoba, ktérej dane dotycza,
jest zobowigzana do ich podania i jakie sa ewentualne konsekwencje niepodania
danych;

f) informacje o zautomatyzowanym podejmowaniu decyzji, w tym o profilowaniu,
o ktorym mowa w art. 22 ust. 1 i 4, oraz — przynajmniej w tych przypadkach —
istotne informacje o zasadach ich podejmowania, a takze o znaczeniu i
przewidywanych konsekwencjach takiego przetwarzania dla osoby, ktorej dane
dotycza.

3. Jezeli administrator planuje dalej przetwarza¢ dane osobowe w celu innym niz
cel, w ktorym dane osobowe zostaty zebrane, przed takim dalszym przetwarzaniem
informuje on osobeg, ktorej dane dotycza, o tym innym celu oraz udziela jej
wszelkich innych stosownych informacji, o ktéorych mowa w ust. 2.

4. Ust. 1, 2 i 3 nie maja zastosowania, gdy — i w zakresie, w jakim — osoba, ktorej
dane dotycza, dysponuje juz tymi informacjami.

Art.
14

Informacje podawane w przypadku pozyskiwania danych osobowych w
sposéb inny niz od osoby, ktérej dane dotycza

1. Jezeli danych osobowych nie pozyskano od osoby, ktorej dane dotycza,
administrator podaje osobie, ktorej dane dotycza, nastgpujace informacje:

a) swoja tozsamos¢ i dane kontaktowe oraz, gdy ma to zastosowanie, tozsamos¢ i
dane kontaktowe swojego przedstawiciela;

b) gdy ma to zastosowanie — dane kontaktowe inspektora ochrony danych;

c) cele przetwarzania, do ktorych maja postuzy¢ dane osobowe, oraz podstawe
prawng przetwarzania;

d) kategorie odnos$nych danych osobowych;

e) informacje o odbiorcach danych osobowych lub o kategoriach odbiorcow, jezeli
istnieja;

f) gdy ma to zastosowanie — informacje o zamiarze przekazania danych
osobowych odbiorcy w panstwie trzecim lub organizacji miedzynarodowej oraz o
stwierdzeniu lub braku stwierdzenia przez Komisj¢ odpowiedniego stopnia
ochrony lub w przypadku przekazania, o ktorym mowa w art. 46, art. 47 lub art. 49
ust. 1 akapit drugi, wzmianke¢ o odpowiednich lub wlasciwych zabezpieczeniach
oraz o mozliwo$ciach uzyskania kopii danych lub o miejscu udostepnienia danych.

2. Poza informacjami, o ktérych mowa w ust. 1, administrator podaje osobie, ktorej
dane dotycza, nastgpujace informacje niezbedne do zapewnienia rzetelnosci i
przejrzystosci przetwarzania wobec osoby, ktorej dane dotycza:

a) okres, przez ktory dane osobowe beda przechowywane, a gdy nie jest to
mozliwe, kryteria ustalania tego okresu;
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b) jezeli przetwarzanie odbywa si¢ na podstawie art. 6 ust. 1 lit. f) — prawnie
uzasadnione interesy realizowane przez administratora lub przez strong trzecia;

¢) informacje o prawie do zadania od administratora dostgpu do danych
osobowych dotyczacych osoby, ktorej dane dotycza, ich sprostowania, usunigcia
lub ograniczenia przetwarzania oraz o prawie do wniesienia sprzeciwu wobec
przetwarzania, a takze o prawie do przenoszenia danych;

d) jezeli przetwarzanie odbywa si¢ na podstawie art. 6 ust. 1 lit. a) lub art. 9 ust. 2
lit. a) — informacje o prawie do cofnigcia zgody w dowolnym momencie bez
wplywu na zgodno$¢ z prawem przetwarzania, ktorego dokonano na podstawie
zgody przed jej cofnigciem;

e) informacje o prawie wniesienia skargi do organu nadzorczego;

f) zrédto pochodzenia danych osobowych, a gdy ma to zastosowanie — Czy
pochodza one ze zroédet publicznie dostgpnych;

g) informacje o zautomatyzowanym podejmowaniu decyzji, w tym o profilowaniu,
o ktorym mowa w art. 22 ust. 1 i 4, oraz — przynajmniej w tych przypadkach —
istotne informacje o zasadach ich podejmowania, a takze o znaczeniu i
przewidywanych konsekwencjach takiego przetwarzania dla osoby, ktorej dane
dotycza.

3. Informacje, o ktorych mowa w ust. 1 i 2, administrator podaje:

a) w rozsadnym terminie po pozyskaniu danych osobowych — najp6zniej w ciagu
miesiaca — majac na uwadze konkretne okoliczno$ci przetwarzania danych
osobowych;

b) jezeli dane osobowe maja by¢ stosowane do komunikacji z osoba, ktorej dane
dotycza — najpozniej przy pierwszej takiej komunikacji z osoba, ktorej dane
dotycza; lub

¢) jezeli planuje si¢ ujawni¢ dane osobowe innemu odbiorcy — najpozniej przy ich
pierwszym ujawnieniu.

4. Jezeli administrator planuje dalej przetwarza¢ dane osobowe w celu innym niz
cel, w ktorym te dane zostaly pozyskane, przed takim dalszym przetwarzaniem
informuje on osobg, ktorej dane dotycza, o tym innym celu oraz udziela jej
wszelkich innych stosownych informacji, o ktéorych mowa w ust. 2.

5. Ust. 1- 4 nie maja zastosowania, gdy — i w zakresie, w jakim:

a) osoba, ktorej dane dotycza, dysponuje juz tymi informacjami;

b) udzielenie takich informacji okazuje si¢ niemozliwe lub wymagaloby
niewspotmiernie duzego wysitku; w szczegdlnosci w przypadku przetwarzania do
celow archiwalnych w interesie publicznym, do celow badan naukowych lub
historycznych lub do celow statystycznych, z zastrzezeniem warunkow i
zabezpieczen, o ktorych mowa w art. 89 ust. 1, lub o ile obowiazek, o ktorym
mowa w ust. 1 niniejszego artykulu, moze uniemozliwi¢ lub powaznie utrudnic¢
realizacj¢ celow takiego przetwarzania. W takich przypadkach administrator
podejmuje odpowiednie srodki, by chroni¢ prawa i wolnosci oraz prawnie
uzasadnione interesy osoby, ktorej dane dotycza, w tym udostgpnia informacje
publicznie;

¢) pozyskiwanie lub ujawnianie jest wyraznie uregulowane prawem Unii lub
prawem panstwa czlonkowskiego, ktéremu podlega administrator, przewidujacym
odpowiednie $rodki chronigce prawnie uzasadnione interesy osoby, ktorej dane
dotycza; lub

d) dane osobowe musza pozosta¢ poufne zgodnie z obowigzkiem zachowania
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tajemnicy zawodowej przewidzianym w prawie Unii lub w prawie panstwa
czlonkowskiego, w tym ustawowym obowiazkiem zachowania tajemnicy.

Art.
15

Prawo dostepu przystugujace osobie, ktorej dane dotycza

1. Osoba, ktorej dane dotycza, jest uprawniona do uzyskania od administratora
potwierdzenia, czy przetwarzane sa dane osobowe jej dotyczace, a jezeli ma to
miejsce, jest uprawniona do uzyskania dostgpu do nich oraz nastgpujacych
informacji:

a) cele przetwarzania;

b) kategorie odno$nych danych osobowych;

c) informacje o odbiorcach lub kategoriach odbiorcéw, ktérym dane osobowe
zostaly lub zostang ujawnione, w szczegolnosci o odbiorcach w panstwach trzecich
lub organizacjach migdzynarodowych;

d) w miar¢ mozliwosci planowany okres przechowywania danych osobowych, a
gdy nie jest to mozliwe, kryteria ustalania tego okresu;

e) informacje o prawie do zadania od administratora sprostowania, usunigcia lub
ograniczenia przetwarzania danych osobowych dotyczacego osoby, ktorej dane
dotycza, oraz do wniesienia sprzeciwu wobec takiego przetwarzania;

f) informacje o prawie wniesienia skargi do organu nadzorczego;

g) jezeli dane osobowe nie zostaly zebrane od osoby, ktorej dane dotycza —
wszelkie dostgpne informacje o ich zrodle;

h) informacje o zautomatyzowanym podejmowaniu decyzji, w tym o profilowaniu,
o ktorym mowa w art. 22 ust. 1 i 4, oraz — przynajmniej w tych przypadkach —
istotne informacje o zasadach ich podejmowania, a takze o znaczeniu i
przewidywanych konsekwencjach takiego przetwarzania dla osoby, ktorej dane
dotycza.

2. Jezeli dane osobowe sa przekazywane do panstwa trzeciego lub organizacji
migdzynarodowej, osoba, ktorej dane dotycza, ma prawo zosta¢ poinformowana o
odpowiednich zabezpieczeniach, o ktorych mowa w art. 46, zwigzanych z
przekazaniem.

3. Administrator dostarcza osobie, ktorej dane dotycza, kopie danych osobowych
podlegajacych przetwarzaniu. Za wszelkie kolejne kopie, o ktore zwrdci si¢ osoba,
ktorej dane dotycza, administrator moze pobra¢ oplatg w rozsadnej wysokosci
wynikajacej z kosztow administracyjnych. Jezeli osoba, ktorej dane dotycza,
zwraca si¢ o kopi¢ droga elektroniczng i jezeli nie zaznaczy inaczej, informacji
udziela si¢ powszechnie stosowang droga elektroniczng.

4. Prawo do uzyskania kopii, o ktérej mowa w ust. 3, nie moze niekorzystnie
wplywac na prawa i wolnosci innych.

SEKCJA3
Sprostowanie i usuwanie danych

Art.
16

Prawo do sprostowania danych

Osoba, ktorej dane dotycza, ma prawo zadania od administratora niezwlocznego
sprostowania dotyczacych jej danych osobowych, ktére sa nieprawidlowe. Z
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uwzglednieniem celow przetwarzania, osoba, ktérej dane dotycza, ma prawo
zadania uzupelnienia niekompletnych danych osobowych, w tym poprzez
przedstawienie dodatkowego o§wiadczenia.

Art.
17

Prawo do usunig¢cia danych (,,prawo do bycia zapomnianym”)

1. Osoba, ktorej dane dotycza, ma prawo zadania od administratora niezwlocznego
usunigcia dotyczacych jej danych osobowych, a administrator ma obowiazek bez
zbednej zwloki usunaé dane osobowe, jezeli zachodzi jedna z nastgpujacych
okolicznoscei:

a) dane osobowe nie sg juz niezbedne do celéw, w ktorych zostaty zebrane lub w
inny sposob przetwarzane;

b) osoba, ktorej dane dotycza, cofngla zgodg, na ktorej opiera si¢ przetwarzanie
zgodnie z art. 6 ust. 1 lit. a) lub art. 9 ust. 2 lit. @), i nie ma innej podstawy prawnej
przetwarzania;

c) osoba, ktorej dane dotycza, wnosi sprzeciw na mocy art. 21 ust. 1 wobec
przetwarzania i nie wystgpuja nadrzedne prawnie uzasadnione podstawy
przetwarzania lub osoba, ktorej dane dotycza, wnosi sprzeciw na mocy art. 21 ust.
2 wobec przetwarzania;

d) dane osobowe byty przetwarzane niezgodnie z prawem,;

e) dane osobowe muszg zosta¢ usuni¢te w celu wywigzania si¢ z obowigzku
prawnego przewidzianego w prawie Unii lub prawie panstwa czlonkowskiego,
ktoremu podlega administrator;

f) dane osobowe zostaly zebrane w zwiazku z oferowaniem ustug spoteczenistwa
informacyjnego, o ktorych mowa w art. 8 ust. 1.

2. Jezeli administrator upublicznil dane osobowe, a na mocy ust. 1 ma obowigzek
usunaé te dane osobowe, to — biorac pod uwage dostgpna technologi¢ i koszt
realizacji — podejmuje rozsadne dzialania, w tym $rodki techniczne, by
poinformowa¢ administratorow przetwarzajacych te dane osobowe, ze osoba,
ktorej dane dotycza, zada, by administratorzy ci usuneli wszelkie facza do tych
danych, kopie tych danych osobowych lub ich replikacje.

3. Ust. 1 i 2 nie majg zastosowania, w zakresie w jakim przetwarzanie jest
niezb¢dne:

a) do korzystania z prawa do wolnosci wypowiedzi i informacji;

b) do wywiazania si¢ z prawnego obowigzku wymagajacego przetwarzania na
mocy prawa Unii lub prawa panstwa czlonkowskiego, ktoremu podlega
administrator, lub do wykonania zadania realizowanego w interesie publicznym lub
w ramach sprawowania wladzy publicznej powierzonej administratorowi;

¢) z uwagi na wzgledy interesu publicznego w dziedzinie zdrowia publicznego
zgodnie z art. 9 ust. 2 lit. h) oraz i) i art. 9 ust. 3;

d) do celow archiwalnych w interesie publicznym, do celow badan naukowych lub
historycznych lub do celéw statystycznych zgodnie z art. 89 ust. 1, o ile
prawdopodobne jest, ze prawo, o ktorym mowa w ust. 1, uniemozliwi lub
powaznie utrudni realizacj¢ celow takiego przetwarzania; lub

e) do ustalenia, dochodzenia lub obrony roszczen.
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Art.
18

Prawo do ograniczenia przetwarzania

1. Osoba, ktorej dane dotycza, ma prawo zadania od administratora ograniczenia
przetwarzania w nastgpujacych przypadkach:

a) osoba, ktorej dane dotycza, kwestionuje prawidtowos¢ danych osobowych — na
okres pozwalajacy administratorowi sprawdzi¢ prawidtowosé tych danych;

b) przetwarzanie jest niezgodne z prawem, a osoba, ktorej dane dotycza,
sprzeciwia si¢ usunigciu danych osobowych, zadajac w zamian ograniczenia ich
wykorzystywania;

¢) administrator nie potrzebuje juz danych osobowych do celéw przetwarzania, ale
sa one potrzebne osobie, ktorej dane dotycza, do ustalenia, dochodzenia lub obrony
roszczen;

d) osoba, ktorej dane dotycza, wniosta sprzeciw na mocy art. 21 ust. 1 wobec
przetwarzania — do czasu stwierdzenia, czy prawnie uzasadnione podstawy po
stronie administratora sa nadrzgdne wobec podstaw sprzeciwu osoby, ktorej dane
dotycza.

2. Jezeli na mocy ust. 1 przetwarzanie zostalo ograniczone, takie dane osobowe
mozna przetwarza¢, z wyjatkiem przechowywania, wylacznie za zgoda osoby,
ktorej dane dotycza, lub w celu ustalenia, dochodzenia lub obrony roszczen, lub w
celu ochrony praw innej osoby fizycznej lub prawnej, lub z uwagi na wazne
wzgledy interesu publicznego Unii lub panstwa cztonkowskiego.

3. Przed uchyleniem ograniczenia przetwarzania administrator informuje o tym
osobg, ktorej dane dotycza, ktdra zadata ograniczenia na mocy ust. 1.

Art.
19

Obowiazek powiadomienia o sprostowaniu lub usunig¢ciu danych osobowych
lub o ograniczeniu przetwarzania

Administrator informuje o sprostowaniu lub usuni¢ciu danych osobowych lub
ograniczeniu przetwarzania, ktorych dokonat zgodnie z art. 16, art. 17 ust. 1 i art.
18, kazdego odbiorcg, ktéremu ujawniono dane osobowe, chyba ze okaze si¢ to
niemozliwe lub begdzie wymagaé niewspotmiernie duzego wysitku. Administrator
informuje osobg, ktorej dane dotycza, o tych odbiorcach, jezeli osoba, ktorej dane
dotycza, tego zazada.

Art.
20

Prawo do przenoszenia danych

1. Osoba, ktorej dane dotycza, ma prawo otrzyma¢ w ustrukturyzowanym,
powszechnie uzywanym formacie nadajacym si¢ do odczytu maszynowego dane
osobowe jej dotyczace, ktore dostarczyta administratorowi, oraz ma prawo przestaé
te dane osobowe innemu administratorowi bez przeszkod ze strony administratora,
ktoremu dostarczono te dane osobowe, jezeli:

a) przetwarzanie odbywa si¢ na podstawie zgody w mysl art. 6 ust. 1 lit. a) lub art.
9 ust. 2 lit. a) lub na podstawie umowy w mysl art. 6 ust. 1 lit. b); oraz

b) przetwarzanie odbywa si¢ w sposob zautomatyzowany.

2. Wykonujac prawo do przenoszenia danych na mocy ust. 1, osoba, ktorej dane
dotycza, ma prawo zadania, by dane osobowe zostaly przeslane przez
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administratora bezposrednio innemu administratorowi, o ile jest to technicznie
mozliwe.

3. Wykonanie prawa, o ktorym mowa w ust. 1 niniejszego artykutu, pozostaje bez
uszczerbku dla art. 17. Prawo to nie ma zastosowania do przetwarzania, ktore jest
niezbedne do wykonania zadania realizowanego w interesie publicznym lub w
ramach sprawowania wiadzy publicznej powierzonej administratorowi.

4. Prawo, o ktorym mowa w ust. 1, nie moze niekorzystnie wptywaé na prawa i
wolnosci innych.

SEKCJA 4
Prawo do sprzeciwu oraz zautomatyzowane podejmowanie decyzji w indywidualnych przypadkach

Art.
21

Prawo do sprzeciwu

1. Osoba, ktorej dane dotycza, ma prawo w dowolnym momencie wnie$¢ sprzeciw
— z przyczyn zwigzanych z jej szczegOlng sytuacja — wobec przetwarzania
dotyczacych jej danych osobowych opartego na art. 6 ust. 1 lit. e) lub f), w tym
profilowania na podstawie tych przepisow. Administratorowi nie wolno juz
przetwarza¢ tych danych osobowych, chyba ze wykaze on istnienie waznych
prawnie uzasadnionych podstaw do przetwarzania, nadrzednych wobec interesow,
praw i wolnos$ci osoby, ktorej dane dotycza, lub podstaw do ustalenia, dochodzenia
lub obrony roszczen.

2. Jezeli dane osobowe sa przetwarzane na potrzeby marketingu bezposredniego,
osoba, ktorej dane dotycza, ma prawo w dowolnym momencie wnie$¢ sprzeciw
wobec przetwarzania dotyczacych jej danych osobowych na potrzeby takiego
marketingu, w tym profilowania, w zakresie, w jakim przetwarzanie jest zwigzane
z takim marketingiem bezposrednim.

3. Jezeli osoba, ktorej dane dotycza, wniesie sprzeciw wobec przetwarzania do
celow marketingu bezposredniego, danych osobowych nie wolno juz przetwarza¢
do takich celow.

4. Najpozniej przy okazji pierwszej komunikacji z osoba, ktorej dane dotycza,
wyraznie informuje si¢ ja o prawie, o ktorym mowa w ust. 1 i 2, oraz przedstawia
si¢ je jasno i odrgbnie od wszelkich innych informacji.

5. W zwiazku z korzystaniem z ustug spoleczenstwa informacyjnego i bez
uszczerbku dla dyrektywy 2002/58/WE osoba, ktorej dane dotycza, moze wykonac
prawo do sprzeciwu za poSrednictwem zautomatyzowanych $rodkow
wykorzystujacych specyfikacje techniczne.

6. Jezeli dane osobowe s3 przetwarzane do celow badan naukowych lub
historycznych lub do celow statystycznych na mocy art. 89 ust. 1, osoba, ktdrej
dane dotycza, ma prawo wnies¢ sprzeciw — z przyczyn zwigzanych z jej szczegolng
sytuacja — wobec przetwarzania dotyczacych jej danych osobowych, chyba ze
przetwarzanie jest niezbedne do wykonania zadania realizowanego w interesie

N
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publicznym

Art.

Zautomatyzowane podejmowanie decyzji w indywidualnych przypadkach, w
tym profilowanie

1. Osoba, ktorej dane dotycza, ma prawo do tego, by nie podlega¢ decyzji, ktora
opiera si¢ wylacznie na zautomatyzowanym przetwarzaniu, w tym profilowaniu, i
wywotuje wobec tej osoby skutki prawne lub w podobny sposob istotnie na nig

wplywa.
2. Ust. 1 nie ma zastosowania, jezeli ta decyzja:

a) jest niezbedna do zawarcia lub wykonania umowy miedzy osoba, ktorej dane
dotycza, a administratorem;

b) jest dozwolona prawem Unii lub prawem panstwa czlonkowskiego, ktoremu
podlega administrator i ktore przewiduje wiasciwe $rodki ochrony praw, wolnoscei i
prawnie uzasadnionych interesow osoby, ktorej dane dotycza; lub

c) opiera si¢ na wyraznej zgodzie osoby, ktorej dane dotycza.

3. W przypadkach, o ktorych mowa w ust. 2 lit. a) i c¢), administrator wdraza
wiasciwe $rodki ochrony praw, wolnosci i prawnie uzasadnionych intereséw
osoby, ktorej dane dotycza, a co najmniej prawa do uzyskania interwencji ludzkiej
ze strony administratora, do wyrazenia wlasnego stanowiska i do
zakwestionowania tej decyzji.

4. Decyzje, o ktorych mowa w ust. 2, nie mogg opiera¢ sie na szczegdlnych
kategoriach danych osobowych, o ktorych mowa w art. 9 ust. 1, chyba ze
zastosowanie ma art. 9 ust. 2 lit. a) lub g) i istnieja wiasciwe $rodki ochrony praw,
wolnosci i prawnie uzasadnionych interesoéw osoby, ktorej dane dotycza.

SEKCJAS

Ogran

iczenia

Art.
23

Ograniczenia

1. Prawo Unii lub prawo panstwa czlonkowskiego, ktéremu podlegaja
administrator danych lub podmiot przetwarzajacy, moze aktem prawnym
ograniczy¢ zakres obowigzkdéw i praw przewidzianych w art. 12-22 i w art. 34, a
takze w art. 5 — o0 ile jego przepisy odpowiadaja prawom i obowigzkom
przewidzianym w art. 12-22 — jezeli ograniczenie takie nie narusza istoty
podstawowych praw i wolnosci oraz jest w demokratycznym spoleczenstwie
srodkiem niezbgdnym i proporcjonalnym, stuzacym:

a) bezpieczenstwu narodowemu;

b) obronie;

¢) bezpieczenstwu publicznemu;

d) zapobieganiu przestgpczosci, prowadzeniu postgpowan przygotowawczych,
wykrywaniu lub $ciganiu czyndéw zabronionych lub wykonywaniu kar, w tym

ochronie przed zagrozeniami dla bezpieczenstwa publicznego i zapobieganiu takim

Art. 3
Art. 4
Art.5

Art. 3. 1. Administrator wykonujacy zadanie publiczne
nie przekazuje informacji, o ktorych mowa w art. 13 ust.
3 rozporzadzenia 2016/679, jezeli zmiana celu
przetwarzania stuzy realizacji zadania publicznego i
niewykonanie obowiazku, o ktorym mowa w art. 13 ust.
3 rozporzadzenia 2016/679, jest niezbedne dla realizacji
celow, o ktorych mowa w art. 23 wust. 1 tego
rozporzadzenia, oraz przekazanie tych informacji:
1) uniemozliwi lub znaczaco  utrudni
prawidlowe wykonanie zadania publicznego, a
interes lub podstawowe prawa lub wolno$ci
osoby, ktorej dane dotycza, nie sa nadrzedne w
stosunku do interesu wynikajacego z realizacji
tego zadania publicznego, lub
2) naruszy ochrong informacji niejawnych.
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zagrozeniom;

e) innym waznym celom lezacym w ogdlnym interesie publicznym Unii lub
panstwa cztonkowskiego, w szczegdlnosci waznemu interesowi gospodarczemu
lub finansowemu Unii lub panstwa cztonkowskiego, w tym kwestiom pieni¢znym,
budzetowym i podatkowym, zdrowiu publicznemu i zabezpieczeniu spotecznemu;
f) ochronie niezalezno$ci sadow i postgpowania sadowego;

g) zapobieganiu naruszeniom zasad etyki w zawodach regulowanych, prowadzeniu
postgpowan w takich sprawach, ich wykrywaniu oraz $ciganiu;

h) funkcjom kontrolnym, inspekcyjnym lub regulacyjnym zwigzanym, nawet
sporadycznie, ze sprawowaniem wiadzy publicznej w przypadkach, o ktérych
mowa w lit. a) — ) oraz g);

i) ochronie osoby, ktorej dane dotycza, lub praw i wolnosci innych oséob;

j) egzekucji roszezen cywilnoprawnych.

2. W szczegdlnosci akt prawny, o ktorym mowa w ust. 1, musi zawieraé
szczegodlowe przepisy przynajmniej — W stosownym przypadku — o:

a) celach przetwarzania lub kategorii przetwarzania;

b) kategoriach danych osobowych;

¢) zakresie wprowadzonych ograniczen;

d) zabezpieczeniach zapobiegajacych naduzyciom lub niezgodnemu z prawem
dostepowi lub przekazywaniu;

e) okresleniu administratora lub kategorii administratorow;

f) okresach przechowywania oraz majacych zastosowanie zabezpieczeniach z
uwzglednieniem charakteru, zakresu i celow przetwarzania lub kategorii
przetwarzania;

g) ryzyka naruszenia praw lub wolnosci osoby, ktorej dane dotycza; oraz

h) prawie osob, ktorej dane dotycza, do uzyskania informacji 0 ograniczeniach, o
ile nie narusza to celu ograniczenia.

2. W przypadku, o ktorym mowa w ust. 1, administrator
zapewnia odpowiednie srodki stuzace ochronie interesu
lub podstawowych praw i wolno$ci osoby, ktorej dane
dotycza.

3. Administrator jest obowigzany bez zbgdnej zwloki,
nie pdzniej jednak niz w terminie miesigca,
poinformowac¢ osobg, ktorej dane dotycza, na jej
whniosek, 0 podstawie nieprzekazania informacji, o
ktorych mowa w art. 13 ust. 3 rozporzadzenia 2016/679.

Art. 4. 1. W zakresie nieuregulowanym w art. 14 ust. 5
rozporzadzenia 2016/679, administrator wykonujacy
zadanie publiczne nie przekazuje informacji, o ktoérych
mowa w art. 14 ust. 1, 2 i 4 rozporzadzenia 2016/679,
jezeli stuzy to realizacji zadania publicznego i
niewykonanie obowigzku, o ktéorym mowa w art. 14 ust.
1, 2 i 4 rozporzadzenia 2016/679, jest niezbgdne dla
realizacji celow, o ktorych mowa w art. 23 ust. 1 tego
rozporzadzenia, oraz przekazanie tych informacji:
1) uniemozliwi lub Znaczaco utrudni
prawidlowe wykonanie zadania publicznego, a
interes lub podstawowe prawa lub wolnosci
osoby, ktorej dane dotycza, nie sa nadrzgdne w
stosunku do interesu wynikajacego z realizacji
tego zadania publicznego, lub
2) naruszy ochrong informacji niejawnych.
2. W przypadku, o ktorym mowa w ust. 1, administrator
zapewnia odpowiednie srodki stuzace ochronie interesu
lub podstawowych praw i wolnosci osoby, ktorej dane
dotycza.
3. Administrator jest obowiazany bez zbgdnej zwloki,
nie poézniej jednak niz w terminie miesigca,
poinformowaé osobe, ktorej dane dotycza, na jej
whniosek, 0 podstawie nieprzekazania informacji, o
ktorych mowa w art. 14 ust. 1, 2 i 4 rozporzadzenia
2016/679.

Art. 5. 1. Przepisow, o ktorych mowa w art. 15 ust. 1-3
rozporzadzenia 2016/679, nie stosuje si¢ w przypadku
gdy osoba, ktorej dane dotycza, nie jest informowana na
podstawie art. 4 ust. 1.

2. W przypadku, gdy wykonanie obowiazkéw, o
ktorych mowa w art. 15 ust. 1 i 3 rozporzadzenia
2016/679, wymaga niewspotmiernie duzego wysitku
zwigzanego z wyszukaniem danych osobowych,
administrator wykonujacy zadanie publiczne wzywa
osobe, ktorej dane dotycza, do udzielenia informacji
pozwalajacych na wyszukanie tych danych. Przepis art.
64 ustawy z dnia 14 czerwca 1960 r. - Kodeks
postepowania administracyjnego (Dz. U. z 2017 r. poz.
1257 oraz z 2018 r. poz. 149) stosuje si¢ odpowiednio.
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3. W przypadku, o ktorym mowa w ust. 1, administrator
zapewnia odpowiednie $rodki shuzace ochronie interesu
lub podstawowych praw i wolno$ci osoby, ktorej dane
dotycza.

4. Administrator jest obowiazany bez zbg¢dnej zwtoki,
nie pdzniej jednak niz w terminie miesigca,
poinformowac¢ osobg, ktorej dane dotycza, na jej
whniosek, 0 podstawie nieprzekazania informacji, o
ktorych mowa w art. 15 ust. 1 i 3 rozporzadzenia
2016/679.

ROZDZIAL 1V
Administrator i podmiot przetwarzajacy

SEKCJA1
Obowiazki ogélne

Art.
24

Obowiazki administratora

1. Uwzgledniajac charakter, zakres, kontekst i cele przetwarzania oraz ryzyko
naruszenia praw lub wolnosci 0sob fizycznych o réznym prawdopodobienstwie i
wadze zagrozenia, administrator wdraza odpowiednie $rodki techniczne i
organizacyjne, aby przetwarzanie odbywalo si¢ zgodnie =z niniejszym
rozporzadzeniem i aby moc to wykazaé. Srodki te sa w razie potrzeby poddawane
przegladom i uaktualniane.

2. Jezeli jest to proporcjonalne w stosunku do czynnosci przetwarzania, $rodki, o
ktorych mowa w ust. 1, obejmuja wdrozenie przez administratora odpowiednich
polityk ochrony danych.

3. Stosowanie zatwierdzonych kodeksow postgpowania, o ktorych mowa wart. 40,
lub zatwierdzonego mechanizmu certyfikacji, o ktorym mowa wart. 42, moze by¢
wykorzystane jako element dla stwierdzenia przestrzegania przez administratora
cigzacych na nim obowiazkow.

Art.
25

Uwzglednienie ochrony danych w fazie projektowania oraz domysIna ochrona
danych

1. Uwzgledniajac stan wiedzy technicznej, koszt wdrazania oraz charakter, zakres,
kontekst i cele przetwarzania oraz ryzyko naruszenia praw lub wolnosci osob
fizycznych o réznym prawdopodobienstwie wystapienia i wadze zagrozenia
wynikajace z przetwarzania, administrator — zaréwno przy okre$laniu sposobow
przetwarzania, jak i w czasie samego przetwarzania —wdraza odpowiednie $rodki
techniczne i organizacyjne, takie jak pseudonimizacja, zaprojektowane w celu
skutecznej realizacji zasad ochrony danych, takich jak minimalizacja danych, oraz
w celu nadania przetwarzaniu niezbgdnych zabezpieczen, tak by speti¢ wymogi
niniejszego rozporzadzenia oraz chroni¢ prawa osob, ktérych dane dotycza.

2. Administrator wdraza odpowiednie $rodki techniczne i organizacyjne, aby
domys$lnie przetwarzane byty wylacznie te dane osobowe, ktdre sa niezbedne dla
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osiagnigcia kazdego konkretnego celu przetwarzania. Obowiazek ten odnosi si¢ do
ilosci zbieranych danych osobowych, zakresu ich przetwarzania, okresu ich
przechowywania oraz ich dostgpnosci. W szczegodlno$ci srodki te zapewniaja, by
domyslnie dane osobowe nie byly udostgpniane bez interwencji danej osoby
nieokreslonej liczbie 0sob fizycznych.

3. Wywiazywanie si¢ z obowiazkéw, o ktorych mowa w ust. 1 i 2 niniejszego
artykulu, mozna wykaza¢ migdzy innymi poprzez wprowadzenie zatwierdzonego
mechanizmu certyfikacji okreslonego w art. 42.

Art.
26

Wspoéltadministratorzy

1. Jezeli co najmniej dwoch administratorow wspoélnie ustala cele i sposoby
przetwarzania, sa oni wspotadministratorami. W drodze wspdlnych uzgodnien
Wspotadministratorzy w przejrzysty sposob okreslaja odpowiednie zakresy swojej
odpowiedzialnosci  dotyczacej wypelniania obowiazkéw wynikajacych z
niniejszego rozporzadzenia, w szczegdlnosci w odniesieniu do wykonywania przez
osobe, ktorej dane dotycza, przystugujacych jej praw, oraz ich obowiazkéw w
odniesieniu do podawania informacji, o ktorych mowa w art. 13 i 14, chyba ze
przypadajace im obowiazki i ich zakres okresla prawo Unii lub prawo panstwa
cztonkowskiego, ktoremu administratorzy ci podlegaja. W uzgodnieniach mozna
wskaza¢ punkt kontaktowy dla osob, ktérych dane dotycza.

2. Uzgodnienia, o ktorych mowa w ust. 1, nalezycie odzwierciedlaja odpowiednie
zakresy obowiazkéw wspotadministratorow oraz relacje pomiedzy nimi a
podmiotami, ktorych dane dotycza. Zasadnicza tres¢ uzgodnien jest udostgpniana
podmiotom, ktorych dane dotycza.

3. Niezaleznie od uzgodnien, o ktorych mowa w ust. 1, osoba, ktorej dane dotycza,
moze wykonywaé przystugujace jej prawa wynikajace z niniejszego
rozporzadzenia wobec kazdego z administratorow.

Art.
27

Przedstawiciele  administratoréow lub  podmiotéw  przetwarzajacych
niemajacych jednostki organizacyjnej w Unii

1. Jezeli zastosowanie ma art. 3 ust. 2, administrator lub podmiot przetwarzajacy na
pi$mie wyznacza swojego przedstawiciela w Unii.

2. Obowiazek ustanowiony w ust. 1 niniejszego artykulu nie ma zastosowania w
przypadku:

a) przetwarzania, ktore ma charakter sporadyczny, nie obejmuje — na duza skale —
przetwarzania szczeg6lnych kategorii danych osobowych, o ktérych mowa w art. 9
ust. 1, ani przetwarzania danych osobowych dotyczacych wyrokow skazujacych i
naruszefi prawa, o czym mowa w art. 10, i jest malo prawdopodobne, by ze
wzgledu na swoj charakter, kontekst, zakres i cele powodowato ryzyko naruszenia
praw lub wolnosci osob fizycznych; lub

b) organu lub podmiotu publicznego.

3. Przedstawiciel musi mie¢ siedzib¢ w panstwie cztonkowskim, w ktorym
przebywaja osoby, ktérych dane dotycza, ktérych dane osobowe sa przetwarzane w
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zwigzku z oferowaniem im towaréw lub ustug lub ktérych zachowanie jest
monitorowane.

4. Przedstawiciel zostaje upowazniony przez administratora lub podmiot
przetwarzajacy, by do celow zapewnienia przestrzegania niniejszego
rozporzadzenia mogty si¢ do niego zwracaé — oprocz lub zamiast do administratora
lub podmiotu przetwarzajacego — w szczegélnosci organy nadzorcze i osoby,
ktorych dane dotycza, we wszystkich sprawach zwiazanych z przetwarzaniem.

5. Wyznaczenie przedstawiciela przez administratora lub podmiot przetwarzajacy
pozostaje bez uszczerbku dla postgpowan, ktore moga zostaé wszczete przeciwko
samemu administratorowi lub podmiotowi przetwarzajacemu.

Art.
28

Podmiot przetwarzajacy

1. Jezeli przetwarzanie ma by¢ dokonywane w imieniu administratora, korzysta on
wylacznie z ustug takich podmiotow przetwarzajacych, ktore zapewniaja
wystarczajagce gwarancje wdrozenia odpowiednich $rodkéw technicznych i
organizacyjnych, by przetwarzanie spetnialo wymogi niniejszego rozporzadzenia i
chronifo prawa 0sob, ktorych dane dotycza.

2. Podmiot przetwarzajacy nie korzysta z ushig innego podmiotu przetwarzajacego
bez uprzedniej szczegoétowej lub ogodlnej pisemnej zgody administratora. W
przypadku ogélnej pisemnej zgody podmiot przetwarzajacy informuje
administratora o wszelkich zamierzonych zmianach dotyczacych dodania lub
zastgpienia  innych podmiotdow  przetwarzajacych, dajac tym samym
administratorowi mozliwo$¢ wyrazenia sprzeciwu wobec takich zmian.

3. Przetwarzanie przez podmiot przetwarzajacy odbywa si¢ na podstawie umowy
lub innego instrumentu prawnego, ktore podlegaja prawu Unii lub prawu pafistwa
czlonkowskiego i wiaza podmiot przetwarzajacy i administratora, okre$laja
przedmiot i czas trwania przetwarzania, charakter i cel przetwarzania, rodzaj
danych osobowych oraz kategorie osob, ktorych dane dotycza, obowiazki i prawa
administratora. Ta umowa lub inny instrument prawny stanowia w szczegdlnosci,
ze podmiot przetwarzajacy:

a)  przetwarza dane osobowe wylacznie na udokumentowane polecenie
administratora — co dotyczy tez przekazywania danych osobowych do panstwa
trzeciego lub organizacji miedzynarodowej — chyba Ze obowiazek taki naktada na
niego prawo Unii lub prawo panstwa czlonkowskiego, ktoremu podlega podmiot
przetwarzajacy; w takim przypadku przed rozpoczgciem przetwarzania podmiot
przetwarzajacy informuje administratora o tym obowiazku prawnym, o ile prawo to
nie zabrania udzielania takiej informacji z uwagi na wazny interes publiczny;

b) zapewnia, by osoby upowaznione do przetwarzania danych osobowych
zobowiazaly si¢ do zachowania tajemnicy lub by podlegaty odpowiedniemu
ustawowemu obowigzkowi zachowania tajemnicy;

¢) podejmuje wszelkie srodki wymagane na mocy art. 32;
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d) przestrzega warunkoéw korzystania z ushug innego podmiotu przetwarzajacego,
o ktorych mowa w ust. 21 4;

e) Dbiorac pod uwage charakter przetwarzania, w miar¢ mozliwosci pomaga
administratorowi poprzez odpowiednie $rodki techniczne 1 organizacyjne
wywigzac si¢ z obowiazku odpowiadania na zadania osoby, ktorej dane dotycza, w
zakresie wykonywania jej praw okreslonych w rozdziale I11;

f) uwzgledniajac charakter przetwarzania oraz dostgpne mu informacje, pomaga
administratorowi wywiaza¢ si¢ z obowiazkéw okreslonych w art. 32-36;

g) po zakonczeniu $wiadczenia ustug zwigzanych z przetwarzaniem zaleznie od
decyzji administratora usuwa lub zwraca mu wszelkie dane osobowe oraz usuwa
wszelkie ich istniejace kopie, chyba ze prawo Unii lub prawo panstwa
cztonkowskiego nakazuja przechowywanie danych osobowych;

h) udostgpnia administratorowi wszelkie informacje niezbedne do wykazania
spetnienia obowiazkéw okreslonych w niniejszym artykule oraz umozliwia
administratorowi lub  audytorowi upowaznionemu przez administratora
przeprowadzanie audytow, w tym inspekcji, i przyczynia si¢ do nich.

W zwiazku z obowiazkiem okreslonym w akapicie pierwszym lit. h) podmiot
przetwarzajacy niezwlocznie informuje administratora, jezeli jego zdaniem wydane
mu polecenie stanowi naruszenie niniejszego rozporzadzenia lub innych przepisow
Unii lub panstwa cztonkowskiego o ochronie danych.

4. Jezeli do wykonania w imieniu administratora konkretnych czynnosci
przetwarzania podmiot przetwarzajacy korzysta z ushlug innego podmiotu
przetwarzajacego, na ten inny podmiot przetwarzajacy natozone zostaja — na mocy
umowy lub innego aktu prawnego, ktore podlegaja prawu Unii lub prawu panstwa
czlonkowskiego — te same obowiazki ochrony danych jak w umowie lub innym
akcie prawnym mi¢dzy administratorem a podmiotem przetwarzajacym, o ktorych
to obowiazkach mowa w ust. 3, w szczegdlnosci obowiazek zapewnienia
wystarczajacych gwarancji wdrozenia odpowiednich $rodkow technicznych i
organizacyjnych, by przetwarzanie odpowiadalo wymogom niniejszego
rozporzadzenia. Jezeli ten inny podmiot przetwarzajacy nie wywiaze si¢ ze
spoczywajacych na nim obowigzkéw ochrony danych, peina odpowiedzialnosé
wobec administratora za wypelnienie obowigzkow tego innego podmiotu
przetwarzajacego spoczywa na pierwotnym podmiocie przetwarzajacym.

5. Wystarczajace gwarancje, o ktorych mowa w ust. 1 i 4 niniejszego artykuhu,
podmiot przetwarzajacy moze wykaza¢ miedzy innymi poprzez stosowanie
zatwierdzonego kodeksu postgpowania, o ktorym mowa w art. 40 lub
zatwierdzonego mechanizmu certyfikacji, o ktorym mowa w art. 42.

6. Bez uszczerbku dla indywidualnych uméw migdzy administratorem a
podmiotem przetwarzajacym, umowa lub inny akt prawny, o ktorych mowa w ust.
3 i 4 niniejszego artykulu, moga si¢ opiera¢ w calosci lub w czesSci na
standardowych klauzulach umownych, o ktéorych mowa w ust. 7 i 8 niniejszego
artykuhu, takze gdy sa one elementem certyfikacji udzielonej administratorowi lub
podmiotowi przetwarzajacemu zgodnie z art. 42 i 43.

7. Komisja moze okresli¢ standardowe klauzule umowne dotyczace kwestii, o
ktorych mowa w ust. 3 i 4 niniejszego artykutu, zgodnie z procedurg sprawdzajaca,
o ktorej mowa w art. 93 ust. 2.
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8. Organ nadzorczy moze przyja¢ standardowe klauzule umowne dotyczace
kwestii, o ktorych mowa w ust. 3 i 4 niniejszego artykutu, zgodnie z mechanizmem
spojnoscei, o ktorym mowa w art. 63.

9. Umowa lub inny akt prawny, o ktorych mowa w art. 3 i 4, maja forme pisemna,
w tym forme elektroniczna.

10. Bez uszczerbku dla art. 82, 83 i 84, jezeli podmiot przetwarzajacy naruszy
niniejsze rozporzadzenie przy okreslaniu celéw i sposobow przetwarzania, uznaje
si¢ go za administratora w odniesieniu do tego przetwarzania.

Art. 54
ust. 1
pkt 1

Art. 54. 1. Prezes Urzgdu udostgpnia na swojej stronie
podmiotowej Biuletynu Informacji Publicznej:

1) standardowe Kklauzule umowne, o ktorych
mowa w art. 28 ust. 8 rozporzadzenia 2016/679;

Art. | Przetwarzanie z upowaznienia administratora lub podmiotu przetwarzajacego

29
Podmiot przetwarzajacy oraz kazda osoba dzialajaca z upowaznienia
administratora lub podmiotu przetwarzajacego i majaca dostgp do danych
osobowych przetwarzaja je wylacznie na polecenie administratora, chyba ze
wymaga tego prawo Unii lub prawo panstwa cztonkowskiego.

Art. | Rejestrowanie czynnoS$ci przetwarzania

30

1. Kazdy administrator oraz — gdy ma to zastosowanie — przedstawiciel
administratora prowadza rejestr czynnosci przetwarzania danych osobowych, za
ktore odpowiadaja. W rejestrze tym zamieszcza si¢ wszystkie nastepujace

informacje:
a) imi¢ i nazwisko lub nazwg oraz dane kontaktowe administratora oraz wszelkich
wspotadministratorow, a takze gdy ma to zastosowanie — przedstawiciela

administratora oraz inspektora ochrony danych;

b) cele przetwarzania;

c) opis kategorii 0sob, ktorych dane dotycza, oraz kategorii danych osobowych;

d) kategorie odbiorcow, ktorym dane osobowe zostaty lub zostana ujawnione, w
tym odbiorcow w panstwach trzecich lub w organizacjach migdzynarodowych;

e) gdy ma to zastosowanie, przekazania danych osobowych do panstwa trzeciego
lub organizacji migdzynarodowej, w tym nazwa tego panstwa trzeciego lub
organizacji migdzynarodowej, a w przypadku przekazan, o ktérych mowa w art. 49
ust. 1 akapit drugi, dokumentacja odpowiednich zabezpieczen;

f) jezeli jest to mozliwe, planowane terminy usunigcia poszczegdlnych kategorii
danych;

g) jezeli jest to mozliwe, ogdlny opis technicznych i organizacyjnych srodkow
bezpieczenstwa, o ktorych mowa w art. 32 ust. 1.

2. Kazdy podmiot przetwarzajacy oraz — gdy ma to zastosowanie — przedstawiciel
podmiotu przetwarzajacego prowadza rejestr wszystkich kategorii czynnosci
przetwarzania dokonywanych w imieniu administratora, zawierajacy nastgpujace
informacje:
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a) imi¢ i nazwisko lub nazwa oraz dane kontaktowe podmiotu przetwarzajacego
lub podmiotéw przetwarzajacych oraz kazdego administratora, w imieniu ktorego
dziala podmiot przetwarzajacy, a gdy ma to zastosowanie — przedstawiciela
administratora lub podmiotu przetwarzajacego oraz inspektora ochrony danych;

b) kategorie przetwarzan dokonywanych w imieniu kazdego z administrator6w;

c) gdy ma to zastosowanie —przekazania danych osobowych do panstwa trzeciego
lub organizacji mi¢dzynarodowej, w tym nazwa tego panstwa trzeciego lub
organizacji migdzynarodowej, a w przypadku przekazan, o ktérych mowa w art. 49
ust. | akapit drugi, dokumentacja odpowiednich zabezpieczen;

d) jezeli jest to mozliwe, ogélny opis technicznych i organizacyjnych srodkow
bezpieczenstwa, o ktorych mowa w art. 32 ust. 1.

3. Rejestry, o ktorych mowa w ust. 1 i 2, maja forme¢ pisemna, w tym forme
elektroniczna.

4. Administrator lub podmiot przetwarzajacy oraz — gdy ma to zastosowanie —
przedstawiciel administratora lub podmiotu przetwarzajacego udostepniaja rejestr
na zadanie organu nadzorczego.

5. Obowiazki, o ktéorych mowa w ust. 1 i 2, nie maja zastosowania do
przedsigbiorcy lub podmiotu zatrudniajacego mniej niz 250 osob, chyba ze
przetwarzanie, ktorego dokonuja, moze powodowaé ryzyko naruszenia praw lub
wolnosci osob, ktorych dane dotycza, nie ma charakteru sporadycznego lub
obejmuje szczegodlne kategorie danych osobowych, o ktorych mowa w art. 9 ust. 1,
lub dane osobowe dotyczace wyrokow skazujacych i naruszen prawa, o czym
mowa w art. 10.

Art. | Wspélpraca z organem nadzorczym
31
Administrator i podmiot przetwarzajacy oraz — gdy ma to zastosowanie — ich
przedstawiciele na zadanie wspélpracuja z organem nadzorczym w ramach
wykonywania przez niego swoich zadan.
SEKCJA 2
Bezpieczenstwo danych osobowych
Art. | Bezpieczenstwo przetwarzania Art. 54 | Art. 54. 1. Prezes Urzgdu udostgpnia na swojej stronie
32 podmiotowej Biuletynu Informacji Publicznej:

1. Uwzgledniajac stan wiedzy technicznej, koszt wdrazania oraz charakter, zakres,
kontekst i cele przetwarzania oraz ryzyko naruszenia praw lub wolnosci osob
fizycznych o réznym prawdopodobienstwie wystgpienia i wadze zagrozenia,
administrator i podmiot przetwarzajacy wdrazaja odpowiednie $rodki techniczne i
organizacyjne, aby zapewni¢ stopien bezpieczenstwa odpowiadajacy temu ryzyku,
w tym miedzy innymi w stosownym przypadku:

a) pseudonimizacje i szyfrowanie danych osobowych;

b) zdolno§¢ do ciaglego zapewnienia poufnosci, integralnosci, dostepnosci i
odpornosci systemow i ushug przetwarzania;

¢) zdolnos$¢ do szybkiego przywrocenia dostepnosci danych osobowych i dostgpu
do nich w razie incydentu fizycznego lub technicznego;

d) regularne testowanie, mierzenie i ocenianie skutecznosci $rodkow technicznych
i organizacyjnych majacych zapewni¢ bezpieczenstwo przetwarzania.

1) standardowe klauzule umowne, o ktorych
mowa w art. 28 ust. 8 rozporzadzenia 2016/679;
2) zatwierdzone kodeksy postgpowania, o

ktorych mowa w art. 40 rozporzadzenia 2016/679, a
takze zmiany tych kodeksow;

3) przyjete standardowe klauzule ochrony
danych, o ktorych mowa w art. 46 ust. 2 lit d
rozporzadzenia 2016/679;

4) rekomendacje okreslajace $rodki techniczne i
organizacyjne  stosowane w celu  zapewnienia
bezpieczenstwa przetwarzania danych osobowych.

2. Rekomendacje, o ktéorych mowa w ust. 1 pkt 4,
sporzadzane sg z uwzglednieniem specyfiki danego
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2. Oceniajac, czy stopien bezpieczenstwa jest odpowiedni, uwzglednia si¢ w
szczegolnosci ryzyko wiazace si¢ z przetwarzaniem, w szczegdlnosci wynikajace z
przypadkowego lub niezgodnego z prawem zniszczenia, utraty, modyfikacji,
nieuprawnionego ujawnienia lub nieuprawnionego dostepu do danych osobowych
przesylanych, przechowywanych lub w inny sposob przetwarzanych.

3. Wywiazywanie si¢ z obowiazkow, o ktorych mowa w ust. 1 niniejszego
artykulu, mozna wykaza¢ miedzy innymi poprzez stosowanie zatwierdzonego
kodeksu postgpowania, o ktorym mowa w art. 40 lub zatwierdzonego mechanizmu
certyfikacji, o ktorym mowa w art. 42.

4. Administrator oraz podmiot przetwarzajacy podejmuja dziatania w celu
zapewnienia, by kazda osoba fizyczna dziatajaca z upowaznienia administratora
lub podmiotu przetwarzajacego, ktéra ma dostep do danych osobowych,
przetwarzala je wylacznie na polecenie administratora, chyba ze wymaga tego od
niej prawo Unii lub prawo panstwa cztonkowskiego.

rodzaju dzialalnosci i podlegaja okresowej aktualizacji.
3. Projekt rekomendacji, o ktorych mowa w ust. 1 pkt 4,
Prezes Urzedu konsultuje =z  zainteresowanymi
podmiotami, ktérych zakresu dzialania dotyczy dany
projekt.

Art.
33

Zglaszanie naruszenia ochrony danych osobowych organowi nadzorczemu

1. W przypadku naruszenia ochrony danych osobowych, administrator bez zbednej
zwloki — w miar¢ mozliwosci, nie pozniej niz w terminie 72 godzin po
stwierdzeniu naruszenia — zglasza je organowi nadzorczemu wiasciwemu zgodnie z
art. 55, chyba ze jest mato prawdopodobne, by naruszenie to skutkowato ryzykiem
naruszenia praw lub wolnosci osob fizycznych. Do zgloszenia przekazanego
organowi nadzorczemu po uplywie 72 godzin dolacza si¢ wyjasnienie przyczyn
opoznienia.

2. Podmiot przetwarzajacy po stwierdzeniu naruszenia ochrony danych osobowych
bez zbg¢dnej zwloki zglasza je administratorowi.

3. Zgloszenie, o ktorym mowa w ust. 1, musi co najmniej:

a) opisywaé charakter naruszenia ochrony danych osobowych, w tym w miarg
mozliwosci wskazywaé kategorie i przyblizona liczbg osob, ktorych dane dotycza,
oraz kategorie i przyblizona liczb¢ wpisdéw danych osobowych, ktorych dotyczy
naruszenie;

b) zawiera¢ imi¢ i nazwisko oraz dane kontaktowe inspektora ochrony danych lub
oznaczenie innego punktu kontaktowego, od ktorego mozna uzyskaé wiegcej
informacji;

c) opisywa¢ mozliwe konsekwencje naruszenia ochrony danych osobowych;

d) opisywa¢ srodki zastosowane lub proponowane przez administratora w celu
zaradzenia naruszeniu ochrony danych osobowych, w tym w stosownych
przypadkach s$rodki w celu zminimalizowania jego ewentualnych negatywnych
skutkow.

4. Jezeli — i w zakresie, w jakim — informacji nie da si¢ udzieli¢ w tym samym
czasie, mozna je udziela¢ sukcesywnie bez zbgdnej zwloki.

5. Administrator dokumentuje wszelkie naruszenia ochrony danych osobowych, w
tym okolicznosci naruszenia ochrony danych osobowych, jego skutki oraz podjete

Art. 56

Art. 56. Prezes Urzedu moze prowadzi¢ system
teleinformatyczny ~ umozliwiajacy ~ administratorom
dokonywanie zgloszenia naruszenia ochrony danych
osobowych, o ktorym mowa w art. 33 rozporzadzenia
2016/679.
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dzialania zaradcze. Dokumentacja ta musi pozwoli¢ organowi nadzorczemu
werytikowanie przestrzegania niniejszego artykutu.

Art.

Zawiadamianie osoby, ktérej dane dotycza, o naruszeniu ochrony danych
osobowych

1. Jezeli naruszenie ochrony danych osobowych moze powodowaé wysokie ryzyko
naruszenia praw lub wolnosci os6b fizycznych, administrator bez zbednej zwloki
zawiadamia osobg, ktorej dane dotycza, o takim naruszeniu.

2. Zawiadomienie, o ktorym mowa w ust. 1 niniejszego artykutu, jasnym i prostym
jezykiem opisuje charakter naruszenia ochrony danych osobowych oraz zawiera
przynajmniej informacje i §rodki, o ktorych mowa w art. 33 ust. 3 lit. b), ¢) i d).

3. Zawiadomienie, o ktorym mowa w ust. 1, nie jest wymagane, w nastepujacych
przypadkach:

a) administrator wdrozyt odpowiednie techniczne i organizacyjne $rodki ochrony i
$rodki te zostaly zastosowane do danych osobowych, ktorych dotyczy naruszenie,
w szczegOlnosei $rodki takie jak szyfrowanie, uniemozliwiajace odczyt osobom
nieuprawnionym do dostgpu do tych danych osobowych;

b) administrator zastosowal nastepnie $rodki eliminujace prawdopodobienstwo
wysokiego ryzyka naruszenia praw lub wolnosci osoby, ktorej dane dotycza, o
ktéorym mowa w ust. 1;

¢) wymagaloby ono niewspotmiernie duzego wysitku. W takim przypadku wydany
zostaje publiczny komunikat lub zastosowany zostaje podobny $rodek, za pomoca
ktorego osoby, ktorych dane dotycza, zostaja poinformowane w rownie skuteczny
sposob.

4. Jezeli administrator nie zawiadomil jeszcze osoby, ktorej dane dotycza, o
naruszeniu ochrony danych osobowych, organ nadzorczy — biorac pod uwagg
prawdopodobienstwo, ze to naruszenie ochrony danych osobowych spowoduje
wysokie ryzyko — moze od niego tego zazada¢ lub moze stwierdzi¢, ze spetniony
zostal jeden z warunkow, o ktorych mowa w ust. 3.

SEKCJA3
Ocena skutkéw dla ochrony danych i uprzednie konsultacje

Art.
35

Ocena skutkow dla ochrony danych

1. Jezeli dany rodzaj przetwarzania — w szczegblnosci z uzyciem nowych
technologii — ze wzgledu na swoj charakter, zakres, kontekst i cele z duzym
prawdopodobienstwem moze powodowa¢ wysokie ryzyko naruszenia praw lub
wolnosci 0séb fizycznych, administrator przed rozpoczeciem przetwarzania
dokonuje oceny skutkow planowanych operacji przetwarzania dla ochrony danych
osobowych. Dla podobnych operacji przetwarzania danych wiazacych si¢ z
podobnym wysokim ryzykiem mozna przeprowadzi¢ pojedyncza oceng.

2. Dokonujac oceny skutkow dla ochrony danych, administrator konsultuje si¢ z
inspektorem ochrony danych, jezeli zostal on wyznaczony.
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3. Ocena skutkéw dla ochrony danych, o ktérej mowa w ust. 1, jest wymagana w
szczegolnosci w przypadku:

a) Systematycznej, kompleksowej oceny czynnikow osobowych odnoszacych sie
do 0s6b fizycznych, ktora opiera si¢ na zautomatyzowanym przetwarzaniu, w tym
profilowaniu, i jest podstawa decyzji wywotujacych skutki prawne wobec osoby
fizycznej lub w podobny sposéb znaczaco wptywajacych na osobg fizyczna;

b) przetwarzania na duza skalg szczegolnych kategorii danych osobowych, o
ktorych mowa w art. 9 ust. 1, lub danych osobowych dotyczacych wyrokow
skazujacych i naruszen prawa, o czym mowa w art. 10; lub

c) systematycznego monitorowania na duza skal¢ miejsc dostepnych publicznie.

4. Organ nadzorczy ustanawia i podaje do publicznej wiadomosci wykaz rodzajow
operacji przetwarzania podlegajacych wymogowi dokonania oceny skutkow dla
ochrony danych na mocy ust. 1. Organ nadzorczy przekazuje te wykazy
Europejskiej Radzie Ochrony Danych, o ktorej mowa w art. 68.

5. Organ nadzorczy moze takze ustanowi¢ i poda¢ do wiadomosci publicznej
wykaz rodzajow operacji przetwarzania niepodlegajacych wymogowi dokonania
oceny skutkéw dla ochrony danych. Organ nadzorczy przekazuje te wykazy
Europejskiej Radzie Ochrony Danych.

6. Jezeli wykazy, o ktorych mowa w ust. 4 i 5, obejmuja czynnosci przetwarzania
zwigzane z oferowaniem towaréw lub ustug osobom, ktoérych dane dotycza, lub z
monitorowaniem ich zachowania w kilku panstwach cztonkowskich lub mogace
znacznie wplynaé na swobodny przeptyw danych osobowych w Unii, przed
przyjeciem takich wykazéw wilasciwy organ nadzorczy stosuje mechanizm
spojnosci, o ktorym mowa w art. 63.

7. Ocena zawiera co najmniej:

a) systematyczny opis planowanych operacji przetwarzania i celow przetwarzania,
w tym, gdy ma to zastosowanie — prawnie uzasadnionych intereséw realizowanych
przez administratora;

b) oceng, czy operacje przetwarzania sa niezb¢dne oraz proporcjonalne w stosunku
do celow;

¢) ocen¢ ryzyka naruszenia praw lub wolnosci osob, ktorych dane dotycza, o
ktérym mowa w ust. 1; oraz

d) $rodki planowane w celu zaradzenia ryzyku, w tym zabezpieczenia oraz $rodki i
mechanizmy bezpieczenstwa majace zapewni¢ ochron¢ danych osobowych i
wykaza¢ przestrzeganie niniejszego rozporzadzenia, z uwzglednieniem praw i
prawnie uzasadnionych interesow 0sob, ktorych dane dotycza, i innych osob,

Art. 55

Art. 55. 1. Prezes Urzegdu:

1)

2)

oglasza w komunikacie wykaz rodzajow
operacji  przetwarzania danych osobowych
wymagajacych oceny skutkéw przetwarzania dla
ich ochrony, o ktérym mowa w art. 35 ust. 4
rozporzadzenia 2016/679;

moze oglosi¢ w komunikacie wykaz rodzajow
operacji  przetwarzania danych osobowych
niewymagajacych oceny skutkow przetwarzania
dla ich ochrony, o ktorym mowa w art. 35 ust. 5
rozporzadzenia 2016/679.

2. Komunikat, o ktorym mowa w ust. 1, oglasza

si¢ w Dzienniku Urzegdowym Rzeczypospolitej Polskiej
,,Monitor Polski”.
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ktorych sprawa dotyczy.

8. Oceniajac — W szczegodlnosci do celow oceny skutkow dla ochrony danych —
skutki operacji przetwarzania wykonywanych przez administratora lub podmiot
przetwarzajacy, uwzglednia si¢ przestrzeganie przez takiego administratora lub taki
podmiot przetwarzajacy zatwierdzonych kodeksow postgpowania, o ktorych mowa
w art. 40.

9. W stosownych przypadkach administrator zasigga opinii osob, ktorych dane
dotycza, lub ich przedstawicieli w sprawie zamierzonego przetwarzania, bez
uszczerbku dla ochrony intereséw handlowych lub publicznych lub bezpieczenstwa
operacji przetwarzania.

10. Ust. 1-7 nie majg zastosowania, jezeli przetwarzanie na mocy art. 6 ust. 1 lit. ¢)
lub e) ma podstawe prawna w prawie Unii lub w prawie panstwa czlonkowskiego,
ktéremu podlega administrator, i prawo takie reguluje dana operacj¢ przetwarzania
lub zestaw operacji, a oceny skutkow dla ochrony danych dokonano juz w ramach
oceny skutkow regulacji w zwiazku z przyjeciem tej podstawy prawnej — chyba ze
panstwa czlonkowskie uznaja za niezbgdne, by przed podjeciem czynnosci
przetwarzania dokona¢ oceny skutkow dla ochrony danych.

11. W razie potrzeby, przynajmniej gdy zmienia si¢ ryzyko wynikajace z operacji
przetwarzania, administrator dokonuje przegladu, by stwierdzi¢, czy przetwarzanie
odbywa si¢ zgodnie z oceng skutkéw dla ochrony danych.

Art.

Uprzednie konsultacje

1. Jezeli ocena skutkow dla ochrony danych, o ktorej mowa w art. 35, wskaze, ze
przetwarzanie powodowatoby wysokie ryzyko, gdyby administrator nie zastosowat
srodkéw w celu zminimalizowania tego ryzyka, to przed rozpoczeciem
przetwarzania administrator konsultuje si¢ z organem nadzorczym.

2. Jezeli organ nadzorczy jest zdania, ze zamierzone przetwarzanie, o ktérym
mowa W ust. 1, stanowiloby naruszenie niniejszego rozporzadzenia — W
szczegdlnosci  gdy  administrator  niedostatecznie  zidentyfikowat  lub
zminimalizowat ryzyko — organ nadzorczy w terminie do o$miu tygodni od
wplynigcia wniosku o konsultacje udziela administratorowi, a gdy ma to
zastosowanie takze podmiotowi przetwarzajgcemu pisemnego zalecenia i moze
skorzysta¢ z dowolnego ze swoich uprawnien, o ktorych mowa w art. 58. Okres ten
mozna przedluzy¢ o sze$¢ tygodni ze wzgledu na ztozony charakter zamierzonego
przetwarzania. Organ nadzorczy informuje administratora, a gdy ma to
zastosowanie takze podmiot przetwarzajacy, o takim przedtuzeniu w terminie
miesiagca od wptynigcia wniosku o konsultacje, z podaniem przyczyn tego
opdznienia. Bieg tych terminéw mozna zawiesi¢, do czasu az organ nadzorczy
uzyska wszelkie informacje, ktorych zazadat do celéw konsultacji.

3. Konsultujagc si¢ z organem nadzorczym zgodnie z ust. 1, administrator
przedstawia mu:

a) gdy ma to zastosowanie — odpowiednie obowiazki administratora,
wspotadministratorOw oraz podmiotdéw przetwarzajacych uczestniczacych w

Art. 58

Art. 58. 1. Administrator danych lub podmiot
przetwarzajacy moze wystapi¢ do Prezesa Urzedu z
wnioskiem o przeprowadzenie uprzednich konsultacji, o
ktorym mowa w art. 36 rozporzadzenia 2016/679.

2. Do wniosku stosuje si¢ odpowiednio art. 63
ustawy z dnia 14 czerwca 1960 r -  Kodeks
postepowania administracyjnego.

3. Jezeli wniosek nie spelnia wymogow,
okreslonych w art. 36 ust. 3 rozporzadzenia 2016/679
oraz w art. 63 ustawy z dnia 14 czerwca 1960 r -
Kodeks postepowania administracyjnego, Prezes Urzgdu
informuje o nieudzieleniu konsultacji wskazujac
przyczyny jej nieudzielenia.
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przetwarzaniu, w szczegdlnosci w przypadku przetwarzania w ramach grupy
przedsigbiorstw;

b) cele i sposoby zamierzonego przetwarzania;

¢) srodki i zabezpieczenia majace chroni¢ prawa i wolnosci osob, ktorych dane
dotycza, zgodnie z niniejszym rozporzadzeniem;

d) gdy ma to zastosowanie — dane kontaktowe inspektora ochrony danych;

e) ocen¢ skutkow dla ochrony danych, o ktorej mowa w art. 35; oraz

f) wszelkie inne informacje, ktorych zada organ nadzorczy.

4. Panstwa czlonkowskie konsultuja si¢ z organem nadzorczym, przygotowujac
projekt aktu prawnego przyjmowanego przez parlament narodowy lub aktu
wykonawczego opartego na takim akcie prawnym, jezeli projekt dotyczy
przetwarzania.

5. Niezaleznie od ust. 1 prawo panstwa czlonkowskiego moze wymagaé, by
administratorzy konsultowali si¢ z organem nadzorczym i uzyskiwali jego
uprzednia zgod¢ na przetwarzanie danych osobowych przez administratora do
celow wykonania zadania realizowanego przez administratora w interesie
publicznym, w tym przetwarzania w zwiazku z ochrong socjalng i zdrowiem
publicznym.

Sekcja

4

Inspektor ochrony danych

Art.
37

Wyznaczenie inspektora ochrony danych

1. Administrator i podmiot przetwarzajacy wyznaczaja inspektora ochrony danych,
zawsze gdy:

a) przetwarzania dokonuja organ lub podmiot publiczny, z wyjatkiem sadéw w
zakresie sprawowania przez nie wymiaru sprawiedliwosci;

Art. 9
Art. 10

Art. 9. Przez organy i podmioty publiczne obowigzane
do wyznaczenia inspektora, o ktéorych mowa w art. 37
ust. 1 lit. a rozporzadzenia 2016/679, rozumie sig:

1) jednostki sektora finansow publicznych, o
ktorych mowa w art. 9 ustawy z dnia 27 sierpnia 2009 r.
o finansach publicznych;

2) instytuty badawcze, o ktérych mowa w
ustawie z dnia 30 kwietnia 2010 r. o instytutach
badawczych (Dz. U. z 2017 r. poz. 1158, 1452 i 2201);
3) Narodowy Bank Polski.

Art. 10. 1. Podmiot, ktory wyznaczyt inspektora
zawiadamia Prezesa Urzedu o jego wyznaczeniu, w
terminie 14 dni od dnia wyznaczenia, wskazujac imie,
nazwisko, adres poczty elektronicznej lub numer
telefonu inspektora.

2. Zawiadomienie moze zosta¢ dokonane przez
pelnomocnika podmiotu, o ktérym mowa w ust. 1. Do
zawiadomienia dofacza si¢ pelnomocnictwo udzielone w
formie elektronicznej.

3. W zawiadomieniu obok danych, o ktérych mowa w
ust. 1, wskazuje sig:
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b) glowna dziatalno$¢ administratora lub podmiotu przetwarzajacego polega na
operacjach przetwarzania, ktore ze wzgledu na swoj charakter, zakres lub cele
wymagaja regularnego i systematycznego monitorowania osob, ktérych dane
dotyczg, na duzg skale; lub

c) gléwna dziatalnos¢ administratora lub podmiotu przetwarzajacego polega na
przetwarzaniu na duza skale szczegdlnych kategorii danych osobowych, o ktorych
mowa w art. 9 ust. 1, oraz danych osobowych dotyczacych wyrokéw skazujacych i
naruszen prawa, o CZym mowa w art. 10.

2. Grupa przedsigbiorstw moze wyznaczy¢ jednego inspektora ochrony danych, o
ile mozna bedzie tatwo nawigza¢ z nim kontakt z kazdej jednostki organizacyjne;j.

3. Jezeli administrator lub podmiot przetwarzajacy sa organem lub podmiotem
publicznym, dla kilku takich organéw lub podmiotéw mozna wyznaczy¢ — z
uwzglednieniem ich struktury organizacyjnej i wielkosci — jednego inspektora
ochrony danych.

4. W przypadkach innych niz te, o ktérych mowa w ust. 1, administrator, podmiot

1) imi¢ i nazwisko oraz adres zamieszkania, w
przypadku gdy administratorem lub podmiotem
przetwarzajacym jest osoba fizyczna;

2) firm¢ przedsigbiorcy oraz adres miejsca
prowadzenia dzialalnosci gospodarczej, w przypadku
gdy administratorem lub podmiotem przetwarzajacym
jest osoba  fizyczna  prowadzaca  dziatalno$é
gospodarcza; albo

3) pelna nazwe¢ oraz adres siedziby, w
przypadku gdy administratorem lub podmiotem
przetwarzajacym jest podmiot inny niz wskazany w pkt
lalbo 2;

4) numer identyfikacyjny REGON, jezeli zostat
nadany administratorowi lub podmiotowi
przetwarzajacemu.

4. Podmiot, ktéry wyznaczyl inspektora, zawiadamia
Prezesa Urzgdu, o kazdej zmianie danych, o ktorych
mowa w ust. 1 i 3, oraz o odwotaniu inspektora, w
terminie 14 dni od dnia zaistnienia zmiany lub
odwotania.

5. W przypadku wyznaczenia jednego inspektora przez
organy lub podmioty publiczne albo przez grupe
przedsigbiorstw, kazdy z tych podmiotow dokonuje
zawiadomienia, o ktorym mowa w ust. 1 i 4.

6. Zawiadomienia, o ktorych mowa w ust. 1 i 4,
sporzadza si¢ A postaci elektronicznej
i opatruje kwalifikowanym podpisem elektronicznym
albo podpisem potwierdzonym profilem zaufanym
ePUAP.
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przetwarzajacy, zrzeszenia lub inne podmioty reprezentujace okreslone kategorie
administratoréw lub podmiotdéw przetwarzajacych moga wyznaczy¢ lub jezeli
wymaga tego prawo Unii lub prawo panstwa czlonkowskiego, wyznaczaja
inspektora ochrony danych. Inspektor ochrony danych moze dziala¢ w imieniu
takich zrzeszen i innych podmiotow reprezentujacych administratorow lub
podmioty przetwarzajace.

5. Inspektor ochrony danych jest wyznaczany na podstawie kwalifikacji
zawodowych, a w szczegdlnos$ci wiedzy fachowej na temat prawa i praktyk w
dziedzinie ochrony danych oraz umiej¢tnosci wypehienia zadan, o ktérych mowa
wart. 39.

6. Inspektor ochrony danych moze by¢ czlonkiem personelu administratora lub
podmiotu przetwarzajacego lub wykonywa¢ zadania na podstawie umowy o
$wiadczenie ustug.

7. Administrator lub podmiot przetwarzajacy publikuja dane kontaktowe inspektora
ochrony danych i zawiadamiajg o nich organ nadzorczy.

Art.11
Art. 12

Art. 11. Podmiot, ktory wyznaczyl inspektora,
udostepnia dane inspektora, o ktorych mowa w art. 10
ust. 1, niezwlocznie po jego wyznaczeniu, na swojej
stronie internetowej, a jezeli nie prowadzi wiasnej strony
internetowej, w sposob ogdlnie dostepny w miejscu
prowadzenia dziatalnosci.

Art. 12. Podmiot, ktory wyznaczyl inspektora,
udostepnia dane inspektora, o ktorych mowa w ust. 1,
niezwlocznie po jego wyznaczeniu, na swojej stronie
internetowej, a jezeli nie prowadzi wtlasnej strony
internetowej, w sposob ogdlnie dostgpny w miejscu
prowadzenia dziatalnosci.

Art.

Status inspektora ochrony danych

1. Administrator oraz podmiot przetwarzajacy zapewniaja, by inspektor ochrony
danych byl wlasciwie i niezwlocznie wiaczany we wszystkie sprawy dotyczace
ochrony danych osobowych.

2. Administrator oraz podmiot przetwarzajacy wspieraja inspektora ochrony
danych w wypelnianiu przez niego zadan, o ktérych mowa w art. 39, zapewniajac
mu zasoby niezb¢dne do wykonania tych zadan oraz dostgp do danych osobowych
i operacji przetwarzania, a takze zasoby niezbe¢dne do utrzymania jego wiedzy
fachowej.

3. Administrator oraz podmiot przetwarzajacy zapewniaja, by inspektor ochrony
danych nie otrzymywat instrukcji dotyczacych wykonywania tych zadan. Nie jest
on odwotywany ani karany przez administratora ani podmiot przetwarzajacy za
wypehianie swoich zadan. Inspektor ochrony danych bezposrednio podlega
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najwyzszemu kierownictwu administratora lub podmiotu przetwarzajacego.

4. Osoby, ktorych dane dotycza, moga kontaktowac si¢ z inspektorem ochrony
danych we wszystkich sprawach zwigzanych z przetwarzaniem ich danych
osobowych oraz z wykonywaniem praw przystugujacych im na mocy niniejszego
rozporzadzenia.

5. Inspektor ochrony danych jest zobowiazany do zachowania tajemnicy lub
poufnosci co do wykonywania swoich zadan — zgodnie z prawem Unii lub prawem
panstwa cztonkowskiego.

6. Inspektor ochrony danych moze wykonywaé inne zadania i obowiazki.
Administrator lub podmiot przetwarzajacy zapewniaja, by takie zadania i
obowiazki nie powodowaty konfliktu interesow.

Art.

Zadania inspektora ochrony danych

1. Inspektor ochrony danych ma nastgpujace zadania:

a) informowanie administratora, podmiotu przetwarzajacego oraz pracownikow,
ktorzy przetwarzaja dane osobowe, o obowiazkach spoczywajacych na nich na
mocy niniejszego rozporzadzenia oraz innych przepisow Unii lub panstw
cztonkowskich o ochronie danych i doradzanie im w tej sprawie;

b) monitorowanie przestrzegania niniejszego rozporzadzenia, innych przepisow
Unii lub panstw cztonkowskich o ochronie danych oraz polityk administratora lub
podmiotu przetwarzajacego w dziedzinie ochrony danych osobowych, w tym
podziat obowiazkow, dziatania zwigkszajace $wiadomo$é, szkolenia personelu
uczestniczacego w operacjach przetwarzania oraz powigzane z tym audyty;

¢) udzielanie na zadanie zalecen co do oceny skutkow dla ochrony danych oraz
monitorowanie jej wykonania zgodnie z art. 35;

d) wspolpraca z organem nadzorczym;

e) pelnienie funkcji punktu kontaktowego dla organu nadzorczego w kwestiach
zwigzanych z przetwarzaniem, w tym z uprzednimi konsultacjami, o ktorych mowa
w art. 36, oraz w stosownych przypadkach prowadzenie konsultacji we wszelkich
innych sprawach.

2. Inspektor ochrony danych wypetnia swoje zadania z nalezytym uwzglednieniem
ryzyka zwigzanego z operacjami przetwarzania, majac na uwadze charakter,
zakres, kontekst i cele przetwarzania.

SEKC

JAS

Kodeksy postepowania i certyfikacja

Art.
40

Kodeksy postepowania

1. Panstwa cztonkowskie, organy nadzorcze, Europejska Rada Ochrony Danych
oraz Komisja zachgcaja do sporzadzania kodeksow postgpowania majacych pomoc
we wlasciwym stosowaniu niniejszego rozporzadzenia — z uwzglednieniem
specyfiki roznych sektorow dokonujacych przetwarzania oraz szczegdlnych
potrzeb mikroprzedsigbiorstw oraz matych i $rednich przedsigbiorstw.

2. Zrzeszenia i inne podmioty reprezentujace okreslone kategorie administratorow
lub podmioty przetwarzajace moga opracowywac¢ lub zmienia¢ kodeksy
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postepowania lub rozszerza¢ ich zakres, aby doprecyzowaé zastosowanie
niniejszego rozporzadzenia, mi¢dzy innymi w odniesieniu do:

a) rzetelnego i przejrzystego przetwarzania;

b) prawnie uzasadnionych interesow realizowanych przez administratorow w
okreslonych kontekstach;

c) zbierania danych osobowych;

d) pseudonimizacji danych osobowych;

e) informowania opinii publicznej i 0sob, ktorych dane dotycza;

f) wykonywania przez osoby, ktorych dane dotycza, przystugujacych im praw;

g) informowania i ochrony dzieci oraz sposobu pozyskiwania zgody osoby
sprawujacej wladzg rodzicielska lub opieke nad dzieckiem;

h) $rodkow i procedur, o ktorych mowa w art. 24 i 25, oraz S$rodkow
zapewniajacych bezpieczenstwo przetwarzania, o ktérych mowa w art. 32;

i) zglaszania organowi nadzorczemu naruszen ochrony danych osobowych oraz
zawiadamiania o takich naruszeniach oséb, ktorych dane dotycza;

j)  przekazywania danych osobowych do panstw trzecich lub organizacji
migdzynarodowych; lub

k) postepowan pozasadowych oraz innych trybow rozstrzygania sporow w celu
rozstrzygania sporo6w miedzy administratorami a osobami, ktorych dane dotycza, w
zakresie przetwarzania, bez uszczerbku dla praw osob, ktorych dane dotycza, na
mocy art. 771 79.

3. Poza administratorami lub podmiotami przetwarzajacymi, ktorzy podlegaja
niniejszemu rozporzadzeniu, kodeksow postepowania zatwierdzonych na mocy ust.
5 niniejszego artykutu i powszechnie obowiazujacych zgodnie z ust. 9 niniejszego
artykutu, moga przestrzega¢ takze administratorzy lub podmioty przetwarzajace,
ktorzy zgodnie z art. 3 nie podlegaja niniejszemu rozporzadzeniu, w celu
zapewnienia odpowiednich zabezpieczen w ramach przekazywania danych
osobowych do panstw trzecich lub organizacji migdzynarodowych na warunkach
okreslonych w art. 46 ust. 2 lit. e). Tacy administratorzy lub takie podmioty
przetwarzajace podejmuja wigzace i egzekwowalne zobowigzanie — w drodze
umowy lub poprzez inne prawnie wigzace instrumenty — do stosowania tych
odpowiednich zabezpieczen, w tym w odniesieniu do praw osob, ktorych dane
dotycza.

4. Kodeks postgpowania, o ktorym mowa w ust. 2 niniejszego artykutu, przewiduje
mechanizmy pozwalajace podmiotowi, o ktorym mowa w art. 41 ust. 1, prowadzi¢
obowigzkowe monitorowanie przestrzegania przepisow kodeksu przez
administratoréw lub podmioty przetwarzajace, ktorzy podjeli si¢ jego stosowania,
bez uszczerbku dla zadan i uprawnien organow nadzorczych wlasciwych na mocy
art. 55 lub 56.

5. Zrzeszenia i inne podmioty, o ktorych mowa w ust. 2 niniejszego artykuhu,
chcace opracowac kodeks postepowania lub zmieni¢ lub rozszerzy¢ zakres kodeksu
juz obowiazujacego przedkiadaja projekt kodeksu, zmiany lub rozszerzenia
organowi nadzorczemu wilasciwemu na mocy art. 55. Organ nadzorczy wydaje
opini¢ o zgodnosci projektu kodeksu, zmiany lub rozszerzenia z niniejszym
rozporzadzeniem i zatwierdza taki projekt kodeksu, zmiany lub rozszerzenia, jezeli
uzna, ze stanowiag one odpowiednie zabezpieczenia.

Art. 27

Art. 27. 1. Kodeks postgpowania, o ktorym mowa w art.

40 rozporzadzenia 2016/679, zwany dalej ,,kodeksem
postgpowania” jest opracowywany, opiniowany i
zatwierdzany na zasadach okreslonych w tym
rozporzadzeniu.

2. Kodeks postepowania przed przekazaniem do
zatwierdzeniem Prezesowi Urzgdu podlega
konsultacjom z zaineresowanymi podmiotami.

3. Informacj¢ o przeprowadzonych konsultacjach oraz
ich wyniku przekazuje si¢ Prezesowi Urzedu wraz z
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6. W przypadku zatwierdzenia zgodnie z ust. 5 projektu kodeksu, zmiany lub
rozszerzenia, organ nadzorczy rejestruje i publikuje ten kodeks, o ile nie dotyczy
on czynnos$ci przetwarzania prowadzonych w kilku panstwach cztonkowskich.

7. Jezeli projekt kodeksu postgpowania dotyczy czynno$ci przetwarzania
prowadzonych w kilku panstwach cztonkowskich, organ nadzorczy wlasciwy na
mocy art. 55 przed zatwierdzeniem projektu kodeksu, zmiany lub rozszerzenia
przedktada go zgodnie z procedura, o ktorej mowa w art. 63, Europejskiej Radzie
Ochrony Danych, ktora wydaje opini¢ o zgodnosci projektu kodeksu, zmiany lub
rozszerzenia z niniejszym rozporzadzeniem lub w sytuacji okreslonej w ust. 3
niniejszego artykutu opini¢ o tym, czy stanowia one odpowiednie zabezpieczenia.

8. Jezeli opinia, o ktorej mowa w ust. 7, potwierdza, ze projekt kodeksu, zmiany
lub rozszerzenia jest zgodny z niniejszym rozporzadzeniem lub w sytuacji
okre$lonej w ust. 3 stanowia odpowiednie zabezpieczenia, Europejska Rada
Ochrony Danych przedklada te opini¢ Komisji.

9. Komisja moze, w drodze aktdéw wykonawczych, stwierdzi¢, ze zatwierdzony
kodeks postgpowania, zmiana lub rozszerzenie przedtozone jej na mocy ust. 8
niniejszego artykutu sa powszechnie obowigzujace w Unii. Te akty wykonawcze sg
przyjmowane zgodnie z procedura sprawdzajaca, o ktorej mowa w art. 93 ust. 2.

10. Komisja zapewnia odpowiednie upowszechnianie zatwierdzonych kodeksow,
ktorych powszechne obowiazywanie stwierdzita zgodnie z ust. 9.

11. Europejska Rada Ochrony Danych gromadzi w rejestrze wszystkie
zatwierdzone kodeksy podstgpowania, zmiany i rozszerzenia i udostgpnia je opinii

Art. 54
ust. 1
pkt 2

kodeksem postepowania.

4. W przypadku uznania przez Prezesa Urzgdu zakresu
konsultacji za niewystarczajacy, wyzywa on podmiot do
przeprowadzenia ponownych konsultacji, wskazujac ich
zakres.

5. Strona postgpowania w sprawie zatwierdzenia
kodeksu postepowania jest wytacznie wnioskodawca
wystepujacy o zatwierdzenie tego kodeksu. Przepisu art.
31 ustawy

z dnia 14 czerwca 1960 r. — Kodeks postgpowania
administracyjnego, nie stosuje si¢.

6. Do zmiany zatwierdzonego kodeksu postgpowania lub
jego rozszerzenia stosuje si¢ ust. 1-5.

Art. 54. 1. Prezes Urzedu udostgpnia na swojej stronie
podmiotowej Biuletynu Informacji Publicznej:

2) zatwierdzone kodeksy postgpowania, o
ktorych mowa w art. 40 rozporzadzenia 2016/679, a
takze zmiany tych kodeksow;
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publicznej za pomoca odpowiednich srodkow.

Art.

Monitorowanie zatwierdzonych kodekséw postepowania

1. Bez uszczerbku dla zadan i uprawnien wilasciwego organu nadzorczego
wynikajacych z art. 57 i 58 monitorowaniem przestrzegania kodeksu postgpowania
na mocy art. 40 moze si¢ zajmowaé¢ podmiot, ktory dysponuje odpowiednim
poziomem wiedzy fachowej w dziedzinie bedacej przedmiotem kodeksu i zostat
akredytowany w tym celu przez wlasciwy organ nadzorczy.

2. Podmiot, o ktéorym mowa w ust. 1, moze zosta¢ akredytowany w celu
monitorowania przestrzegania kodeksu postepowania, jezeli:

a) w sposob satysfakcjonujacy wykazal on wiasciwemu organowi nadzorczemu
swoja niezalezno$¢ 1 wiedze¢ fachowa w dziedzinie bedacej przedmiotem kodeksu;
b) dysponuje procedurami, ktére pozwalaja mu oceni¢ zdolnos¢ konkretnych
administratorow i podmiotdow przetwarzajagcych do stosowania kodeksu,
monitorowaé przestrzeganie przez nich jego przepiséw oraz okresowo dokonywac
przegladu jego funkcjonowania;

¢) dysponuje procedurami i strukturami, ktére pozwalaja rozpatrywaé skargi na
naruszenie kodeksu przez administratora lub podmiot przetwarzajacy lub na sposob
wdrozenia lub wdrazania kodeksu przez administratora lub podmiot przetwarzajacy
oraz ktore pozwalaja zapewni¢ przejrzysto$é tych procedur i struktur dla oséb,
ktorych dane dotycza, i opinii publicznej; oraz

d) w sposob satysfakcjonujacy wykazat wlasciwemu organowi nadzorczemu, ze
jego zadania i obowiazki nie powoduja konfliktu interesow.

3. Wiasciwy organ nadzorczy przedklada proponowane kryteria akredytacji
podmiotu, o ktorym mowa w ust. 1 niniejszego artykulu, Europejskiej Radzie
Ochrony Danych zgodnie z mechanizmem spo6jnosci, o ktorym mowa w art. 63.

4. Bez uszczerbku dla zadan i uprawnien wlasciwego organu nadzorczego oraz
przepiséw rozdziatu VIII podmiot, o ktérym mowa w ust. 1 niniejszego artykutu —
z zastrzezeniem odpowiednich zabezpieczen — podejmuje odpowiednie dziatania w
przypadku naruszenia kodeksu przez administratora lub podmiot przetwarzajacy, w
tym zawiesza lub wyklucza administratora lub podmiot przetwarzajacy sposrod
stosujacych kodeks. O dziataniach tych i powodach ich podjecia informuje on
wilasciwy organ nadzorczy.

5. Wiasciwy organ nadzorczy cofa akredytacje podmiotu, o ktéorym mowa w ust. 1,
jezeli podmiot ten nie spetnia lub przestat spetnia¢ warunki akredytacji lub jezeli
dzialania przez niego podejmowane nie sa zgodne z niniejszym rozporzadzeniem.

Art. 28
Art. 29

Art. 32

Art. 28. Przestrzeganie zatwierdzonego kodeksu
postepowania, monitoruje podmiot akredytowany przez
Prezesa Urzedu na zasadach okreslonych w art. 41
rozporzadzenia 2016/679.

Art. 29. 1. Akredytacja podmiotu, o ktorym mowa w art.
28, jest udzielana na wniosek, ktory zawiera co
najmniej:

1) nazwe¢ podmiotu ubiegajacego si¢ o
akredytacje oraz adres jego siedziby;
2) informacje potwierdzajace spehianie

kryteriow, o ktorych mowa w art. 41 ust. 1i 2
rozporzadzenia 2016/679.

2. Do wniosku dofacza si¢ dokumenty potwierdzajace
spetnianie kryteriow, o ktorych mowa w art. 41 ust. 112
rozporzadzenia 2016/679, albo ich kopie.

3. Whniosek sktada si¢ pisemnie w postaci papierowe;j
opatrzonej wiasnorgcznym podpisem albo w postaci
elektronicznej opatrzonej kwalifikowanym podpisem
elektronicznym albo podpisem potwierdzonym profilem
zaufanym ePUAP.

Art. 32. W okresie na jaki udzielona zostala akredytacja
podmiot akredytowany jest obowigzany spetiac
kryteria, o ktorych mowa w art. 41 ust. 112
rozporzadzenia 2016/679, obowiazujace na dzien
wydania certyfikatu akredytacyjnego.

2. Prezes Urzedu cofa w drodze decyzji akredytacje w
przypadku stwierdzenia, Ze podmiot akredytowany:

1) nie spetnia lub przestat spetnia¢ kryteria
akredytacji, o ktorych mowa w art. 41 ust. 112
rozporzadzenia 2016/679;

2) podejmuje dziatania niezgodne z przepisami
rozporzadzenia 2016/679.
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6. Niniejszy artykul nie ma zastosowania do przetwarzania prowadzonego przez
organy i podmioty publiczne.

Art.

Certyfikacja

1. Panstwa cztonkowskie, organy nadzorcze, Europejska Rada Ochrony Danych
oraz Komisja zachecaja — w szczegdlnosci na szczeblu Unii — do ustanawiania
mechanizmoéw certyfikacji oraz znakow jakosci i oznaczen w zakresie ochrony
danych osobowych majacych $wiadczy¢ o zgodnosci z niniejszym
rozporzadzeniem operacji przetwarzania prowadzonych przez administratoréw i
podmioty przetwarzajace. Przy tym uwzglednia si¢ szczegdlne potrzeby
mikroprzedsigbiorstw oraz matych i $rednich przedsigbiorstw.

2. Mechanizmy certyfikacji oraz znaki jakosci i oznaczenia w dziedzinie ochrony
danych zatwierdzone na mocy ust. 5 niniejszego artykutu, ktore maja zastosowanie
do administratorow lub podmiotow przetwarzajacych podlegajacych niniejszemu
rozporzadzeniu, mogg by¢ ustanowione do wykazania odpowiednich zabezpieczen
przez administratorow lub podmioty przetwarzajace, ktorzy zgodnie z art. 3 nie
podlegaja niniejszemu rozporzadzeniu, w ramach przekazywania danych
osobowych do panstw trzecich lub organizacji mi¢gdzynarodowych na warunkach
okreslonych w art. 46 ust. 2 lit. ). Tacy administratorzy lub takie podmioty
przetwarzajace podejmuja wiazace i egzekwowalne zobowigzania — w drodze
umowy lub poprzez inne prawnie wigzace instrumenty — do stosowania tych
odpowiednich zabezpieczen, w tym w odniesieniu do praw osob, ktorych dane
dotycza.

3. Certyfikacja jest dobrowolna, a proces jej uzyskania musi by¢ przejrzysty.

4. Certyfikacja przewidziana w niniejszym artykule nie wptywa na spoczywajacy
na administratorze lub podmiocie przetwarzajacym obowigzek przestrzegania
niniejszego rozporzadzenia i pozostaje bez uszczerbku dla zadan i uprawnien
organéw nadzorczych wlasciwych na mocy art. 55 lub 56.

5. Certyfikacji przewidzianej w niniejszym artykule dokonuja podmioty
certyfikujace, o ktorych mowa w art. 43, lub dokonuje jej wiasciwy organ
nadzorczy — na podstawie kryteridw zatwierdzonych przez niego zgodnie z art. 58
ust. 3 lub przez Europejska Rade Ochrony Danych zgodnie z art. 63. W przypadku
gdy kryteria sa zatwierdzane przez Europejska Rad¢ Ochrony Danych, moze to
skutkowaé¢ wspolng certyfikacja, europejskim znakiem jakosci ochrony danych.

Art. 15
ust 1
iust. 2

Art. 15
ust. 1
Art. 16

Art. 15. 1. Certyfikacji, o ktérej mowa w art. 42
rozporzadzenia 2016/679, zwanej dalej ,.certyfikacja”,
dokonuje Prezes Urzedu i podmiot certyfikujacy, na
wniosek administratora, podmiotu przetwarzajacego,
producenta albo podmiotu wprowadzajacego ustuge lub
produkt na rynek.

2. Certyfikacja jest dokonywania na zasadach
okreslonych w rozporzadzeniu 2016/679.

Art. 15. 1. Certyfikacji, o ktorej mowa w art. 42
rozporzadzenia 2016/679, zwanej dalej ,certyfikacja”,
dokonuje Prezes Urzedu i podmiot certyfikujacy, na
wniosek administratora, podmiotu przetwarzajacego,
producenta albo podmiotu wprowadzajacego ustuge lub
produkt na rynek.
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6. Administrator lub podmiot przetwarzajacy, ktorzy poddaja swoje przetwarzanie
mechanizmowi certyfikacji, udzielaja podmiotowi certyfikujacemu, o ktéorym
mowa w art. 43, lub gdy ma to zastosowanie — wlasciwemu organowi nadzorczemu
wszelkich informacji i wszelkiego dostgpu do swoich czynnosci przetwarzania,
ktore to informacje i dostep sa niezbedne do przeprowadzenia procedury
certyfikacji.

Art. 24
Art. 25

Art. 16. Prezes Urzedu udostgpnia na swojej stronie
podmiotowej Biuletynu Informacji Publicznej kryteria
certyfikacji, o ktorych mowa w art. 42 wust. 5
rozporzadzenia 2016/679.

Art. 24. 1. Prezes Urzgdu w terminie, o ktorym mowa w

art. 18 ust. 1, a takze po dokonaniu certyfikacji jest
uprawniony do przeprowadzenia czynnosci
sprawdzajacych u administratora, podmiotu
przetwarzajacego, producenta albo podmiotu

wprowadzajacego ustuge lub produkt na rynek, w celu
oceny speliania przez ten podmiot kryteriow
certyfikacji.

2. Prezes Urzedu zawiadamia podmiot, o ktorym mowa
w ust. 1, o zamiarze przeprowadzenia czynnosci
sprawdzajacych.

3. Czynnosci sprawdzajace przeprowadza si¢ nie
weczesniej niz po uptywie 7 dni i nie pézniej niz przed
uplywem 30 dni od dnia dorgczenia podmiotowi, o
ktorym mowa w ust. 1, zawiadomienia o zamiarze ich
przeprowadzenia. Jezeli czynno$ci sprawdzajace nie
zostana przeprowadzone w terminie 30 dni od dnia
dorgczenia  zawiadomienia, ich  przeprowadzenie
wymaga ponownego zawiadomienia.

4. Czynnoséci sprawdzajace przeprowadza si¢ na
podstawie imiennego upowaznienia wydanego przez
Prezesa Urzgdu, ktore zawiera:

1) imi¢ 1 nazwisko osoby przeprowadzajacej
czynnosci sprawdzajace;
2) oznaczenie administratora, podmiotu

przetwarzajacego, producenta  albo podmiotu
wprowadzajacego ustuge lub produkt na rynek;

3) wskazanie podstawy prawnej
przeprowadzenia czynno$ci sprawdzajacych;

4) zakres czynnosci sprawdzajacych;

5) datg i miejsce wystawienia imiennego
upowaznienia;

6) podpis osoby uprawnionej do wydania

upowaznienia w imieniu Prezesa Urzgdu.
Art. 25. 1. Osoba przeprowadzajaca czynnosci
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7. Certyfikacji administratora lub podmiotu przetwarzajacego udziela si¢ na
maksymalny okres 3 lat; certyfikacj¢ mozna przedtuzy¢ na tych samych
warunkach, o ile nadal spetnione s3 stosowne wymogi. W stosownym przypadku
organy certyfikujace, o ktorych mowa w art. 43, lub wlasciwy organ nadzorczy
cofaja certyfikacje, jezeli jej wymogi nie sa spetnione lub przestaty by¢ spehiane.

8. Europejska Rada Ochrony Danych gromadzi w rejestrze wszystkie mechanizmy
certyfikacji oraz znaki jakosci i oznaczenia w dziedzinie ochrony danych i
udostepnia je opinii publicznej za pomoca odpowiednich $rodkow.

Art. 22

sprawdzajace jest uprawniona do:

1) wstepu na grunt oraz do budynkéw, lokali
lub innych pomieszczen w dniach i godzinach pracy
administratora, podmiotu przetwarzajacego, producenta
albo podmiotu wprowadzajacego ustuge lub produkt na
rynek;

2) wgladu do dokumentéw 1 informacji
majacych bezposredni zwiazek z dzialalno$cia objeta
certyfikacja;

3) ogledzin urzadzen, no$nikéw oraz systemow
informatycznych lub teleinformatycznych shuzacych do
przetwarzania danych;

4) zadania ustnych lub pisemnych wyjasnien w
sprawach zwigzanych z dzialalnoscia objeta certyfikacja.
2. Czynnosci sprawdzajacych dokonuje si¢ w obecnosci
administratora, podmiotu przetwarzajacego, producenta
albo podmiotu wprowadzajacego ustuge lub produkt na
rynek lub osoby przez niego upowaznione;j.

3. Z czynnosci sprawdzajacych sporzadza si¢ protokot i
przedstawia administratorowi, podmiotowi
przetwarzajacemu, producentowi albo podmiotowi
wprowadzajacemu ustuge lub produkt na rynek. Przepis
art. 88 stosuje si¢ odpowiednio.

Art. 22. 1. W okresie, na jaki zostala dokonana
certyfikacja, podmiot, ktéremu wydano certyfikat, jest
obowigzany spetia¢ kryteria certyfikacji obowiazujace
na dzien jego wydania.

2. Prezes Urzgdu albo podmiot certyfikujacy cofa
certyfikacje w przypadku stwierdzenia, ze podmiot,
ktoremu wydano certyfikat nie spelia lub przestat
spehia¢ kryteria certyfikacji.

3. Cofnigcie certyfikacji przez Prezesa Urzgdu nastgpuje
w drodze decyzji.
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Art.
43

Podmiot certyfikujacy

1.Bez uszczerbku dla zadan i uprawnien wilasciwego organu nadzorczego

wynikajacych z art. 57 1 58 podmiot certyfikujacy, ktory dysponuje odpowiednim

poziomem wiedzy fachowej w dziedzinie ochrony danych dokonuje certyfikacji i

jej przedtuzenia po poinformowaniu organu nadzorczego w celu umozliwienia mu

w razie potrzeby wykonywania uprawnief na mocy art. 58 ust. 2 lit. h) -. Panstwa

czlonkowskie zapewniaja akredytacje tych podmiotow certyfikujacych przez:

a) organ nadzorczy wilasciwy zgodnie z art. 55 lub 56; lub

b) krajowa jednostke akredytujaca okreslona zgodnie z rozporzadzeniem
Parlamentu Europejskiego i Rady (WE) nr 765/2008 - zgodnie z EN-
ISO/IEC 17065/2012 - oraz zgodnie z dodatkowymi wymogami
okreslonymi przez organ nadzorczy wlasciwy zgodnie z. 55 lub 56.

2. Podmioty certyfikujace, o ktorych mowa w ust. 1, zostajg akredytowane zgodnie
z tym ustgpem w przypadku gdy:

a) w sposob satysfakcjonujacy wykazaly wiasciwemu organowi nadzorczemu
swoja niezaleznos¢ i wiedz¢ fachowa w dziedzinie podlegajacej
certyfikacji;

b) zobowigzaty sie do przestrzegania kryteridw, o ktorych mowa w art. 42 ust.

5 1 ktore zostaly zatwierdzone przez organ nadzorczy wlasciwy zgodnie z
art. 55 lub 56 lub przez Europejska Rade Ochrony Danych zgodnie z art.

63;

c) dysponuja procedurami wydawania, okresowego przegladu i cofania
certyfikacji, znakow jakosci i oznaczen w dziedzinie ochrony danych;

d) dysponujg procedurami i strukturami, ktore pozwalajg rozpatrywaé skargi

na naruszenie warunkow certyfikacji przez administratora lub podmiot
przetwarzajacy lub na sposob wdrozenia lub wdrazania certyfikacji przez
administratora lub podmiot przetwarzajacy, oraz ktore zapewniaja
przejrzystos¢ tych procedur i struktur dla osob, ktorych dane dotycza, i
opinii publicznej; oraz

e) w sposob satysfakcjonujacy wykaza wlasciwemu organowi nadzorczemu,
ze ich zadania i obowiazki nie powoduja konfliktu interesow.

3. Akredytacja podmiotéw certyfikujacych, o ktérych mowa w ust. 1 i 2
niniejszego artykutu, jest dokonywana na podstawie kryteriow zatwierdzonych
przez organ nadzorczy wiasciwy zgodnie z art. 55 lub 56 lub przez Europejska
Rad¢ Ochrony Danych zgodnie z art. 63. W przypadku akredytacji na mocy ust. 1
lit. ¢) niniejszego artykutu wymogi te sa uzupelieniem wymogoéw przewidzianych
w rozporzadzeniu (WE) nr 765/2008 oraz przepisow technicznych okreslajacych
metody i procedury podmiotow certyfikujacych.

4. Podmioty certyfikujace, o ktorych mowa w ust. 1, sa odpowiedzialne za
dokonanie wiasciwej oceny przed udzieleniem lub cofnigciem certyfikacji, bez
uszczerbku dla spoczywajacego na administratorze lub podmiocie przetwarzajacym
obowiazku przestrzegania niniejszego rozporzadzenia. Akredytacji udziela si¢ na
maksymalny okres pigciu lat; mozna ja przedtuzy¢ na tych samych warunkach, o
ile podmiot certyfikujacy spelnia wymogi okreslone w niniejszym artykule.

Art. 12
ust. 1

Art. 13

Art. 12. 1. Akredytacji podmiotdw ubiegajacych sig¢
o uprawnienie do certyfikacjiw zakresie ochrony danych
osobowych, o ktérej mowa w art. 43 rozporzadzenia
2016/679, zwanej dalej ,,akredytacja”, udziela Polskie
Centrum Akredytacji.

Art. 13. Prezes Urzedu udostgpnia na swojej stronie
podmiotowej Biuletynu Informacji Publicznej kryteria
akredytacji, o ktorych mowa w art. 43 ust. 3
rozporzadzenia 2016/679.
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5. Podmioty certyfikujace, o ktorych mowa w ust. 1, przedstawiaja wlasciwemu
organowi nadzorczemu powody udzielenia lub cofnigcia zgdanej certyfikacji.

6. Organ nadzorczy w latwo dostepny sposob podaje do wiadomos$ci publicznej
wymogi, o ktéorych mowa w ust. 3 niniejszego artykulu, oraz kryteria, o ktorych
mowa w art. 42 ust. 5. Organy nadzorcze przekazuja te wymogi i kryteria takze
Europejskiej Radzie Ochrony Danych. Gromadzi ona w rejestrze wszystkie
mechanizmy certyfikacji oraz znaki jakosci w dziedzinie ochrony danych i
udostepnia je opinii publicznej za pomoca odpowiednich srodkow.

7.Bez uszczerbku dla rozdziatu VIII wilasciwy organ nadzorczy lub krajowa
jednostka akredytujaca cofajg akredytacj¢ podmiotu certyfikujacego zgodnie z ust.
1 niniejszego artykutu, w przypadku gdy podmiot ten nie speinia lub przestat
spetnia¢ warunki akredytacji lub jezeli dzialania podejmowane przez podmiot
certyfikujacy naruszaja niniejsze rozporzadzenie.

8. Komisja jest uprawniona do przyjmowania aktow delegowanych zgodnie z art.
92 w celu doprecyzowania wymogoéw, ktore uwzglednia si¢ w przypadku
mechanizméw certyfikacji w dziedzinie ochrony danych, o ktorych mowa w art. 42
ust. 1.

9. Komisja moze przyja¢ akty wykonawcze okreslajace techniczne standardy
mechanizméw certyfikacji oraz znakow jakosci i oznaczen w dziedzinie ochrony
danych, a takze sposoby upowszechniania i uznawania tych mechanizméw
certyfikacji oraz znakow jakosci i oznaczen. Te akty wykonawcze sa przyjmowane
zgodnie z procedura sprawdzajaca, o ktorej mowa w art. 93 ust. 2.

Art. 19

Art.13
Art. 16

Art. 19. Przed udzieleniem certyfikacji podmiot
certyfikujacy informuje Prezesa Urzedu o planowanym
dokonaniu albo odmowie dokonania certyfikacji.

\Art. 13. Prezes Urzedu udostepnia na swojej stronie
podmiotowej Biuletynu Informacji Publicznej kryteria
akredytacji, o ktérych mowa w art. 43 ust. 3
rozporzadzenia 2016/679.

Art. 16. Prezes Urzgdu udostepnia na swojej stronie
podmiotowej Biuletynu Informacji Publicznej kryteria
certyfikacji, o ktorych mowa w art. 42 wust. 5
rozporzadzenia 2016/679.

ROZDZIAL V
Przekazywanie danych osobowych do panstw trzecich lub organizacji mi¢gdzynarodowych

Art.
44

Ogélna zasada przekazywania

Przekazanie danych osobowych, ktore sa przetwarzane lub maja by¢ przetwarzane
po przekazaniu do panstwa trzeciego lub organizacji mi¢dzynarodowej, nastgpuje
tylko, gdy - z zastrzezeniem innych przepisow niniejszego rozporzadzenia -
administrator i podmiot przetwarzajacy speinia warunki okreslone w niniejszym
rozdziale, w tym warunki dalszego przekazania danych z panstwa trzeciego lub
przez organizacj¢ miedzynarodowa do innego panstwa trzeciego lub innej
organizacji migdzynarodowej. Wszystkie przepisy niniejszego rozdzialu nalezy
stosowa¢ z mysla o zapewnieniu, by nie zostat naruszony stopien ochrony osob
fizycznych zagwarantowany w niniejszym rozporzadzeniu.

N

Art.

Przekazywanie na podstawie decyzji stwierdzajacej odpowiedni stopien
ochrony
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1. Przekazanie danych osobowych do panstwa trzeciego lub organizacji
migdzynarodowej moze nastapi¢, gdy Komisja stwierdzi, ze to panstwo trzecie,
terytorium lub okreslony sektor lub okreslone sektory w tym panstwie trzecim lub
dana organizacja mi¢gdzynarodowa zapewniaja odpowiedni stopien ochrony. Takie
przekazanie nie wymaga specjalnego zezwolenia.

2. Oceniajac, czy stopien ochrony jest odpowiedni, Komisja uwzglednia w

szczegolnosci nastgpujace elementy:

a) praworzadno$¢, poszanowanie praw czlowieka i podstawowych wolnosci,
odpowiednie ustawodawstwo - zaréwno ogolne, jak i sektorowe - w tym w
dziedzinie  bezpieczenstwa publicznego, obrony, bezpieczenstwa
narodowego i prawa karnego oraz dostgpu organow publicznych do danych
osobowych, a takze wdrazanie takiego ustawodawstwa, zasady ochrony
danych osobowych, zasady dotyczace wykonywania zawodu, $rodki
bezpieczenstwa, w tym zasady dalszego przekazywania danych osobowych
do kolejnego panstwa trzeciego lub innej organizacji mig¢dzynarodowej,
ktorych  przestrzega si¢ w tym panstwie lub w organizacji
mi¢dzynarodowej, orzecznictwo, a takze istnienie skutecznych i
egzekwowalnych praw osob, ktorych dane dotycza, oraz prawa osob,
ktorych dane dotycza, ktorych dane osobowe sa przekazywane, do
skutecznych administracyjnych i sadowych $rodkéw zaskarzenia;

b) istnienie i skuteczne dziatanie co najmniej jednego niezaleznego organu
nadzorczego w panstwie trzecim lub w stosunku do organizacji
mi¢dzynarodowej, majacego obowiazek zapewnia¢é 1 egzekwowaé
przestrzeganie przepisow o ochronie danych - w tym posiadajace
odpowiednie uprawnienia do egzekwowania przestrzegania przepisow -
pomagac i doradza¢ osobom, ktoérych dane dotycza, w toku wykonywania
przyshugujacych im praw, a takze wspotpracowaé z organami nadzorczymi
panstw cztonkowskich; oraz

c) mig¢dzynarodowe zobowigzania zaciagnigte przez dane panstwo trzecie lub
dang organizacj¢ mig¢dzynarodowa lub inne obowiazki wynikajace z
prawnie wiazacych konwencji lub instrumentow oraz z udzialu w
systemach wielostronnych lub regionalnych, w szczegdlnosci w dziedzinie
ochrony danych osobowych.

3. Po dokonaniu oceny, czy stopien ochrony jest odpowiedni, Komisja moze
w drodze aktu wykonawczego przyja¢ decyzje stwierdzajaca, ze pafistwo trzecie,
terytorium lub okreslony sektor lub okreslone sektory w tym panstwie trzecim lub
organizacja mi¢dzynarodowa zapewniaja odpowiedni stopien ochrony w
rozumieniu ust. 2 niniejszego artykutu. W akcie wykonawczym przewiduje si¢
mechanizm okresowego przegladu - przynajmniej raz na cztery lata - podczas
ktorego uwzglednia si¢ wszelkie majace znaczenie zmiany w panstwie trzecim lub
organizacji mi¢dzynarodowej. W akcie wykonawczym zostaje okreslony
terytorialny i sektorowy zakres jego zastosowania, a gdy ma to zastosowanie
wskazany zostaje organ nadzorczy lub organy nadzorcze, o ktérych mowa w ust. 2
lit. b) niniejszego artykutu. Akt wykonawczy zostaje przyjety zgodnie z procedura
sprawdzajaca, o ktorej mowa w art. 93 ust. 2.

4. Komisja na biezagco monitoruje zmiany w panstwach trzecich i
organizacjach mi¢dzynarodowych mogace wplynaé na obowigzywanie decyzji
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przyjetych na mocy ust. 3 niniejszego artykulu oraz decyzji przyjetych na
podstawie art. 25 ust. 6 dyrektywy 95/46/WE.

5.Jezeli dostgpne informacje na to wskazuja, w szczegdlnoSci po
przegladzie, o ktorym mowa w ust. 3 niniejszego artykutu, Komisja przyjmuje
decyzje¢ stwierdzajaca, ze panstwo trzecie - lub terytorium lub jeden lub wigcej
okreslonych sektorow w tym panstwie trzecim - lub organizacja migdzynarodowa
przestaly zapewnia¢ odpowiedni stopien ochrony w rozumieniu ust. 2 niniejszego
artykuhu, i w niezbednym zakresie uchyla, zmienia lub zawiesza decyzje¢, o ktorej
mowa w ust. 3 niniejszego artykutu, w drodze aktéw wykonawczych bez mocy
wstecznej. Te akty wykonawcze sa przyjmowane zgodnie z procedurg
sprawdzajaca, o ktorej mowa w art. 93 ust. 2.

W nalezycie uzasadnionych, szczegélnie pilnych przypadkach Komisja
przyjmuje zgodnie z procedura, o ktérej mowa w art. 93 ust. 3 akty wykonawcze
majace natychmiastowe zastosowanie.

6. Komisja podejmuje konsultacje z panstwem trzecim lub organizacja
migdzynarodowa w celu zaradzenia sytuacji bedacej przyczyna decyzji przyjetej na
mocy ust. 5.

7. Decyzja przyjeta na mocy ust. 5 niniejszego artykulu pozostaje bez
uszczerbku dla przekazywania danych osobowych do danego panstwa trzeciego,
terytorium lub okreslonego sektora lub okreslonych sektoréw w tym panstwie
trzecim lub do danej organizacji migdzynarodowej na mocy art. 46-49.

8. Komisja publikuje w Dzienniku Urzedowym Unii Europejskiej i na swojej
stronie internetowej wykaz panstw trzecich, terytoriow i okreslonych sektorow w
panstwie trzecim oraz organizacji mig¢dzynarodowych, co do ktorych przyjeta
decyzje stwierdzajaca odpowiedni stopien ochrony lub jego brak.

9. Decyzje przyjete przez Komisj¢ na mocy art. 25 ust. 6 dyrektywy
95/46/WE pozostaja w mocy do czasu ich zmiany, zastapienia lub uchylenia
decyzja Komisji przyjeta zgodnie z ust. 3 lub 5 niniejszego artykutu.

Art. | Przekazywanie z zastrzezeniem odpowiednich zabezpieczen

1. W razie braku decyzji na mocy art. 45 ust. 3 administrator lub podmiot | N
przetwarzajacy moga przekaza¢ dane osobowe do panstwa trzeciego lub
organizacji  miedzynarodowej wylacznie, gdy zapewniag  odpowiednie
zabezpieczenia, i pod warunkiem, ze obowiazuja egzekwowalne prawa o0sob,
ktorych dane dotycza, i skuteczne $rodki ochrony prawne;j.

2. Odpowiednie zabezpieczenia, o ktorych mowa w ust. 1, mozna zapewni¢ - bez
konieczno$ci uzyskania specjalnego zezwolenia ze strony organu nadzorczego - za
pomoca:

a) prawnie wigzacego i egzekwowalnego instrumentu migdzy organami lub | N
podmiotami publicznymi;

b) wiazacych regut korporacyjnych zgodnie z art. 47; T Art. 57 | Art. 57. Prezes Urzgdu w drodze decyzji:
pkt 1 1) zatwierdza wiazace reguly korporacyjne, o




©)

d)

e)

standardowych klauzul ochrony danych przyjetych przez Komisj¢ zgodnie
z procedura sprawdzajaca, o ktorej mowa w art. 93 ust. 2;

standardowych klauzul ochrony danych przyjetych przez organ nadzorczy i
zatwierdzonych przez Komisj¢ zgodnie z procedurg sprawdzajaca, o ktorej
mowa w art. 93 ust. 2;

zatwierdzonego kodeksu postepowania zgodnie z art. 40 wraz z wigzacymi
i egzekwowalnymi zobowiazaniami administratora lub podmiotu
przetwarzajacego w panstwie trzecim do stosowania odpowiednich
zabezpieczen, w tym w odniesieniu do praw osob, ktorych dane dotycza;
lub

zatwierdzonego mechanizmu certyfikacji zgodnie z art. 42 wraz z
wigzacymi 1 egzekwowalnymi zobowigzaniami administratora lub
podmiotu przetwarzajacego w panstwie trzecim do stosowania
odpowiednich zabezpieczen, w tym w odniesieniu do praw osob, ktérych
dane dotyczg.

3.Z zastrzezeniem zezwolenia wlasciwego organu nadzorczego odpowiednie
zabezpieczenia, o ktorych mowa w ust. 1, mozna takze zapewni¢ w szczegdlnosci
za pomoca:

a)

b)

klauzul ~ umownych  migdzy administratorem lub  podmiotem
przetwarzajacym a administratorem, podmiotem przetwarzajacym lub
odbiorcg danych osobowych w panstwie trzecim lub organizacji
mig¢dzynarodowej; lub

postanowien uzgodnien administracyjnych migdzy organami lub
podmiotami publicznymi, w ktorych przewidziane beda egzekwowalne i
skuteczne prawa 0sob, ktorych dane dotycza.

4. W przypadkach, o ktorych mowa w ust. 3 niniejszego artykutu, organ nadzorczy
stosuje mechanizm spdjnosci, o ktorym mowa w art. 63.

5. Zezwolenia wydane przez panstwo czlonkowskie lub organ nadzorczy na
podstawie art. 26 ust. 2 dyrektywy 95/46/WE zachowuja wazno$¢ do czasu ich
zmiany, zastgpienia lub uchylenia w razie potrzeby przez ten organ. Decyzje

Art. 54
ust 1
pkt3

Art. 27

Art. 57
pkt 2

ktorych mowa w art. 47 rozporzadzenia
2016/679;

Art. 54. 1. Prezes Urzgdu udostgpnia na swojej stronie

podmiotowej Biuletynu Informacji Publicznej:

3) przyjete standardowe klauzule ochrony danych,
o ktorych mowa w art. 46 ust. 2 lit d
rozporzadzenia 2016/679;

Art. 27. 1. Kodeks postgpowania, o ktorym mowa w art.
40 rozporzadzenia 2016/679, zwany dalej ,.kodeksem
postgpowania” jest opracowywany, opiniowany i
zatwierdzany na zasadach okreslonych w tym
rozporzadzeniu.

2. Kodeks postgpowania przed przekazaniem do
zatwierdzenia Prezesowi Urzedu podlega konsultacjom
z zaineresowanymi podmiotami.

Art. 57. Prezes Urzgdu w drodze decyzji:
2) udziela zezwolenia, o ktorym mowa w art. 46 ust. 3

rozporzadzenia 2016/679.




przyjete przez Komisj¢ na mocy art. 26 ust. 4 dyrektywy 95/46/WE pozostaja w
mocy do czasu ich zmiany, zastapienia lub uchylenia w razie potrzeby decyzja
Komisji przyjeta zgodnie z ust. 2 niniejszego artykutu.

Art.
47

Wiazace reguly korporacyjne

1. Wiasciwy organ nadzorczy zatwierdza wiazace reguly korporacyjne zgodnie z
mechanizmem spojnosci przewidzianym w art. 63, pod warunkiem ze:

a)

b)

©)

s3 one prawnie wigzace oraz majg zastosowanie do kazdego z cztonkow
grupy przedsigbiorstw lub grupy przedsigbiorcéw prowadzacych wspolna
dziatalno$¢ gospodarcza, w tym ich pracownikow, i sa przez kazdego z
tych cztonkow egzekwowane;

wyraznie przyznaja osobom, ktorych dane dotycza, egzekwowalne prawa
w zwiazku z przetwarzaniem ich danych osobowych; oraz

spetniaja wymogi okreslone w ust. 2.

2. W wiazacych regufach korporacyjnych, o ktorych mowa w ust. 1, okreslone
zostaja co najmniej:

a)

b)

©)

e)

9

struktura i dane kontaktowe odnosnej grupy przedsigbiorstw lub grupy
przedsigbiorcow prowadzacych wspolng dziatalno$¢ gospodarcza i kazdego
z jej cztonkow;

jednorazowe lub wielokrotne przekazanie danych, w tym kategorie danych
osobowych, rodzaj przetwarzania i jego cele, rodzaje 0sob, ktorych dane
dotycza, oraz nazwa danego panstwa trzeciego lub danych panstw trzecich;
ich prawnie wiazacy charakter, wewngtrzny i zewngtrzny;

zastosowanie ogolnych zasad ochrony danych - w szczegdlnosci
ograniczenia celu, minimalizacji danych, ograniczonych okresow
przechowywania, jakosci danych, uwzglgdnianie ochrony danych w fazie
projektowania oraz domyslnej ochrony danych, podstawa prawna
przetwarzania, przetwarzanie szczegdlnych kategorii danych osobowych,
srodki zapewniajace bezpieczenstwo danych, wymogi w zakresie dalszego
przekazywania  podmiotom  niezwigzanym  wigzacymi  regulami
korporacyjnymi;

prawa osob, ktérych dane dotycza, w zwiazku z przetwarzaniem oraz
sposoby wykonywania tych praw, w tym z prawa do niepodlegania
decyzjom opartym wylacznie na zautomatyzowanym przetwarzaniu - W
tym profilowaniu - zgodnie z art. 22, prawa do wnoszenia skarg do
wlasciwego organu nadzorczego i wilasciwych sadow  panstw
cztonkowskich zgodnie z art. 79 oraz prawa do srodka zaskarzenia, a w
stosownych przypadkach - odszkodowania za naruszenie wiazacych regut
korporacyjnych;

przyjecie przez administratora lub podmiot przetwarzajacy posiadajacych
jednostki organizacyjnej na terytorium panstwa czlonkowskiego
odpowiedzialnosci prawnej za naruszenie wigzacych regut korporacyjnych
przez odnosnego czlonka niemajacego jednostki organizacyjne w Unii;
administrator lub podmiot przetwarzajacy sa zwolnieni z tej
odpowiedzialno$ci - w catosci lub w czgsci - wylacznie, gdy udowodni, ze
cztonek ten nie ponosi odpowiedzialnosci za wydarzenie, ktore
doprowadzito do powstania szkody;

sposob, w jaki osobom, ktoérych dane dotycza, podaje si¢ - oprocz

Art. 57
pkt1

Art. 57. Prezes Urzedu w drodze decyzji:
1) zatwierdza wiazace reguly korporacyjne, o
ktorych mowa w art. 47 rozporzadzenia 2016/679;
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informacji, o ktérych mowa w art. 13 i 14 - informacje o wiazacych
regutach korporacyjnych, w szczegdlnosci o postanowieniach, o ktorych
mowa w lit. d), e) i f) niniejszego ustepu;

h) zadania inspektora ochrony danych wyznaczonego zgodnie z art. 37 lub
innej osoby lub podmiotu odpowiedzialnych za monitorowanie
przestrzegania wigzacych regut korporacyjnych w ramach grupy
przedsigbiorstw lub grupy przedsigbiorcow prowadzacych wspdlng
dzialalno$¢ gospodarcza oraz monitorowanie szkolen i rozpatrywanie

skarg;
i) procedury dotyczace skarg;
j) stosowane w grupie przedsigbiorstw lub w grupie przedsigbiorcow

prowadzacych wspdlng dziatalnos¢ gospodarcza mechanizmy zapewniajace
weryfikacj¢ przestrzegania wiazacych regut korporacyjnych. Mechanizmy
takie obejmuja audyty w zakresie ochrony danych oraz metody
zapewniania dziatan naprawczych majacych chroni¢ prawa osob, ktorych
dane dotycza. Wyniki takiej weryfikacji powinny by¢ przekazywane osobie
lub podmiotowi, o ktérych mowa w lit. h), oraz zarzadowi przedsigbiorstwa
sprawujacego kontrole w grupie przedsigbiorstw lub organowi kierujacemu
grupa przedsigbiorcow prowadzacych wspolng dzialalno$¢ gospodarczg i
powinny by¢ dostepne na zadanie wlasciwego organu nadzorczego;

k) mechanizmy zglaszania i rejestrowania zmian w zasadach i zglaszania tych
zmian organowi nadzorczemu,
1) mechanizm  wspélpracy z organem nadzorczym = zapewniajacy

przestrzeganie zasad przez wszystkich cztonkoéw grupy przedsigbiorstw lub
grupy przedsigbiorcow prowadzacych wspdlng dziatalnos¢ gospodarcza, w
szczegblnosci poprzez udostgpnianie organowi nadzorczemu wynikow
weryfikacji §rodkow, o ktorej mowa w lit. j);

m) mechanizm zglaszania wlasciwemu organowi nadzorczemu wszelkich
wymogow prawnych, ktérym podlega w panstwie trzecim cztonek grupy
przedsigbiorstw lub grupy przedsigbiorcow prowadzacych wspdlng
dziatalno$¢ gospodarcza i ktére moga mie¢ istotny niekorzystny wptyw na
gwarancje przewidziane w wigzacych regutach korporacyjnych; oraz

n) wiasciwe szkolenia z zakresu ochrony danych dla personelu majacego staty
lub regularny dostep do danych osobowych.

3. Komisja moze okresli¢ format i procedury wymiany informacji miedzy
administratorami, podmiotami przetwarzajacymi i organami nadzorczymi
dotyczacych wigzacych regut korporacyjnych w rozumieniu niniejszego artykutu.
Te akty wykonawcze sa przyjmowane zgodnie z procedura sprawdzajaca, o ktorej
mowa w art. 93 ust. 2.

Art.
48

Przekazywanie lub ujawnienie niedozwolone na mocy prawa Unii

Wyrok sadu lub trybunatu oraz decyzja organu administracyjnego panstwa
trzeciego wymagajace od administratora lub podmiotu przetwarzajacego
przekazania lub ujawnienia danych osobowych moga zosta¢ uznane lub byé
egzekwowalne wylacznie, gdy opieraja si¢ na umowie migdzynarodowej, takiej jak
umowa 0 Wwzajemnej pomocy prawnej, obowiazujacej migdzy wzywajacym
panstwem trzecim a Unig lub panstwem cztonkowskim, bez uszczerbku dla innych
podstaw przekazania na mocy niniejszego rozdziatu.
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Art.
49

Wyjatki w szczegolnych sytuacjach

1. W razie braku decyzji stwierdzajacej odpowiedni stopien ochrony okreslonej w
art. 45 ust. 3 lub braku odpowiednich zabezpieczen okreslonych w art. 46, w tym
wiazacych regut korporacyjnych, jednorazowe lub wielokrotne przekazanie danych
osobowych do panstwa trzeciego lub organizacji migdzynarodowej moga nastapi¢
wylacznie pod warunkiem, ze:

a) osoba, ktorej dane dotycza, poinformowana o ewentualnym ryzyku, z
ktorymi - ze wzgledu na brak decyzji stwierdzajacej odpowiedni stopien
ochrony oraz na brak odpowiednich zabezpieczen - moze si¢ dla niej
wiaza¢ proponowane przekazanie, wyraznie wyrazita na nie zgode;

b) przekazanie jest niezbgdne do wykonania umowy migdzy osoba, ktorej
dane dotycza, a administratorem lub do wprowadzenia w zycie $rodkoéw
przedumownych podejmowanych na zadanie osoby, ktorej dane dotycza;

c) przekazanie jest niezbedne do zawarcia lub wykonania umowy zawartej w
interesie osoby, ktérych dane dotycza, migdzy administratorem a inng
osoba fizyczng lub prawna;

d) przekazanie jest niezbedne ze wzgledu na wazne wzgledy interesu
publicznego;

e) przekazanie jest niezbedne do wustalenia, dochodzenia lub ochrony
roszczen;

f) przekazanie jest niezbedne do ochrony zywotnych interesow osoby,

ktorych dane dotycza, lub innych osob, jezeli osoba, ktorej dane dotycza,
jest fizycznie lub prawnie niezdolna do wyrazenia zgody; lub

9) przekazanie nastgpuje z rejestru, ktory zgodnie z prawem Unii lub prawem
panstwa czlonkowskiego ma stuzy¢ za zrodlo informacji dla ogdhu
obywateli i ktory jest dostepny dla ogdtu obywateli lub dla kazdej osoby
mogacej wykaza¢ prawnie uzasadniony interes - ale wylacznie w zakresie,
w jakim w danym przypadku spelione zostaty warunki takiego dostepu
okreslone w prawie Unii lub w prawie panstwa cztonkowskiego.

Jezeli przekazanie nie moze si¢ opiera¢ na art. 45 ani 46, w tym na
przepisach dotyczacych wiazacych regut korporacyjnych, i nie ma zastosowania
zaden z wyjatkow majacych zastosowanie w szczegdlnych sytuacjach zgodnie z
akapitem pierwszym niniejszego ustgpu, przekazanie do panstwa trzeciego lub
organizacji mi¢dzynarodowej moze nastapi¢ wylacznie, gdy przekazanie nie jest
powtarzalne, dotyczy tylko ograniczonej liczby oséb, ktorych dane dotycza, jest
niezbe¢dne ze wzgledu na wazne prawnie uzasadnione interesy realizowane przez
administratora, wobec ktorych charakteru nadrzgdnego nie majg interesy ani prawa
i wolnosci osoby, ktorej dane dotycza a administrator ocenit wszystkie
okolicznosci przekazania danych i na podstawie tej oceny zapewnit odpowiednie
zabezpieczenia w zakresie ochrony danych osobowych. Administrator informuje
organ nadzorczy o przekazaniu. Poza informacjami, o ktorych mowa w art. 13 i 14,
administrator podaje osobie, ktorej dane dotycza, takze informacje o przekazaniu i
o waznych prawnie uzasadnionych interesach realizowanych przez niego.

2. Przekazanie na mocy ust. 1 akapit pierwszy lit. g) nie obejmuje cato$ci danych
osobowych ani catych kategorii danych osobowych zawartych w rejestrze. Jezeli
rejestr jest dostgpny dla 0sob majacych prawnie uzasadniony interes, przekazanie
nastepuje wylacznie na zadanie tych osob lub gdy maja one by¢ odbiorcami.

3. Ust. 1 akapit pierwszy lit. a), b), c¢) oraz ust. 1 akapit drugi tego ustepu nie maja
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zastosowania do dzialalno$ci prowadzonej przez organy publiczne w ramach
wykonywania przystugujacych im uprawnien publicznych.

4. Interes publiczny, o ktorym mowa w ust. 1 akapit pierwszy lit. d), musi by¢
uznany w prawie Unii lub w prawie panstwa czlonkowskiego, ktoremu podlega
administrator.

5. W razie braku decyzji stwierdzajacej odpowiedni stopien ochrony prawo Unii
lub prawo panstwa cztonkowskiego moze z uwagi na wazne wzgledy interesu
publicznego wyraznie naklada¢ ograniczenia na przekazywanie konkretnych
kategorii danych osobowych do panstwa trzeciego lub organizacji
migdzynarodowej. Panstwa czlonkowskie powiadamiaja Komisj¢ o takich
przepisach.

6. Administrator lub podmiot przetwarzajacy dokumentuja ocen¢ oraz odpowiednie
zabezpieczenia, o ktorych mowa w ust. 1 akapit drugi niniejszego artykulu, w
rejestrach, o ktorych mowa w art. 30.

Art. | Miedzynarodowa wspolpraca na rzecz ochrony danych osobowych
50

Komisja i organy nadzorcze podejmuja wobec panstw trzecich i organizacji

migdzynarodowych odpowiednie dziatania na rzecz:

a) wypracowania mechanizméw wspotpracy miedzynarodowej utatwiajacych
skuteczne egzekwowanie przepisow o ochronie danych osobowych;

b) zapewnienia wzajemnej pomocy migdzynarodowej w egzekwowaniu
przepisdOw o ochronie danych osobowych, w tym poprzez powiadomienia,
przekazywanie skarg, pomoc w postgpowaniu wyjasniajacym oraz
Wymian¢ informacji - z zastrzezeniem odpowiednich zabezpieczen ochrony
danych osobowych i innych podstawowych praw i wolnosci;

c) wlaczenia stosownych podmiotow, ktorych sprawa dotyczy, w dyskusje i
dziatalno$¢ majace na celu upowszechnianie miedzynarodowej wspoipracy
w dziedzinie egzekwowania przepiséw o ochronie danych osobowych;

d) upowszechniania wymiany i dokumentowania przepisow i praktyk w
dziedzinie ochrony danych osobowych, w tym konfliktow jurysdykcyjnych
z panstwami trzecimi.

ROZDZIAL VI

Niezalezne organy nadzorcze
Sekcja 1

Niezalezny status

Art. | Organ nadzorczy
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1. Kazde panstwo czlonkowskie zapewnia, by za monitorowanie stosowania
niniejszego rozporzadzenia odpowiadal co najmniej jeden niezalezny organ
publiczny w celu ochrony podstawowych praw i wolnosci o0sob fizycznych w
zwigzku z przetwarzaniem oraz ulatwiania swobodnego przeptywu danych
osobowych w Unii (zwany dalej "organem nadzorczym").

Art.
34 ust.
li2

Art. 34. 1. Prezes Urzedu jest organem wilasciwym w
sprawie ochrony danych osobowych.

2. Prezes Urzgdu jest organem nadzorczym w
rozumieniu rozporzadzenia 2016/679, w rozumieniu
dyrektywy Parlamentu Europejskiego i Rady (UE)
2016/680 z dnia 27 kwietnia 2016 r. w sprawie ochrony
0sOb fizycznych w zwigzku z przetwarzaniem danych
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2.Kazdy organ nadzorczy przyczynia si¢ do spojnego stosowania niniejszego
rozporzadzenia w catej Unii. W tym celu organy nadzorcze wspotpracuja ze soba i
z Komisja zgodnie z rozdziatem VII.

3. Jezeli w panstwie cztonkowskim ustanowiono wigcej niz jeden organ nadzorczy,
panstwo to wskazuje, ktory z nich ma reprezentowa¢ te organy w Europejskiej
Radzie Ochrony Danych, oraz ustala mechanizm zapewniajacy przestrzeganie
przez pozostate organy przepisOw o mechanizmie spdjnosci, o ktéorym mowa w art.
63.

4. Do dnia 25 maja 2018 r. kazde panstwo cztonkowskie zawiadamia Komisj¢ o
przepisach przyjetych na mocy niniejszego rozdziatu, a nastgpnie niezwtocznie o
kazdej kolejnej zmianie majacej na nie wptyw.

osobowych przez wlasciwe organy do celow
zapobiegania przestgpczosci, prowadzenia postgpowan
przygotowawczych, wykrywania i S$cigania czynow
zabronionych i wykonywania kar, w sprawie
swobodnego przeplywu takich danych oraz uchylajaca
decyzj¢ ramowa Rady 2008/977/WSiSW (Dz. Urz. UE
L 119 z 45.2016, str. 89) oraz w rozumieniu
rozporzadzenia Parlamentu Europejskiego i Rady (UE)
2016/794 z dnia 11 maja 2016 r. w sprawie Agencji Unii
Europejskiej ds. Wspolpracy Organéw  Scigania
(Europol) (Dz. Urz. UE L 135 z 24.5.2016, str. 53).

Art.

Niezalezno$é¢

1. Kazdy organ nadzorczy podczas wypetniania swoich zadan i wykonywania
swoich uprawnien zgodnie z niniejszym rozporzadzeniem dziata w sposob w peini
niezalezny.

2. Czlonek lub cztonkowie kazdego organu nadzorczego podczas wypehiania
swoich zadan i wykonywania swoich uprawnien zgodnie z niniejszym
rozporzadzeniem pozostaja wolni od bezposrednich i posrednich wpltywow
zewnetrznych, nie zwracaja si¢ do nikogo o instrukcje ani ich od nikogo nie

przyjmuja.

Art. 34
ust. 3,
ust. 5
iust. 9

Art. 38
ust. 1

Art. 34. 3. Prezesa Urzgdu powotuje i odwoluje Sejm
Rzeczypospolitej ~ Polskiej za  zgoda  Senatu
Rzeczypospolitej Polskiej.

5. Prezes Urzgdu w zakresie wykonywania swoich zadan
podlega tylko ustawie.

9. Prezes Urzedu moze zosta¢ odwotany przed uplywem

kadencji, wytacznie w przypadku, gdy:

1) zrzekt si¢ stanowiska;

2) stat si¢ trwale niezdolny do pelnienia
obowiazkéw na skutek choroby stwierdzonej
orzeczeniem lekarskim;

3) sprzeniewierzy! si¢ §lubowaniu;

4) zostat skazany prawomocnym wyrokiem sadu za
popehienie  umys$lnego  przestgpstwa  lub
umyslnego przestepstwa skarbowego;

5) zostat pozbawiony praw publicznych.

Art. 38. 1. Prezes Urzedu nie moze by¢ bez uprzedniej
zgody Sejmu pociagnigty do odpowiedzialnosci karnej
ani pozbawiony wolnosci, z zastrzezeniem ust. 2.
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3. Cztonek lub cztonkowie kazdego organu nadzorczego powstrzymuja si¢ od
wszelkich czynnosci sprzecznych ze swoimi obowigzkami i podczas swojej
kadencji nie podejmuja zadnego zajecia zarobkowego ani niezarobkowego
sprzecznego z tymi obowiazkami.

4, Kazde panstwo cztonkowskie zapewnia, by kazdy organ nadzorczy dysponowat
zasobami  kadrowymi, technicznymi i finansowymi, pomieszczeniami i
infrastruktura niezb¢dnymi do skutecznego wypelniania swoich zadan i
wykonywania swoich uprawnief, w tym w zakresie wzajemnej pomocy,
wspdlpracy i uczestnictwa w pracach Europejskiej Rady Ochrony Danych.

5. Kazde panstwo cztonkowskie zapewnia, by kazdy organ nadzorczy wybierat i
posiadat wiasny personel, dziatajacy pod wylacznym kierownictwem czlonka lub
cztonkow danego organu nadzorczego.

6. Kazde panstwo czlonkowskie zapewnia, by kazdy organ nadzorczy podlegat
kontroli finansowej w sposob nienaruszajacy jego niezaleznos$ci oraz dysponowat
odrgbnym, publicznym budzetem rocznym, ktory moze by¢ czescia ogdlnego
budzetu panstwowego lub krajowego.

Art. 37

Art. 46

Art. 37. 1. Prezes Urzedu oraz jego zastgpcy nie moga
zajmowa¢ innego stanowiska, z wyjatkiem stanowiska
dydaktycznego, naukowo-dydaktycznego lub
naukowego w szkole wyzszej, Polskiej Akademii Nauk,
instytucie badawczym lub innej jednostce naukowej, ani
wykonywa¢  innych  zaje¢  zarobkowych  lub
niezarobkowych sprzecznych z obowiazkami Prezesa
Urzedu.

2. Prezes Urzgdu oraz jego zastgpcy nie moga nalezec
do partii politycznej, zwigzku zawodowego ani
prowadzi¢ dzialalnosci publicznej niedajacej si¢
pogodzi¢ z godnoscia jego urzedu.

Art. 46. 1. Prezes Urzedu wykonuje swoje zadania przy
pomocy Urzedu Ochrony Danych Osobowych zwanego
dalej ,,Urzgdem”.

2. W przypadkach uzasadnionych charakterem i liczba
spraw z zakresu ochrony danych osobowych na danym
terenie, Prezes Urzgdu moze w ramach Urzedu tworzy¢
jednostki zamiejscowe Urzedu.

3. Prezes Urzedu, w drodze zarzadzenia, nadaje statut
Urzedowi, okreslajac:

1) organizacj¢ wewngetrzng Urzedu,
2) zakres zadan swoich zastepcow,
3) zakres zadan i tryb pracy komorek

organizacyjnych Urzedu

— majac na uwadze stworzenie optymalnych warunkow
organizacyjnych do prawidlowej realizacji zadan
Urzgdu.

Art.
53

Ogolne warunki dotyczace czlonkéw organu nadzorczego

1. Panstwa czlonkowskie zapewniaja, by kazdy cztonek ich organéw nadzorczych

byl powotywany w drodze przejrzystej procedury przez:

- ich parlament,

- ich rzad,

- ich glowe panstwa, lub

- niezalezny organ uprawniony do powolywania czlonkow organu
nadzorczego na podstawie prawa panstwa czlonkowskiego.

Art. 34
ust. 3

Art. 36
ust. 1

Art. 34. 3. Prezesa Urzedu powoluje i odwotuje Sejm
Rzeczypospolitej Polskiej za zgoda Senatu
Rzeczypospolitej Polskiej

Art. 36. 1. Prezes Urzedu moze powota¢ do trzech
ZastepcoOw.
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2.Kazdy cztonek musi posiada¢ kwalifikacje, doswiadczenie i umiej¢tnosci - W
szczegblnoscei w dziedzinie ochrony danych osobowych - potrzebne do wypehiania
swoich obowiazkow 1 wykonywania swoich uprawnief.

3. W razie uptywu kadencji, rezygnacji lub przymusowego pozbawienia funkcji
czlonek organu przestaje petni¢ swoje obowiazki zgodnie z prawem danego
panstwa cztonkowskiego.

4. Cztonek moze zosta¢ odwotany ze stanowiska tylko w przypadku, gdy dopuscit
si¢ powaznego uchybienia lub przestal spetnia¢ warunki niezbg¢dne do pehienia
obowigzkow.

Art. 34
ust. 4

Art. 34
ust 8 -
10

Art. 34. 4. Na stanowisko Prezesa Urzgdu moze by¢
powolana osoba, ktora:
1) jest obywatelem polskim;

2) posiada wyzsze wyksztalcenie;

3) wyr6znia si¢ wiedza prawnicza i
doswiadczeniem z zakresu ochrony danych
osobowych;

4) korzysta z petni praw publicznych;

5) nie byla skazana prawomocnym wyrokiem za
umyslne przestepstwo lub umyslne przestgpstwo
skarbowe;

6) posiada nieposzlakowang opinig.

Art. 34. 8. Kadencja Prezesa Urzgdu wygasa z chwila
jego S$mierci, odwotania lub utraty obywatelstwa

polskiego.

9. Prezes Urzedu moze zosta¢ odwolany przed
uptywem kadencji, wylacznie
w przypadku, gdy:

1) zrzekt si¢ stanowiska;
2) stat si¢ trwale niezdolny do pelnienia

obowiazkéw na skutek choroby stwierdzonej
orzeczeniem lekarskim;

3) sprzeniewierzy! si¢ §lubowaniu;

4) zostat skazany prawomocnym wyrokiem sadu za
popehienie  umys$lnego  przestgpstwa  lub
umyslnego przestepstwa skarbowego;

5) zostat pozbawiony praw publicznych.

10. W przypadku odwotania lub wygasniecia
kadencji Prezesa Urzedu jego obowiazki pelni zastgpca

Prezesa Urzedu wskazany przez Marszatka Sejmu.
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Art.
54

Zasady ustanawiania organu nadzorczego

1. Kazde panstwo cztonkowskie okresla w swoich przepisach prawnych wszystkie
ponizsze elementy:

a) ustanowienie kazdego z organdéw nadzorczych;

b) kwalifikacje i warunki wyboru wymagane do powotlania na stanowisko
cztonka kazdego z organéw nadzorczych;

c) zasady i procedury powolywania cztonka lub cztonkow kazdego z organdéw
nadzorczych;
d) okres kadencji cztonka lub cztonkow kazdego z organdw nadzorczych - nie

krotszy niz cztery lata, z wyjatkiem pierwszej kadencji po dniu 24 maja
2016 r., ktéra moze czesciowo trwaé krocej, jezeli jest to niezbedne, aby
chroni¢ niezalezno$¢ organu nadzorczego w drodze procedury stopniowej
wymiany czlonkow;

Art. 34
ust. 1 -

Art. 34
ust. 4

Art. 34
ust. 6

Art. 34. 1. Prezes Urzedu jest organem wilasciwym w
sprawie ochrony danych osobowych.

2. Prezes Urzgdu jest organem nadzorczym w
rozumieniu rozporzadzenia 2016/679, w rozumieniu
dyrektywy Parlamentu Europejskiego i Rady (UE)
2016/680 z dnia 27 kwietnia 2016 r. w sprawie ochrony
0sob fizycznych w zwigzku z przetwarzaniem danych
osobowych przez wlasciwe organy do celow
zapobiegania przestgpczosci, prowadzenia postgpowan
przygotowawczych, wykrywania i S$cigania czynow
zabronionych i wykonywania kar, w sprawie
swobodnego przeptywu takich danych oraz uchylajaca
decyzj¢ ramowa Rady 2008/977/WSiSW (Dz. Urz. UE
L 119 z 45.2016, str. 89) oraz w rozumieniu
rozporzadzenia Parlamentu Europejskiego i Rady (UE)
2016/794 z dnia 11 maja 2016 r. w sprawie Agencji Unii
Europejskiej ds. Wspolpracy Organéw  Scigania
(Europol) (Dz. Urz. UE L 135 z 24.5.2016, str. 53).

Art. 34. 4. Na stanowisko Prezesa Urzedu moze by¢
powotana osoba, ktora:
1) jest obywatelem polskim;

2) posiada wyzsze wyksztalcenie;

3) wyrdznia si¢ wiedza  prawnicza i
doswiadczeniem z zakresu ochrony danych
osobowych;

4) korzysta z petni praw publicznych;

5) nie byla skazana prawomocnym wyrokiem za
umyslne przestepstwo lub umyslne przestepstwo
skarbowe;

6) posiada nieposzlakowana opinie.

Art. 34. 6. Kadencja Prezesa Urzedu trwa 4 lata liczac
od dnia zlozenia $lubowania. Prezes Urzedu po uptywie
kadencji wykonuje swoje obowigzki do czasu objgcia
stanowiska przez nowego Prezesa Urzegdu.
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e) czy cztonek lub cztonkowie kazdego z organdéw nadzorczych moga zostaé
powotani ponownie, a jezeli tak - na ile kadencji;

f) zasady regulujace obowiazki czlonka lub cztonkoéw oraz personelu kazdego
z organdéw nadzorczych, zakaz podejmowania dzialan, zajgé i czerpania
korzysci - w trakcie kadencji oraz po jej zakofczeniu - sprzecznych z tymi
zobowigzaniami, a takze przepisy regulujace ustanie stosunku pracy.

2. Czlonek lub czlonkowie oraz personel kazdego z organdow nadzorczych
podlegaja zgodnie z prawem Unii lub prawem panstwa czlonkowskiego
obowiazkowi zachowania tajemnicy stuzbowej - w trakcie kadencji oraz po jej
zakonczeniu - w odniesieniu do wszelkich poufnych informacji, ktore uzyskali w
toku wypehiania zadan lub wykonywania swoich uprawnien. Obowiazek
zachowania tajemnicy stuzbowej w trakcie ich kadencji dotyczy w szczegolnosci
sytuacji, w ktorych osoby fizyczne zglaszaja naruszenia niniejszego
rozporzadzenia.

Art. 34
ust. 7

Art. 37

Art. 47

Art. 34. 7. Ta sama osoba nie moze by¢ Prezesem
Urzedu wigcej niz przez dwie kadencje.

Art. 37. 1. Prezes Urzedu oraz jego zastgpcy nie moga
zajmowa¢ innego stanowiska, z wyjatkiem stanowiska
dydaktycznego, naukowo-dydaktycznego lub
naukowego w szkole wyzszej, Polskiej Akademii Nauk,
instytucie badawczym lub innej jednostce naukowej, ani
wykonywa¢  innych  zaj¢¢  zarobkowych  lub
niezarobkowych sprzecznych z obowiazkami Prezesa
Urzedu.

2. Prezes Urzgdu oraz jego zastgpcy nie moga nalezec
do partii politycznej, zwiazku zawodowego ani
prowadzi¢ dzialalnosci publicznej niedajacej sie
pogodzi¢ z godnoscig jego urzgdu.

Art. 47. 1. Prezes Urzedu, zastepcy Prezesa Urzedu a
takze pracownicy Urzgdu sa obowigzani zachowaé w
tajemnicy informacje, o ktorych dowiedzieli si¢ w
zwigzku z wykonywaniem czynnosci stuzbowych.

2. Obowigzek zachowania w tajemnicy informacji, o
ktorych mowa w ust. 1, nie moze by¢ ograniczony w
czasie i trwa takze po zakonczeniu kadencji albo
zatrudnienia.

Sekcja 2
Wiasciwos¢, zadania i uprawnienia

Art.
55

Wiasciwosé

1. Kazdy organ nadzorczy jest wlasciwy do wypemiania zadan i wykonywania
uprawnien powierzonych mu zgodnie z niniejszym rozporzadzeniem na terytorium
swojego panstwa cztonkowskiego.

2.Jezeli przetwarzania dokonuja organy publiczne lub podmioty prywatne
dzialajace na podstawie art. 6 ust. 1 lit. ¢) lub e), organem wlasciwym jest organ

Art. 34

Art. 34. 1. Prezes Urzedu jest organem wilasciwym w
sprawie ochrony danych osobowych.

2. Prezes Urzgdu jest organem nadzorczym w
rozumieniu rozporzadzenia 2016/679, w rozumieniu
dyrektywy Parlamentu Europejskiego i Rady (UE)
2016/680 z dnia 27 kwietnia 2016 r. w sprawie ochrony
0sOb fizycznych w zwigzku z przetwarzaniem danych
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nadzorczy danego panstwa cztonkowskiego. W takich przypadkach art. 56 nie ma
zastosowania.

3. Organy nadzorcze nie sa wiasciwe do nadzorowania operacji przetwarzania
dokonywanych przez sady w ramach sprawowania przez nie wymiaru
sprawiedliwosci.

osobowych przez wlasciwe organy do celow
zapobiegania przestgpczosci, prowadzenia postgpowan
przygotowawczych, wykrywania i S$cigania czynow
zabronionych i wykonywania kar, w sprawie
swobodnego przeplywu takich danych oraz uchylajaca
decyzj¢ ramowa Rady 2008/977/WSiSW (Dz. Urz. UE
L 119 z 45.2016, str. 89) oraz w rozumieniu
rozporzadzenia Parlamentu Europejskiego i Rady (UE)
2016/794 z dnia 11 maja 2016 r. w sprawie Agencji Unii
Europejskiej ds. Wspolpracy Organéw  Scigania
(Europol) (Dz. Urz. UE L 135 z 24.5.2016, str. 53).

Art.
56

Wiasciwos$¢ wiodacego organu nadzorczego

1. Bez uszczerbku dla art. 55 organ nadzorczy gtéwnej lub pojedynczej jednostki
organizacyjnej administratora lub podmiotu przetwarzajacego jest wlasciwy do
podejmowania dziatan jako wiodacy organ nadzorczy - zgodnie z procedura
przewidziang w art. 60 - wzgledem transgranicznego przetwarzania dokonywanego
przez tego administratora lub ten podmiot przetwarzajacy.

2. W drodze wyjatku od ust. 1 kazdy organ nadzorczy jest wilasciwy do
rozpatrzenia skargi, ktora do niego wniesiono, lub zajecia si¢ ewentualnym
naruszeniem niniejszego rozporzadzenia, jezeli sprawa dotyczy wylacznie
jednostki organizacyjnej w jego panstwie cztonkowskim lub znacznie wpltywa na
osoby, ktorych dane dotycza, wylacznie w jego panstwie cztonkowskim.

3. W przypadkach, o ktorych mowa w ust. 2 niniejszego artykutu, organ nadzorczy
niezwlocznie informuje o danej sprawie wiodacy organ nadzorczy. W terminie
trzech tygodni od otrzymania informacji wiodacy organ nadzorczy postanawia, czy
zajmie si¢ dana sprawa zgodnie z procedura przewidziang w art. 60, uwzgledniajac,
czy w panstwie cztonkowskim, ktorego organ nadzorczy przekazat mu informacje,
znajduje  si¢  jednostka  organizacyjna  administratora lub  podmiotu
przetwarzajacego.

4. Jezeli wiodacy organ nadzorczy postanowi zajaé¢ si¢ dang sprawa, zastosowanie
ma procedura przewidziana w art. 60. Organ nadzorczy, ktory przekazat informacje
wiodgcemu organowi nadzorczemu, moze przedlozy¢ temu organowi projekt
decyzji. Wiodacy organ nadzorczy w jak najwigkszym stopniu uwzglgdnia ten
projekt, przygotowujac projekt decyzji, o ktéorym mowa w art. 60 ust. 3.

5.Jezeli wiodacy organ nadzorczy postanowi nie zajmowac si¢ dang sprawa,
sprawa zajmuje si¢ - zgodnie z art. 61 i 62 - organ nadzorczy, ktory przekazat
informacje wiodacemu organowi nadzorczemu.

6. Administrator lub podmiot przetwarzajacy komunikuja si¢ w sprawie
dokonywanego przez nich transgranicznego przetwarzania jedynie z wiodacym
organem nadzorczym.

Art.
57

Zadania

1.Bez uszczerbku dla innych zadan okreslonych na mocy niniejszego
rozporzadzenia kazdy organ nadzorczy na swoim terytorium:
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a)
b)

©)

d)

e)

9

h)

monitoruje i egzekwuje stosowanie niniejszego rozporzadzenia;

upowszechnia w  spoleczenstwie wiedz¢ o ryzyku, przepisach,
zabezpieczeniach i prawach zwigzanych z przetwarzaniem oraz rozumienie
tych zjawisk. Szczegdlng uwage poswieca dziataniom skierowanym do
dzieci;

doradza, zgodnie z prawem panstwa czltonkowskiego, parlamentowi
narodowemu, rzadowi oraz innym instytucjom i organom w sprawie aktow
prawnych i administracyjnych $rodkow ochrony praw i wolnosci osob
fizycznych w zwiazku z przetwarzaniem;

upowszechnia ws$rdd administratorow 1 podmiotow przetwarzajacych
wiedz¢ o obowigzkach spoczywajacych na nich na mocy niniejszego
rozporzadzenia;

udziela osobie, ktorej dane dotycza, na jej zadanie informacji o
wykonywaniu  praw przyslugujacych im na mocy niniejszego
rozporzadzenia, a w stosownym przypadku wspélpracuje w tym celu z
organami nadzorczymi innych panstw cztonkowskich;

rozpatruje skargi wniesione przez osobe, ktorej dane dotycza, lub przez
podmiot, organizacje lub zrzeszenie zgodnie z art. 80, w odpowiednim
zakresie prowadzi postgpowania w przedmiocie tych skarg i w rozsadnym
terminie informuje skarzacego o postgpach i wynikach tych postepowan, w
szczegolnosei jezeli niezbedne jest dalsze prowadzenie postgpowan lub
koordynacja dziataf z innym organem nadzorczym;

wspélpracuje z innymi organami nadzorczymi, w tym dzieli si¢
informacjami oraz $wiadczy wzajemna pomoc, w celu zapewnienia
spojnego stosowania i egzekwowania niniejszego rozporzadzenia;

prowadzi postgpowania w sprawie stosowania niniejszego rozporzadzenia,
w tym na podstawie informacji otrzymanych od innego organu
nadzorczego lub innego organu publicznego;

monitoruje zmiany w stosownych dziedzinach, o ile zmiany te maja wplyw
na ochron¢ danych osobowych, w szczegdlnosci monitoruje rozwdj
technologii informacyjno-komunikacyjnych i praktyk handlowych;

przyjmuje standardowe klauzule umowne, o ktorych mowa w art. 28 ust. 8
i art. 46 ust. 2 lit. d);

Art. 52

Art. 60

Art.
60

Art. 54
ust. 1
pkt 1
i3

Art. 52. Zalozenia i projekty aktow prawnych dotyczace
danych osobowych sa przedstawiane do zaopiniowania
Prezesowi Urzgdu.

Art. 60. Postepowanie w sprawie naruszenia przepisow
o ochronie danych osobowych, zwane dalej
,postepowaniem”, jest prowadzone przez Prezesa
Urzedu.

Art. 60. Postgpowanie w sprawie naruszenia przepisow
o ochronie danych osobowych, zwane dalej
,postgpowaniem”, jest prowadzone przez Prezesa
Urzedu.

Art. 54. 1. Prezes Urzedu udostgpnia na swojej stronie
podmiotowej Biuletynu Informacji Publiczne;j:

1) standardowe klauzule umowne, o ktérych
mowa w art. 28 ust. 8 rozporzadzenia 2016/679;
3) przyjete standardowe klauzule ochrony danych,
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k)

m)

n)

ustanawia i prowadzi wykaz zwiazany z wymogiem dokonania oceny
skutkow dla ochrony danych na mocy art. 35 ust. 4;

udziela zalecen, o ktérych mowa w art. 36 ust. 2, dotyczacych operacji
przetwarzania;

zachgca do sporzadzania kodeksow postgpowania zgodnie z art. 40 ust. 1,
wydaje opinie na ich temat oraz zatwierdza te kodeksy, w ktorych znajduja
si¢ odpowiednie zabezpieczenia, na mocy art. 40 ust. 5;

zacheca do ustanawiania mechanizméw certyfikacji w dziedzinie ochrony
danych oraz znakow jakosci i oznaczen z tej dziedziny zgodnie z art. 42
ust. 1, a takze zatwierdza kryteria certyfikacji zgodnie z art. 42 ust. 5;

Art. 55

Art. 27
ust. 1
i2

o ktorych mowa w art. 46 ust. 2 lit d
rozporzadzenia 2016/679;

Art. 55. 1. Prezes Urzegdu:

1) oglasza w komunikacie wykaz rodzajow
operacji przetwarzania danych osobowych
wymagajacych oceny skutkow przetwarzania dla
ich ochrony, o ktérym mowa w art. 35 ust. 4
rozporzadzenia 2016/679;

2) moze oglosi¢ w komunikacie wykaz rodzajow
operacji  przetwarzania danych osobowych
niewymagajacych oceny skutkow przetwarzania
dla ich ochrony, o ktorym mowa w art. 35 ust. 5
rozporzadzenia 2016/679.

2. Komunikat, o ktorym mowa w ust. 1, oglasza si¢ w
Dzienniku ~ Urzgdowym  Rzeczypospolitej
Polskiej ,,Monitor Polski”.

Art. 27. 1. Kodeks postgpowania, o ktorym mowa w art.
40 rozporzadzenia 2016/679, zwany dalej ,.kodeksem
postgpowania” jest opracowywany, opiniowany i
zatwierdzany na zasadach okreslonych w tym

rozporzadzeniu.
2. Kodeks postgpowania przed przekazaniem do
zatwierdzeniem Prezesowi Urzedu podlega

konsultacjom z zaineresowanymi podmiotami.
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0)

p)

)

gdy ma to zastosowanie - zgodnie z art. 42 ust. 7 dokonuje okresowego
przegladu udzielonych certyfikacji;

opracowuje i publikuje kryteria akredytacji podmiotu monitorujacego
kodeksy postgpowania na mocy art. 41 oraz podmiotu certyfikujacego na
mocy art. 43;

akredytuje podmiot monitorujacy kodeksy postepowania na mocy art. 41

oraz podmiot certyfikujacy na mocy art. 43;

N

wydaje zezwolenia na klauzule umowne i przepisy, o ktorych mowa w art.
46 ust. 3;

Art. 22

Art. 24
ust. 1

Art. 28

Art. 16

Art. 28

Art.57
pkt 2

Art. 22. 1. W okresie, na jaki zostala dokonana
certyfikacja, podmiot, ktéremu wydano certyfikat, jest
obowigzany spehia¢ kryteria certyfikacji obowiazujace
na dzien jego wydania.

2. Prezes Urzedu albo podmiot certyfikujacy cofa
certyfikacje w przypadku stwierdzenia, ze podmiot,
ktoremu wydano certyfikat nie spelia lub przestat
spetnia¢ kryteria certyfikacji.

3. Cofnigcie certyfikacji przez Prezesa Urzedu nastepuje
w drodze decyzji.

Art. 24. 1. Prezes Urzedu w terminie, o ktérym mowa w
art. 18 ust. 1, a takze po dokonaniu certyfikacji jest

uprawniony do przeprowadzenia czynnosci
sprawdzajacych u administratora, podmiotu
przetwarzajacego, producenta albo podmiotu

wprowadzajacego ustuge lub produkt na rynek, w celu
oceny spelniania przez ten podmiot kryteriow
certyfikacji.

Art. 28. Przestrzeganie zatwierdzonego kodeksu
postgpowania, monitoruje podmiot akredytowany przez
Prezesa Urzedu na zasadach okre$lonych w art. 41
rozporzadzenia 2016/679.

Art. 16. Prezes Urzedu udostgpnia na swojej stronie
podmiotowej Biuletynu Informacji Publicznej kryteria
certyfikacji, o ktorych mowa w art. 42 wust. 5
rozporzadzenia 2016/679.

Art. 28. Przestrzeganie zatwierdzonego kodeksu
postepowania, monitoruje podmiot akredytowany przez
Prezesa Urzedu na zasadach okre§lonych w art. 41
rozporzadzenia 2016/679.

Art. 57. Prezes Urzgdu w drodze decyzji:

2) udziela zezwolenia, o ktérym mowa w art. 46
ust. 3 rozporzadzenia 2016/679.
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S) zatwierdza wigzace reguty korporacyjne na mocy art. 47;

t) bierze udzial w pracach Europejskiej Rady Ochrony Danych;

u) prowadzi wewngtrzny rejestr naruszen niniejszego rozporzadzenia i dziatan
podjetych zgodnie z art. 58 ust. 2; oraz

V) wypehia inne zadania zwigzane z ochrong danych osobowych.

2. Kazdy organ nadzorczy ulatwia wnoszenie skarg, o ktérych mowa w ust.
1 lit. f), za pomoca takich $rodkow, jak gotowy formularz skargi, ktéry mozna
réwniez wypehic elektronicznie, co nie wyklucza innych sposobéw komunikacji.

3. Kazdy organ nadzorczy wypehia zadania na rzecz osoby, ktorej dane
dotyczg, i - gdy ma to zastosowanie - inspektora ochrony danych bezplatnie.

4. Jezeli zadanie jest w sposob oczywisty nieuzasadnione lub nadmierne, w
szczegolnosei ze wzglgdu na swa powtarzalno$é, organ nadzorczy moze pobraé
oplate w rozsadnej wysokosci wynikajacej z kosztow administracyjnych lub moze
odmowi¢ podjecia zadanych dziatan. Obowiazek wykazania, ze zadanie jest w
sposob oczywisty nieuzasadnione lub nadmierne, spoczywa na organie
nadzorczym.

Art. 57
pkt 1

Art. 57. Prezes Urzgdu w drodze decyzji:
1) zatwierdza wiazace reguty korporacyjne, o
ktorych mowa w art. 47 rozporzadzenia 2016/679;

Art.
58

Uprawnienia

1. Kazdemu organowi nadzorczemu przystuguja wszystkie nastepujace
uprawnienia w zakresie prowadzonych postepowan:

a) nakazanie administratorowi i podmiotowi przetwarzajacemu, a W
stosownym przypadku przedstawicielowi administratora lub podmiotu
przetwarzajacego, dostarczenia wszelkich informacji  potrzebnych

organowi nadzorczemu do realizacji swoich zadan;

b) prowadzenie postepowan w formie audytow ochrony danych;

c) dokonywanie przegladu udzielonych certyfikacji na mocy art. 42 ust. 7;

Art. 24
ust. 1

Art. 24. 1. Prezes Urzedu w terminie, o ktorym mowa w
art. 18 ust. 1, a takze po dokonaniu certyfikacji jest

uprawniony do przeprowadzenia czynnosci
sprawdzajacych u administratora, podmiotu
przetwarzajacego, producenta albo podmiotu
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d) zawiadamianie administratora lub podmiotu przetwarzajacego o
podejrzeniu naruszenia niniejszego rozporzadzenia;

e) uzyskiwanie od administratora i podmiotu przetwarzajacego dostgpu do
wszelkich danych osobowych i wszelkich informacji niezbgdnych
organowi nadzorczemu do realizacji swoich zadan;

f) uzyskiwanie dostgpu do wszystkich pomieszczen administratora i podmiotu

przetwarzajacego, w tym do sprzetu i srodkow stuzacych do przetwarzania danych,

zgodnie z procedurami okre$lonymi w prawie unijnym lub w prawie panstwa
cztonkowskiego.

2.Kazdemu organowi nadzorczemu przyshuguja wszystkie nastgpujace
uprawnienia naprawcze:

a) wydawanie ostrzezen administratorowi lub podmiotowi przetwarzajacemu
dotyczacych mozliwo$ci naruszenia przepisOw niniejszego rozporzadzenia
poprzez planowane operacje przetwarzania;

Art. 63
Art. 64
Art. 84

wprowadzajacego ustuge lub produkt na rynek, w celu
oceny spelniania przez ten podmiot kryteriow
certyfikacji.

Art. 63. Prezes Urzgdu moze zada¢ od strony
przedstawienia  tlumaczenia na  jezyk  polski
sporzadzonej w  jezyku obcym  dokumentacji
przedtozonej przez strong. Tlumaczenie dokumentacji
strona jest obowigzana wykona¢ na wiasny koszt.

Art. 64. W celu realizacji swoich zadan Prezes Urzgdu
ma prawo dostepu do informacji objetych tajemnica
prawnie chroniong, chyba ze przepisy szczegdlne
stanowig inaczej.

Art. 84. 1. Kontrolujacy ma prawo:

1) wstgpu w godzinach od 6.00 do 22.00 na
grunt oraz do budynkow, lokali lub innych pomieszczen;

2) wgladu do wszelkich dokumentow i
wszelkich informacji majacych bezposredni zwiazek z
zakresem przedmiotowym kontroli;

3) przeprowadzania ogledzin miejsc,
przedmiotéw, urzadzen, no$nikoéw oraz systemoOw
informatycznych lub teleinformatycznych stuzacych do
przetwarzania danych;

4) zada¢ ztozenia pisemnych lub ustnych
wyjasnien oraz przestluchiwa¢ w charakterze $wiadka
osoby w zakresie niezbednym do ustalenia stanu
faktycznego;

5) zleca¢ sporzadzanie ekspertyz i opinii.
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b)

©)

d)

e)

9

h)

udzielanie upomnien administratorowi lub podmiotowi przetwarzajacemu
w przypadku naruszenia przepisOw niniejszego rozporzadzenia przez
operacje przetwarzania;

nakazanie administratorowi lub podmiotowi przetwarzajacemu spetnienia
zadania osoby, ktorej dane dotycza, wynikajacego z praw przyshugujacych
jej na mocy niniejszego rozporzadzenia,

nakazanie  administratorowi lub  podmiotowi  przetwarzajacemu
dostosowania ~ operacji  przetwarzania do przepisdéw  niniejszego
rozporzadzenia, a w stosownych przypadkach wskazanie sposobu i
terminu;

nakazanie administratorowi zawiadomienia osoby, ktorej dane dotycza, o
naruszeniu ochrony danych;

wprowadzanie czasowego lub calkowitego ograniczenia przetwarzania, w
tym zakazu przetwarzania;

nakazanie na mocy art. 16, 17 i 18 sprostowania lub usunigcia danych
osobowych lub ograniczenia ich przetwarzania oraz nakazanie na mocy art.
17 ust. 2 i art. 19 powiadomienia o tych czynnosciach odbiorcow, ktorym
dane osobowe ujawniono;

cofniecie certyfikacji lub nakazanie podmiotowi certyfikujacemu cofnigcia
certyfikacji udzielonej na mocy art. 42 lub 43, lub nakazanie podmiotowi
certyfikujagcemu nieudzielania certyfikacji, jezeli jej wymogi nie sa
spetnione lub przestaty by¢ spehiane;

zastosowanie, oprocz lub zamiast srodkdéw, o ktérych mowa w niniejszym
ustepie, administracyjnej kary pieni¢znej na mocy art. 83, zaleznie od
okolicznosci konkretnej sprawy;

nakazanie zawieszenia przeptywu danych do odbiorcy w panstwie trzecim
lub do organizacji mi¢dzynarodowe;j.

3. Kazdemu organowi nadzorczemu przystuguja wszystkie nast¢pujace

uprawnienia w zakresie wydawania zezwolen i uprawnienia doradcze:

a)

b)

udzielanie porad administratorowi zgodnie z procedura uprzednich
konsultacji, o ktorej mowa w art. 36;

wydawanie, z wlasnej inicjatywy lub na wniosek, opinii przeznaczonych
dla parlamentu narodowego, rzadu panstwa cztonkowskiego lub - zgodnie
z prawem panstwa czlonkowskiego - innych instytucji i organow oraz
ogotu spoteczenstwa we wszelkich sprawach zwiazanych z ochrong danych
osobowych;

Art. 19

Art. 19. Przed udzieleniem certyfikacji podmiot
certyfikujacy informuje Prezesa Urzgdu o planowanym
dokonaniu albo odmowie dokonania certyfikacji.
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c) zezwalanie na przetwarzanie zgodnie z art. 36 ust. 5, jezeli prawo panstwa
cztonkowskiego wymaga takiego uprzedniego zezwolenia;

d) opiniowanie i zatwierdzanie projektow kodeksow postepowania zgodnie z
art. 40 ust. 5;

e) akredytowanie na mocy art. 43 podmiotow certyfikujacych;

f) udzielanie certyfikacji i zatwierdzanie kryteriow certyfikacji zgodnie z art.
42 ust. 5;

Art. 27

Art. 15
il6

Art. 27. 1. Kodeks postgpowania, o ktorym mowa w art.
40 rozporzadzenia 2016/679, zwany dalej ,.kodeksem
postepowania” jest opracowywany, opiniowany i
zatwierdzany na zasadach okreslonych w tym
rozporzadzeniu.

2. Kodeks postgpowania przed przekazaniem do
zatwierdzeniem Prezesowi Urzgdu podlega
konsultacjom z zaineresowanymi podmiotami.

3. Informacje o przeprowadzonych
konsultacjach oraz ich wyniku przekazuje si¢ Prezesowi
Urzgdu wraz z kodeksem postgpowania.

4. W przypadku uznania przez Prezesa Urzedu
zakresu konsultacji za niewystarczajacy, wyzywa on
podmiot do przeprowadzenia ponownych konsultacji,
wskazujac ich zakres.

5. Strong postgpowania w sprawie zatwierdzenia
kodeksu postgpowania jest wylacznie wnioskodawca
wystepujacy o zatwierdzenie tego kodeksu. Przepisu art.

ustawy
z dnia 14 czerwca 1960 r. — Kodeks postepowania
administracyjnego, nie stosuje si¢.

6. Do zmiany zatwierdzonego kodeksu
postepowania lub jego rozszerzenia stosuje si¢ ust. 1-5.

Art. 15. 1. Certyfikacji, o ktorej mowa w art. 42
rozporzadzenia 2016/679, zwanej dalej ,certyfikacja”,
dokonuje Prezes Urzedu i podmiot certyfikujacy, na
wniosek administratora, podmiotu przetwarzajacego,
producenta albo podmiotu wprowadzajacego ustugg lub
produkt na rynek.

2. Certyfikacja jest dokonywania na zasadach
okreslonych w rozporzadzeniu 2016/679.

3. W sprawach dokonywania certyfikacji przez
podmiot certyfikujacy nieuregulowanych w
rozporzadzeniu 2016/679 i niniejszej ustawie stosuje si¢
postanowienia umowy  cywilnoprawnej  zawartej
pomigdzy podmiotem certyfikujagcym a podmiotem
ubiegajacym si¢ o certyfikacjg.
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9) przyjmowanie standardowych klauzul ochrony danych, o ktérych mowa w
art. 28 ust. 8 i art. 46 ust. 2 lit. d);

h) zezwalanie na klauzule umowne, o ktérych mowa w art. 46 ust. 3 lit. a);

i) zezwalanie na uzgodnienia administracyjne, o ktérych mowa w art. 46 ust.
3 lit. b);

j) zatwierdzanie wigzacych regut korporacyjnych na mocy art. 47.

4. Wykonywanie uprawnien powierzonych organowi nadzorczemu na mocy
niniejszego artykulu podlega odpowiednim zabezpieczeniom - w tym prawu do
skutecznego $rodka ochrony prawnej przed sadem 1 rzetelnego procesu,
okreslonym w prawie Unii i prawie panstwa cztonkowskiego zgodnie z Karta praw
podstawowych.

5. Kazde panstwo cztonkowskie przewiduje w swoich przepisach, ze jego organ
nadzorczy jest uprawniony do wniesienia do organéw wymiaru sprawiedliwosci
sprawy dotyczacej naruszenia niniejszego rozporzadzenia oraz w stosownych
przypadkach do wszczgcia lub do uczestniczenia w inny sposéb w postgpowaniu
sadowym w celu wyegzekwowania stosowania przepisOw niniejszego

Art. 54
ust. 1
pkt 1

Art. 57
pkt 2

Art. 57
pkt1

Art. 98
Art. 99

Art. 16. Prezes Urzgdu udostepnia na swojej stronie
podmiotowej Biuletynu Informacji Publicznej kryteria
certyfikacji, o ktorych mowa w art. 42 wust. 5
rozporzadzenia 2016/679.

Art. 54. 1. Prezes Urzgdu udostgpnia na swojej stronie
podmiotowej Biuletynu Informacji Publicznej:

1) standardowe klauzule umowne, o ktorych
mowa w art. 28 ust. 8 rozporzadzenia 2016/679;

3) przyjete standardowe klauzule ochrony
danych, o ktorych mowa w art. 46 ust. 2 lit d
rozporzadzenia 2016/679;

Art. 57. Prezes Urzgdu w drodze decyzji:
2) udziela zezwolenia, o ktorym mowa w art. 46
ust. 3 rozporzadzenia 2016/679.

Art. 57. Prezes Urzgdu w drodze decyzji:

1) zatwierdza wiazace reguly korporacyjne, o
ktéorych mowa w art. 47 rozporzadzenia
2016/679;

Art. 98. 1. W sprawach o roszczenia z tytutu naruszenia
przepisbw o ochronie danych osobowych, ktére moga
by¢ dochodzone wylacznie w postgpowaniu przed
sadem, Prezes Urzedu moze wytaczaé powddztwa na
rzecz osoby, ktorej dane dotycza, za jej zgoda, a takze
wstepowaé, za zgoda powoda, do postgpowania w
kazdym jego stadium.

2. W pozostatych sprawach o roszczenia z tytutu
naruszenia przepisow o ochronie danych osobowych
Prezes Urzgdu moze wstgpowac, za zgoda powoda, do
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rozporzadzenia.

6. Kazde panstwo cztonkowskie moze przewidzie¢ w swoich przepisach, ze
jego organowi nadzorczemu przystuguja poza uprawnieniami okreslonymi w ust. 1,
2 i 3 takze inne uprawnienia. Wykonywanie tych uprawnien nie moze utrudniaé
skutecznego stosowania przepisow rozdziatu VII.

Art. 53

postegpowania przed sadem w kazdym jego stadium,
chyba ze toczy si¢ przed nim postgpowanie dotyczace
tego samego naruszenia przepisOw o ochronie danych
osobowych.

3. W przypadkach, o ktéorych mowa w ust. 1 1 2,
do Prezesa Urzgdu stosuje si¢ odpowiednio przepisy
ustawy z dnia 17 listopada 1964 r. - Kodeks
postepowania cywilnego (Dz. U. z 2018 r. poz. 155, 398
i 416) o prokuratorze.

Art. 99. Prezes Urzedu, jezeli uzna, ze przemawia za
tym interes publiczny, przedstawia sadowi istotny dla
sprawy poglad w sprawie o roszczenie z tytulu
naruszenia przepisow 0 ochronie danych osobowych.

Art. 53. 1. Prezes Urzedu moze kierowaé¢ do organow
panstwowych, organéw samorzadu terytorialnego,
panstwowych i komunalnych jednostek
organizacyjnych, podmiotow niepublicznych
realizujacych zadania publiczne, osob fizycznych i
prawnych, jednostek organizacyjnych niebedacych
osobami prawnymi oraz innych podmiotow wystapienia
zmierzajace do zapewnienia skutecznej ochrony danych

osobowych.
2. Prezes Urzedu moze roéwniez wystepowac do
wiasciwych organow z wnioskami

o podjecie inicjatywy ustawodawczej albo o wydanie lub
zmian¢ aktow prawnych w sprawach dotyczacych
ochrony danych osobowych.

3. Podmiot, do ktorego =zostalo skierowane
wystapienie  lub  wniosek, o ktéorych mowa
w ust. 1 12, jest obowigzany ustosunkowac si¢ do tego
wystapienia lub wniosku na pismie
w terminie 30 dni od daty jego otrzymania

Art.
59

Sprawozdanie z dzialalnoSci

Kazdy organ nadzorczy sporzadza roczne sprawozdanie ze swojej
dziatalnosci, w ktorym moze wyszczegolni¢ rodzaje zgtoszonych mu naruszen i
rodzaje $rodkéw podjetych zgodnie z art. 58 ust. 2. Sprawozdania te sa
przekazywane parlamentowi narodowemu, rzadowi i innym organom wskazanym
prawem panstwa cztonkowskiego. Sa one udostgpniane opinii publicznej, Komisji
oraz Europejskiej Radzie Ochrony Danych.

Art. 51

Art. 51. 1. Prezes Urzedu raz w roku do dnia 31
sierpnia  przedstawia Sejmowi, Radzie Ministrow,
Rzecznikowi Praw Obywatelskich, Rzecznikowi Praw
Dziecka oraz Prokuratorowi Generalnemu sprawozdanie
ze swojej dzialalnosci, zawierajace w szczegdlnosci
informacj¢ o liczbie i rodzaju prawomocnych orzeczen
sadowych uwzgledniajacych skargi na decyzje lub
postanowienia Prezesa Urzedu oraz wnioski wynikajace
ze stanu przestrzegania przepiséw
o0 ochronie danych osobowych.

2. Prezes Urzgdu udostepnia sprawozdanie, o
ktorym mowa ust. 1, na swojej stronie podmiotowej
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Biuletynu Informacji Publicznej.

ROZDZIAL VII ) o
WSPOLPRACA I SPOJNOSC

Sekcja 1

Wspok

raca

Art.
60

Wspélpraca miedzy wiodacym organem nadzorczym a innymi organami
nadzorczymi, ktérych sprawa dotyczy

1. Wiodacy organ nadzorczy wspdlpracuje z innymi organami nadzorczymi,
ktorych sprawa dotyczy, zgodnie z niniejszym artykulem w celu osiagnigcia
porozumienia. Wiodacy organ nadzorczy i organy nadzorcze, ktérych sprawa
dotyczy, wymieniaja si¢ wszelkimi stosownymi informacjami.

2. Wiodacy organ nadzorczy moze w dowolnym momencie zwroci¢ si¢ do innych
organéw nadzorczych, ktorych sprawa dotyczy, o wzajemng pomoc zgodnie z art.
61 i moze prowadzi¢ wspolne operacje zgodnie z art. 62, w szczegblnosci w celu
przeprowadzenia postgpowania lub monitorowania wdrazania $rodka dotyczacego
administratora lub podmiotu przetwarzajacego posiadajacego jednostke
organizacyjng w innym panstwie cztonkowskim.

3. Wiodacy organ nadzorczy niezwlocznie przekazuje innym organom
nadzorczym, ktoérych sprawa dotyczy, stosowne informacje dotyczace danej
sprawy. Niezwlocznie przedklada innym organom, ktorych sprawa dotyczy,
nadzorczym projekt decyzji w celu uzyskania ich opinii i nalezytego uwzglednienia
ich uwag.

4. Jezeli w terminie czterech tygodni od otrzymania wniosku o opini¢ zgodnie z
ust. 3 niniejszego artykutu inny organ nadzorczy, ktorego sprawa dotyczy, zgtosi
majacy znaczenie dla sprawy i uzasadniony sprzeciw wobec projektu decyzji,
wiodacy organ nadzorczy - jezeli nie przychyla si¢ do majacego znaczenie dla
sprawy i uzasadnionego sprzeciwu lub sadzi, ze sprzeciw nie ma znaczenia dla
sprawy lub nie jest uzasadniony -przekazuje sprawe w ramach mechanizmu
spojnoscei, o ktorym mowa w art. 63.

5.Jezeli wiodacy organ nadzorczy zamierza przychyli¢ si¢ do zgloszonego
majagcego znaczenie dla sprawy i uzasadnionego sprzeciwu, przedklada innym
organom nadzorczym, ktoérych sprawa dotyczy, zmieniony projekt decyzji w celu
uzyskania ich opinii. Zmieniony projekt decyzji jest poddawany procedurze, o
ktorej mowa w ust. 4, w terminie dwoch tygodni.

6. Jezeli w terminie, o ktorym mowa w ust. 4 i 5, zaden inny organ nadzorczy,
ktorego sprawa dotyczy, nie zglosi sprzeciwu wobec projektu decyzji
przedlozonego przez wiodacy organ nadzorczy, uznaje si¢, ze wiodacy organ
nadzorczy i organy nadzorcze, ktorych sprawa dotyczy, porozumiaty si¢ w sprawie
projektu decyzji i sa nig zwigzane.

7. Wiodacy organ nadzorczy przyjmuje decyzj¢ i dorgcza ja odpowiednio glownej
lub  pojedynczej jednostce organizacyjnej administratora lub podmiotu
przetwarzajacego oraz informuje o decyzji inne organy nadzorcze, ktérych sprawa
dotyczy, i Europejska Rad¢ Ochrony Danych, dolaczajac streszczenie stanu
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faktycznego i powodéw decyzji. Organ nadzorczy, do ktérego wniesiono skargg,
informuje skarzacego o decyzji.

8. W drodze wyjatku od ust. 7, jezeli skarga zostaje oddalona lub odrzucona, organ
nadzorczy, do ktoérego wniesiono skarge, przyjmuje decyzj¢ i dorgcza ja
skarzacemu oraz informuje o niej administratora.

9. Jezeli wiodacy organ nadzorczy i organy nadzorcze, ktdrych sprawa dotyczy,
porozumialy si¢ co do oddalenia lub odrzucenia czgsci skargi oraz co do podjecia
dzialan wzglgdem innych czgsci tej skargi, dla kazdej z tych czg$ci przyjmuje si¢
odrebnag decyzje. Wiodacy organ nadzorczy przyjmuje decyzje w sprawie czesci
dotyczacej dziatan wzgledem administratora i dorgeza ja gléwnej lub pojedynczej
jednostce organizacyjnej administratora lub podmiotu przetwarzajacego na
terytorium swojego panstwa cztonkowskiego i informuje o niej skarzacego, a organ
nadzorczy skarzacego przyjmuje decyzje w sprawie czesci dotyczacej oddalenia
lub odrzucenia tej skargi, dor¢cza ja skarzacemu oraz informuje o niej
administratora lub podmiot przetwarzajacy.

10. Po dorgczeniu administratorowi lub podmiotowi przetwarzajacemu decyzji
wiodgcego organu nadzorczego zgodnie z ust. 7 i 9, podejmuja oni niezbedne
dzialania, by zastosowac¢ si¢ do tej decyzji, jezeli chodzi o czynnos$ci przetwarzania
w ramach wszystkich swoich jednostek organizacyjnych w Unii. Administrator lub
podmiot przetwarzajacy zawiadamiaja wiodacy organ nadzorczy o dziataniach
podjetych w celu zastosowania si¢ do decyzji, ten za$ informuje o nich inne organy
nadzorcze, ktorych sprawa dotyczy.

11. Jezeli w wyjatkowych okolicznos$ciach organ nadzorczy, ktérego sprawa
dotyczy, ma powody sadzi¢, ze istnieje pilna potrzeba podjgcia dziatan w celu
ochrony intereséw o0sob, ktorych dane dotycza, zastosowanie ma tryb pilny, o
ktorym mowa w art. 66.

12. Wiodacy organ nadzorczy i inne organy nadzorcze, ktorych sprawa dotyczy,
dostarczaja sobie nawzajem informacji wymaganych na mocy niniejszego artykutu
droga elektroniczna w standardowym formacie.

Art.
61

Wzajemna pomoc

1. Organy nadzorcze przekazuja sobie stosowne informacje i $wiadcza sobie
wzajemna pomoc W celu spojnego wdrazania 1 stosowania niniejszego
rozporzadzenia oraz wprowadzaja $rodki na rzecz skutecznej wzajemnej
wspdlpracy. Wzajemna pomoc obejmuje w szczegdlnosci wnioski o udzielenie
informacji oraz $rodki nadzorcze, takie jak wnioski o udzielenie uprzednich
zezwolen 1 przeprowadzenie uprzednich konsultacji oraz o przeprowadzenie
kontroli i postepowan wyjasniajacych.

2. Kazdy organ nadzorczy podejmuje wszelkie odpowiednie srodki, by odpowiedzi
na wniosek innego organu nadzorczego udzieli¢ bez zbgdnej zwloki i nie podzniej
niz w terminie miesigca od otrzymania wniosku. Srodki takie mogg obejmowaé w
szczegolnosci przekazanie stosownych informacji o przebiegu postgpowania.
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3. Wniosek o pomoc zawiera wszelkie niezbedne informacje, w tym cel i
uzasadnienie wniosku. Uzyskane informacje sa wykorzystywane wylacznie do
celu, w ktérym o nie wystapiono.

4. Wezwany organ nadzorczy nie moze odmoéwi¢ wykonania wniosku, chyba ze:

a) nie jest organem wilasciwym w przedmiocie wniosku lub $rodkow, o
ktorych wykonanie wystapiono; lub
b) wykonanie wniosku stanowiloby naruszenie niniejszego rozporzadzenia,

prawa Unii lub prawa panstwa cztonkowskiego, ktéremu podlega wezwany
organ nadzorczy.
5. Wezwany organ nadzorczy informuje wzywajacy organ nadzorczy, od ktérego
wniosek pochodzi, o rezultatach lub w stosownym przypadku o postgpach lub
srodkach zastosowanych w zwiazku z tym wnioskiem. Wezwany organ nadzorczy
uzasadnia odmowe¢ wykonania wniosku na mocy ust. 4.

6. Wezwane organy nadzorcze przekazuja informacje zadane przez inne organy
nadzorcze zasadniczo droga elektroniczng w standardowym formacie.

7. Wezwane organy nadzorcze nie pobieraja oplat za dziatania podejmowane w
zwigzku z wnioskiem o wzajemna pomoc. Organy nadzorcze mogg uzgodnic
zasady dokonywania wzajemnego zwrotu konkretnych wydatkow poniesionych w
wyniku $wiadczenia wzajemnej pomocy w wyjatkowych okolicznosciach.

8. Jezeli organ nadzorczy nie dostarczy informacji, o ktorych mowa w ust. 5
niniejszego artykulu, w terminie miesiaca od otrzymania wniosku innego organu
nadzorczego, wzywajacy organ nadzorczy moze zastosowac srodek tymczasowy na
terytorium swojego panstwa cztonkowskiego zgodnie z art. 55 ust. 1. W takiej
sytuacji uznaje sig, ze zgodnie z art. 66 ust. 1 zachodzi pilna potrzeba dziatania i ze
zgodnie z art. 66 ust. 2 wymagana jest pilna wigzaca decyzja Europejskiej Rady
Ochrony Danych.

9. Komisja moze w drodze aktow wykonawczych okresli¢ formufe i procedure
wzajemnej pomocy, o ktorej mowa w niniejszym artykule, oraz zasady wymiany
informacji droga elektroniczng migdzy organami nadzorczymi oraz miedzy
organami nadzorczymi a Europejska Rada Ochrony Danych, w szczegdlnosci
standardowy format, o ktdrym mowa w ust. 6 niniejszego artykutu. Akty
wykonawcze sa przyjmowane zgodnie z procedura sprawdzajaca, o ktorej mowa w
art. 93 ust. 2.

Art. 75

Art. 75. 1. W przypadkach, o ktéorych mowa w art. 61
ust. 8, art. 62 ust. 7 i art. 66 ust. 1 rozporzadzenia
2016/679, Prezes Urzgdu moze wydaé postanowienie o
zastosowaniu $rodka tymczasowego, o ktorym mowa w
art. 70 ust. 1.

2. W postanowieniu Prezes Urzedu okresla termin
obowigzywania $rodka tymczasowego, o ktorym mowa
w art. 70 ust. 1, nie dtuzszy niz 3 miesiace.

3. Na postanowienie przystuguje skarga do sadu
administracyjnego.

Art.
62

Wspoélne operacje organéw nadzorczych

1. Organy nadzorcze prowadza w stosownych przypadkach wspolne operacje, w
tym wspolne postepowania i wspdlne dziatania egzekucyjne, w ktorych uczestnicza
cztonkowie lub personel organéw nadzorczych innych panstw cztonkowskich.

Art. 77

Art. 77. W przypadku otrzymania przez Prezesa Urzedu
wniosku  organu  nadzorczego innego  pafistwa
cztonkowskiego  Unii  Europejskiej  dotyczacego
uczestnictwa we wspolnej operacji, o ktérej mowa w art.
62 ust. 1 rozporzadzenia 2016/679, albo wystapienia
przez  Prezesa Urzgdu z takim wnioskiem, Prezes
Urzgdu dokonuje z organem nadzorczym innego
panstwa czlonkowskiego Unii Europejskiej ustalen
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2.Jezeli administrator lub podmiot przetwarzajacy posiadaja jednostki
organizacyjne w kilku panstwach cztonkowskich lub jezeli operacje przetwarzania
moga istotnie wptynaé¢ na znaczng liczbg osob, ktorych dane dotycza, w wigcej niz
jednym panstwie czlonkowskim, organ nadzorczy kazdego z tych panstw
czlonkowskich ma prawo uczestniczy¢é we wspdlnych operacjach. Organ
nadzorczy, ktory jest wlasciwy zgodnie z art. 56 ust. 1 lub 4 zaprasza organ
nadzorczy kazdego z tych panstw czlonkowskich do uczestnictwa w danych
wspdlnych operacjach i niezwlocznie odpowiada na wniosek organu nadzorczego
dotyczacy uczestnictwa.

3. Organ nadzorczy moze zgodnie z prawem panstwa czlonkowskiego i za zgoda
organu nadzorczego oddelegowujacego pracownika przyzna¢ uprawnienia, w tym
uprawnienia do prowadzenia postgpowan wyjasniajacych, cztonkom lub
personelowi organu nadzorczego oddelegowujacego pracownika uczestniczacym
we wspolnych operacjach lub - jezeli zezwala na to prawo panstwa
cztonkowskiego przyjmujacego organu nadzorczego - zezwoli¢ czlonkom lub
personelowi organu nadzorczego oddelegowujacego pracownika na wykonywanie
ich wiasnych uprawnien w zakresie prowadzenia postgpowan wyjasniajacych
zgodnie z prawem panstwa czlonkowskiego  organu  nadzorczego
oddelegowujacego pracownika. Uprawnienia takie moga by¢ wykonywane
wylacznie pod kierownictwem i w obecnosci czlonkow lub personelu
przyjmujacego organu nadzorczego. Cztonkowie lub personel organu nadzorczego
oddelegowujacego pracownika podlegaja prawu panstwa cztonkowskiego
przyjmujacego organu nadzorczego.

4.Jezeli zgodnie z ust. 1 personel organu nadzorczego oddelegowujacego
pracownika dziala w innym panstwie czlonkowskim, panstwo czltonkowskie
przyjmujacego organu nadzorczego ponosi odpowiedzialno$¢ za czynnosci tego
personelu, w tym odpowiedzialno$¢ prawna za wszelkie szkody wyrzadzone przez
ten personel w trakcie operacji, zgodnie z prawem panstwa cztonkowskiego, na
ktorego terytorium ten personel dziata.

5. Panstwo czlonkowskie, na ktorego terytorium zostala wyrzadzona szkoda,
naprawia taka szkod¢ na warunkach majacych zastosowanie do szkod
wyrzadzonych przez jego wiasny personel. Panstwo cztonkowskie organu
nadzorczego oddelegowujacego pracownika, ktdrego personel wyrzadzit szkode
wobec osoby na terytorium innego panstwa cztonkowskiego, zwraca temu innemu
panstwu cztonkowskiemu cata kwote, ktora zaptacito ono osobom uprawnionym w
jego imieniu.

Art. 79

dotyczacych wspolnej operacji i niezwlocznie sporzadza
wykaz ustalen.

Art. 79.1. Kontrolg przeprowadza upowazniony przez

Prezesa Urzedu:

1) pracownik Urzedu,

2) cztonek lub pracownik organu nadzorczego
panstwa cztonkowskiego Unii Europejskiej w
przypadku, o ktéorym mowa w art. 62
rozporzadzenia 2016/679

- zwany dalej ,.kontrolujacym”.

2. Kontrolujacy o ktorym mowa w ust. 1 pkt 2,
jest obowigzany do zachowania w tajemnicy informacji,

o ktorych dowiedzial si¢ w toku kontroli.
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6. Bez uszczerbku dla mozliwosci dochodzenia swoich praw wobec 0sob trzecich i
z wyjatkiem ust. 5, kazde panstwo cztonkowskie powstrzymuje si¢ w przypadku
okreslonym w ust. 1 od zadania odszkodowania od innego panstwa
czlonkowskiego za szkody, o ktorych mowa w ust. 4.

7. Jezeli planowana jest wspolna operacja, a organ nadzorczy nie wywiaze si¢ w
terminie miesigca z obowiazku okreslonego w ust. 2 zdanie drugie niniejszego
artykulu, pozostale organy nadzorcze moga przyja¢ srodek tymczasowy na
terytorium swojego panstwa cztonkowskiego zgodnie z art. 55. W takiej sytuacji
uznaje sig, ze zgodnie z art. 66 ust. 1 zachodzi pilna potrzeba dziatania i ze zgodnie
z art. 66 ust. 2 wymagana jest pilna opinia lub pilna wiazaca decyzja Europejskiej
Rady Ochrony Danych.

Art. 75

Art. 70

Art. 75. 1. W przypadkach, o ktéorych mowa w art. 61
ust. 8, art. 62 ust. 7 i art. 66 ust. 1 rozporzadzenia
2016/679, Prezes Urzedu moze wydaé¢ postanowienie o
zastosowaniu $rodka tymczasowego, o ktorym mowa w
art. 70 ust. 1.

2. W postanowieniu Prezes Urzedu okresla termin
obowiazywania $rodka tymczasowego, o ktérym mowa
w art. 70 ust. 1, nie dtuzszy niz 3 miesigce.

3. Na postanowienie przystuguje skarga do sadu
administracyjnego.

Art. 70. 1. Jezeli w toku postgpowania zostanie
uprawdopodobnione,  Ze  przetwarzanie  danych
osobowych narusza przepisy o0 ochronie danych
osobowych, a dalsze ich przetwarzanie moze
spowodowaé powazne i trudne do usunigcia skutki,
Prezes Urzgdu, w celu zapobiezenia tym skutkom, moze,
w drodze postanowienia, zobowigza¢ podmiot, ktéoremu
jest zarzucane naruszenie przepisdéw o ochronie danych
osobowych, do ograniczenia przetwarzania danych
osobowych wskazujac dopuszczalny zakres tego
przetwarzania.

2. W postanowieniu, o ktorym mowa w ust. 1, Prezes
Urzedu okre$la termin obowigzywania ograniczenia
przetwarzania danych osobowych nie dluzszy niz do
dnia wydania decyzji konczacej postgpowanie w
sprawie.

3. Na postanowienie przystuguje skarga do sadu
administracyjnego.

Sekcja 2
Spojnosé

Art.

Mechanizm spéjnosci

63
Aby przyczyni¢ si¢ do spojnego stosowania niniejszego rozporzadzenia w calej
Unii, organy nadzorcze wspotpracuja ze soba, a w stosownym przypadku takze z
Komisja, stosujac mechanizm spojnosci okreslony w niniejszej sekcji.

Art. | Opinia Europejskiej Rady Ochrony Danych

64

1. Europejska Rada Ochrony Danych wydaje opini¢ w przypadku, gdy
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wiasciwy organ nadzorczy zamierza przyja¢ srodek wymieniony ponizej. W tym
celu wiasciwy organ nadzorczy zglasza Europejskiej Radzie Ochrony Danych
projekt decyzji dotyczacej:

a) przyjecia na mocy art. 35 ust. 4 wykazu operacji przetwarzania
podlegajacych wymogowi dokonania oceny skutkow dla ochrony danych;

b) stwierdzenia zgodnie z art. 40 ust. 7, czy projekt kodeksu postgpowania,
zmiana kodeksu lub rozszerzenie jego zakresu sa zgodne z niniejszym
rozporzadzeniem;

c) zatwierdzenia kryteriow akredytacji podmiotu na mocy art. 41 ust. 3 lub
podmiotu certyfikujacego na mocy art. 43 ust. 3;

d) okreslenia standardowych klauzul ochrony danych, o ktérych mowa w art.
46 ust. 2 lit. d) i art. 28 ust. 8;

e) wydania zezwolenia na klauzule umowne, o ktérych mowa w art. 46 ust. 3;
lub

zatwierdzenia wigzacych regut korporacyjnych w rozumieniu art. 47.
2.Kazdy organ nadzorczy, przewodniczacy Europejskiej Rady Ochrony

Danych lub Komisja moga wystapi¢ o przeanalizowanie przez Europejska Radg

Ochrony Danych w celu wydania opinii sprawy majacej charakter ogdlny lub

wywolujacej skutki w wigcej niz jednym panstwie cztonkowskim, w szczegdInosci

jezeli wiasciwy organ nadzorczy nie wywiazuje si¢ z obowiazkow dotyczacych

wzajemnej pomocy zgodnie z art. 61 lub wspdlnych operacji zgodnie z art. 62.

3. W przypadkach, o ktorych mowa w ust. 1 i 2, Europejska Rada Ochrony
Danych wydaje opini¢ w przedtozonej jej sprawie, o ile wezesniej nie wydala juz
opinii w takiej samej sprawie. Europejska Rady Ochrony Danych przyjmuje te
opini¢ w terminie o$miu tygodni zwykla wigkszoscia gltoséw swoich cztonkow. Ze
wzgledu na zlozony charakter sprawy termin ten mozna przedluzy¢ o szes¢
tygodni. Jezeli chodzi o projekt decyzji, o ktorym mowa w ust. 1 i ktory zostat
przekazany cztonkom Europejskiej Rady Ochrony Danych zgodnie z ust. 5, uznaje
si¢, ze cztonek, ktory w rozsagdnym terminie wskazanym przez przewodniczacego
nie zglosit sprzeciwu, zgadza si¢ z tym projektem.

4. Organy nadzorcze i Komisja przekazuja bez zbednej zwloki Europejskiej
Radzie Ochrony Danych droga elektroniczng w standardowym formacie wszelkie
stosowne informacje, w tym w odpowiednim przypadku streszczenie stanu
faktycznego, projekt decyzji, powody przemawiajace za koniecznoscig przyjecia
takiego $rodka oraz opini¢ innych organéw nadzorczych, ktorych sprawa dotyczy.

5. Przewodniczacy Europejskiej Rady Ochrony Danych bez zbednej zwloki
przekazuje droga elektroniczna:

a) cztonkom Europejskiej Rady Ochrony Danych i Komisji wszelkie
stosowne informacje otrzymane w standardowym formacie. W razie
potrzeby sekretariat Europejskiej Rady Ochrony Danych zapewnia
tlumaczenie stosownych informacji; oraz

b) organowi nadzorczemu, o ktéorym zaleznie od sytuacji mowa w ust. 1 i 2,
oraz Komisji opinig, ktora podaje tez do wiadomosci publicznej.

6. Wlasciwy organ nadzorczy nie przyjmuje projektu decyzji, o ktorym
mowa w art. ust. 1 przed uptywem terminu, o ktorym mowa w ust. 3.

7. Organ nadzorczy, o ktérym mowa w ust. 1, w jak najwickszym stopniu
uwzglednia opini¢ Europejskiej Rady Ochrony Danych i w terminie dwdch tygodni
po otrzymaniu tej opinii informuje droga elektroniczng przewodniczacego
Europejskiej Rady Ochrony Danych, czy podtrzymuje projekt decyzji, czy tez go
zmieni, a w stosownym przypadku przekazuje mu w standardowym formacie
zmieniony projekt decyzji.
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8. Jezeli w terminie, o ktérym mowa w ust. 7 niniejszego artykutu, organ
nadzorczy, ktorego sprawa dotyczy, poinformuje przewodniczacego Europejskiej
Rady Ochrony Danych, ze nie zamierza si¢ zastosowac do catosci lub czgsci jej
opinii podajac odpowiednie uzasadnienie, zastosowanie ma art. 65 ust. 1.

Art.
65

Rozstrzyganie sporéw przez Europejska Rade Ochrony Danych

1. Aby w poszczegdlnych sytuacjach zapewni¢ wlasciwe i spdjne stosowanie
niniejszego rozporzadzenia, Europejska Rada Ochrony Danych przyjmuje w
nastgpujacych przypadkach wiazace decyzje:

a) jezeli w przypadku, o ktorym mowa w art. 60 ust. 4, organ nadzorczy,
ktorego sprawa dotyczy, zglosit majacy znaczenie dla sprawy i
uzasadniony sprzeciw wobec projektu decyzji wiodacego organu
nadzorczego, a wiodacy organ nadzorczy odrzucit taki sprzeciw jako
niemajacy znaczenia dla sprawy lub nieuzasadniony. Wiazaca decyzja
dotyczy wszystkich spraw, ktore sa przedmiotem majacego znaczenie dla
sprawy 1 uzasadnionego sprzeciwu, w szczegolnosci dotyczy tego, czy
doszto do naruszenia niniejszego rozporzadzenia;

b) jezeli panujg sprzeczne opinie co do tego, ktory z organdow nadzorczych,
ktorych sprawa dotyczy, jest wilasciwy wzgledem glownej jednostki
organizacyjnej;

C) jezeli wlasciwy organ nadzorczy nie wystapit o opini¢ do Europejskiej
Rady Ochrony Danych w przypadkach, o ktérych mowa w art. 64 ust. 1,
lub nie zastosowat si¢ do opinii Europejskiej Rady Ochrony Danych
wydanej zgodnie z art. 64. W takim przypadku organ nadzorczy, ktorego
sprawa dotyczy, lub Komisja moga zgtosi¢ sprawg Europejskiej Radzie
Ochrony Danych.

2. Decyzje, o ktorej mowa w ust. 1, Europejska Rada Ochrony Danych
przyjmuje wigkszoscia dwoch trzecich gloséw swoich cztonkéw w terminie
miesigca od wplynigcia sprawy. Ze wzgledu na zlozony charakter sprawy termin
ten mozna przedtuzy¢ o miesiac. Decyzja, o ktérej mowa w ust. 1, zostaje wraz z
uzasadnieniem skierowana do wiodacego organu nadzorczego i wszystkich
organow nadzorczych, ktorych sprawa dotyczy, i jest dla nich wigzaca.

3. Jezeli Europejska Rada Ochrony Danych nie jest w stanie przyja¢ decyzji
w terminach, o ktéorych mowa w ust. 2, przyjmuje decyzj¢ w terminie dwoch
tygodni po uptynieciu drugiego miesigca, o ktorym mowa w ust. 2, zwykla
wigkszoscia glosow swoich cztonkow. Jezeli glosy cztonkéw Europejskiej Rady
Ochrony Danych rozktadaja si¢ po rowno, decyduje gtos przewodniczacego.

4. Przed uplywem termindéw, o ktorych mowa w ust. 2 i 3, organy
nadzorcze, ktorych sprawa dotyczy, nie przyjmuja decyzji w sprawie przedtozonej
Europejskiej Radzie Ochrony Danych na mocy ust. 1.

5. Przewodniczacy Europejskiej Rady Ochrony Danych bez zbednej zwloki
notyfikuje organom nadzorczym, ktorych sprawa dotyczy, decyzje, o ktorej mowa
w ust. 1. Informuje o niej Komisj¢. Decyzja jest niezwlocznie publikowana na
stronie internetowej Europejskiej Rady Ochrony Danych, po tym jak organ
nadzorczy notyfikowat ostateczng decyzjg, o ktorej mowa w ust. 6.

6. Bez zbgdnej zwloki i najpdzniej w terminie miesigca po notyfikowaniu
przez Europejska Rad¢ Ochrony Danych swojej decyzji, wiodacy organ nadzorczy
lub w stosownym przypadku organ nadzorczy, do ktérego wniesiono skarge,
przyjmuje ostateczng decyzj¢ na podstawie decyzji, o ktérej mowa w ust. 1
niniejszego artykutu. Wiodacy organ nadzorczy lub w stosownym przypadku organ
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nadzorczy, do ktérego wniesiono skarge, informuje Europejska Radg¢ Ochrony
Danych o terminie, w ktorym dorgczono ostateczng decyzje odpowiednio
administratorowi lub podmiotowi przetwarzajacemu oraz osobie, ktorej dane
dotycza. Ostateczna decyzja organdw nadzorczych, ktoérych sprawa dotyczy,
zostaje przyjeta w trybie art. 60 ust. 7, 8 1 9. Ostateczna decyzja zawiera informacje
o decyzji, o ktorej mowa w ust. 1 niniejszego artykutu, i wskazuje, ze decyzja, o
ktérej mowa w tym ustgpie, zostanie opublikowana na stronie internetowej
Europejskiej Rady Ochrony Danych zgodnie z ust. 5 niniejszego artykutu. Do
ostatecznej decyzji zalaczona zostaje decyzja, o ktorej mowa w ust. 1 niniejszego
artykutu.

Art.

Tryb pilny

1. W wyjatkowych okolicznosciach, jezeli organ nadzorczy, ktérego sprawa
dotyczy, uzna, ze istnieje pilna potrzeba podjecia dziatan w celu ochrony praw i
wolnosci 0sob, ktorych dane dotycza, moze w drodze odstepstwa od mechanizmu
spojnosci, o ktorym mowa w art. 63, 64 1 65, lub od procedury, o ktorej mowa w
art. 60, niezwlocznie przyja¢ srodki tymczasowe majace na terytorium jego
panstwa czlonkowskiego wywota¢ skutki prawne przez okre$lony okres,
nieprzekraczajacy trzech miesiecy. Organ nadzorczy niezwlocznie informuje o
tych $rodkach i o powodach ich przyjecia pozostate organy nadzorcze, ktérych
sprawa dotyczy, Europejska Rad¢ Ochrony Danych i Komisje.

2. Jezeli organ nadzorczy zastosowal $rodek na mocy ust. 1 i uznaje, ze
nalezy pilnie przyja¢ srodki o charakterze ostatecznym, moze zwrécié si¢ z
wnioskiem o pilne wydanie opinii lub wiazacej decyzji do Europejskiej Rady
Ochrony Danych, uzasadniajac swoj wniosek o takg opini¢ lub decyzje.

3.0rgan nadzorczy moze zwréci¢ sie do Europejskiej Rady Ochrony
Danych z wnioskiem o pilne wydanie opinii lub w stosownym przypadku wiazacej
decyzji, uzasadniajac swoj wniosek o taka opini¢ lub decyzje, w tym uzasadniajac
pilng potrzebe dziatan - jezeli wlasciwy organ nadzorczy nie zastosowat
odpowiedniego $rodka w sytuacji, w ktorej istnieje pilna potrzeba podjecia dziatan
w celu ochrony praw i wolnosci 0sob, ktorych dane dotycza.

4. W drodze wyjatku od art. 64 ust. 3 i art. 65 ust. 2, Europejska Rada
Ochrony Danych przyjmuje opini¢ lub wiazaca decyzje wydawane w trybie
pilnym, o ktorych mowa w ust. 2 i 3 niniejszego artykulu, w terminie dwoch
tygodni zwykta wiekszoscia glosow swoich cztonkow.

Art. 75

Art. 70

Art. 75. 1. W przypadkach, o ktéorych mowa w art. 61
ust. 8, art. 62 ust. 7 i art. 66 ust. 1 rozporzadzenia
2016/679, Prezes Urzgdu moze wydaé postanowienie o
zastosowaniu srodka tymczasowego, o ktorym mowa w
art. 70 ust. 1.

2. W postanowieniu Prezes Urzgdu okresla termin
obowigzywania $rodka tymczasowego, o ktorym mowa
w art. 70 ust. 1, nie dluzszy niz 3 miesiace.

3. Na postanowienie przyshuguje skarga do sadu
administracyjnego.

Art. 70. 1. Jezeli w toku postgpowania zostanie
uprawdopodobnione,  ze  przetwarzanie  danych
osobowych narusza przepisy o ochronie danych
osobowych, a dalsze ich przetwarzanie moze
spowodowaé powazne i trudne do usunigcia skutki,
Prezes Urzedu, w celu zapobiezenia tym skutkom, moze,
w drodze postanowienia, zobowigza¢ podmiot, ktoremu
jest zarzucane naruszenie przepiséw o ochronie danych
osobowych, do ograniczenia przetwarzania danych
osobowych wskazujac dopuszczalny zakres tego
przetwarzania.

2. W postanowieniu, o ktorym mowa w ust. 1, Prezes
Urzedu okresla termin obowigzywania ograniczenia
przetwarzania danych osobowych nie dluzszy niz do
dnia wydania decyzji konczacej postepowanie w
sprawie.

3. Na postanowienie przystuguje skarga do sadu
administracyjnego.

Art.
67

Wymiana informacji

Komisja moze przyjmowaé akty wykonawcze o charakterze ogdlnym, w
celu okreslenia zasad wymiany informacji droga elektroniczna migdzy organami
nadzorczymi oraz mig¢dzy organami nadzorczymi a Europejska Rada Ochrony
Danych, w szczegdlnosci standardowy format, o ktorym mowa w art. 64.

Te akty wykonawcze sa przyjmowane zgodnie z procedura sprawdzajaca, o
ktorej mowa w art. 93 ust. 2.
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Sekcja 3
Europejska Rada Ochrony Danych

Art.
68

Europejska Rada Ochrony Danych

1. Niniejszym ustanawia si¢ Europejska Rad¢ Ochrony Danych jako organ
Unii posiadajacy osobowos$¢ prawna.

2. Europejska Rade Ochrony Danych reprezentuje jej przewodniczacy.

3. Do Europejskiej Rady Ochrony Danych naleza: przewodniczacy jednego
organu nadzorczego kazdego pafistwa cztonkowskiego oraz Europejski Inspektor
Ochrony Danych lub ich przedstawiciele.

4. Jezeli w panstwie cztonkowskim za monitorowanie stosowania przepisow
na mocy niniejszego rozporzadzenia odpowiada wigcej niz jeden organ nadzorczy,
to zgodnie z prawem tego panstwa cztonkowskiego wyznaczony zostaje wspolny
przedstawiciel.

5. Komisja ma prawo do udziatu w dziataniach i posiedzeniach Europejskiej
Rady Ochrony Danych, nie ma jednak prawa glosowania. Komisja wyznacza
swojego przedstawiciela. Przewodniczacy Europejskiej Rady Ochrony Danych
informuje Komisj¢ o dziataniach Europejskiej Rady Ochrony Danych.

6. W kwestiach, o ktorych mowa w art. 65, Europejski Inspektor Ochrony
Danych ma prawo glosowania wylacznie wzglgdem decyzji co do zasad i
przepisow, ktére maja zastosowanie do instytucji, organéw i jednostek
organizacyjnych Unii i merytorycznie odpowiadaja przepisom niniejszego
rozporzadzenia.

Art.
69

Niezalezno$é¢

1. W toku wypehiania swoich zadan lub wykonywania swoich uprawnien
na mocy art. 70 i 71 Europejska Rada Ochrony Danych dziala w sposob
niezalezny.
2. Bez uszczerbku dla wnioskow Komisji, o ktorych mowa w art. 70 ust. 1 lit. b) i
art. 70 ust. 2, Europejska Rada Ochrony Danych podczas wypeiania swoich
zadan lub wykonywania swoich uprawnien nie zwraca si¢ do nikogo 0 instrukcje
ani ich od nikogo nie przyjmuje.

Art.

Zadania Europejskiej Rady Ochrony Danych

1. Europejska Rada Ochrony Danych zapewnia spdjne stosowanie
niniejszego rozporzadzenia. W tym celu z wlasnej inicjatywy lub w stosownych
przypadkach na wniosek Komisji podejmuje w szczeg6lno$ci nastepujace
dziatania:

a) monitoruje i zapewnia wlasciwe stosowanie niniejszego rozporzadzenia w
przypadkach, o ktérych mowa w art. 64 i 65, bez uszczerbku dla zadan
krajowych organow nadzorczych;

b) doradza Komisji w sprawach zwigzanych z ochrong danych osobowych w
Unii, w tym w sprawie wszelkich proponowanych zmian do niniejszego
rozporzadzenia;

c) doradza Komisji w sprawie formatu i procedur wymiany informacji mi¢dzy

administratorami, podmiotami przetwarzajacymi i organami nadzorczymi
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d)

€)

9)

h)

n)

0)

P)
t)

do celéw wigzacych regut korporacyjnych;

wydaje wytyczne, zalecenia oraz okresla najlepsze praktyki dotyczace
usuwania z ogoélnodostepnych ustug tacznosci tacz do danych osobowych,
kopi tych danych lub ich replikacji, 0 czym mowa w art. 17 ust. 2;

z wlasnej inicjatywy lub na wniosek jednego ze swoich czlonkow lub
Komisji bada wszelkie kwestie dotyczace stosowania niniejszego
rozporzadzenia i wydaje wytyczne, zalecenia oraz okresla najlepsze
praktyki, by zacheci¢ do spojnego stosowania niniejszego rozporzadzenia;
wydaje wytyczne, zalecenia i okresla najlepsze praktyki zgodnie z lit. e)
niniejszego ustgpu, by na potrzeby art. 22 ust. 2 doprecyzowac kryteria i
wymogi dotyczace decyzji opartych na profilowaniu;

wydaje wytyczne, zalecenia i okre$la najlepsze praktyki zgodnie z lit. e)
niniejszego ustgpu dotyczace stwierdzania naruszenia ochrony danych
osobowych i okreslenia zbgdnej zwloki w rozumieniu art. 33 ust. 1 i 2 oraz
szczegdlnych okolicznosci, w ktorych administrator lub podmiot
przetwarzajacy maja obowiazek zglosi¢ naruszenie ochrony danych
osobowych;

wydaje wytyczne, zalecenia i okresla najlepsze praktyki zgodnie z lit. e)
niniejszego ustgpu wskazujace, w jakich okolicznosciach naruszenie
ochrony danych osobowych moze powodowaé wysokie ryzyko naruszenia
praw lub wolnosci 0sob fizycznych w rozumieniu art. 34 ust. 1;

wydaje wytyczne, zalecenia i okresla najlepsze praktyki zgodnie z lit. e)
niniejszego ustepu, by doprecyzowaé kryteria i wymogi wzgledem
przekazywania danych osobowych, ktore opiera si¢ na wigzacych regulach
korporacyjnych stosowanych przez administratorow i na wigzacych
regutach korporacyjnych stosowanych przez podmioty przetwarzajace, oraz
inne konieczne wymogi majace zapewni¢ ochrone danych osobowych
0s0b, ktorych dane dotycza, zgodnie z art. 47;

wydaje wytyczne, zalecenia i okresla najlepsze praktyki zgodnie z lit. )
niniejszego ustgpu, by doprecyzowaé kryteria i wymogi wzgledem
przekazywania danych osobowych na podstawie art. 49 ust. 1;

opracowuje wytyczne dla organéw nadzorczych w sprawie stosowania
$rodkow, o ktorych mowa w art. 58 ust. 1, 2 1 3, oraz w sprawie okres$lania
wysokos$ci administracyjnych kar pieni¢znych zgodnie z art. 83;

dokonuje przegladu praktycznego stosowania wytycznych, zalecen i
najlepszych praktyk, o ktorych mowa w lit. ) i f);

wydaje wytyczne, zalecenia i okresla najlepsze praktyki zgodnie z lit. e)
niniejszego ustgpu, by na potrzeby art. 54 ust. 2 okresli¢ wspolne
procedury postepowania w przypadkach zglaszania przez osoby fizyczne
naruszen niniejszego rozporzadzenia;

zach¢ca do sporzadzania kodekséw postgpowania oraz do ustanawiania
mechanizmoéw certyfikacji w dziedzinie ochrony danych oraz znakow
jakosci i oznaczen w tej dziedzinie zgodnie z art. 40 1 42;

akredytuje podmioty certyfikujace i dokonuje okresowego przegladu
certyfikacji zgodnie z art. 43 oraz prowadzi publiczny rejestr podmiotow
akredytowanych zgodnie z art. 43 ust. 6 i administratoréw i podmiotow
przetwarzajacych akredytowanych zgodnie z art. 42 ust. 7, majacych
siedzibg w panstwach trzecich;

precyzuje wymogi, o ktorych mowa w art. 43 ust. 3, z mys$la o akredytacji
podmiotow certyfikujacych zgodnie z art. 42;

udziela Komisji opinii w sprawie wymogow certyfikacyjnych, o ktérych
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mowa w art. 43 ust. 8;

r udziela Komisji opinii w sprawie znakow graficznych, o ktérych mowa w
art. 12 ust. 7;
S) udziela Komisji opinii na potrzeby oceny, czy stopien ochrony w panstwie

trzecim lub organizacji migdzynarodowej jest odpowiedni, w tym na
potrzeby oceny, czy panstwo trzecie, terytorium, okreslony sektor lub
okreslone sektory w tym panstwie trzecim lub organizacja
mig¢dzynarodowa nie przestaty zapewnia¢ odpowiedniego stopnia ochrony.
W tym celu Komisja udostepnia Europejskiej Radzie Ochrony Danych
wszelka niezbedna dokumentacje¢, w tym korespondencj¢ z rzadem panstwa
trzeciego w odniesieniu do tego panstwa trzeciego, terytorium lub
okreslonego sektora lub korespondencje z organizacja migdzynarodowa;

t) wydaje opinie w sprawie projektow decyzji zgloszonych przez organy
nadzorcze zgodnie z mechanizmem spojnosci, o ktorym mowa w art. 64
ust. 1, w sprawach przedlozonych jej zgodnie z art. 64 ust. 2 oraz wydaje
wigzace decyzje zgodnie z art. 65, w tym w sprawach, o ktorych mowa w

art. 66;

u) upowszechnia wspotprace oraz skuteczng dwustronng i wielostronng
wymiane informacji i dobrych praktyk migdzy organami nadzorczymi;

V) upowszechnia wspodlne programy szkolen oraz utatwia wymiang personelu

miedzy organami nadzorczymi, a w stosownych przypadkach - z organami
nadzorczymi panstw trzecich lub organizacji mi¢dzynarodowych;

w) upowszechnia wymian¢ wiedzy i dokumentéw na temat ustawodawstwa i
praktyki w dziedzinie ochrony danych z organami nadzorczymi
odpowiedzialnymi za ochron¢ danych na §wiecie;

X) wydaje opinie na temat kodeksow postepowania opracowywanych na
szczeblu Unii zgodnie z art. 40 ust. 9; oraz

y) prowadzi publicznie dostgpny elektroniczny rejestr decyzji podjetych przez
organy nadzorcze i wyrokéw sadowych w sprawach rozpatrywanych w
ramach mechanizmu spdjnosci.

2. Jezeli Komisja zwraca si¢ do Europejskiej Rady Ochrony Danych o
konsultacj¢, moze zaleznie od pilnosci sprawy wskaza¢ termin udzielenia
odpowiedzi.

3. Europejska Rada Ochrony Danych przekazuje swoje opinie, wytyczne,
zalecenia i najlepsze praktyki Komisji i komitetowi, o ktérym mowa w art. 93, oraz
podaje je do wiadomosci publicznej.

4. Europejska Rada Ochrony Danych konsultuje si¢ w stosownych
przypadkach ze stronami, ktorych sprawa dotyczy, i daje im mozliwos¢
przestawienia uwag w rozsagdnym terminie. Bez uszczerbku dla art. 76 Europejska
Rada Ochrony Danych podaje wyniki procedury konsultacji do wiadomosci
publiczne;j.

Art.

Sprawozdania

1. Europejska Rada Ochrony Danych sporzadza roczne sprawozdanie na
temat ochrony oséb fizycznych w zwigzku z przetwarzaniem danych w Unii, a w
stosownym przypadku w panstwach trzecich i organizacjach mi¢dzynarodowych.
Sprawozdanie zostaje podane do wiadomosci publicznej oraz przekazane
Parlamentowi Europejskiemu, Radzie i Komisji.

2. Sprawozdanie roczne obejmuje przeglad praktycznego stosowania
wytycznych, zalecen i najlepszych praktyk, o ktéorych mowa w art. 70 ust. 1 lit. 1),
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oraz wiazacych decyzji, o ktéorych mowa w art. 65.

Art.

Procedura

1. Europejska Rada Ochrony Danych podejmuje decyzje zwykla
wickszoscia glosow swoich czlonkéw, o ile niniejsze rozporzadzenie nie
przewiduje inaczej.

2. Europejska Rada Ochrony Danych przyjmuje swoj regulamin wewngtrzny
wigkszoscia dwoch trzecich gloséw swoich cztonkéw i okresla swoje zasady
dziatania.

Art.

73

Przewodniczacy

1. Europejska Rada Ochrony Danych wybiera zwykla wigkszoscia glosow
sposrod swoich cztonkéw przewodniczacego i dwoch wiceprzewodniczacych.

2. Kadencja przewodniczacego i wiceprzewodniczacych trwa piec lat i moze
zosta¢ jednokrotnie powtorzona.

Art.

74

Zadania przewodniczacego

1. Przewodniczacy ma nastepujace zadania:

a) zwoluje posiedzenia Europejskiej Rady Ochrony Danych i sporzadza
porzadek obrad;

b) notyfikuje wiodgcemu organowi nadzorczemu i organom nadzorczym,
ktorych sprawa dotyczy, decyzje przyjete przez Europejska Radg Ochrony
Danych na mocy art. 65;

c) zapewnia terminowe wykonanie zadan Europejskiej Rady Ochrony
Danych, w szczegdlnosci w odniesieniu do mechanizmu spdjnosci, o
ktorym mowa w art. 63.

2. Europejska Rada Ochrony Danych okresla w swoim regulaminie
wewnetrznym podziat zadan migdzy przewodniczacego a wiceprzewodniczacych.

Art.

75

Sekretariat

1. Europejski Inspektor Ochrony Danych zapewnia obstuge sekretariatu dla
Europejskiej Rady Ochrony Danych.

2. Sekretariat wykonuje swoje zadania wylacznie pod kierunkiem
przewodniczacego Europejskiej Rady Ochrony Danych.

3. Personel Europejskiego Inspektora Ochrony Danych wykonujacy zadania,
ktore niniejsze rozporzadzenie powierza Europejskiej Radzie Ochrony Danych,
podlega oddzielnej hierarchii shuzbowej, innej niz personel wykonujacy zadania
powierzone Europejskiemu Inspektorowi Ochrony Danych.

4.W stosownych przypadkach Europejska Rada Ochrony Danych i
Europejski Inspektor Ochrony Danych opracowuja i publikuja protokét ustalen,
ktory shuzy wykonaniu niniejszego artykutu: okresla on warunki wspotpracy i ma
zastosowanie do personelu Europejskiego Inspektora Ochrony Danych
wykonujacego zadania powierzone niniejszym rozporzadzeniem Europejskiej
Radzie Ochrony Danych.

5. Sekretariat zapewnia Europejskiej Radzie Ochrony Danych wsparcie
analityczne, administracyjne i logistyczne.
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6. Sekretariat odpowiada w szczegdInosci za:
a) biezaca dziatalno§¢ Europejskiej Rady Ochrony Danych;
b) komunikacj¢ miedzy cztonkami Europejskiej Rady Ochrony Danych, jej
przewodniczacym i Komisja;

c) komunikacje¢ z innymi instytucjami i opinia publiczna;

d) stosowanie elektronicznych $rodké6w komunikacji wewngtrznej i
zewngtrznej;

e) tlumaczenie stosownych informacji;

f) przygotowywanie posiedzen Europejskiej Rady Ochrony Danych oraz
dzialania naste¢pcze w zwiazku z nimi;

9) przygotowywanie, redagowanie i publikowanie opinii, decyzji w sprawie
rozstrzygnigcia sporow migdzy organami nadzorczymi oraz innych tekstow
przyjmowanych przez Europejska Rad¢ Ochrony Danych.

Art.
76

Poufnosé

1. Dyskusje Europejskiej Rady Ochrony Danych sa poufne, jezeli taka
koniecznos¢ stwierdzi Rada zgodnie ze swoim regulaminem wewngtrznym.

2. Dostep do dokumentoéw przedtozonych cztonkom Europejskiej Rady
Ochrony Danych, ekspertom i przedstawicielom stron trzecich jest regulowany
rozporzadzeniem Parlamentu Europejskiego i Rady (WE) nr 1049/2001.

ROZDZIAL VIII o
SRODKI OCHRONY PRAWNEJ, ODPOWIEDZIALNOSC I SANKCJE

Art. | Prawo do wniesienia skargi do organu nadzorczego
77

1. Bez uszczerbku dla innych administracyjnych lub $rodkow ochrony
prawnej przed sadem kazda osoba, ktorej dane dotycza, ma prawo wnie$¢ skarge
do organu nadzorczego, w szczegélnoSci w panstwie cztonkowskim swojego
zwyklego pobytu, swojego miejsca pracy lub miejsca popetnienia domniemanego
naruszenia, jezeli sadzi, ze przetwarzanie danych osobowych jej dotyczace narusza
niniejsze rozporzadzenie.

2. Organ nadzorczy, do ktorego wniesiono skarge, informuje skarzacego o Art. 62 Art. 62. W przypadku, o ktorym mowa w art. 36 ustawy
postepach i efektach rozpatrywania skargi, w tym o mozliwosci skorzystania z z dnia 14 czerwca 1960 r.— Kodeks postgpowania
sadowego $rodka ochrony prawnej na mocy art. 78. administracyjnego, Prezes Urzedu zawiadamiajac strony

o niezalatwieniu sprawy w terminie, obowigzany jest
réwniez poinformowaé o stanie sprawy
i przeprowadzonych w jej toku czynno$ciach.

Art. | Prawo do skutecznego Srodka ochrony prawnej przed sadem przeciwko

78 organowi nadzorczemu

1. Bez uszczerbku dla innych administracyjnych lub pozasadowych $rodkéw
ochrony prawnej kazda osoba fizyczna lub prawna ma prawo do skutecznego
srodka ochrony prawnej przed sadem przeciwko prawnie wiazacej decyzji organu
nadzorczego jej dotyczace;.
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2.Bez uszczerbku dla innych administracyjnych lub pozasadowych srodkow
ochrony prawnej kazda osoba, ktorej dane dotycza, ma prawo do skutecznego
srodka ochrony prawnej przed sadem, jezeli organ nadzorczy wilasciwy zgodnie z
art. 55 1 56 nie rozpatrzyt skargi lub nie poinformowat osoby, ktorej dane dotycza,
w terminie trzech miesi¢gcy o postgpach lub efektach rozpatrywania skargi
wniesionej zgodnie z art. 77.

3. Postgpowanie przeciwko organowi nadzorczemu zostaje wszczgte przed sadem
panstwa czlonkowskiego, w ktorym organ nadzorczy ma siedzibe.

4. Jezeli postgpowanie zostato wszczgte przeciwko decyzji organu nadzorczego,
ktora poprzedzita opinia lub decyzja Europejskiej Rady Ochrony Danych w ramach
mechanizmu spdjnosci, organ nadzorczy przekazuje sadowi t¢ opini¢ lub decyzje.

Art.
79

Prawo do skutecznego Srodka ochrony prawnej przed sadem przeciwko
administratorowi lub podmiotowi przetwarzajacemu

1. Bez uszczerbku dla dostgpnych administracyjnych lub pozasagdowych
srodkow ochrony prawnej, w tym prawa do wniesienia skargi do organu
nadzorczego zgodnie z art. 77, kazda osoba, ktorej dane dotycza, ma prawo do
skutecznego $rodka ochrony prawnej przed sadem, jezeli uzna ona, Zze prawa
przystugujace jej na mocy niniejszego rozporzadzenia zostaly naruszone w wyniku
przetwarzania jego danych osobowych z naruszeniem niniejszego rozporzadzenia.

2. Postgpowanie  przeciwko  administratorowi lub  podmiotowi
przetwarzajagcemu wszczyna si¢ przed sadem panstwa cztonkowskiego, w ktorym
administrator lub podmiot przetwarzajacy posiadaja jednostke organizacyjna.
Ewentualnie postgpowanie takie moze zosta¢ wszczete przed sadem panstwa
czlonkowskiego, w ktorym osoba, ktorej dane dotycza, ma miejsce zwyklego
pobytu, chyba ze administrator lub podmiot przetwarzajacy sa organami
publicznymi panstwa czlonkowskiego wykonujacymi swoje uprawnienia
publiczne.

Art. 92 -
94

Art. 92. W zakresie nieuregulowanym rozporzadzeniem
2016/679 do roszczen z tytulu naruszenia przepisow o
ochronie danych osobowych, o ktorych mowa w art. 79 i
82 tego rozporzadzenia, stosuje si¢ przepisy ustawy z
dnia 23 kwietnia 1964 r. - Kodeks cywilny.

Art. 93. W sprawach o roszczenia z tytulu naruszenia
przepisow o ochronie danych osobowych, o ktorych
mowa w art. 79 i 82 rozporzadzenia 2016/679, jest
wiasciwy sad okregowy.

Art. 94. 1. O wniesieniu pozwu oraz prawomocnym
orzeczeniu konczacym postgpowanie w Sprawie 0
roszczenie z tytulu naruszenia przepisOw o ochronie
danych osobowych, o ktorym mowa w art. 79 lub art. 82
rozporzadzenia 2016/679, sad zawiadamia niezwlocznie
Prezesa Urzgdu.

2. Prezes Urzedu zawiadomiony o toczacym si¢
postepowaniu niezwlocznie informuje sad o kazdej
sprawie dotyczacej tego samego naruszenia przepisow o
ochronie danych osobowych, ktéra toczy si¢ przed
Prezesem Urzedu lub sadem administracyjnym albo
zostala zakonczona. Prezes Urzedu niezwlocznie
informuje rowniez sad o wszczeciu  kazdego
postepowania w sprawie dotyczacej tego samego
naruszenia.

Art.
80

Reprezentowanie oséb, ktérych dane dotycza

1. Osoba, ktorej dane dotycza, ma prawo umocowaé podmiot, organizacje lub
zrzeszenie - ktore nie maja charakteru zarobkowego, zostaly nalezycie ustanowione
zgodnie z prawem panstwa czltonkowskiego, maja cele statutowe lezace w interesie
publicznym i dziataja w dziedzinie ochrony praw i wolnosci o0sob, ktorych dane
dotycza, w zwiazku z ochrong ich danych osobowych - do wniesienia w jej imieniu
skargi oraz wykonywania w jej imieniu praw, o ktorych mowa w art. 77, 78 i 79,
oraz zadania w jej imieniu odszkodowania, o ktorym mowa w art. 82, jezeli
przewiduje to prawo panstwa cztonkowskiego.

2. Panstwa czlonkowskie moga przewidzie¢, ze podmiot, organizacja lub

Art. 61

Art. 61. Organizacja spoleczna, o ktorej mowa w art. 31
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zrzeszenie, o ktorych mowa w ust. 1 niniejszego artykutu, maja - niezaleznie od
upowaznienia otrzymanego od osoby, ktorej dane dotycza - prawo wnies¢ w tym
panstwie cztonkowskim skarge do organu nadzorczego wiasciwego zgodnie z art.
77 oraz wykona¢ prawa, o ktorych mowa w art. 78 i 79, jezeli uznaja, ze w wyniku
przetwarzania naruszone zostaly prawa osoby, ktorej dane dotycza, wynikajace z
niniejszego rozporzadzenia.

§ 1 ustawy z dnia 14 czerwca 1960 r. — Kodeks
postepowania administracyjnego, moze rowniez
wystepowaé w postepowaniu za zgoda osoby, ktorej
dane dotycza w jej imieniu i na jej rzecz.

Art.

Zawieszenie postepowania

1.Jezeli wilasciwy sad panstwa czlonkowskiego posiada informacjg, ze
przed sadem w innym panstwie cztonkowskim toczy si¢ postepowanie w tej samej
sprawie w odniesieniu do przetwarzania przez tego samego administratora lub ten
sam podmiot przetwarzajacy, kontaktuje si¢ z tym sadem w innym panstwie
cztonkowskim, aby potwierdzi¢ istnienie takiego postgpowania.

2.Jezeli przed sadem w innym panstwie czlonkowskim toczy si¢
postgpowanie w tej samej sprawie w odniesieniu do przetwarzania przez tego
samego administratora lub ten sam podmiot przetwarzajacy, wiasciwy sad inny niz
sad, przed ktorym jako pierwszym wszczeto postgpowanie, moze zawiesi¢ swoje
postgpowanie.

3. Jezeli postepowania te tocza si¢ w pierwszej instancji, sad inny niz sad,
przed ktorym jako pierwszym wszczgto postgpowanie, moze takze - na wniosek
jednej ze stron - stwierdzi¢ brak swojej jurysdykcji, jezeli sad, przed ktorym jako
pierwszym wszczeto postgpowanie, ma jurysdykcje wzgledem przedmiotowych
spraw, a jego prawo dopuszcza ich potaczenie.

Art.
82

Prawo do odszkodowania i odpowiedzialno$é

1. Kazda osoba, ktora poniosta szkod¢ majatkowa lub niemajatkowa w
wyniku naruszenia niniejszego rozporzadzenia, ma prawo uzyska¢ od
administratora lub podmiotu przetwarzajacego odszkodowanie za poniesiong
szkode.

2. Kazdy administrator uczestniczacy w przetwarzaniu odpowiada za szkody
spowodowane przetwarzaniem naruszajacym niniejsze rozporzadzenie. Podmiot
przetwarzajacy odpowiada za szkody spowodowane przetwarzaniem wylacznie,
gdy nie dopetit obowiazkow, ktdre niniejsze rozporzadzenie naktada bezposrednio
na podmioty przetwarzajace, lub gdy dziatal poza zgodnymi z prawem instrukcjami
administratora lub wbrew tym instrukcjom.

3. Administrator lub podmiot przetwarzajacy zostaja zwolnieni z
odpowiedzialnosci wynikajacej z ust. 2, jezeli udowodnia, ze w zaden sposob nie
ponosza winy za zdarzenie, ktore doprowadzito do powstania szkody.

4.Jezeli w tym samym przetwarzaniu uczestniczy wiecej niz jeden
administrator lub podmiot przetwarzajacy lub uczestniczy w nim zaréwno
administrator jak i podmiot przetwarzajacy i zgodnie z ust. 2 i 3 odpowiadaja za
szkod¢ spowodowang przetwarzaniem, ponosza oni odpowiedzialno$¢ solidarng za
calg szkode, tak by zapewni¢ osobie, ktorej dane dotycza, rzeczywiste uzyskanie
odszkodowania.

5. Administrator lub podmiot przetwarzajacy, ktory zgodnie z ust. 4 zaptacit
odszkodowanie za cala wyrzadzona szkodg, ma prawo zadania od pozostalych
administratorow lub podmiotow przetwarzajacych, ktorzy uczestniczyli w tym
samym przetwarzaniu, zwrotu cze$ci odszkodowania odpowiadajacej czeSci
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szkody, za ktora ponosza odpowiedzialno$¢, zgodnie z warunkami okre$lonymi w
ust. 2.

6. Postgpowanie sadowe dotyczace odszkodowania jest wszczynane przed
sadem wlasciwym na mocy prawa panstwa cztonkowskiego, o ktorym mowa w art.
79 ust. 2.

Art.
83

Ogolne warunki nakladania administracyjnych kar pieni¢znych

1. Kazdy organ nadzorczy zapewnia, by stosowane na mocy niniejszego artykutu
za naruszenia niniejszego rozporzadzenia administracyjne kary pieni¢zne, o
ktorych mowa w ust. 4, 5 i 6, byty w kazdym indywidualnym przypadku skuteczne,
proporcjonalne i odstraszajace.

2. Administracyjne kary pieniezne naktada si¢, zaleznie od okolicznosci kazdego
indywidualnego przypadku, oprocz lub zamiast $srodkow, o ktorych mowa w art. 58
ust. 2 lit. a)-h) oraz j).

Decydujac, czy nalozy¢ administracyjng kare pienigzng, oraz ustalajac jej

wysokos$¢, zwraca si¢ w kazdym indywidualnym przypadku nalezyta uwage na:

a) charakter, wage i czas trwania naruszenia przy uwzglednieniu charakteru,
zakresu lub celu danego przetwarzania, liczby poszkodowanych osob,
ktorych dane dotyczg, oraz rozmiaru poniesionej przez nie szkody;

b) umyslny lub nieumyslny charakter naruszenia;

c) dziatania podjete przez administratora lub podmiot przetwarzajacy w celu
zminimalizowania szkody poniesionej przez osoby, ktorych dane dotycza;

d) stopien odpowiedzialno$ci administratora lub podmiotu przetwarzajacego z

uwzglednieniem $rodkow technicznych i organizacyjnych wdrozonych
przez nich na mocy art. 25 i 32;

e) wszelkie stosowne wczesniejsze naruszenia ze strony administratora lub
podmiotu przetwarzajacego;

f) stopien wspolpracy z organem nadzorczym w celu usunigcia naruszenia
oraz ztagodzenia jego ewentualnych negatywnych skutkow;

9) kategorie danych osobowych, ktorych dotyczyto naruszenie;

h) sposob, w jaki organ nadzorczy dowiedzial si¢ o naruszeniu, w

szczegolnosci, czy i w jakim zakresie administrator lub podmiot
przetwarzajacy zglosili naruszenie;

i) jezeli wobec administratora lub podmiotu przetwarzajacego, ktorych
sprawa dotyczy, zostaly wczesniej zastosowane w tej samej sprawie srodki,
o ktorych mowa w art. 58 ust. 2 - przestrzeganie tych srodkow;

j) stosowanie zatwierdzonych kodekséw postgpowania na mocy art. 40 lub
zatwierdzonych mechanizméw certyfikacji na mocy art. 42; oraz
k) wszelkie inne obcigzajace lub tagodzace czynniki majace zastosowanie do

okolicznosci sprawy, takie jak osiagnigte bezposrednio lub posrednio w
zwiazku z naruszeniem korzysci finansowe lub uniknigte straty.

3.Jezeli administrator lub podmiot przetwarzajacy narusza umyslnie lub
nieumys$lnie w ramach tych samych lub powiazanych operacji przetwarzania kilka
przepiséw niniejszego rozporzadzenia, catkowita wysoko$¢ administracyjnej kary
pieni¢znej nie przekracza wysokosci kary za najpowazniejsze naruszenie.

4. Naruszenia przepisOw dotyczacych nastgpujacych kwestii podlegaja zgodnie z
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ust. 2 administracyjnej karze pieni¢znej w wysokosci do 10 000 000 EUR, a w
przypadku przedsigbiorstwa - w wysokosci do 2 % jego catkowitego rocznego
Swiatowego obrotu z poprzedniego roku obrotowego, przy czym zastosowanie ma
kwota wyzsza:

a) obowiazkéw administratora i podmiotu przetwarzajacego, o ktérych mowa
wart. 8, 11, 25 -39 oraz 42 i 43;

b) obowiazkéw podmiotu certyfikujacego, o ktérych mowa w art. 42 oraz 43;

c) obowiazkéw podmiotu monitorujacego, o ktorych mowa w art. 41 ust. 4;

5. Naruszenia przepisow dotyczacych nastgpujacych kwestii podlegaja zgodnie z
ust. 2 administracyjnej karze pienigznej w wysokosci do 20 000 000 EUR, a w
przypadku przedsigbiorstwa - w wysokosci do 4 % jego catkowitego rocznego
$wiatowego obrotu z poprzedniego roku obrotowego, przy czym zastosowanie ma
kwota wyzsza:

a) podstawowych zasad przetwarzania, w tym warunkéw zgody, o ktorych to
zasadach i warunkach mowa w art. 5, 6, 7 oraz 9;

b) praw osob, ktorych dane dotycza, o ktorych mowa w art. 12-22;

c) przekazywania danych osobowych odbiorcy w panstwie trzecim lub

organizacji miedzynarodowej, o ktorym to przekazywaniu mowa w art. 44-

d) wszelkich obowigzkéw wynikajacych z prawa panstwa cztonkowskiego
przyjetego na podstawie rozdziatu IX;
e) nieprzestrzegania nakazu, tymczasowego lub ostatecznego ograniczenia

przetwarzania lub zawieszenia przeptywu danych orzeczonego przez organ
nadzorczy na podstawie art. 58 wust. 2 lub niezapewnienia dostgpu
skutkujacego naruszeniem art. 58 ust. 1.

6. Nieprzestrzeganie nakazu orzeczonego przez organ nadzorczy na podstawie art.
58 ust. 2 podlega na mocy ust. 2 niniejszego artykulu administracyjnej karze
pieni¢znej w wysokosci do 20 000 000 EUR, a w przypadku przedsigbiorstwa - w
wysokosci do 4 % jego catkowitego rocznego swiatowego obrotu z poprzedniego
roku obrotowego, przy czym zastosowanie ma kwota wyzsza.

7.Bez uszczerbku dla uprawnien naprawczych organu nadzorczego, o ktorych
mowa w ust. 58 ust. 2, kazde panstwo cztonkowskie moze okresli¢, czy i w jakim
zakresie administracyjne kary pieniezne mozna naklada¢ na organy i podmioty
publiczne ustanowione w tym panstwie cztonkowskim.

Art. 101
Art. 102

Art. 101. Prezes Urzedu moze nalozy¢ na podmiot,

obowiagzany do przestrzegania przepisow
rozporzadzenia 2016/679, inny niz:
1) jednostka sektora finansow publicznych w

rozumieniu w art. 9 ustawy z dnia 27 sierpnia
2009 r. o finansach publicznych,
2) instytut badawczy w rozumieniu ustawy z dnia
30 kwietnia 2010 r. o instytutach badawczych,
3) Narodowy Bank Polski
- w drodze decyzji, administracyjne kary pieni¢zne na
podstawie i na warunkach okreslonych w art. 83
rozporzadzenia 2016/679.

Art. 102. 1. Prezes Urzedu moze natozy¢, w drodze

decyzji, administracyjne kary pieni¢zne w wysokosci do

100 000 ztotych, na:

1) jednostki sektora finansow publicznych, o
ktorych mowa w art. 9 pkt 1 — 12 i 14 ustawy z
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8. Wykonywanie przez organ nadzorczy uprawnien powierzonych mu na mocy
niniejszego artykutlu podlega odpowiednim zabezpieczeniom proceduralnym
zgodnie z prawem Unii i prawem panstwa cztonkowskiego, obejmujacym prawo
do skutecznego sagdowego $rodka ochrony prawne;j i rzetelnego procesu.

9. Jezeli ustroj prawny panstwa cztonkowskiego nie przewiduje administracyjnych
kar pienigznych, niniejszy artykul mozna stosowa¢ w ten sposob, ze o
zastosowanie kary pienieznej wnosi wlasciwy organ nadzorczy, a naklada ja
wiasciwy sad krajowy, o ile zapewniona zostaje skuteczno$¢ tych rozwigzan
prawnych i rownowaznos$¢ ich skutku wzgledem administracyjnej kary pieni¢znej
nakfadanej przez organ nadzorczy. Naktadane kary pieni¢zne musza by¢ w kazdym
przypadku skuteczne, proporcjonalne i odstraszajace. W terminie okreslonym w
art. 91 ust. 2 takie panstwa czlonkowskie zawiadamiaja Komisje o przepisach
swojego prawa, ktore przyjety zgodnie z niniejszym ustepem do dnia 25 maja 2018
r., a nastgpnie niezwlocznie o wszelkich pdzniejszych aktach zmieniajacych lub
zmianach majacych wptyw na te przepisy.

dnia 27 sierpnia 2009 r. o finansach publicznych
2) instytuty badawcze w rozumieniu ustawy z dnia

30 kwietnia 2010 r. o instytutach badawczych;
3) Narodowy Bank Polski.

2. Prezes Urzedu moze natozyé, w drodze
decyzji, administracyjne kary pieni¢zne w wysokosci do
10 000 =zlotych na jednostki sektora finanséw
publicznych, o ktérych mowa w art. 9 pkt 13 ustawy z
dnia 27 sierpnia 2009 r. o finansach publicznych.

3. Administracyjne kary pieni¢zne, o ktoérych
mowa w ust. 1 12, Prezes Urzedu naktada na podstawie
i na warunkach okreslonych w art. 83 rozporzadzenia
2016/679.

Art.
84

Sankcje

1. Panstwa czlonkowskie przyjmuja przepisy okreslajace inne sankcje za
naruszenia niniejszego rozporzadzenia, w szczegdlnoSci za naruszenia
niepodlegajace administracyjnym karom pienigznym na mocy art. 83, oraz
podejmuja wszelkie $rodki niezbg¢dne do ich wykonania. Sankcje te musza by¢
skuteczne, proporcjonalne i odstraszajace.

Art. 73

Art. 73. 1. Prezes Urzedu jezeli uzna, ze przemawia za
tym interes publiczny, po zakonczeniu postgpowania,
informuje o wydaniu decyzji na swojej stronie
podmiotowej Biuletynu Informacji Publicznej.

2. Organy lub podmioty publiczne, o ktérych mowa w
art. 9 ustawy z dnia 27 sierpnia 2009 r. o finansach
publicznych, instytuty badawcze w rozumieniu ustawy z
dnia 30 kwietnia 2010 r. o instytutach badawczych oraz
Narodowy Bank Polski, w stosunku do ktorych Prezes
Urzgdu wydal prawomocna decyzj¢ stwierdzajaca
naruszenie, niezwlocznie podaja do publicznej
wiadomo$ci na swojej stronie internetowej lub stronie
podmiotowej  Biuletynu  Informacji  Publicznej,
informacj¢ o dziataniach podjetych w celu wykonania
decyzji.
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2. Do dnia 25 maja 2018 r. kazde panstwo czlonkowskie zawiadamia Komisj¢ o
swoich przepisach przyjetych zgodnie z ust. 1, a nastgpnie niezwlocznie o kazdej
pdzniejszej ich zmianie.

ROZDZIAL IX )
PRZEPISY DOTYCZACE SZCZEGOLNYCH SYTUACJI ZWIAZANYCH Z PRZETWARZANIEM

Art.
85

Przetwarzanie a wolno$¢ wypowiedzi i informacji

1. Panstwa cztonkowskie przyjmuja przepisy pozwalajace pogodzi¢ prawo do
ochrony danych osobowych na mocy niniejszego rozporzadzenia z wolnoscia
wypowiedzi i informacji, w tym do przetwarzania dla potrzeb dziennikarskich oraz
do celow wypowiedzi akademickiej, artystycznej lub literackiej.

2.Dla przetwarzania do celow dziennikarskich lub do celow wypowiedzi
akademickiej, artystycznej lub literackiej panstwa cztonkowskie okreslaja
odstepstwa lub wyjatki od rozdziahu II (Zasady), rozdziatu IIT (Prawa osoby, ktorej
dane dotycza), rozdzialu IV (Administrator i podmiot przetwarzajacy), rozdziatu V
(Przekazywanie danych osobowych do panstw trzecich lub organizacji
migdzynarodowych), rozdziatu VI (Niezalezne organy nadzorcze), rozdzialu VII
(Wspotpraca i spdjnosc) oraz rozdziatu IX (Szczegdlne sytuacje zwiazane z
przetwarzaniem danych), jezeli sa one niezbedne, by pogodzi¢ prawo do ochrony
danych osobowych z wolno$ciag wypowiedzi i informacji.

3. Kazde panstwo cztonkowskie zawiadamia Komisj¢ o przepisach, ktére przyjeto

Art. 2

Art. 2. 1. Do dziatalno$ci polegajacej na redagowaniu,
przygotowaniu, tworzeniu lub publikowaniu materiatow
prasowych w rozumieniu ustawy z dnia 26 stycznia
1984 r. — Prawo prasowe (Dz. U. poz. 24, z pdzn.
zm.1)), a takze do wypowiedzi w ramach dziatalnosci
literackiej lub artystycznej nie stosuje si¢ przepisow art.
5-9, art. 11, art. 13 - 16, art. 18 - 22, art. 27, art. 28 ust.
2 — 10 oraz art. 30 rozporzadzenia 2016/679.

2. Do wypowiedzi akademickiej, o ktorej mowa w art.
85 ust. 2 rozporzadzenia 2016/679, nie stosuje sig¢
przepisow art. 13, art. 15 ust. 3 1 4, art. 18, art. 27, art.
28 ust. 2 — 10 oraz art. 30 rozporzadzenia 2016/679.

D)

Zmiany wymienionej ustawy zostaly ogltoszone w Dz. U. z 1988 r. poz. 324, z 1989 r. poz. 187, z 1990 r. poz. 173, z 1991 r. poz. 442, 2 1996 r. poz. 542, z
1997 r. poz. 554 i 770, z 1999 r. poz. 999, z 2001 r. poz. 1198, z 2002 r. poz. 1271, z 2004 r. poz. 1181, z 2005 r. poz. 377, z 2007 r. poz. 590, z 2010 r. poz.
12281 1551, z 2011 r. poz. 459, 934, 1204 i 1660, z 2012 r. poz. 1136, z 2013 r. poz. 771 oraz z 2017 r. poz. 2173
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zgodnie z ust. 2, a nastgpnie niezwlocznie o wszelkich pdzniejszych aktach
zmieniajacych lub zmianach ich dotyczacych.

Art.

86

Przetwarzanie a publiczny dostep do dokumentéw urzedowych

Dane osobowe zawarte w dokumentach urzgdowych, ktore posiada organ lub
podmiot publiczny lub podmiot prywatny w celu wykonania zadania
realizowanego w interesie publicznym, moga zosta¢ przez ten organ lub podmiot
ujawnione zgodnie z prawem Unii lub prawem panstwa cztonkowskiego, ktoremu
podlegaja ten organ lub podmiot, dla pogodzenia publicznego dostgpu do
dokumentéw urzedowych z prawem do ochrony danych osobowych na mocy
niniejszego rozporzadzenia.

Art.

87

Przetwarzanie krajowego numeru identyfikacyjnego

Panstwa cztonkowskie moga okresli¢ szczegdlne warunki przetwarzania
krajowego numeru identyfikacyjnego lub innego identyfikatora o zasi¢gu ogdlnym.
W takim przypadku krajowego numeru identyfikacyjnego lub innego
identyfikatora o zasiggu ogdélnym uzywa si¢ wylacznie z zachowaniem
odpowiednich zabezpieczefi praw i wolno$ci osoby, ktorej dane dotycza, ktore
przewiduje niniejsze rozporzadzenie.

Art.

88

Przetwarzanie w kontekscie zatrudnienia

1. Panstwa czlonkowskie moga zawrze¢ w swoich przepisach lub w
porozumieniach zbiorowych bardziej szczegélowe przepisy majace zapewnié
ochrong¢ praw i wolnosci w przypadku przetwarzania danych osobowych
pracownikow w zwiazku z zatrudnieniem, w szczegdlnosci do celéw rekrutacji,
wykonania umowy o pracg, w tym wykonania obowigzkéw okreslonych
przepisami lub porozumieniami zbiorowymi, zarzadzania, planowania i organizacji
pracy, rownosci i roznorodno$ci w miejscu pracy, bezpieczefistwa i higieny pracy,
ochrony wlasno$ci pracodawcy lub klienta oraz do celow indywidualnego lub
zbiorowego wykonywania praw i korzystania ze $wiadczen zwigzanych z
zatrudnieniem, a takze do celow zakoficzenia stosunku pracy.

2. Przepisy te musza obejmowaé odpowiednie i szczegétowe s$rodki
zapewniajace osobie, ktorej dane dotycza, poszanowanie jej godnos$ci, prawnie
uzasadnionych intereséw i praw podstawowych, w szczegdlnosci pod wzgledem
przejrzystosci przetwarzania, przekazywania danych osobowych w ramach grupy
przedsigbiorstw lub grupy przedsigbiorcow prowadzacych wspdlna dziatalnosé
gospodarcza oraz systemow monitorujacych w miejscu pracy.
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3.Do dnia 25 maja 2018 r. kazde panstwo cztonkowskie zawiadamia
Komisj¢ o swoich przepisach przyjetych na mocy ust. 1, a nastgpnie niezwlocznie
o kazdej dotyczacej ich pdzniejszej zmianie.

Art.
89

Zabezpieczenia i wyjatki majace zastosowanie do przetwarzania do celéw
archiwalnych w interesie publicznym, do celéw badan naukowych lub
historycznych lub do celow statystycznych

1. Przetwarzanie do celow archiwalnych w interesie publicznym, do celow badan
naukowych lub historycznych lub do celow statystycznych podlega odpowiednim
zabezpieczeniom dla praw i wolnosci osoby, ktorej dane dotycza, zgodnie z
niniejszym rozporzadzeniem. Zabezpieczenia te polegaja na wdrozeniu $rodkow
technicznych i organizacyjnych  zapewniajacych  poszanowanie zasady
minimalizacji danych. Srodki te moga tez obejmowaé pseudonimizacje danych, o
ile pozwala ona realizowa¢ powyzsze cele. Jezeli cele te mozna zrealizowaé w
drodze dalszego przetwarzania danych, ktore nie pozwalaja albo przestaty
pozwalaé¢ na zidentyfikowac osoby, ktorej dane dotycza, cele nalezy realizowa¢ w
ten sposob.

2. W przypadku przetwarzania danych osobowych do celow badan naukowych lub
historycznych lub do celéw statystycznych prawo Unii lub prawo panstwa
cztonkowskiego moga przewidzie¢ wyjatki od praw, o ktorych mowa w art. 15, 16,
18 i 21, z zastrzezeniem warunkow i zabezpieczen, o ktorych mowa w ust. 1
niniejszego artykulu, jezeli jest prawdopodobne, ze prawa te uniemozliwia lub
powaznie utrudnig realizacj¢ wspomnianych konkretnych celow, i jezeli wyjatki
takie sa konieczne do realizacji tych celow.

3. W przypadku przetwarzania danych osobowych do celow archiwalnych w
interesie publicznym prawo Unii lub prawo panstwa czlonkowskiego moga
przewidzie¢ wyjatki od praw, o ktorych mowa w art. 15, 16, 18, 19, 20 i 21, z
zastrzezeniem warunkow i zabezpieczen, o ktorych mowa w ust. 1 niniejszego
artykulu, jezeli jest prawdopodobne, ze prawa te uniemozliwia lub powaznie
utrudnia realizacj¢ wspomnianych konkretnych celow, i jezeli wyjatki takie sa
konieczne do realizacji tych celow.

4. Jezeli przetwarzanie, o ktéorym mowa w ust. 2 i 3, shuzy rownoczesnie innemu
celowi, wspomniane wyjatki majg zastosowanie wylacznie do przetwarzania w
celach, o ktérych mowa w tych ustepach.
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Art.
90

Obowiazek zachowania tajemnicy

1. Panstwa cztonkowskie moga przyja¢ przepisy szczegélne okreslajace
uprawnienia organéw nadzorczych ustanowione w art. 58 ust. 1 lit. e) i f) wobec
administratoréw lub podmiotow przetwarzajacych, ktérzy podlegaja - na mocy
prawa Unii lub prawa panstwa cztonkowskiego lub przepisow ustanowionych
przez wlasciwe organy krajowe - obowiazkowi zachowania tajemnicy zawodowe;j
lub innym réwnowaznym obowiazkom zachowania tajemnicy, jezeli jest to
niezbedne i proporcjonalne w celu pogodzenia prawa do ochrony danych
osobowych z obowiazkiem zachowania tajemnicy. Przepisy te maja zastosowanie
wylacznie do danych osobowych, ktore administrator lub podmiot przetwarzajacy
otrzymali lub pozyskali w wyniku lub w ramach dziatania objetego tym
obowiazkiem zachowania tajemnicy.

2. Do dnia 25 maja 2018 r. kazde panstwo czlonkowskie zawiadamia Komisj¢ o
swoich przepisach uchwalonych na mocy ust. 1, a nastgpnie niezwlocznie o kazdej
dotyczacej ich pézniejszej zmianie.

Art. 64

Art. 64. W celu realizacji swoich zadan Prezes Urzgdu
ma prawo dostepu do informacji objetych tajemnica
prawnie chroniona, chyba ze przepisy szczegodlne
stanowig inaczej.

Art.
91

Istniejace zasady ochrony danych obowiazujace koScioly i zwiazki
wyznaniowe

1.Jezeli w panstwie czlonkowskim w momencie wejscia niniejszego
rozporzadzenia w zycie koscioly i zwiazki lub wspolnoty wyznaniowe stosuja
szczegodlowe zasady ochrony osob fizycznych w zwiazku z przetwarzaniem, zasady
takie moga by¢ nadal stosowane, pod warunkiem ze zostana dostosowane do
niniejszego rozporzadzenia.

2. Koscioty i zwigzki wyznaniowe, ktore stosujg szczegdtowe zasady zgodnie z ust.
1 niniejszego artykulu, podlegaja nadzorowi niezaleznego organu nadzorczego,
ktory moze by¢ organem odrgbnym, z zastrzezeniem ze spetnia warunki okreslone
w rozdziale VI niniejszego rozporzadzenia.

ROZDZIAL X
AKTY DELEGOWANE | AKTY WYKONAWCZE

Art.
92

Wykonywanie przekazanych uprawnien

1. Powierzenie Komisji uprawnien do przyjecia aktow delegowanych podlega
warunkom okre§lonym w niniejszym artykule.

2. Uprawnienia do przyjmowania aktow delegowanych, o ktéorych mowa w art. 12
ust. 8 1 art. 43 ust. 8, powierza si¢ Komisji na czas nieokreslony od dnia 24 maja
2016 r.

3. Przekazanie uprawnien, o ktorym mowa w art. 12. ust. 8 i art. 43 ust. 8, moze
zosta¢é w dowolnym momencie odwotane przez Parlament Europejski lub przez
Radg. Decyzja o odwolaniu konczy przekazanie okreslonych w niej uprawnien.
Decyzja o odwotaniu staje si¢ skuteczna od nastgpnego dnia po jej opublikowaniu
W Dzienniku Urzedowym Unii Europejskiej lub w okreSlonym w tej decyzji
pozniejszym terminie. Nie wplywa ona na wazno$¢ jakichkolwiek juz
obowiazujacych aktow delegowanych.

4. Niezwlocznie po przyjeciu aktu delegowanego Komisja przekazuje go
réwnoczesnie Parlamentowi Europejskiemu i Radzie.
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5. Akt delegowany przyjety na podstawie art. 12 ust. 8 1 art. 43 ust. 8§ wchodzi w
zycie tylko wowczas, gdy ani Parlament Europejski, ani Rada nie wyrazily
sprzeciwu w terminie trzech miesigcy od przekazania tego aktu Parlamentowi
Europejskiemu i Radzie, lub gdy, przed uptywem tego terminu, zarowno Parlament
Europejski, jak i Rada poinformowaty Komisje, ze nie wniosg sprzeciwu. Termin
ten przedluza si¢ o trzy miesigce z inicjatywy Parlamentu Europejskiego lub Rady.

Art.
93

Procedura komitetowa

1. Komisj¢ wspomaga komitet. Komitet ten jest komitetem w rozumieniu
rozporzadzenia (UE) nr 182/2011.

2. W przypadku odestania do niniejszego ustepu stosuje si¢ art. 5 rozporzadzenia
(UE) nr 182/2011.

3. W przypadku odestania do niniejszego ustepu stosuje si¢ art. 8 rozporzadzenia
(UE) nr 182/2011 w zwiazku z jego art. 5.

ROZDZIAL X1
PRZEPISY KONCOWE

Art.
94

Uchylenie dyrektywy 95/46/WE

1. Dyrektywa 95/46/WE zostaje uchylona ze skutkiem od dnia 25 maja 2018 r.

2. Odestania do uchylonej dyrektywy nalezy traktowaé¢ jako odestania do
niniejszego rozporzadzenia. Odestania do Grupy Roboczej ds. Ochrony Osob
Fizycznych w zakresie Przetwarzania Danych Osobowych, ustanowionej w art. 29
dyrektywy 95/46/WE, nalezy traktowa¢ jako odestania do Europejskiej Rady
Ochrony Danych, ustanowionej niniejszym rozporzadzeniem

Art.
95

Stosunek do dyrektywy 2002/58/WE

Niniejsze rozporzadzenie nie naktada dodatkowych obowiazkow na osoby fizyczne
ani prawne co do przetwarzania w zwigzku ze $wiadczeniem ogdlnodostepnych
ustug tacznosci elektronicznej w publicznych sieciach lacznosci w Unii w
sprawach, w ktorych podmioty te podlegaja szczegétowym obowiazkom majacym
ten sam cel okreslonym w dyrektywie 2002/58/WE.

Art.
96

Stosunek do uprzednio zawartych umow

Umowy miedzynarodowe, ktore przewiduja przekazywanie danych osobowych do
panstw trzecich lub organizacji migdzynarodowych i ktore zostaty zawarte przez
panstwa czlonkowskie przed dniem 24 maja 2016 r., i ktére sa zgodne z prawem
Unii majacym zastosowanie przed tym dniem, pozostaja w mocy do czasu ich
zmiany, zastapienia lub uchylenia.
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Art.
97

Sprawozdania Komisji

1.Do dnia 25 maja 2020 r., a nastgpie co cztery lata Komisja przedktada

Parlamentowi Europejskiemu i Radzie sprawozdania z oceny i przegladu

niniejszego rozporzadzenia. Sprawozdania te sa podawane do wiadomosci

publiczne;j.

2. W ramach tych ocen Komisja analizuje i dokonuje przegladu, o ktéorym mowa w

ust. 1, w szczegdInosci stosowania i funkcjonowania przepisow:

a) rozdzialu V dotyczacego przekazywania danych osobowych do panstw
trzecich lub  organizacji mi¢dzynarodowych ze  szczegblnym
uwzglednieniem decyzji przyjetych na mocy art. 45 ust. 3 niniejszego
rozporzadzenia oraz decyzji przyjetych na podstawie art. 25 ust. 6
dyrektywy 95/46/WE;

b) rozdzialu VII dotyczacego wspotpracy i spojnosci.

3. Na potrzeby ust. 1, Komisja moze wystapi¢ do panstw cztonkowskich i organow

nadzorczych o udzielenie informacji.

4. Dokonujac ocen i przegladow, o ktorych mowa w ust. 1 i 2, Komisja uwzglgdnia

stanowiska i ustalenia Parlamentu Europejskiego, Rady oraz innych stosownych

podmiotow lub Zrodet.

5.W razie potrzeby Komisja przedktada odpowiednie wnioski przewidujace

zmian¢ niniejszego rozporzadzenia, uwzgledniajac w szczegdlnosci rozwoj

technologii informacyjnych oraz post¢p w spoleczenstwie informacyjnym.

Art.
98

Przeglad innych aktéw prawnych Unii dotyczacych ochrony danych

Komisja przedktada w stosownym przypadku wnioski ustawodawcze dotyczace
zmiany innych aktow prawnych Unii dotyczacych ochrony danych osobowych, aby
zapewni¢ jednolitg i spojna ochrong osob fizycznych w zwigzku z przetwarzaniem.
Dotyczy to w szczegdlnosci przepisOw o ochronie 0sob fizycznych w zwiagzku z
przetwarzaniem przez instytucje, organy i jednostki organizacyjne Unii oraz o
swobodnym przeptywie danych osobowych.

Art.
99

Wejscie w Zycie i stosowanie

1. Niniejsze rozporzadzenie wchodzi w zycie dwudziestego dnia po publikacji w
Dzienniku Urzedowym Unii Europejskiej.
2. Niniejsze rozporzadzenie ma zastosowanie od dnia 25 maja 2018 r.

Niniejsze rozporzadzenie wiaze w caloSci i jest bezposrednio stosowane we
wszystkich panstwach cztonkowskich.

07/04/rch
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Warszawa, q kwietnia 2018 r.

Minister
Spraw Zagranicznych

DPUE.920.1409.2017/68/mp

dot.: RM-10-49-18 z 29.03.2018 r. {tekst ostateczny)

Pani
Jolanta Rusiniak
Sekretarz Rady Ministrow

Opinia

o zgodnosci z prawem Unii Europejskiej projektu ustawy o ochronie danych osobowych,
wyraZona przez ministra wiasciwego do spraw czionkostwa Rzeczypospolitej Polskiej w Unii

Europejskiej

Szanowna Pani Minister,

w zwigzku z przedtozonym projektem ustawy pozwalam sobie wyrazi¢ ponizsza opinig.

1. Na podstawie art. 5 ust. 2 projektu ustawy wnioskodawca wprowadza ograniczenie

stosowania art. 15 ust. 1 i 3 rozporzqdzenia PE i Rady (UE) 2016/679 z dnia 27 kwietnia
2016 r. w sprawie ochrony oséb fizycznych w zwiqzku z przetwarzaniem donych
osobowych i w sprawie swobodnego przeplywu takich danych oraz uchylenia dyrektywy
95/46/WE (ogbine rozporzadzenie o ochronie danych; RODO). Ograniczenie to polega na
wprowadzeniu obowigzku wskazania przez osobe, ktérej dane dotyczg, informacji
pozwalajgcych na wyszukanie jej danych osobowych w przypadku, gdy takie wyszukanie
wymaga niewspétmiernie duzego wysitku.

Zwracam uwage, ze w 2wigzku z watpliwosciami co do zgodnosci z RODO, tresé
projektowanych art. 3-5 ustawy byla konsultowana z Komisjg Europejska, ktéra
negatywnie ocenifa projektowany art. 5 ust. 2. Art. 15 RODO nie przewiduje mozliwosci
ograniczenia praw z niego wynikajgcych, jezeli wykonanie obowigzku zapewnienia
dostepu do danych wigie sie z niewspdimiernie duizym wysitkiem. Ponadto
wprowadzane ograniczenie nie spetnia wymagan wynikajacych z art. 23 RODO i w
zwiazku z tym nie moze by¢ uzasadnione na podstawie tego przepisu. W konsekwencji
projektowanv przepis nalezy uznaé za niezgodny z art. 15 RODO.

Uwzgledniajgc powyisze proponuje usungc art. 5 ust. 2 z projektu ustawy.

. Do obecnego art. 6 wnioskodawca dodat pkt 2, zgodnie z ktérym przepiséw ustawy oraz

RODO nie stosuje sie do dziatalnosci stuzb specjalnych w rozumieniu art. 11 ustawy
o Agencji Bezpieczeristwa Wewnetrznego i Agencji Wywiadu.

Nalezy zauwazyc, ze przepis ten ma na celu wprowadzenie podmiotowego wytgczenia od
stosowania RODO dla pieciu sluzb specjalnych: ABW, AW, SKW, SWW i CBA, gdyi

Kanceloria Prezesa Rady Mimsurw
Departament Rady Ministrow

wplyngio] ¢

e 2018 |
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wylacza on stosowanie RODO odno$nie do calej dziatalnosci tych stuzb. Trzeba przy tym
podkresli¢, ze wytaczenie to zostalo wprowadzone nie tylko w 2akresie dziatalnosci sluib
specjalnych nieobjetej prawem UE (bezpieczeristwo narodowe) ale réwniez w zakresie
ich dziatalnosci objetej prawem UE (np. zatrudnienie).

W ocenie MSZ projektowany przepis jest niezgodny z art. 2 ust. 1 RODO, ktdry okresla
materialny zakres stosowania RODO w zwigzku z art. 2 ust. 2 RODO wprowadzajgcym
z kolei katalog dziedzin, do ktérych RODO nie ma zastosowania.

Zgodnie bowiem z art. 2 ust. 1 RODO, rozporzadzenie to ma zastosowanie do
przetwarzania danych osobowych w sposob catkowicle lub czesciowo zautomatyzowany
oraz do przetwarzania w sposéb inny niz zautomatyzowany danych osobowych
stanowiacych cze$é zbioru danych lub majacych stanowic czes¢ zbioru danych.

Natomiast RODO nie ma zastosowania do przetwarzania danych osobowych wylgczenie
w nastepujgcych przypadkach (art. 2 ust. 2 RODOY):

a) w ramach dziatalnosci nieobjetej prawem UE;

b) przez panstwa czlonkowskie w ramach wykonywania dziataii wchodzacych w
zakres tytufu V rozdziat 2 TUE;

c) przez osobe fizyczng w ramach czynnoéci o czysto osobistym lub domowym
charakterze;

d) przez wilasciwe organy do celéw zapobiegania przestepczosci, prowadzenia
postepowan przygotowawczych, wykrywania | scigania czynéw zabronionych fub
wykonywania kar, w tym ochrony przed zagroieniami dla bezpieczeristwa
publicznego i zapobiegania takim zagrozeniom.

Ponadto przypominam, ze kwestia mozliwosci podmiotowego wylgczenia stuib
specjalnych od stosowania przepiséw RODO =zostata skonsultowana z Komisjg
Europejska. Komisja przedstawita swoje stanowisko, zgodnie z ktérym tego typu
wytgczenie jest niezgodne z RODO.

Uwzgledniajgc powyisze proponuje usungé art. 6 pkt 2 z projektu ustawy.

. MSZ podtrzymuje uwage zglaszong do obecnego art. 97 projektu ustawy {wczesniej
art. 98).

Projektowany art. 97 przewiduje, ze sgd krajowy w postepowaniu o naprawienie szkody
bedzie zwigzany ustaleniami Prezesa UODO albo sadu administracyjnego co do
stwierdzenia naruszenia przepiséw o ochronie danych osobowych. Sad krajowy zostanie
zatem pozbawiony motzliwosci samodzielnego ustalenia stanu faktycznego i prawnego w
danej sprawie.

Przepis ten jest zdaniem MSZ niezgodny z przepisami rozdziatu Vili RODO pt. ,Srodki
ochrony prawnej, odpowiedzialno$¢ i sankcje”, poniewaz istotnie narusza skutecznosc
stosowania art. 79 {prawo do skutecznego srodka ochrony prawnej przed sgdem
przeciwko administratorowi lub podmiotowi przetwarzajacemu} i 82 RODO (prawo do
odszkodowania).

Po pierwsze naleiy zwrdcic uwage, Ze art. 79 ust. 1 RODO stanowi, Zze bez uszczerbku dia
dostepnych administracyjnych lub pozasgdowych srodkéw ochrony prawnej, w tym
prawa do wniesienia skargi do organu nadzorczego zgodnie z art. 77, kazda osoba, ktérej
dane dotyczg, ma prawo do skutecznego $rodka ochrony prawnej przed sadem, jezeli
uzna ona, Ze prawa przystugujace jej na mocy RODO zostaly naruszone w wyniku




przetwarzania jej danych osobowych z naruszeniem RODO. Tymczasem projektowany
art. 97 powaznie ogranicza moiliwos¢ dochodzenia roszczeri przed sadem.

Po drugie art. 82 RODO przewiduje, ze kaida osoba, ktéra poniosta szkode majgtkowa
lub niemajatkowa w wyniku naruszenia RODO, ma prawo uzyska¢ od administratora lub
podmiotu przetwarzajacego odszkodowanie za poniesiong szkode. Nalezy w tym miejscu
zauwaiyc, ze odszkodowania mozna dochodzi¢ wytaczenie przed sadem, a projektowany
art. 97 ustawy moze nawet catkowicie pozbawi¢ mozliwosci dochodzenia odszkodowania
w przypadku, gdy Prezes UODO stwierdzi brak naruszenia.

Uwzgledniajgc powyisze proponuje usungac art. 97 z projektu ustawy.

Projekt ustawy jest zgodny z prawem Unii Europejskiej z zastrzezeniem uwag zawartych
w niniejszej opinii.

Z powazaniem

z up. Ministra § 2 Zagranicznych
Piot. rzyk
Podse rz Stanu

Do wiadomosci:

Pan Marek Zagorski
Sekretarz Stanu
Ministerstwo Cyfryzacji




Projekt ustawy o ochronie danych osobowych
Etap: RM

Projekt wykonuje rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27
kwietnia 2016 r. w sprawie ochrony oséb fizyaznych w zwigzku z przetwarzaniem danych
osobowych i w sprawie swobodnego przeplywu takich danych oraz uchylenia dyrektywy
95/46/WE (ogdine rozporzadzenie o ochronie danych; dalej: RODO)

Termin wdrozenia: 25 maja 2018 r.

Resort wnoszacy: Ministerstwo Cyfryzacji

Minister odpowiedzialny za projekt ustawy: Sekretarz Stanu Marek Zagérski

Projekt ustawy

RODO

Art. 5 ust. 2

W przypadku, gdy wykonanie obowigzkéw, o
ktorych mowa w art. 15 ust. 113 rozporzadzenia nr
2016/679, wymaga niewspdimiernie duzego
wysitku zwigzanego z wyszukaniem danych
osobowych, administrator wykonujacy zadanie
publiczne wzywa osobe, ktérej dane dotycza, do
udzielenia informacji pozwalajacych na wyszukanie
tych danych. Przepis art. 64 ustawy z dnia 14
czerwca 1960 r. — Kodeks postepowania
administracyjnego stosuje sie odpowiednio.

Artykut 15

Prawo dostepu przystugujace osobie, ktérej dane
dotyczg

1. Osoba, ktérej dane dotyczg, jest uprawniona do
uzyskania od administratora potwierdzenia, czy
przetwarzane sy dane osobowe Jej dotyczace, a
jezeli ma to miejsce, jest uprawniona do uzyskania
dostepu do nich oraz nastepujacych informacji:

a) cele przetwarzania;

b} kategorie odnodnych danych osobowych;

¢) informacje o odbiorcach lub kategoriach
odblorcéw, * ktérym dane osobowe zostaly lub
zostang ujawnione, w szczegdinoéci o odbiorcach w

paristwach trzecich lub organizacjach
miedzynarodowych;
d) w miare mozliwoéci planowany okres

przechowywania danych osobowych, a gdy nie jest
to mozliwe, kryteria ustalania tego okresu;

e} informacje o prawie do zadania od
administratora  sprostowania, usunigcia lub
ograniczenia przetwarzania danych osobowych
dotyczacego osoby, ktérej dane dotyczy, oraz do
whiesienia sprzeciwu wabec takiego przetwarzania;
f} informacje o prawie wniesienia skargi do organu
nadzorczego;

g) jezeli dane osobowe nie zostaly zebrane od
osoby, ktérej dane dotycza - wszelkie dostepne
informacje o ich irddle;

h) informacje o] zautomatyzowanym
podejmowaniu decyzji, w tym o profilowaniu, o
ktérym mowa w art. 22 ust. 1i 4, oraz - przynajmniej
w tych przypadkach - istotne informacje o zasadach
ich podejmowania, a takie o© znaczeniu i
przewidywanych konsekwencjach takiego
przetwarzania dla osoby, ktdrej dane dotycza.
2.Jezeli dane osobowe sy przekazywane do
paristwa trzeciego jub organizacji
miedzynarodowej, osoba, ktérej dane dotycza, ma




prawo zosta¢ poinformowana o odpowiednich
zabezpieczeniach, o ktérych mowa w art. 46,
zwigzanych z przekazaniem.

3, Administrator dostarcza osobie, ktorej dane
dotyczg, kopie danych osobowych podiegajacych
przetwarzaniu. Za wszelkie kolejne kopie, o ktore
zwréci sie osoba, ktérej dane dotyczg, administrator
moie pobra¢ oplate w rozsadnej wysokosci
wynikajycej z kosztdw administracyjnych. lezeli
osoba, ktdrej dane dotycza, zwraca sie¢ o kopie
drogg elektroniczng i jezeli nie zaznaczy inaczej,
informac}i udziela sie powszechnie stosowang
drogg elektroniczng.

4. Prawo do uzyskania kopii, o ktérej mowa w ust. 3,
nie moze niekorzystnie wplywa¢ na prawa i
wolnosci innych.

Artykut 23

Ograniczenia

1. Prawo Unit lub prawo paristwa czionkowskiego,
ktdremu podlegajg administrator danych Ilub
podmiot przetwarzajgcy, moze aktem prawnym
ograniczy¢  zakres obowigzkéw | praw
przewidzianych w art. 12-22 i w art. 34, a takie w
art. 5 - o ile jego przepisy odpowiadajg prawom i
obowigzkom przewidzianym w art. 12-22 - jezeli
agraniczenie takie nie narusza istoty podstawowych
praw i;wolnosci oraz jest w demokratycznym
spoteczenistwie Srodkiem niezbednym i
proporcjonalnym, stuzgcym:

a) bezpieczeristwu narodowemu;

b} obronie;

c) bezpieczeristwu publicznemu;

d) zapobieganiu przestepczosici, prowadzeniu
postepowar przygotowawczych, wykrywaniu lub
iciganiu czyndéw zabronionych lub wykonywaniu
kar, w tym ochronie przed zagroieniami dla
bezpieczefistwa publicznego i zapobieganiu takim
zagrozeniom;

e} innym wainym celom lezgcym w ogbinym
interesie  publicznym  Unii lub  parstwa
cdonkowskiego, w  szczegdlnosci waZnemu
interesowi gospodarczemu lub finansowemu Unii
lub parisiwa cztonkowskiego, w tym kwestiom
pienigznym, budzetowym i podatkowym, zdrowiu
publicznemu i zabezpieczeniu spotecznemu;

f) ochronie niezaleinosci sadéw i postgpowania
sgdowego;

g) zapobieganiu naruszeniom zasad etyki w
zawodach regulowanych, prowadzeniu postepowari
w takich sprawach, ich wykrywaniu oraz sciganiu;
h) funkcjom kontrolnym, inspekcyjnym lub
regulacyjnym zwigzanym, nawet sporadycznie, ze
sprawowaniem wiadzy publicznej w przypadkach, o
ktérych mowa w lit. a) - e) oraz g);




i) ochronie osoby, ktdrej dane dotycza, lub praw i
waolnoéci innych os6b;

j) egzekucji roszczen cywilnoprawnych,

2. W szczegbinosci akt prawny, o ktérym mowa w

ust. 1, musi zawierat szczegétowe przepisy
przynajmniej - w stosownym przypadku - o:

a) celach przetwarzania lub kategorii
przetwarzania;

b) kategoriach danych osobowych;

¢} zakresie wprowadzonych ograniczer;

d) zabezpieczeniach zapobiegajgcych naduzyciom
lub niezgodnemu z prawem dostepowi lub
przekazywaniu;
e) okresleniu
administratoréw;
f) okresach przechowywania oraz majacych
zastosowanie zabezpieczeniach z uwzglednieniem
charakteru, zakresu i celdw przetwarzania lub
kategorii przetwarzania;

g) ryzyka naruszenia praw jub wolnosci osoby,
ktorej dane dotyczg; oraz

h) prawie os6b, ktorej dane dotycza, do uzyskania
informacji o ograniczeniach, o ile nie narusza to celu
ograniczenia.

administratora lub  kategorii

Art. 6 pkt 2

Przepiséw ustawy oraz rozporzadzenia nr 2016/679
nie stosuje sie do:

dziafalnosci stuib specjalnych w rozumieniu art. 11
ustawy z dnia 24 maja 2002 r. o Agendji
Bezpieczeristwa Wewnetrznego oraz Agengiji
Wywiadu.

Artykut 2

Materialny zakres stosowania

1. Niniejsze rozporzadzenie ma zastosowanie do
przetwarzania danych osobowych w sposob
catkowicie lub czesciowo zautomatyzowany araz do
przetwarzania w sposéb inny niz zautomatyzowany
danych osobowych stanowigcych czeé¢ zbioru
danych lub majacych stanowit czeéc zbioru danych
2. Niniejsze rozporzadzenie nie ma zastosowania
do przetwarzania danych osobowych:

a) w ramach dzialalno$ci nieobjete] zakresem prawa
Unii;

b} przez panstwa czlonkowskie w ramach
wykonywania dziatart wchodzacych w zakres tytutu
V rozdziat 2 TUE;

c) przez osobe fizyczng w ramach czynnosci o czysto
osobistym lub domowym charakterze;

d) przez wiasciwe organy do celéw zapobiegania
przestepczosci, prowadzenia postepowari
przygotowawczych, wykrywania i écigania czynéw
zabronionych fub wykonywania kar, w tym ochrony
przed zagrozeniami dla bezpieczeristwa publicznego
i zapobiegania takim zagrozeniom.

Motyw 16

Niniejsze rozporzgdzenie nie ma zastosowania do
kwestii ochrony podstawowych praw | wolnosci ani
do swobodnego przeplywu danych osabowych
w zwigzku z dziatalnoécia nieobjetq zakresem prawa
Unii, taka jak dzialalno$¢ dotyczaca bezpieczeristwa




narodowego. Niniejsze rozporzadzenie nie ma
zastosowania do przetwarzania danych osobowych
przez  patistwa  czlonkowskie  w zwigzku
zdzialaniami zwigzanymi ze wspding politykg
zagraniczng i bezpieczenistwa Unii.

Art. 97. Ustalenia prawomocnej decyzji Prezesa
Urzedu o stwierdzeniu naruszenia przepiséw o
ochronie danych osobowych lub prawomocnego
wyroku wydanego w wyniku wnieslenia skargi, o
ktérej mowa w art. 145a § 3 ustawy z dnia 30
sierpnia 2002 r. — Prawo o postepowaniu przed
sadami administracyjnymi [Dz. U. z 2017 r. poz.
1369, 1370 i 2451), wigig sad w postepowaniu o
naprawnienie szkody wyrzadzonej przez naruszenie
przepiséw o ochronie danych osobowych co do
stwierdzenia naruszenia tych przepiséw.

Artykut 79

Prawo do skutecznego srodka ochrony prawnej
przed sadem przeciwko administratorowi lub
podmiotowi przetwarzajgcemu

1.Bez uszczerbku dla dostepnych
administracyjnych lub pozasgdowych Srodkow
achrony prawnej, w tym prawa do wniesienia skargi
do organu nadzorczego zgodnie z art. 77, kaida
osoba, ktérej dane dotycza, ma prawo do
skutecznego srodka ochrony prawnej przed sgdem,
jezeli uzna ona, ze prawa przystugujace jej na mocy
niniejszego rozporzadzenia zostaly naruszone w
wyniku przetwarzania jego danych osobowych z
naruszeniem niniejszego rozporzadzenia.

Artykut 82

Prawo do odszkodowania i odpowiedziainosé

1. Kazda osoba, ktéra poniosta szkode majgtkowq
lub niemajgtkowa w wyniku naruszenia niniejszego
rozporzadzenia, ma prawo uzyskat aod
administratora lub podmiotu przetwarzajgcego
odszkodowanie za poniesiong szkode.

2. Kaidy administrator uczestniczacy w
przetwarzaniu odpowiada za szkody spowodowane
przetwarzaniem naruszajacym niniejsze
rozporzadzenie. Podmiot przetwarzajacy
odpowiada za szkody . spowodowane
przetwarzaniem wylgcznie, gdy nie dopeinit
obowigzkéw, ktdre niniejsze rozporzadzenie
naklada bezposrednio na podmioty przetwarzajace,
lub pgdy dziatal poza zgodnymi z prawem
instrukcjami  administratora lub wbrew tym
instrukcjom.

3. Administrator lub podmiot przetwarzajacy
zostajq zwolnieni z odpowiedzialno$ci wynikajacej z
ust. 2, jezeli udowodnia, Ze w Zaden sposéb nie
ponoszg winy za zdarzenie, ktére doprowadzito do
powstania szkody.

4. lezell w tym samym przetwarzaniu uczestniczy
wiecej niz jeden administrator lub. podmiot
przetwarzajacy lub uczestniczy w nim zaréwno
administrator jak i podmiot przetwarzajgcy i
zgodnie z ust. 2 i 3 odpowiadaja za szkode
spowodowang przetwarzaniem, ponoszg oni
odpowiedzialno$¢ solidarng za calg szkode, tak by
zapewni¢ osobie, ktorej dane dotycza, rzeczywiste
uzyskanie odszkodowanla.

5. Administrator lub podmiot przetwarzajacy, ktdry
2godnie z ust. 4 zaplacit odszkodowanie za catg




wyrzadzong szkode, ma prawo zadania od
pozostalych administratoréow lub podmiotéw
przetwarzajgcych, ktérzy uczestniczyli w tym
samym przetwarzaniu, zwrotu czesci
odszkodowania odpowiadajacej czedci szkody, za
ktérg ponosza odpowiedzialnoéé, zgodnie 2
warunkami okreslonymi w ust, 2.

6. Postepowanie sgdowe dotyczace odszkodowania
Jest wszczynane przed sadem wiaéciwym na mocy
prawa paristwa czlonkowskiego, o ktorym mowa w
art. 79 ust. 2,




Projekt
ROZPORZADZENIE

RADY MINISTROW
7z dnia

w sprawie wzoru legitymacji stuzbowej pracownika Urzedu Ochrony Danych

Osobowych

Na podstawie art. 48 ustawy z dnia ... 0 ochronie danych osobowych (Dz. U. poz. ...)

zarzadza si¢, co nastepuje:

§ 1. Rozporzadzenie okres§la wzor legitymacji stuzbowej pracownika Urzedu Ochrony

Danych Osobowych, zwanego dalej ,,pracownikiem”.
§ 2. Wzor legitymacji stuzbowej pracownika okresla zalacznik do rozporzadzenia.

§ 3. Rozporzadzenie wchodzi w zycie po uptywie 14 dni od dnia ogloszenia.

PREZES RADY MINISTROW



Zakacznik
do rozporzadzenia
Rady Ministréw
z dnia ... (poz. ...)
LEGITYMACJA SLUZBOWA PRACOWNIKA URZEDU OCHRONY DANYCH
OSOBOWYCH
(WZOR)

OPIS:
awers legitymacji:

— legitymacja koloru niebieskiego,

— napisy w kolorze czarnym: Rzeczpospolita Polska, Urzad Ochrony Danych Osobowych,
— numer legitymacii,

— orzel z godta RP,

— pasek przekatny koloru biato-czerwonego;

rewers legitymacji:

— legitymacja koloru niebieskiego,

— napisy w kolorze czarnym: LEGITYMACJA SEUZBOWA pracownika Urzedu Ochrony
Danych Osobowych, wazna do, miejsce na fotografi¢, miejsce na piecze¢, nazwisko, imie,
nr ewidencyjny PESEL, (podpis wystawcy), (podpis wtasciciela),

— hologram z literami w kolorze niebieskim;

wymiary legitymacji:
— wysokos$¢ legitymacji 90 mm,
— szeroko$¢ legitymacji 65 mm,
— wysokos$¢ fotografii 35 mm
— szerokos¢ fotografii 25 mm;
— rodzaj papieru i zabezpieczen:
— gramatura papieru 200,
— papier kredowany dwustronnie — matowy,
— hologram,
— W miejscach wpisu nazwiska i imienia oraz numeru ewidencyjnego PESEL nadruk cienkich

linii zabezpieczajacych.



UZASADNIENIE

Projektowane rozporzadzenie wykonuje delegacj¢ ustawowa zawarta w art. 48 ustawy
0 ochronie danych osobowych (Dz. U. poz. ...), zgodnie z ktorym Rada Ministréw zostata
upowazniona do okre§lenia wzoru legitymacji shuzbowej pracownika Urzedu Ochrony

Danych Osobowych.

Wzor legitymacji okre$la zatagcznik do rozporzadzenia.

Projekt nie jest objety przepisami prawa Unii Europejskie;.

Projekt nie zawiera przepisow technicznych, w zwigzku z tym nie wymaga notyfikacji
technicznej, o ktorej mowa w rozporzadzeniu Rady Ministréw z dnia 23 grudnia 2002 r.
W sprawie sposobu funkcjonowania krajowego systemu norm i aktéw prawnych (Dz. U. poz.
2039 oraz z 2004 r. poz. 597).

Zgodnie z art. 5 ustawy z dnia 7 lipca 2005 r. o dziatalno$ci lobbingowej w procesie
stanowienia prawa (Dz. U. z 2017 r. poz. 248) projekt rozporzadzenia zostanie udostepniony
w Biuletynie Informacji Publicznej na stronie podmiotowej Ministerstwa Cyfryzacji oraz

Rzadowego Centrum Legislacji.
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Nazwa projektu Data sporzadzenia

Rozporzadzenie Rady Ministrow W sprawie wzoru legitymacji
stuzbowej pracownika Urzedu Ochrony Danych Osobowych

Ministerstwo wiodace i ministerstwa wspoélpracujace Zrédlo:

Ministerstwo Cyfryzacji Art. 48 ustawy z dnia ... 0 ochronie danych
Osoba odpowiedzialna za projekt w randze Ministra, Sekretarza osobowych

Stanu lub Podsekretarza Stanu

Marek Zagorski — Sekretarz Stanu w Ministerstwie Cyfryzacji Nr w wykazie prac ......cc.ceceevenenene.

Kontakt do opiekuna merytorycznego projektu
Maciej Kawecki — Dyrektor Departamentu Zarzadzania Danymi

1. Jaki problem jest rozwigzywany?

Koniecznos¢ przygotowania przedmiotowego rozporzadzenia wynika z faktu, iz ustawa z dnia ... 0 ochronie danych
osobowych (Dz. U. poz. ...), zwana dalej ,,ustawa”, przewiduje w art. 48 wydanie rozporzadzenia okre$lajgcego wzor
legitymacji stluzbowej pracownika Urzedu Ochrony Danych Osobowych. Wydajac rozporzadzenie Rada Ministréw
winna mie¢ na wzgledzie potrzebg zapewnienia mozliwosci identyfikacji os6b uprawnionych do przeprowadzenia
kontroli oraz wykonywania innych czynnosci stuzbowych.

2. Rekomendowane rozwiazanie, w tym planowane narzedzia interwencji, i oczekiwany efekt

Nie dotyczy.

3. Jak problem zostal rozwiazany w innych krajach, w szczegoélnosci krajach cztonkowskich OECD/UE?

Wydanie rozporzadzenia w sprawie legitymacji pozwoli na okreslenie wzoru legitymacji dla pracownikow Urzedu Ochrony
Danych Osobowych, zwanego dalej ,,Urzedem”, a tym samym umozliwi im realizacj¢ ich ustawowych zadan, tj.
przeprowadzanie kontroli administratoréw danych lub podmiotoéw przetwarzajacych w przypadkach okreslonych w ustawie.

4. Podmioty, na ktore oddzialuje projekt

Grupa Wielko$¢ Zrodto danych Oddziatywanie
Pracownicy Urzgdu | Ok. 151 os6b Dane zawarte w sprawozdaniu | Wyprodukowanie i
Ochrony Danych Generalnego Inspektora | wyposazenie w legitymacje
Osobowych Ochrony Danych Osobowych z

2016 r., opublikowanego na
stronie internetowej GIODO,
gdzie liczba pracownikéw na
dzien 31 grudnia 2016 r.
wyniosta 151,525 etatu

5. Informacje na temat zakresu, czasu trwania i podsumowanie wynikow konsultacji

Projekt rozporzadzenia zostanie zamieszczony w Biuletynie Informacji Publicznej na stronie Rzadowego Centrum
Legislacji, w Biuletynie Informacji Publicznej na stronie Ministra Cyfryzacji, a informacja o konsultacjach zostata
opublikowana na stronie Ministerstwa Cyfryzacji. Konsultacje trwaty 21 dni i byly dostepne dla wszystkich
zainteresowanych osob.

Projekt zostat takze skierowany do nastgpujacych podmiotow:
1. Polskiego Towarzystwa Informatycznego (PTI),
Polskiej Izby Informatyki i Telekomunikacji (PI1T),
Krajowej Izby Gospodarczej Elektroniki i Telekomunikacji (KIGEIT),
Stowarzyszenia Instytutu Informatyki Sledczej,
Polskiego Komitetu Normalizacyjnego (PKN),
Zwiazku Pracodawcéw Branzy Internetowej Interactive Advertising Bureau Polska,
Konfederacji Lewiatan,
Zwigzku Rzemiosta Polskiego,

© Nk~ wDd

Ogodlnopolskiego Porozumienia Zwigzkow Zawodowych,




10. Forum Zwiazkéw Zawodowych,

11. Pracodawcow RP,

12. Business Centre Club,

13. NSZZ Solidarno$¢,

14. Fundacji Panoptykon,

15. Polskiej 1zby Komunikacji Elektronicznej,

16. Internet Society Poland,

17. Zaktadu Ubezpieczen Spotecznych (ZUS),

18. Rady Glownej Instytutow Badawczych (RGIB),
19. Instytutu Logistyki i Magazynowania (ILiM).

6. Wplyw na sektor finanséw publicznych

(ceny stale z ...... r.)

Skutki w okresie 10 lat od wej$cia w zycie zmian [mln zt]

0 1 2 3 4 5 6 7 8 9 10 Lqgcznie (0-10)

Dochody ogéltem

budzet panstwa

JST

pozostate jednostki
(oddzielnie)

Wydatki ogolem

0,0031 | 0 0 0 0 0 0 0 0 0 0,0031

budzet panstwa

0,0031 | 0 0 0 0 0 0 0 0 0 0,0031

JST

pozostate jednostki
(oddzielnie)

Saldo ogolem

-0,0031 | 0 0 0 0 0 0 0 0 0 -0,0031

budzet panstwa

-0,0031 | 0 0 0 0 0 0 0 0 0 -0,0031

JST

pozostate jednostki
(oddzielnie)

Zrbodta finansowania

Budzet panstwa, cz. 10

Dodatkowe
informacje, w tym
wskazanie zrodet
danych i przyjetych do
obliczen zatozen

Zgodnie z art. 159 ustawy dotychczasowe przepisy wykonawcze wydane na podstawie art. 22a
ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych (Dz. U. z 2016 r. poz. 922
122018 r. poz. 138) zachowuja moc do dnia wejscia w zycie przepisow wykonawczych
wydanych na podstawie art. 48 ustawy, nie dtuzej niz 12 miesiecy od dnia wejscia w zycie
ustawy. W efekcie nalezy przyja¢, ze od poczatku 2019 r. nastgpi sukcesywne wydawanie
nowych legitymacji.

Do obliczen przyjeto S$redni koszt wyprodukowania i dostarczenia jednej legitymacji
w wysokos$ci ok. 20,00 zt. W celu oszacowania catkowitego kosztu wyposazenia pracownikow
Urzedu w legitymacje, pomnozono koszt jednej legitymacji przez przyblizong liczbe
pracownikow, tj. 151 osob, uzyskujac kwote w wysokosci ok. 3100,00 zi. Dodatkowo przyjeto
zatozenie, zgodnie z ktoérym koszt wyprodukowania legitymacji dla 151 pracownikdéw zostanie
poniesiony w 2019 r. Jednoczesnie majac na uwadze fluktuacje kadr, koszt wyposazenia
pracownikéw w legitymacje moze przedstawiac si¢ roznie w kolejnych latach, dlatego tez jest
trudny do oszacowania.

Srodki na wyprodukowanie i dostarczenie legitymacji dla pracownikow Urzedu beda
pochodzity ze $rodkéw bedacych w dyspozycji Prezesa Urzedu.
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7. Wplyw na konkurencyjnos¢ gospodarki i przedsiebiorczos$¢, w tym funkcjonowanie przedsiebiorcéw oraz na

rodzine, obywateli i gospodarstwa domowe
Skutki

Czas w latach od wejscia w zycie zmian 0 1 2 3 5 10 Lacznie (0-10)
W ujeciu duze przedsigbiorstwa Nie dotyczy.
pienieziym sektor mikro-, matych Nie dotyczy.
(w min zt, i $rednich
ceny state przedsigbiorstw
2o ") rodzina, obywatele Nie dotyczy.

oraz gospodarstwa

domowe
W ujeciu duze przedsigbiorstwa | Nie dotyczy.
RIEPIENIGZRYM | soktor mikro-, matych | Nie dotyczy.
i $rednich
przedsiebiorstw
rodzina, obywatele Nie dotyczy.
oraz gospodarstwa
domowe
Niemierzalne
Dodatkowe

informacje, w tym
wskazanie zrodet

danych i przyjetych do | Nie dotyczy.
obliczen zalozen

8. Zmiana obciazen regulacyjnych (w tym obowiazkow informacyjnych) wynikajacych z projektu

X nie dotyczy

Wprowadzane sg obciazenia poza bezwzglednie [ ] tak
wymaganymi przez UE (szczegdty w odwroconej tabeli X nie

zgodnosci).

(] nie dotyczy

[] zmniejszenie liczby dokumentow
(] zmniejszenie liczby procedur

[] zwiekszenie liczby dokumentow
[] zwigkszenie liczby procedur

[] skrocenie czasu na zalatwienie sprawy [] wydtuzenie czasu na zatatwienie sprawy
[ ]inne: [ ]inne:
Wprowadzane obcigzenia sg przystosowane do ich [ ] tak

elektronizacji.

[ ] nie
X nie dotyczy

Komentarz:
Nie dotyczy.

9. Wplyw na rynek pracy

Nie dotyczy.

10. Wplyw na pozostale obszary

[] srodowisko naturalne
[] sytuacja i rozwdj regionalny

[]inne;

[] demografia [] informatyzacja
[] mienie panstwowe [ ] zdrowie




Omowienie wplywu Nie dotyczy.

11.Planowane wykonanie przepisow aktu prawnego

12. W jaki sposob i kiedy nastapi ewaluacja efektow projektu oraz jakie mierniki zostang zastosowane?

13.Zalaczniki (istotne dokumenty zrédlowe, badania, analizy itp.)

13/04/rch



Projekt
ROZPORZADZENIE

RADY MINITROW
Z dnia

w sprawie wysokosci wynagrodzenia czlonkow Rady do Spraw Ochrony Danych

Osobowych oraz liczby jej posiedzen w roku kalendarzowym

Na podstawie art. 50 ust. 3 ustawy z dnia ... o ochronie danych osobowych (Dz. U.

poz. ...) zarzadza si¢, co nastepuje:

§ 1. Cztonkowie Rady do Spraw Ochrony Danych Osobowych, zwanej dalej ,,Rada”,
w zwigzku z wykonywaniem swoich obowigzkéw otrzymuja za udzial w posiedzeniu Rady
wynagrodzenie w wysokosci:
1)  po 400 zt — Przewodniczacy i Wiceprzewodniczacy Rady;
2)  po 350 zt — pozostali cztonkowie Rady.

§ 2. Wynagrodzenie, o ktorym mowa w § 1, przystuguje za kazde z 12 posiedzen Rady

w roku kalendarzowym. Za kazde nastepne posiedzenie wynagrodzenie nie przystuguje.

§ 3. Rozporzadzenie wchodzi w zycie po uptywie 14 dni od dnia ogloszenia.

PREZES RADY MINISTROW



UZASADNIENIE

Projektowane rozporzadzenie wykonuje delegacje ustawowa zawartg w art. 50 ust. 3

ustawy z dnia ... 0 ochronie danych osobowych (Dz. U. poz. ...).

Konieczno$¢ przygotowania przedmiotowego rozporzadzenia wynika z faktu, iz ww.
ustawa przewiduje powotanie przy Prezesie Urzedu Ochrony Danych Osobowych, zwanego
dalej ,,Prezesem Urzedu”, dziata Rada do Spraw Ochrony Danych Osobowych, zwana dalej
»Rada”, ktéra jest organem opiniodawczo-doradczym Prezesa Urzedu. Do zadan Rady
nalezy:

1) opiniowanie projektow dokumentéw organdw i instytucji Unii Europejskiej dotyczacych
spraw ochrony danych osobowych;

2) opiniowanie przekazanych przez Prezesa Urzedu projektow aktéw prawnych i innych
dokumentow dotyczacych spraw ochrony danych osobowych;

3) opracowywanie propozycji kryteriow certyfikacji, o ktorych mowa w art. 42 ust. 5
rozporzadzenia 2016/679;

4) opracowywanie propozycji  rekomendacji  okreslajacych  $rodki  techniczne
I organizacyjne stosowane w celu zapewnienia bezpieczenstwa przetwarzania danych
osobowych;

5) inicjowanie dziatan w obszarze ochrony danych osobowych oraz przedstawianie
Prezesowi Urzedu propozycji zmian prawa w tym obszarze;

6) wyrazanie opinii w sprawach przedstawionych Radzie przez Prezesa Urzedu;

7) wykonywanie innych zadan zleconych przez Prezesa Urzedu.

Rada sktada si¢ z 8 czlonkéw. Powolanie do Rady nastgpuje na dwuletniag kadencje
sposrdd kandydatow. Obstluge Rady zapewnia Urzad Prezesa a szczegdtowy tryb dziatania

Rady okresla regulamin ustanawiany na wniosek Rady przez Prezesa Urzedu.

Jednoczesnie z uwagi na zakres zadan Rady, ustawa w art. 50 przewiduje, ze za udzial
w pracach Rady czlonkowi przystuguje wynagrodzenie. Wysoko$¢ wynagrodzenia
uzalezniona jest od zakresu obowigzkéw zwigzanych z funkcjg pelniong w Radzie oraz liczby
posiedzen w ktérych uczestniczyl. Jednoczesnie ustawodawca wskazat, ze wynagrodzenie
czlonka Rady za jedno posiedzenie stanowi co najmniej 5% przecietnego wynagrodzenia
w gospodarce narodowej w roku kalendarzowym poprzedzajacym rok powolania Rady,

oglaszanego przez Prezesa Gtownego Urzedu Statystycznego na podstawie art. 20 pkt 1 lit. a



ustawy z dnia 17 grudnia 1998 r. o emeryturach i rentach z Funduszu Ubezpieczen

Spotecznych i nie moze przekroczy¢ 25% tego wynagrodzenia.

Niniejsze rozporzadzenie realizuje upowaznienie do wydania przez Rad¢ Ministrow
rozporzadzenia do okre§lenia wysokosci wynagrodzenia cztonka Rady za udziat
W posiedzeniu. Projekt rozporzadzenia okresla takze liczbe posiedzen Rady w ciggu roku

kalendarzowego, za ktore przystuguje cztonkom Rady wynagrodzenie.
Projekt nie jest objety przepisami prawa Unii Europejskie;.

Projekt nie zawiera przepiséw technicznych, w zwigzku z tym nie wymaga notyfikacji
technicznej, o ktorej mowa w rozporzadzeniu Rady Ministréw z dnia 23 grudnia 2002 r.
W sprawie sposobu funkcjonowania krajowego systemu norm i aktow prawnych (Dz. U.

poz. 2039 oraz z 2004 r. poz. 597).

Zgodnie z art. 5 ustawy z dnia 7 lipca 2005 r. o dziatalnosci lobbingowej w procesie
stanowienia prawa (Dz. U. z 2017 r. poz. 248) projekt rozporzadzenia zostal udostgpniony
w Biuletynie Informacji Publicznej na stronie podmiotowej Ministerstwa Cyfryzacji oraz

Rzadowego Centrum Legislacji.
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Nazwa projektu Data sporzadzenia
Rozporzadzenie Rady Ministrow w sprawie wysokosci wynagrodzenia
cztonkéw Rady do Spraw Ochrony Danych Osobowych oraz liczby jej
posiedzen w roku kalendarzowym Zrédlo:

Art. 50 ust. 3 ustawy z dnia ... 0 ochronie

Ministerstwo wiodace i ministerstwa wspolpracujace danych osobowych

Ministerstwo Cyfryzacji

Osoba odpowiedzialna za projekt w randze Ministra, Sekretarza
Stanu lub Podsekretarza Stanu
Marek Zagorski — Sekretarz Stanu w Ministerstwie Cyfryzacji

Nr w wykazie prac .....ccoeevevneennnene

Kontakt do opiekuna merytorycznego projektu
Maciej Kawecki — Dyrektor Departamentu Zarzadzania Danymi

1. Jaki problem jest rozwiazywany?

Konieczno$¢ przygotowania przedmiotowego rozporzadzenia wynika z faktu, iz ww. ustawa przewiduje powotanie przy
Prezesie Urzedu Ochrony Danych Osobowych, zwanego dalej ,,Prezesem Urzedu”, dziata Rada do Spraw Ochrony
Danych Osobowych, zwana dalej ,,Radg”, ktora jest organem opiniodawczo-doradczym Prezesa Urzedu.

Niniejsze rozporzadzenie realizuje upowaznienie do wydania przez Rade Ministréw rozporzadzenia do okreslenia
wysokos$ci wynagrodzenia cztonka Rady za udzial w posiedzeniu (art. 50 ust. 3). Projekt rozporzadzenia okresla takze
liczbe posiedzen Rady w ciagu roku kalendarzowego, za ktore przystuguje cztonkom Rady wynagrodzenie.

2. Rekomendowane rozwiazanie, w tym planowane narzedzia interwencji, i oczekiwany efekt

Wobec zaangazowania si¢ cztonkéw Rady w jej prace proponuje si¢ przyznanie wynagrodzenia za udziat w pracach Rady,
co zapewni realng pomoc Prezesowi Urzedu w wypehianiu zadan okre$lonych w ustawie.

3. Jak problem zostal rozwigzany w innych krajach, w szczegolnosci krajach cztonkowskich OECD/UE?

Koniecznos¢ zrealizowania upowaznienia z art. 50 ust. 3 ustawy z dnia ... o ochronie danych osobowych, naktadajgcego na
Rad¢ Ministrow obowigzek wydania rozporzadzenia okreslajacego wysoko$¢é wynagrodzenia cztonkow Rady do Spraw
Ochrony Danych Osobowych oraz liczby jej posiedzen w roku kalendarzowym.

4. Podmioty, na ktore oddzialuje projekt

Grupa Wielko$¢ Zrédto danych Oddzialywanie
Cztonkowie Rady do 8 Aurt. 50 ustawy Okreslenie wysokos$ci
Spraw Ochrony Danych wynagrodzenia
Osobowych

5. Informacje na temat zakresu, czasu trwania i podsumowanie wynikow konsultacji

Projekt rozporzadzenia zostanie umieszczony w Biuletynie Informacji Publicznej RCL, w Biuletynie Informacji
Publicznej na stronie Ministra Cyfryzacji, a informacja o konsultacjach zostata opublikowana na stronie
Ministerstwa. Konsultacje trwaty 21 dni i byly dostgpne dla wszystkich zainteresowanych osob.
Projekt zostal takze skierowany do nastgpujacych podmiotow:
e Polskiego Towarzystwa Informatycznego (PTI),
Polskiej Izby Informatyki i Telekomunikacji (PIIT),
Krajowej I1zby Gospodarczej Elektroniki i Telekomunikacji (KIGEIT),
Stowarzyszenia Instytutu Informatyki Sledcze;j,
Polskiego Komitetu Normalizacyjnego (PKN),
Zwiazku Pracodawcow Branzy Internetowej Interactive Advertising Bureau Polska,
Konfederacji Lewiatan,
Zwiazku Rzemiosta Polskiego,
Ogolnopolskiego Porozumienia Zwigzkow Zawodowych,
Forum Zwiazkéw Zawodowych,
Pracodawcow RP,
Business Centre Club,
NSZZ Solidarnos¢,
Fundacji Panoptykon,
Polskiej 1zby Komunikacji Elektronicznej,
Internet Society Poland,




e Zakltadu Ubezpieczen Spotecznych (ZUS),
e Rady Gltownej Instytutow Badawczych (RGIB),
o Instytutu Logistyki i Magazynowania (ILiM).

6. Wplyw na sektor finanséw publicznych

(ceny stale z ... r.)

Skutki w okresie 10 lat od wejscia w zycie zmian [mln z1]

Dochody ogélem

budzet panstwa

JST

pozostale jednostki (oddzielnie)

Wydatki ogolem

0,02 | 0,03 0,03 |0,03 |0,03 |0,03 |0,03 |0,03 0,03 |0,03 |0,03 |0,32

budzet panstwa

0,02 | 0,03 10,03 |0,03 | 0,03 | 0,03|0,03 |0,03 |0,03 |0,03 |0,03 | 0,32

JST

pozostate jednostki (oddzielnie)

Saldo ogélem

-0,02|-0,03 |-0,03 | -0,03| -0,03| -0,03| -0,03| -0,03| -0,03| -0,03| -0,03| -0,32

budzet panstwa

-0,02|-0,03|-0,03|-0,03|-0,03|-0,03|-0,03|-0,03|-0,03|-0,03|-0,03| -0,32

JST

pozostate jednostki (oddzielnie)

Zrbdla finansowania

Budzet panstwa czes¢ 10-Generalny Inspektor Danych Osobowych

Dodatkowe
informacje, w tym
wskazanie zrodet
danych i przyjetych do
obliczen zatozen

Wejscie w zycie rozporzadzenia nie bedzie wywotywaé dodatkowych skutkéw finansowych dla
budzetu panstwa innych niz okreslonych w ustawie o ochronie danych osobowych.

Za rok bazowy w pkt 6 OSR ,,(0)” przyjeto 2018 1., czyli rok wej$cia w zycie ustawy. Wydatki
wykazane w zestawieniu tabelarycznym oszacowano w 2018 r. proporcjonalnie za 7 miesigcy
tj. od VI do XI1 2018 r.

Art. 50 ustawy z dnia ... o ochronie danych osobowych wynika, ze wynagrodzenie cztonkdéw
rady moze stanowi¢ od 5 do 25 procent przecietnego wynagrodzenia w gospodarce narodowej
w roku kalendarzowym poprzedzajacym rok powotania Rady, oglaszanego przez Prezesa
Glownego Urzedu Statystycznego na podstawie art. 20 pkt 1 lit. a ustawy z dnia 17 grudnia
1998 r. 0 emeryturach i rentach z Funduszu Ubezpieczen Spotecznych.

Przyjeto Komunikat Prezesa Glownego Urzedu Statystycznego z dnia 9 lutego 2018 r.
W sprawie przecigtnego wynagrodzenia w gospodarce narodowej w 2017 r. w ktéorym okreslono
przecietne wynagrodzenie w gospodarce narodowej w 2017 r. w wysoko$ci 4271,51 zk.

Kwota 400 i 350 ztotych stanowia odpowiednig ok. 8 1 9 procent kwoty 4271,51 zt wynikajace;j
z ww. komunikatu.

W ocenie projektodawcy ok. 10 procent wynagrodzenia cztonkéw rady stanowi odpowiednig
motywacj¢ dla cztonkéw rady do zaangazowania si¢ w pracg Rady. Przyjmujac, ze Rada do
Spraw Ochrony Danych Osobowych spotykataby si¢ raz w miesigc, taczny roczny koszt
wynagrodzen jej 8 cztonkéw wyniostby ok. 34 200,00 zt.

Nalezy wskaza¢, ze cztonkom Rady posiadajagcym miejsce zamieszkania poza siedzibg Prezesa
Urzedu bedg przystugiwac, zgodnie z art. 50 ust. 4 ustawy diety oraz zwrot kosztow podrozy
i zakwaterowania na warunkach okreslonych w przepisach wydanych na podstawie art. 77°
§ 2 ustawy z dnia 26 czerwca 1974 r. — Kodeks pracy (Dz. U. z 2018 r. poz. 108, 138, 305
i 357). Wydatki dotyczace zwrotu kosztéw i diet ww. zostaly ujete w Ocenie Skutkow
Regulacji dotaczonej do projektu ustawy o ochronie danych osobowych.
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7. Wplyw na konkurencyjnos$¢ gospodarki i przedsiebiorczo$¢, w tym funkcjonowanie przedsiebiorcéw oraz na
rodzine, obywateli i gospodarstwa domowe

Skutki
Czas w latach od wejsécia w zycie zmian 0 1 2 3 5 10 Lacznie (0-10)
W ujeciu duze przedsiebiorstwa Nie dotyczy.
pienieznym sektor mikro-, matych Nie dotyczy.
(w mln z1, i $rednich
ceny state przedsigbiorstw
Z...1) rodzina, obywatele Nie dotyczy.
oraz gospodarstwa
domowe
W ujeciu duze przedsigbiorstwa | Nie dotyczy.
niepieni¢znym | sektor mikro-, matych | Nie dotyczy.
i srednich
przedsiebiorstw
rodzina, obywatele Nie dotyczy.
oraz gospodarstwa
domowe
Niemierzalne
Dodatkowe

informacje, w tym
wskazanie zrodet
danych i przyjetych do
obliczen zatozen

Nie dotyczy.

8. Zmiana obcigzen regulacyjnych (w tym obowigzkow informacyjnych) wynikajacych z projektu

X nie dotyczy

Wprowadzane sg obcigzenia poza bezwzglednie [ ] tak
wymaganymi przez UE (szczegdty w odwrdconej tabeli | [X] nie
zgodnosci). (] nie dotyczy
(] zmniejszenie liczby dokumentow [] zwiekszenie liczby dokumentow
] zmniejszenie liczby procedur (] zwiekszenie liczby procedur
[] skrocenie czasu na zatatwienie sprawy [] wydtuzenie czasu na zatatwienie sprawy
[]inne: []inne:
Wprowadzane obcigzenia sg przystosowane do ich [ ] tak
elektronizacji. [ ] nie
X nie dotyczy

Komentarz:
Nie dotyczy.

9. Wplyw na rynek pracy

Nie dotyczy.

10. Wplyw na pozostale obszary

[] srodowisko naturalne (] demografia [] informatyzacja
[] sytuacja i rozwdj regionalny [] mienie panstwowe [] zdrowie
[]inne:

Omoéwienie wptywu Nie dotyczy.

11. Planowane wykonanie przepisow aktu prawnego

Planowany termin wejscia w zycie projektowanego rozporzadzenia 25 maja 2018 r.




S

12. W jaki sposob i kiedy nastapi ewaluacja efektow projektu oraz jakie mierniki zostana zastosowane?

Nie dotyczy.

13. Zalaczniki (istotne dokumenty zrodlowe, badania, analizy itp.)

Brak zatgcznikow.

07/04/kc



